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	Reason for change:
	For AM Policy association establishment:
1) In the current procedure, internal group ids, alternative or backup address(es) of AMF and trace control and configuration parameters information are not includes the request message.
2) There is a NOTE to mention that the PCF can reject the AM Policy Association establishment, e.g. the PCF cannot obtain the subscription-related information from the UDR and the PCF cannot make the policy decisions, as described in 3GPP TS 29.512 [9]. In this case, the remaining steps in this procedure are not followed. But it is not described the correct behaviour of the AMF. It is not a valid NOTE.
For AM Policy association modification:
1) the AMF may update the trace configuration by updating the policy association.
2) Backup or alternate IP address may be updated when the AMF is relocated.


Notification URI is not described correctly in the PCF-initiated association procedure.

For SM Policy Association Establishment:
1) The establishment is applicable to the non-roaming and roaming cases.
2) Subscribed default QoS also includes the priority level.
3) PCF shall retrieve the subscription data for the SUPI DNN and S-NSSAI.
Policy control request triggers are used by the PCF to receive the information.

For SM Policy Association Modification:
1) The parameter include in the step 1 of Figure 5.2.2.2.2.1-1 is not consistent with the parameters defined clause 4.2.2.2 of 3GPP TS 29.514.
2) Status code described in figure 5.2.2.2.2.2-1 is not consistent with the 29.514.
3) In figure 5.2.2.2.2.3-1, if the event is included in the request and the corresponding information is not available at the PCF, the PCF shall defer the response and request the SMF to report information firstly.
4) In figure 5.2.2.3-1, the SMF also reports the PCC rule error to the PCF and PCF also request the deletion of the application session context to the AF.


For SM Policy Association termination:
1) In Rel-15, the NetLoc and RAN-NAS-CAUSE are not supported over N5 interface, so the access network information is not report when the AF session is terminated. But they are supported over Rx interface.
2) When the PCF initiates a PDU session termination, the PCF shall include the Resource URI of the individual SM policy and cause of termination.

Traffic influence procedures
1) The PCC rule enforcement at the SMF is missing.
2) The notification URI of SMF for update the policy is not correct.


	
	

	Summary of change:
	For AM Policy association establishment:
1) Add the reference subclause of 29.507.
2) Add internal group ids, alternative or backup address(es) of AMF and trace control and configuration parameters information in the request message.
3) Remove the existing NOTE and add a NOTE to clarify that if the PCF rejects the AM Policy Association establishment, the AMF deploys the Access and Mobility control policy information based on the policy retrieved from the UDM if available or the local configuration.
For AM Policy association modification:
Update AM Policy Association Modification to include the trace configuration, Backup or alternate IP address.
1) Correct the information which can be reported over N5 and Rx interface.
2) Correct the informaiton which can be used to indicat the PDU session termination.
For AM Policy association termination:
1) Correct the procedure and the AMF shall remove the policy after the AMF receives the response form the PCF.
2) Correct the conditions where the AMF terminates the association.

Change the “Notification URI” to “notificationUri”.


For SM Policy Association Establishment:
1) Add the descriptions to describe the scenario.
2) Subscribed default QoS is used instead of subscribed default 5QI/ARP.
3) Remove the existing NOTE.
4) Clarify that PCF shall check the subscription data for the SUPI DNN and S-NSSAI.

For SM Policy Association Modification:
1) The parameter include in the step 1 of Figure 5.2.2.2.2.1-1 is consistent with the parameters defined clause 4.2.2.2 of 3GPP TS 29.514.
2) Status code described in figure 5.2.2.2.2.2-1 is consistent with the 29.514.
3) In figure 5.2.2.2.2.3-1, if the event is included in the request and the corresponding information is not available at the PCF, the PCF defers the response and request the SMF to report information firstly.
4) In figure 5.2.2.3-1, the SMF also reports the PCC rule error to the PCF and PCF also request the deletion of the application session context to the AF.

For SM Policy Association termination:
1) Remove the support of the access network information report for N6 interface when the AF session is terminated. Add the support of the access network information report for Rx interface.
2) When the PCF initiates a PDU session termination, the PCF shall include the Resource URI of the individual SM policy and cause of termination.

Traffic influence procedures
1) The PCC rule enforcement at the SMF is described.
2) The notification URI of SMF for update the policy is corrected.


	
	

	Consequences if not approved:
	1) Wrong information leads to misunderstanding. The PCF can’t report correct information to the AF. The PCF can’t terminate the PDU session.
2) The PCF can’t report the correct information during the AF session termination.
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* * * * Begin of Change * * * *
[bookmark: _Toc28005281][bookmark: _Toc28005302]5.1.1	AM Policy Association Establishment
This procedure concerns the following scenarios:
1.	UE initial registration with the network.
2.	The AMF re-allocation with PCF change in handover procedure and registration procedure.
3.	UE registers with 5GS during the UE moving from EPS to 5GS when there is no existing AM Policy Association.


Figure 5.1.1-1: AM Policy Association Establishment procedure
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the role of the V-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF.
Step 2 - step 5 are not executed in the roaming case.
1.	The AMF receives the registration request from the AN. Based on local policy, the AMF selects to contact the (V-) PCF to create the policy association with the (V-) PCF and to retrieve Access and Mobility control policy. The AMF selects the PCF as described in subclause 8.2 and invokes the Npcf_AMPolicyControl_Create service operation by sending the HTTP POST request to the "AM Policy Associations" resource as defined in subclause 5.1.2.1.1 of 3GPP TS 29.507 [7]. The request operation provides the SUPI, and if received from the UDM, the Service Area Restrictions, RFSP index, and GPSI and a list of Internal Group Identifiers, and may provide the access type, the PEI if received in the AMF, the User Location Information if available, the UE Time Zone if available, Serving Network, RAT type, GUAMI of AMF, alternative or backup address(es) of AMF and trace control and configuration parameters information. The request includes a Notification URI to indicate to the PCF where to send a notification when the policy is updated. 
2.	If the PCF does not have the subscription data, it invokes the Nudr_DataRepository_Query service operation to the UDR by sending an HTTP GET request to the "AccessAndMobilityPolicyData " resource as specified in TS 29.519 [12]
3.	The UDR sends an HTTP "200 OK" response to the PCF with the subscription data.
4.	The PCF may request notifications from the UDR on changes in the subscription information by invoking Nudr_DataRepository_Subscribe service operation by sending an HTTP POST request to the "PolicyDataSubscriptions" resource as specified in 3GPP TS 29.519 [12].
5.	The UDR sends an HTTP "201 Created" response to acknowledge the subscription from the PCF.
6.	The (V-)PCF makes the requested policy decision including Access and Mobility control policy information, and may determine applicable Policy Control Request Trigger(s).
7.	The (V)PCF sends an HTTP "201 Created" response to the AMF with the determined policies as described in subclause 4.2.2 of 3GPP TS 29.507 [7]: 
-	Access and Mobility control Policy including Service Area Restrictions, and/or a RAT Frequency Selection Priority (RFSP) Index; and/or
-	Policy Control Request Triggers and related parameterspolicy information;
NOTE:	The PCF can reject the AM Policy Association establishment, e.g. the PCF cannot obtain the subscription-related information from the UDR and the PCF cannot make the policy decisions, as described in 3GPP TS 29.512 [9]. In this case, the remaining steps in this procedure are not followed.
8.	The AMF deploys the Access and Mobility control policy information if received which includes storing the Service Area Restrictions, provisioning the Service Area Restrictions to the UE and/ or provisioning the RFSP index and Service Area Restrictions to the NG-RAN.
NOTE:	The PCF can reject the AM Policy Association establishment, e.g. the PCF cannot obtain the subscription-related information from the UDR and the PCF cannot make the policy decisions, as described in 3GPP TS 29.519 [12]. In this case, the AMF deploys the Access and Mobility control policy information based on the policy retrieved from the UDM if available or the local configuration.
* * * * Next Change * * * *
[bookmark: _Toc28005284]5.1.2.1.1	AM Policy Association Modification initiated by the AMF without AMF relocation
This procedure is performed when a Policy Control Request Trigger condition is met.


Figure 5.1.2.1.1-1: AMF-initiated AM Policy Association Modification without AMF relocation procedure
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the role of the V-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF.
1.	The AMF detects a Policy Control Request Trigger condition is met or other condition is met, e.g. trace control configuration needs to be updated, as defined in subclause 4.2.3.1 of 3GPP TS 29.507 [7].
2.	The AMF invokes the Npcf_AMPolicyControl_Update service operation to the (V-) PCF by sending the HTTP POST request to the "Individual AM Policy Association" resource with information on the conditions that have changed.
3.	The (V)PCF stores the information received in step 2 and makes the policy decision.
4.	The (V)PCF sends an HTTP "200 OK" response to the AMF with the updated Access and Mobility control policy information and/ or the updated Policy Control Request Trigger parameters.
5.	The AMF deploys the Access and Mobility control policy if received, which includes storing the Service Area Restrictions, provisioning the Service Area Restrictions to the NG-RAN and UE, and/or provisioning the RFSP index to the NG-RAN.
* * * * Next Change * * * *
[bookmark: _Toc28005285]5.1.2.1.2	AM Policy Association Modification with old PCF during AMF relocation
This procedure is performed when AMF relocation is performed and the old PCF is selected by the target new AMF. 


Figure 5.1.2.1.2-1: AMF-initiated AM Policy Association Modification with old PCF during AMF relocation procedure
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the role of the V-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF.
1.	When the old AMF and the new AMF belong to the same PLMN, the old AMF transfers to the new AMF about the AM Policy Association information including, e.g. policy control request trigger(s), and the resource URI (i.e. {apiRoot}/npcf-am-policy-control/v1/policies/{polAssoId}) of AM Policy Association at the (V-)PCF). 
2.	Based on local policies, the new AMF decides to contact with (V-)PCF and update the resource identified by the resource URI received in step 1.
3.	The new AMF invokes the Npcf_AMPolicyControl_Update service operation to the (V-) PCF by sending the HTTP POST request to the "Individual AM Policy Association" resource with the Notification URI of the new AMF. The request may also include the met policy control request trigger(s) and corresponding information, and the new alternate or backup IP addresses.
4.	The (V-)PCF updates the stored information provided by the old AMF with the information provided by the new AMF and makes the policy decision.
5.	The PCF sends an HTTP "200 OK" response to the AMF with the updated Access and Mobility control policy information and/or the updated Policy Control Request Trigger parameters.
6.	The AMF deploys the Access and Mobility control policy if received, which includes storing the Service Area Restrictions, provisioning the Service Area Restrictions to the NG-RAN and UE, and/or provisioning the RFSP index to the NG-RAN.

* * * * Next Change * * * *
[bookmark: _Toc28005286]5.1.2.2	AM Policy Association Modification initiated by the PCF
This procedure is performed when the Access and Mobility control policies are changed.


Figure 5.1.2.2-1: PCF-initiated AM Policy Association Modification procedure
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the role of the V-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF.
1.	The (V-) PCF receives an external trigger, e.g. the subscriber policy data of a UE is changed, or the (V-)PCF receives an internal trigger, e.g. operator policy is changed, to re-evaluate Access and Mobility control policy for a UE.
2.	The (V-)PCF makes the policy decision including, Access and Mobility control policy, and may determine applicable Policy Control Request Trigger(s). 
3.	The (V-)PCF invokes the Npcf_AMPolicyControl_UpdateNotify service operation by sending the HTTP POST request with "{notificationUriNotification URI}/update" as the resource URI to the AMF that has previously subscribed, as described in subclause 4.2.4.2 of 3GPP TS 29.507 [7]. 
4.	The AMF sends an HTTP "204 No Content" response the PCF.
5.	The AMF deploys the Access and Mobility control policy information if received which includes storing the Service Area Restrictions, provisioning the Service Area Restrictions to the UE and/or provisioning the RFSP index and Service Area Restrictions to the NG-RAN.
* * * * Next Change * * * *
[bookmark: _Toc28005289]5.1.3.2	AM Policy Association Termination initiated by the PCF
This procedure is performed when the UDR notifies the PCF that the policy profile is removed or when the PCF decides to terminate the AM Policy Association based on the internal logic, e.g. UE movement triggers a geo-fencing rule.


Figure 5.1.3.2-1: PCF-initiated AM Policy Association Termination procedure
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the role of the V-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF.
Step 1, step 2 and step 3 are not executed in the roaming case or in the case that the PCF decides to terminate the AM Policy Association based on the internal logic.
1.	The subscriber policy control data is removed from the UDR.
2.	The UDR invokes the Nudr_DataRepository_Notify service operation to notify the PCF that the policy profile is removed if PCF has subscribed such notification by sending the HTTP POST request to the resource URI "{notificationUri}" as specified in 3GPP TS 29.519 [12].
3.	The PCF sends the response to the Nudr_DataRepository_Notify service operation.
4.	The (V-)PCF decides to terminate the AM Policy Association based on step 2 or an internal trigger, e.g. operator policy is changed, to re-evaluate Access and Mobility control policy for a UE.
5.	The (V-)PCF may, depending on operator policies, invokes the Npcf_AMPolicyControl_UpdateNotify service operation to the AMF of the removal of the Access and Mobility control policy control information by sending the HTTP POST request to the request URI "{notificationUriNotification URI}/terminate" as described in subclause 4.2.4.3 of 3GPP TS 29.507 [7].
Alternatively, the (V-)PCF may decide to maintain the Policy Association if a default profile is applied, and then step 4 through 6 are not executed.
6.	The AMF sends an HTTP "204 No Content" response to the PCF.
7.	Step 1 through step 3 as specified in Figure 5.1.3.1-1 are executed with the following difference:
-	the AMF removes the policy control request trigger(s) related to the AM policy association, but still keeps the provisioned AM policies and applies them to the UE.
* * * * Next Change * * * *
[bookmark: _Toc28005291]5.2.1	SM Policy Association Establishment
This clause is applicable if a new SM Policy Association is being established.
The following procedure concerns both roaming and non-roaming scenarios.
In the LBO roaming case, the PCF acts as the V-PCF, and the V-PCF shall not contact the UDR/CHF. In the home routed roaming case, the PCF acts as the H-PCF and the H-PCF interacts with the H-SMF.


Figure 5.2.1-1: SM Policy Association Establishment procedure
This procedure concerns both roaming and non-roaming scenarios.
In the home routed roaming case, the PCF acts as the H-PCF. In the LBO roaming case, the PCF acts as the V-PCF, and the step 2 to 5 shall be skipped.
[bookmark: _Hlk489346276]1.	The SMF receives a PDU session establishment request from the UE. The SMF selects the PCF as described in subclause 8.3 and invokes the Npcf_SMPolicyControl_Create service operation by sending the HTTP POST request to the "SM Policies" resource as defined in subclause 4.2.2.2 of 3GPP TS 29.512 [9]. The request operation provides the SUPI, the PDU session ID, PDU Session Type, DNN, and S-NSSAI, and may provide the GPSI, the Internal Group Identifier, the Access Type, the IPv4 address or the IPv6 network prefix (if available), the PEI if received in the SMF, the User Location Information, the UE Time Zone, Serving Network, RAT type, charging information, the subscribed Session-AMBR and the subscribed default 5QI/ARPQoS, if available. The request operation also includes a Notification URI to indicate to the PCF where to send a notification when the SM related policies are updated.
2-3.	If PCF does not have the subscription data for the SUPI, and DNN and S-NSSAI, the PCF invokes the Nudr_DataRepository_Query service operation to the UDR by sending the HTTP GET request to the "SessionManagementPolicyData" resource as specified in 3GPP TS 29.519 [12].The UDR sends an HTTP "200 OK" response to the PCF with the policy control subscription data.
	Additionally, if the TSC feature defined in 3GPP TS 29.512 [9] is supported, the PCF invokes the Nudr_DataRepository_Query service operation to retrieve the stored AF influence data in the UDR by sending the HTTP GET request to the "Influence Data" resource as specified in 3GPP TS 29.519 [12]. The UDR sends an HTTP "200 OK" response with the stored AF request.
4-5.	To request notifications from the UDR on changes in the subscription information, the PCF invokes the Nudr_DataRepository_Subscribe service operation by sending an HTTP POST request to the "PolicyDataSubscriptions" resource. The UDR sends an HTTP "201 Created" response to acknowledge the subscription.
	Additionally, if the TSC feature defined in 3GPP TS 29.512 [9] is supported, to request notifications from the UDR on changes in the AF influence data, the PCF invokes the Nudr_DataRepository_Subscribe service operation by sending an HTTP POST request to the "Influence Data Subscription" resource. The UDR sends an HTTP "201 Created" response to acknowledge the subscription.
6.	If the PCF determines that the policy decision depends on the status of the policy counters available at the CHF, and such reporting is not established for the subscriber, the PCF initiates an Initial Spending Limit Report Retrieval as defined in subclause 5.3.2. If policy counter status reporting is already established for the subscriber, and the PCF determines that the status of additional policy counters are required, the PCF initiates an Intermediate Spending Limit Report Retrieval as defined in subclause 5.3.3.
7.	The PCF makes the policy decision to determine the information provided in step 10.
8.	In the case that the BSF is to be used and that either the IP address/prefix or MAC address is available, the PCF invokes the Nbsf_Management_Register service operation by sending HTTP POST request to create the PDU session binding information for a UE in the BSF as detailed in subclause 8.5.2.
9.	The PCF receives an HTTP "201 Created" response from the BSF with the created binding information as detailed in subclause 8.5.2.
10.	The PCF sends an HTTP "201 Created" response to the SMF with the determined policies as described in subclause 4.2.2 of 3GPP TS 29.512 [9].
NOTE:	After this step the PCF can subscribe to SMF events associated with the PDU Session.
* * * * Next Change * * * *
5.2.2.2.1	Interactions between SMF, PCF and CHF
This procedure is performed when the PCF decides to modify policy decisions for a PDU session.


Figure 5.2.2.2-1: Interactions between SMF, PCF and CHF for PCF-initiated SM Policy Association Modification procedure
1.	The PCF receives an internal or external trigger to re-evaluate PCC Rules and policy decision for a PDU Session. Possible external trigger events are described in subclause 5.2.2.2.2. In addition, this procedure is triggered by the following cases:
-	The UDR notifies the PCF about a policy subscription change (e.g. change in MPS EPS Priority, MPS Priority Level and/or IMS Signalling Priority, or change in user profile configuration indicating whether supporting application detection and control).
-	The CHF provides a Spending Limit Report to the PCF as described in subclause 5.3.5.
2.	If the PCF determines that the policy decision depends on the status of the policy counters available at the CHF and such reporting is not established for the subscriber, the PCF initiates an Initial Spending Limit Report as defined in subclause 5.3.2. If policy counter status reporting is already established for the subscriber, and the PCF decides to modify the list of subscribed policy counters, the PCF sends an Intermediate Spending Limit Report as defined in subclause 5.3.3. If the PCF decides to unsubscribe any future status notification of policy counters, it sends a Final Spending Limit Report Request to cancel the request for reporting the change of the status of the policy counters available at the CHF as defined in subclause 5.3.4.
3.	The PCF makes a policy decision. The PCF can determine that updated or new policy information need to be sent to the SMF.
4.	The PCF invokes the Npcf_SMPolicyControl_UpdateNotify service operation by sending the HTTP POST request with "{Notification URInotificationUri}/update" as the resource URI to the SMF that has previously subscribed. The request operation provides the PDU session ID and the updated policies, as described in subclause 4.2.4 of 3GPP TS 29.512 [9].
5.	The SMF sends an HTTP "200 OK" to the PCF.
* * * * Next Change * * * *
[bookmark: _Toc28005447][bookmark: _Toc38977193]5.2.2.2.2.1	AF Session Establishment
This procedure is performed when the AF/NEF requests to create an AF application session context for the requested service.
NOTE:	The NEF acts as an AF to support the network exposure functionality.


Figure 5.2.2.2.2.1-1: AF Session Establishment triggers PCF-initiated SM Policy Association Modification procedure
1.	When the AF receives an internal or external trigger to set-up a new AF session, the AF invokes the Npcf_PolicyAuthorization_Create service operation to the PCF by sending the HTTP POST request to the "Application Sessions" resource. The request operation includes the AF Identifier, the IP address or the MAC address of the UE, the identification of the application session context, the SUPI if available, the GPSI if available, the DNN if available, the S-NSSAI if available, service informationMedia information, bandwidth requirements, sponsored data connectivity if applicable, flow description, AF application identifier, Flow status, Priority indicator, emergency indicator, Application service provider, resource allocation outcome, etc, as defined in subclause 4.2.2.2 of 3GPP TS 29.514 [10]. The request operation may also include the subscription to notifications on certain user plane events, e.g. subscription to QoS notification control.
1a.	The AF provides the Service Information to the PCF by sending a Diameter AAR for a new Rx Diameter session.
2.	The PCF stores the Service Information received in step 1.
3-4.	If the PCF does not have the subscription data for the SUPI, and DNN and S-NSSAI, it invokes the Nudr_DataRepository_Query service operation to the UDR by sending the HTTP GET request to the "SessionManagementPolicyData" resource. The UDR sends an HTTP "200 OK" response to the PCF with the subscription data.
	Additionally, if the AF provided a Background Data Transfer Reference ID in step 1 or step 1a and the corresponding transfer policy is not locally stored in the PCF, the PCF sends the HTTP GET request to the "IndividualBdtData" resource. The UDR sends an HTTP "200 OK" response to the PCF with the Background Data Transfer policy.
5.	The PCF identifies the affected established PDU Session (s) using the information previously received from the SMF and the Service Information received from the AF.
6.	The PCF sends an HTTP "201 Created" response to the AF.
6a.	The PCF sends a Diameter AAA to the AF.
7.	The AF may invoke the Npcf_PolicyAuthorization_Subscribe service operation by sending the HTTP PUT request to the "Events Subscription" resource to subscribe to events in the PCF. The request includes the events that subscribes and a Notification URI to indicate to the PCF where to send the notification of the subscribed events, as described in subclause 4.2.6 of 3GPP TS 29.514 [10].
8.	The PCF sends an HTTP "201 Created" response to the AF.
9.	The PCF interacts with SMF according to Figure 5.2.2.2-1.
* * * * Next Change * * * *
[bookmark: _Toc28005448][bookmark: _Toc38977194]5.2.2.2.2.2	AF Session Modification
This procedure is performed when the AF/NEF requests to update an AF application session context for the requested service.
NOTE:	The NEF acts as an AF to support the network exposure functionality.


Figure 5.2.2.2.2.2-1: AF Session Modification triggers PCF-initiated SM Policy Association Modification procedure
1.	When the AF receives an internal or external trigger to modify an existing AF session, the AF invokes the Npcf_PolicyAuthorization_Update service operation to the PCF by sending the HTTP PATCH request to the "Individual Application Session Context" resource including the modified service information as defined in subclause 4.2.3.2 of 3GPP TS 29.514 [10]. The AF may also provide the updated subscription to notifications on user plane events.
1a.	The AF provides the Service Information to the PCF by sending a Diameter AAR for the existing Rx Diameter session corresponding to the modified AF session.
2.	The PCF stores the received Service Information.
3-4.	These steps are the same as steps 3-4 in subclause 5.2.2.2.2.1.
5.	The PCF identifies the affected existing PDU Session(s) using the information previously received from the SMF and the Service Information received from the AF.
6.	The PCF sends an HTTP "200 OK" or HTTP "204 No Content" response to the AF.
6a.	The H-PCF sends a Diameter AAA to the AF.
7.	The AF may decide to (un)subscribe to events for the active AF application session context in relation to the corresponding PDU session.
-	If the AF decides to create a subscription to events or modify the events subscription, it invokes the Npcf_PolicyAuthorization_Subscribe service operation by sending the HTTP PUT request to the "Events Subscription" resource. The HTTP request includes the events that subscribes and may also include a Notification URI to indicate to the PCF where to send the notification of the subscribed events.
-	If the AF decides to remove subscription to all subscribed events for the existing application session context, it invokes the Npcf_PolicyAuthorization_Unsubscribe service operation by sending the HTTP DELETE request to the "Events Subscription" resource.
8.	The PCF responses to the AF.
-	If the PCF accept the HTTP PUT request to create a subscription to events, it sends an HTTP "201 Created" response.
-	If the PCF accept the HTTP PUT request to modify the events subscription, it sends an HTTP "200 OK" or HTTP "204 No Content" response.
-	Upon receipt of the HTTP DELETE request to remove subscription to all subscribed events, the PCF sends an HTTP "204 No Content" response.
9.	The PCF interacts with SMF according to Figure 5.2.2.2-1.
* * * * Next Change * * * *
[bookmark: _Toc28005449][bookmark: _Toc38977195]5.2.2.2.2.3	AF Session Termination
This procedure is performed when the PCF requests the AF/NEF to delete the AF application session context.
NOTE:	The NEF acts as an AF to support the network exposure functionality for policy/charging capability.




Figure 5.2.2.2.2.3-1: AF Session Termination triggers PCF-initiated SM Policy Association Modification procedure
1.	The AF sends the Npcf_PolicyAuthorization_Delete service operation by sending the HTTP POST request to the "Individual Application Session Context" resource to request the removal of the AF application session as defined in subclause 4.2.3.2 of 3GPP TS 29.514 [10]. The request may include the events to subscribe to.
1a.	The AF sends a session termination request, Diameter STR, to the PCF to request the removal of the session. The request may include the events to subscribe to.
2.	The PCF identifies the affected PDU Session where PCC rules related with this AF session are installed. These PCC rules need to be removed.
If the request in step 1 or step 1a does not include the event(s) or it includes the event(s) but the corresponding information is available at the PCF, step 3 or step3a is performed respectively; otherwise, the step 3* or step3a* is performed respectively.
3.	The PCF removes the AF application session context and sends an HTTP "204 No Content" or HTTP "200 OK" response to the AF. Optionally, the PCF shall send an HTTP "200 OK", if it needs to include the notification of event.
3a.	The PCF sends a Diameter STA, session termination answer, to the AF.
3*.	The PCF removes the AF application session context and sends an HTTP "200 OK" response with the information corresponding to the requested event(s) to the AF. 
3a*.	The PCF sends a Diameter STA, session termination answer with the information corresponding to the requested event(s), to the AF.
4.	The PCF interacts with SMF according to Figure 5.2.2.2-1.
* * * * Next Change * * * *
[bookmark: _Toc28005450][bookmark: _Toc38977196]5.2.2.3	SM Policy Association Modification initiated by the SMF
This procedure is performed when the SMF observes some policy control trigger condition is met.


Figure 5.2.2.3-1: SMF-initiated SM Policy Association Modification procedure
1.	The SMF detects a policy control request trigger condition is met or a PCC rule error is reported.
2.	The SMF invokes the Npcf_SMPolicyControl_Update service operation to the PCF by sending the HTTP POST request to the "Individual SM Policy" resource with information on the conditions that have changed or a PCC rule error occurs.
3.	If the (H-)PCF requires subscription-related information and does not have it, the (H-)PCF invokes the Nudr_DataRepository_Query service operation to the UDR by sending the HTTP GET request to the "SessionManagementPolicyData" resource to fetch the information.
4.	The UDR sends an HTTP "200 OK" response to the PCF with the subscription related information containing the information about the allowed service(s) and PCC Rules information.
5.	The PCF invokes the Npcf_PolicyAuthorization_Notify service operation by sending the HTTP POST request with "{notifUri}/notify" as the resource URI to the AF to indicate that an event for the active application session has occurred or to indicate the deletion of the active application session.
5a.	If the AF requested a notification of the corresponding event, the PCF sends a Diameter RAR with the Specific-Action AVP set to indicate the event that caused the request.
6.	The AF sends an HTTP "204 No Content" response to the PCF.
6a.	The AF replies with a Diameter RAA and may provide updated service information within.
7.	If the PCF indicates in step 5 that an event for the active application session has occurred, Tthe AF may invoke the Npcf_PolicyAuthorization_Update service operation to the PCF by sending the HTTP PATCH request to the "Individual Application Session Context" resource including the modified service information.
8.	The PCF sends an HTTP "200 OK" or an HTTP "204 No Content" response to the AF.
9.	If the PCF indicates in step 5 the deletion of the active application sessionthat there are no transmission resources for the service, the AF may terminate the AF session by invoking the Npcf_PolicyAuthorization_Delete service operation by sending the HTTP POST request to the "Individual Application Session Context" resource to terminate the AF session. The request may include the events to subscribe to.
10.	The PCF removes the AF application session context and sends an HTTP "204 No Content". If the PCF need to include the notification of event, it sends an HTTP "200 OK" response.
7a-10a.	If all service data flows for an AF session are deleted, the AF session is terminated.
11.	If the PCF determines that the policy decision depends on the status of the policy counters available at the CHF and such reporting is not established for the subscriber, the PCF initiates an Initial Spending Limit Report as defined in subclause 5.3.2. If policy counter status reporting is already established for the subscriber, and the PCF decides to modify the list of subscribed policy counters, the PCF sends an Intermediate Spending Limit Report as defined in subclause 5.3.3. If the PCF decides to unsubscribe any future status notification of policy counters, it sends a Final Spending Limit Report Request to cancel the request for reporting the change of the status of the policy counters available at the CHF as defined in subclause 5.3.4.
12.	The PCF makes a policy decision. The PCF may determine that updated or new policy information needs to be sent to the SMF in step 19.
If the BindingUpdate feature defined in 3GPP TS 29.521 [22] is supported, the steps 13 to 14 will be performed, otherwise the steps 15 to 18 will be performed.
13.	If the UE address changes and the binding information has been previously registered in the BSF, the PCF invokes the Nbsf_Management_Update service operation by sending an HTTP PATCH request to update the binding information in the BSF as detailed in subclause 8.5.7.
14.	The PCF receives an HTTP "200 OK" response from the BSF.
15.	If the IP address is released for the IP PDU session or the MAC address is not used anymore for the Ethernet PDU session and the binding information has been previously registered in the BSF, the PCF invokes the Nbsf_Management_Deregister service operation by sending an HTTP DELETE request to the BSF to delete binding information as detailed in subclause 8.5.3.
16.	The PCF receives an HTTP "204 No Content" response from the BSF as detailed in subclause 8.5.3.
17.	If a new IP address is allocated for the IP PDU session or a new MAC address is used for the Ethernet PDU session and the BSF is to be used, the PCF invokes the Nbsf_Management_Register service operation by sending an HTTP POST request to create the binding information in the BSF as detailed in subclause 8.5.2.
18.	The PCF receives an HTTP "201 Created" response from the BSF with the created binding information as detailed in subclause 8.5.2.
19.	The PCF sends an HTTP "200 OK" response to the SMF with updated policy information about the PDU Session determined in step 12.
* * * * Next Change * * * *
5.2.3.1	SM Policy Association Termination initiated by the SMF
This procedure is performed when the UE requests to terminate a PDU session or based on some internal triggers in the SMF(e.g. operator policy).


Figure 5.2.3.1-1:SMF-initiated SM Policy Association Termination procedure
This procedure concerns both roaming and non-roaming scenarios.
In the LBO roaming case, the PCF acts as the V-PCF, and the step 8, steps 10 - step 13 shall be skipped. In the home routed roaming case, the PCF acts as the H-PCF, and the H-PCF interacts only with the H-SMF.
1.	The SMF invokes the Npcf_SMPolicyControl_Delete service operation by sending the HTTP POST request to the "Individual SM Policy" resource to request the PCF to delete the context of the SM related policy as defined in subclause 4.2.5.2 of 3GPP TS 29.512 [9]. The request operation may include usage monitoring information (if applicable) and access network information.
2.	Upon receipt of Npcf_SMPolicyControl_Delete service operation, the PCF identifies the PCC Rules that require an AF to be notified and removes PCC Rules for the PDU Session.
3.	The SMF removes all the PCC Rules which are applied to the PDU session.
4.	The PCF invokes the Npcf_PolicyAuthorization_Notify service operation by sending the HTTP POST request with "{notifUri}/terminate" as the resource URI to the AF to trigger the AF to request the application session context termination indicate that there are no transmission resources for the service if this is requested by the AF.
4a.	The PCF indicates the session abort to the AF by sending a diameter ASR to the AF.
5.	The AF sends an HTTP "204 No Content" response to the PCF.
5a.	The AF responds by sending a diameter ASA to the PCF.
6.	The AF invokes the Npcf_PolicyAuthorization_Delete service operation by sending the HTTP POST request to the "Individual Application Session Context" resource. The request may include the events to subscribe to.
6a.	The AF sends a diameter STR to the PCF to indicate that the session has been terminated.
7.	The PCF removes the AF application session context and sends an HTTP "204 No Content" response to the AF. If the PCF needs to report usage data or the access network information, it sends an HTTP "200 OK" response. If usage thresholds were provided by the AF earlier, and the PCF has usage data that has not yet been reported to the AF, the PCF sends an HTTP "200 OK" response withinforms the AF about the resources that have been consumed by the user since the last report. If the SMF in step 1 reports the access network information and if the AF requested the PCF to report access network information previously, the PCF informs the AF about the access network information. The PCF also deletes the subscription to PCF detected events for that AF application Session.
7a.	The PCF responds by sending a diameter STA to the AF. If usage thresholds were provided by the AF earlier, and the PCF has usage data that has not yet been reported to the AF, the PCF informs the AF about the resources that have been consumed by the user since the last report. If the SMF in step 1 reports the access network information and if the AF requested the PCF to report access network information in step 6a and/or the RAN-NAS-Cause feature is supported, the PCF informs the AF about the access network information.
8.	If this is the last PDU session for this subscriber the Final Spending Limit Report Request as defined in subclause 5.3.4 is sent. If any existing PDU sessions for this subscriber require policy counter status reporting, the Intermediate Spending Limit Report Request as defined in subclause 5.3.3 can be sent to alter the list of subscribed policy counters.
9.	The PCF removes PCC Rules for the terminated PDU Session and sends an HTTP "204 No Content" response to the SMF.
10.	The PCF invokes the Nudr_DataRepository_Update service operation by sending the HTTP PATCH request to the "SessionManagementPolicyData" resource to store the remaining usage allowance in the UDR, if all PDU sessions of the user to the same DNN and S-NSSAI are terminated.
11.	The UDR sends an HTTP "204 No Content" response to the PCF.
12-13.	To unsubscribe the notification of the PDU session related data modification from the UDR, the PCF invokes the Nudr_DataRepository_Unsubscribe service operation by sending the HTTP DELETE request to the "IndividualPolicyDataSubscription" resource if it has subscribed such notification. The UDR sends an HTTP "204 No Content" response to the PCF.
	Additionally, to unsubscribe the notification of the AF influence data from the UDR, the PCF invokes the Nudr_DataRepository_Unsubscribe service operation by sending the HTTP DELETE request to the "Individual Influence Data Subscription" resource if it has subscribed such notification. The UDR sends an HTTP "204 No Content" response to the PCF.
14.	In the case that binding information has been previously registered in the BSF the PCF invokes the Nbsf_Management_Deregister service operation by sending an HTTP DELETE request to the BSF to delete binding information as detailed in subclause 8.5.3.
15.	The PCF receives an HTTP "204 No Content  response from the BSF as detailed in subclause 8.5.3.
* * * * Begin of Change * * * *
[bookmark: _Toc28005303]5.2.3.2	SM Policy Association Termination initiated by the PCF
This procedure is performed when the PCF requests to terminate a SM Policy Association based on some external or internal triggers as described in step 1 below.


Figure 5.2.3.2-1: PCF-initiated SM Policy Association Termination procedure
This procedure concerns both roaming and non-roaming scenarios.
In the LBO roaming case, the PCF acts as the V-PCF. In the home routed roaming case, the PCF acts as the H-PCF, and the H-PCF interacts only with the H-SMF.
[bookmark: _Hlk489274230]1.	The PCF makes policy decisions to terminate a PDU session based on an external trigger, e.g. UE subscription data is deleted, or based on an internal trigger, e.g. operator policy is changed.
2.	The PCF sends the Npcf_SMPolicyControl_UpdateNotify service operation by sending the HTTP POST request with "{notificationUriNotification URI}/delete" as the resource URI to trigger the SMF to request the release of the PDU session as defined in subclause 4.2.3.3 of 3GPP TS 29.512 [9]. The request includes resource URI of the individual SM policy to be deleted and the cause why the PCF requests the terminationSUPI and the PDU session ID.
3.	The SMF sends an HTTP "200 OK" response to the PCF.
4.	The PCF interacts with SMF/AF/UDR/CHF/BSF according to Figure 5.2.3.1-1.
* * * * Next Change * * * *
[bookmark: _Toc28005339]5.6.2.2.2	Non-roaming


Figure 5.6.2.2.2-1: PCF-initiated UE Policy Association Modification procedure – Non-roaming
1.	The PCF receives an external trigger, e.g. the subscriber policy data of a UE is changed or application detection, or the PCF receives an internal trigger, e.g. operator policy is changed, to re-evaluate UE policy decision for a UE.
2.	The PCF makes the policy decision including the applicable updated Policy Control Request Trigger(s) and/or updated UE Policy. The PCF checks if the size of determined UE policy exceeds a predefined limit the same as step 6 in subclause 5.6.1.2.
3.	If the PCF decided to update the Policy Control Request Trigger(s) in step 2, the V-PCF shall invoke the Npcf_UEPolicyControl_UpdateNotify service operation by sending an HTTP POST request to the resource URI "{Notification URInotificationUri}/update".
4.	The AMF sends an HTTP "204 No Content" response to the PCF.
5.	If the PCF decided to update the UE policy in step 2, steps 10-13 as specified in Figure 5.6.1.2-1 are executed.
6-7.	If the PCF decided to update the UE policy in step 2, steps 5-6 in subclause 5.6.2.1.2 are executed.
* * * * Next Change * * * *
[bookmark: _Toc28005340]5.6.2.2.3	Roaming


Figure 5.6.2.2.3-1: PCF-initiated UE Policy Association Modification procedure – Roaming
If the H-PCF receives a trigger, steps 1 to 4 and 10 to 11 are executed and steps 5 to 8 are omitted.
If the V-PCF receives a trigger, steps 1 to 4 and 10 to 11 are omitted and steps 5 to 8 are executed.
1.	The H-PCF receives an external trigger, e.g. the subscriber policy data of a UE is changed, or the PCF receives an internal trigger, e.g. operator policy is changed, to re-evaluate UE policy decision for a UE.
2.	The H-PCF makes the policy decision including the applicable updated Policy Control Request Trigger(s) and/or updated UE Policy.
	In addition, the H-PCF checks if the size of determined UE policy exceeds a predefined limit.
NOTE 1:	NAS messages from AMF to UE do not exceed the maximum size limit allowed in NG-RAN (PDCP layer), so the predefined size limit in H-PCF is related to that limitation.
-	If the size is under the limit then the UE policy information is included in a single Npcf_UEPolicyControl_UpdateNotify service operation and messages 3 to 4 are thus executed one time.
-	If the size exceeds the predefined limit, the PCF splits the UE policy information in smaller logical independent UE policy information fragments and ensures the size of each is under the predefined limit. Each UE policy information fragment will be then sent in separated Npcf_UEPolicyControl_UpdateNotify service operations and messages 3 to 4, and 9 are thus executed several times, one time for each UE policy information fragment.
3.	The H-PCF invokes the Npcf_UEPolicyControl_UpdateNotify service operation by sending an HTTP POST request to the resource URI "{notificationUriNotification URI}/update" with the updated UE policy and/or Policy Control Request Trigger(s) if applicable.
4.	The V-PCF sends an HTTP "204 No Content" response to the H-PCF.
5.	The V-PCF receives an external trigger, e.g. operator policy in the V-UDR for the PLMN ID of this UE is changed, or the V-PCF receives an internal trigger, e.g. local policy is changed, to re-evaluate UE policy decision for a UE.
6.	The V-PCF makes the policy decision including the applicable updated Policy Control Request Trigger(s) and/or updated UE Policy.
	In addition, the V-PCF checks if the size of determined UE policy and received UE policy from H-PCF in step 3 exceeds a predefined limit.
NOTE 2:	NAS messages from AMF to UE do not exceed the maximum size limit allowed in NG-RAN (PDCP layer), so the predefined size limit in V-PCF is related to that limitation.
-	If the size is under the limit then the UE policy information is included in a single Namf_Communication_N1N2MessageTransfer service operation and message 9 is thus executed one time.
-	If the size exceeds the predefined limit, the V-PCF splits the UE policy information in smaller logical independent UE policy information fragments and ensures the size of each is under the predefined limit. Each UE policy information fragment will be then sent in separated Namf_Communication_N1N2MessageTransfer service operations and message 9 is thus executed several times, one time for each UE policy information fragment.
7.	If the V-PCF needs to update the Policy Control Request Trigger(s) or forward the Policy Control Request Trigger(s) received from the H-PCF in step 3, the V-PCF shall invoke the Npcf_UEPolicyControl_UpdateNotify service operation by sending an HTTP POST request to the resource URI "{notificationUriNotification URI}/update".
8.	The AMF sends an HTTP "204 No Content" response to the PCF.
9.	If the V-PCF decided to update the UE policy in step 6 or the V-PCF received the UE Policy in step 3, steps 17-22 as specified in Figure 5.6.1.3-1 are executed.
10-11.	If the H-PCF decided to update the UE policy in step 2, the steps 8-9 in subclause 5.6.2.1.3 are executed.
* * * * Next Change * * * *
[bookmark: _Toc28005348]5.6.3.2.2	Non-roaming


Figure 5.6.3.2.2-1: PCF-initiated UE Policy Association Termination procedure – Non-roaming
1.	The subscriber policy control data is removed from the UDR.
2.	The UDR invokes the Nudr_DataRepository_Notify service operation by sending the HTTP POST request to resource URI "{notificationUri}" to notify the PCF that the policy profile is removed if PCF has subscribed such notification.
3.	The PCF sends HTTP "204 No Content" response to confirm reception and the result to UDR.
4.	The PCF may, depending on operator policies, invoke the Npcf_UEPolicyControl_UpdateNotify service operation to the AMF of the removal of the UE policy control information by sending the HTTP POST request to the resource URI "{notificationUriNotification URI}/terminate".
	Alternatively, the PCF may decide to maintain the UE Policy Association if a default profile is applied, and then step 4 through 6 are not executed.
5.	The AMF sends an HTTP "204 No Content" response to the PCF.
6.	Steps 1 to 4 as specified in Figure 5.6.3.1.2-1 are executed.
* * * * Next Change * * * *
[bookmark: _Toc28005349]5.6.3.2.3	Roaming


Figure 5.6.3.2.3-1: PCF-initiated UE Policy Association Termination procedure – Roaming
1.	The subscriber policy control data is removed from the H-UDR.
2.	The H-UDR invokes the Nudr_DataRepository_Notify service operation by sending the HTTP POST request to resource URI "{notificationUri}" to notify the H-PCF that the policy profile is removed if H-PCF has subscribed such notification.
3.	The H-PCF sends HTTP "204 No Content" response to confirm reception and the result to H-UDR.
4.	The H-PCF may, depending on operator policies, invoke the Npcf_UEPolicyControl_UpdateNotify service operation to the AMF of the removal of the UE policy control information by sending the HTTP POST request to the resource URI "{notificationUriNotification URI}/terminate".
	Alternatively, the H-PCF may decide to maintain the UE Policy Association if a default profile is applied, and then step 4 through 10 are not executed.
5.	The AMF sends an HTTP "204 No Content" response to the V-PCF.
6.	The V-PCF invokes the Npcf_UEPolicyControl_UpdateNotify service operation to the AMF of the removal of the UE policy control information by sending the HTTP POST request to the resource URI "{notificationUriNotification URI}/terminate".
7.	The AMF sends an HTTP "204 No Content" response to the V-PCF.
8.	The V-PCF invokes the Nudr_DataRepository_Unsubscribe service operation by sending the HTTP DELETE request to the "IndividualPolicyDataSubscription" resource to unsubscribe the notification from the V-UDR on changes in UE policy information if it has subscribed such notification.
9.	The V-UDR sends an HTTP "204 No Content" response to the V-PCF.
10.	Steps 1 to 6 as specified in Figure 5.6.3.1.3-1 are executed.
* * * * Next Change * * * *
[bookmark: _Toc28005324]5.5.3.2	AF requests targeting an individual UE address




Figure 5.5.3.2-1: Processing AF requests to influence traffic routing for Sessions identified by an UE address
1A.	The AF sends the AF request to PCF via the NEF.
1a-1b.	These steps are the same as steps 1-2 in Figure 5.5.3.3-1.
1c-1d.	If the PCF address is not available on the NEF based on local configuration, the NEF invokes the Nbsf_Management_Discovery service operation, specified in subclause 8.5.4, to obtain the selected PCF ID for the ongoing PDU session identified by the individual UE address in the AF request.
1e-1f.	The NEF forwards the AF request to the PCF.
	When receiving the Nnef_TrafficInfluence_Create request in step 1a, the NEF invokes the Npcf_PolicyAuthorization_Create service operation by sending the HTTP POST request to the "Application Sessions" resource as described in subclause 5.2.2.2.2.1.
	When receiving the Nnef_TrafficInfluence_Update request in step 1a, the NEF invokes the Npcf_PolicyAuthorization_Update service operation by sending the HTTP PATCH request to the "Individual Application Session Context" resource as described in subclause 5.2.2.2.2.2.
	When receiving the Nnef_TrafficInfluence_Delete request in step 1a The NEF invokes the Npcf_PolicyAuthorization_Delete service operation by sending the HTTP POST request to the "Individual Application Session Context" resource as described in subclause 5.2.2.2.2.3.
1g	The NEF sends the HTTP response message to the AF correspondingly.
1B.	The AF sends the AF request to PCF directly.
1a-1b.	If the PCF address is not available on the AF based on local configuration, the AF invokes the Nbsf_Management_Discovery service operation, as specified in subclause 8.5.4, to obtain the selected PCF ID for the ongoing PDU session identified by the individual UE address in its request.
1c-1d.	To create a new AF request, the AF invokes the Npcf_PolicyAuthorization_Create service operation by sending the HTTP POST request to the "Application Sessions" resource as described in subclause 5.2.2.2.2.1.
	To update an existing AF request, the AF invokes the Npcf_PolicyAuthorization_Update service operation by sending the HTTP PATCH request to the "Individual Application Session Context" resource as described in subclause 5.2.2.2.2.2.
	To remove an existing AF request, the AF invokes the Npcf_PolicyAuthorization_Delete service operation by sending the HTTP POST request to the "Individual Application Session Context" resource as described in subclause 5.2.2.2.2.3.
2-3.	Upon receipt of the AF request, the PCF invokes the Npcf_SMPolicyControl_UpdateNotify service operation to update the SMF with corresponding PCC rule(s) by sending the HTTP POST request to the resource URI "{Notification URInotificationUri}/update" as described in subclause 5.2.2.2.1. If the AF subscribes to UP Path change event, the PCF includes the related subscription information within the corresponding PCC rule(s) as specified in TS 29.512 [9]. 
-	For the case of 4A, the PCF includes in the PCC rule(s) the Notification URI pointing to the NEF and the Notification Correlation ID assigned by NEF (i.e. AF Transaction Internal ID).
-	For the case of 4B, the PCF includes in the PCC rule(s) the Notification URI pointing to the AF and the Notification Correlation ID assigned by AF (i.e. AF Transaction ID).
	If the AF unsubscribes from UP Path change event, the PCF removes the related subscription information from the corresponding PCC rule(s) as specified in 3GPP TS 29.512 [9].
3a.	After the SMF installs PCC rule successfully, the SMF may take appropriate actions to reconfigure the User plane of the PDU Session such as:
-	Adding, replacing or removing a UPF in the data path to e.g. act as an UL CL or a Branching Point.
-	Allocate a new Prefix to the UE (when IPv6 multi-Homing applies)
-	Updating the UPF in the target DNAI with new traffic steering rules.
4A.	In case of 1A, if the SMF observes PDU Session related event(s) that AF has subscribed to, the SMF invokes Nsmf_EventExposure_Notify to the AF via the NEF by sending an HTTP POST request. When receiving the Nsmf_EventExposure_Notify service operation, the NEF performs information mapping (e.g. AF Transaction Internal IDNotification Correlation ID to AF Transaction ID, SUPI to GPSI, etc.), and invokes the Nnef_TrafficInfluence_Notify service operation to forward the notification to the AF. The step is the same as steps 7-10 in Figure 5.5.3.3-1.
4B.		In case of 1B, if the SMF observes PDU Session related event(s) that AF has subscribed to, the SMF invokes Nsmf_EventExposure_Notify to the AF directly by sending an HTTP POST request to the resource URI "{notifUri}", and the AF sends a "204 No Content" response to the SMF.
* * * * Next Change * * * *
[bookmark: _Toc28005325]5.5.3.3	AF requests targeting PDU Sessions not identified by an UE address
If the AF traffic influence request affects future PDU session, the traffic influence procedure is performed as depicted in Figure 5.5.3.3-1.




Figure 5.5.3.3-1: Processing AF requests to influence traffic routing for Sessions not identified by an UE address, affecting future PDU session
1.	To create a new AF request, the AF invokes the Nnef_TrafficInfluence_Create service operation to the NEF by sending the HTTP POST request to the "Traffic Influence Subscription" resource .
	To update an existing AF request, the AF invokes the Nnef_TrafficInfluence_Update service operation by sending the HTTP PUT or PATCH request to the "Individual Traffic Influence Subscription" resource.
	To remove an existing AF request, the AF invokes the Nnef_TrafficInfluence_Delete service operation by sending the HTTP DELETE request to the "Individual Traffic Influence Subscription" resource.
NOTE 1:	For details of Nnef_TrafficInfluence_Create/Update/Delete service operations refer to 3GPP TS 29.522 [24].
2.	Upon receipt of the AF request, the NEF authorizes it and then performs the mapping from the information provided by the AF into information needed by the 5GC as described in 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3].
3-4.	When receiving the Nnef_TrafficInfluence_Create request, the NEF invokes the Nudr_DataRepository_Create service operation to store the AF request information in the UDR by sending the HTTP PUT request to the "Individual Influence Data" resource, and the UDR sends a "201 Created" response.
	When receiving the Nnef_TrafficInfluence_Update request, the NEF invokes the Nudr_DataRepository_Update service operation to modify the AF request information in the UDR by sending the HTTP PATCH/PUT request to the resource "Individual Influence Data", and the UDR sends a "200 OK" or "204 No Content" response accordingly.
	When receiving the Nnef_TrafficInfluence_Delete request, the NEF invokes the Nudr_DataRepository_Delete service operation to delete the AF requirements from the UDR by sending the HTTP DELETE request to the "Individual Influence Data" resource, and the UDR sends a "204 No Content" response.
NOTE 2:	For details of the Nudr_DataRepository_Create/Update/Delete service operations refer to 3GPP TS 29.519 [12].
5.	The NEF sends the HTTP response message to the AF correspondingly.
6.	The PCF retrieves the stored AF request in the UDR by invoking the Nudr_DataRepository_Query service operation during SM Policy Association Establishment procedure (see subclause 5.2.1).
	The PCF generates the PCC rule(s) based on the AF request and provides it to the SMF. If the AF subscribes to UP Path change event, the PCF includes the Notification URI pointing to the NEF and the Notification Correlation ID assigned by NEF (i.e. AF Transaction Internal ID) within the corresponding PCC rule(s) as specified in 3GPP TS 29.512 [9]. If the AF unsubscribes from UP Path change event, the PCF removes the related subscription information from the corresponding PCC rule(s) as specified in 3GPP TS 29.512 [9].
6a.	This step is the same as the step 3a in Figure 5.5.3.2-1.
7.	If the SMF observes PDU Session related event(s) that AF has subscribed to, the SMF invokes the Nsmf_EventExposure_Notify service operation to the NEF by sending an HTTP POST request to the resource URI "{notifUri}".
8.	When receiving the Nsmf_EventExposure_Notify service operation, the NEF performs information mapping (e.g. AF Transaction Internal IDNotification Correlation ID to AF Transaction ID), and invokes the Nnef_TrafficInfluence_Notify service operation to forward the notification to the AF by sending the HTTP request to the resource URI "notificationDestination" as specified in TS 29.522 [24].
9.	The AF sends an HTTP "204 No Content" response to the NEF.
10.	The NEF sends an HTTP "204 No Content" response to the PCF.
If the AF traffic influence request affects ongoing PDU session, the traffic influence procedure is performed as depicted in Figure 5.5.3.3-2.




Figure 5.5.3.3-2: Processing AF requests to influence traffic routing for Sessions not identified by an UE address, affecting ongoing PDU session
0.	The PCF subscribes to the changes of traffic influence data in the UDR during SM Policy Association procedure (see subclause 5.2.1).
1-5.	These steps are the same as steps 1-5 in Figure 5.5.3.3-1.
6-7.	The UDR invokes the Nudr_DataRepository_Notify service operation to PCF(s) that have subscribed to modifications of AF requests by sending the HTTP POST request to the resource URI "{notificationUri}", and the PCF sends a "204 No Content" response to the UDR.
8-9.	Upon receipt of the AF request from the UDR, the PCF determines if existing PDU Sessions are potentially impacted by the AF request. For each of these PDU Sessions, the PCF invokes the Npcf_SMPolicyControl_UpdateNotify service operation to update the SMF with corresponding PCC rule(s) by sending the HTTP POST request to the resource URI "{Notification URInotificationUri}/update" as described in subclause 5.2.2.2.1.
	If the AF subscribes to UP Path change event, the PCF includes the information on AF subscription to UP path change event the Notification URI pointing to the NEF and the Notification Correlation ID (i.e. AF Transaction Internal ID)  within the corresponding PCC rule(s) as specified in 3GPP TS 29.512 [9]. If the AF unsubscribes from UP Path change event, the PCF removes the related subscription information from the corresponding PCC rule(s) as specified in 3GPP TS 29.512 [9].
9a.	This step is the same as step 6a in Figure 5.5.3.3-1.
10-13.	These steps are the same as steps 7-10 in Figure 5.5.3.3-1.

* * * * End of Change * * * *
image1.emf
 

AMF  

8 . Deploy   A ccess and  M obility control policy    

1 . Npcf_ AMPolicyControl_ Create   request    

7 . Npcf_ AMPolicyControl_ Create   response  

UDR   (V - ) PC F  

2 . N udr_Data Repository_Query   request    

4 . N udr_DataRepository_Subscribe   reques t    

6 .   Policy Decision  

3 . N udr_Data Repository_Query response    

5 . N udr_DataRepository_Subscribe   response    


oleObject1.bin


8. Deploy Access and Mobility control policy 







7. Npcf_AMPolicyControl_Create response







6. Policy Decision







2. Nudr_DataRepository_Query request











5. Nudr_DataRepository_Subscribe response











4. Nudr_DataRepository_Subscribe request











3. Nudr_DataRepository_Query response











1. Npcf_AMPolicyControl_Create request











(V-)PCF







AMF







UDR












image2.emf
 

5 .   Deploy  A ccess and  M obility control policy  

AMF  

2 .  Npcf_ AMPolicyControl_Update   request  

4 .  Npcf_ AMPolicyControl_Upd ate   response  

1 .   A   poli cy control  request trigger is  triggered  

( V - ) PCF  

3 .   Policy Decision  


oleObject2.bin


3. Policy Decision







2. Npcf_AMPolicyControl_Update request







AMF







5. Deploy Access and Mobility control policy







4. Npcf_AMPolicyControl_Update response







(V-)PCF







1. A policy control request trigger is triggered












image3.emf
 

New AMF   ( V - ) PCF  

3 . Npcf_ AMPolicyControl_ Update   Request  

5 . Npcf_ AMPolicyControl_ Update   R esponse  

Old AMF  

1. UE Context retrieval from old AMF  

2.Decision to establish  Policy Association  

6 .  Deploy   a ccess and  mobility control policy    

4. Policy decision  


oleObject3.bin


4. Policy decision







5. Npcf_AMPolicyControl_Update Response







6. Deploy access and mobility control policy 







3. Npcf_AMPolicyControl_Update Request







2.Decision to establish Policy Association







1.UE Context retrieval from old AMF







Old AMF







(V-)PCF







New AMF












image4.emf
 

AMF  

5 . Deploy   A ccess and  M obility control policy    

1.t rigger  

3 . Npcf_ AMPolicyControl_ UpdateNotify   request    

4 . Npcf_ AMPolicyControl_ UpdateNotify   response  

( V - ) PC F  

2 .   Policy Decision  


oleObject4.bin


(V-)PCF







3. Npcf_AMPolicyControl_UpdateNotify request











5. Deploy Access and Mobility control policy 







4. Npcf_AMPolicyControl_UpdateNotify response







2. Policy Decision







1.trigger







AMF












image5.emf
 

AMF  

7 .  Perform step   1 - 3   as specified  in Figure   5.1.3.1 - 1    

1.   Policy Data  removed  

5 . Npcf_ AMPolicyControl_ UpdateNotify   request    

6 . Npcf_ AMPolicyControl_ UpdateNotify   response  

UDR  

( V - ) PC F  

2 . N udr_DataRepository_ Notify   request    

3 . N udr_DataRepository_Notify r esponse    

4 .   Policy  decision  


oleObject5.bin


4. Policy decision







1. Policy Data removed







5. Npcf_AMPolicyControl_UpdateNotify request











6. Npcf_AMPolicyControl_UpdateNotify response







7. Perform step 1-3 as specified in Figure 5.1.3.1-1 







(V-)PCF







2. Nudr_DataRepository_Notify request











3. Nudr_DataRepository_Notify response











AMF







UDR












image6.emf
SMF PCF UDR CHF

1. Npcf_SMPolicyControl_Create request

2. Nudr_DataRepository_Query

 

 request

3. Nudr_DataRepository_Query  response

4. Nudr_DataRepository_Subscribe

 

 request

5. Nudr_DataRepository_Subscribe  response

6. Initial/Intermediate Spending Limit Report Retrieval 

7. Policy decision

BSF

8. Nbsf_Management_Register request

9. Nbsf_Management_Register response

10. Npcf_SMPolicyControl_Create response


Microsoft_Visio___1.vsdx

SMF
PCF
UDR
CHF
1. Npcf_SMPolicyControl_Create request
2. Nudr_DataRepository_Query  request
3. Nudr_DataRepository_Query  response
4. Nudr_DataRepository_Subscribe  request
5. Nudr_DataRepository_Subscribe  response
6. Initial/Intermediate Spending Limit Report Retrieval
7. Policy decision
BSF
8. Nbsf_Management_Register request
9. Nbsf_Management_Register response
10. Npcf_SMPolicyControl_Create response



image7.emf
 

SMF  

3 .  Policy Decision  

4 .   Npcf_ SMPolicyControl_UpdateNotify   request   2.   The SMF sends the  Nsmf_EventExposure_Notify service  operation to the Notification URI provided  by the PCF  to indicate that an even t  previously subscribed by the PCF has  occurred. The SMF provides   the PDU  Session ID,  UE ID (SUPI or GPSI or IP  address and DNN),  the Event correlation ID,   and the Event Trigger describing the event.   3.   The PCF sends the response to the  Nsmf_EventExposure _Notify operation.   4.   The PCF makes policy decision and if 

5 .  Npcf_SMPolicyControl_UpdateNotify response  

2 .  Spending Limit    Report Re trieval  

PC F   CHF  

1 .   Detection that PDU  session  modific ation is  required  


oleObject6.bin


4. Npcf_SMPolicyControl_UpdateNotify request



2.	The SMF sends the Nsmf_EventExposure_Notify service operation to the Notification URI provided by the PCF �to indicate that an event previously subscribed by the PCF has occurred. The SMF provides the PDU Session ID, UE ID (SUPI or GPSI or IP address and DNN), the Event correlation ID,� and the Event Trigger describing the event.



3.	The PCF sends the response to the Nsmf_EventExposure_Notify operation.



4.	The PCF makes policy decision and if applicable, the PCF may send an event notification to the AF.response







5. Npcf_SMPolicyControl_UpdateNotify response







3. Policy Decision







2. Spending Limit  Report Retrieval







SMF







1. Detection that PDU session modification is required







PCF







CHF












image8.emf
 

R x   Case  

Rx   Case  

SMF  

1 .   Npcf_ Policy Authorization _ Create   request   2.   The SMF sends the  Nsmf_EventExposure_Notify service  operation to the Notification URI provided  by the PCF  to indicate that an ev ent  previously subscribed by the PCF has  occurred. The SMF provides   the PDU  Session ID,  UE ID (SUPI or GPSI or IP  address and DNN),  the Event correlation  ID,   and the Event Trigger describing the  event.   3.   The PCF sends the response to the  Nsmf_EventExposu re_Notify operation.   4.   The PCF makes policy decision and if  applicable, the PCF may send an event notification  to the AF. response  

6 .  Npcf_ Policy Authorization_C reate  response  

7 .  N pcf _ PolicyAuthorization _ S ubscribe   request  

8 .  N pcf _ PolicyAuthorization _ S ubscribe response  

2 .    Store Service  Information  

5 .    Identify affected   PDU   session(s)  

3 .  Nudr_ Data Repository _ Query   request  

9 .    Interactions in Figure   5.2.2.2.1 - 1  

1a .  Diameter AAR  

6 a .   Diameter AAA   2.   The SMF sends the  Nsmf_EventExposure_Notify service  operation to the Notification URI provided  by the PCF  to indicate that an event  previously subscribed by the PCF has  occurred. The SMF provid es   the PDU  Session ID,  UE ID (SUPI or GPSI or IP  address and DNN),  the Event correlation  ID,   and the Event Trigger describing the  event.   3.   The PCF sends the response to the  Nsmf_EventExposure_Notify operation.  

PC F   A F  

UDR  

4 .  Nudr_ Data Repository _ Query   response  


oleObject7.bin


4. Nudr_DataRepository_Query response







3. Nudr_DataRepository_Query request







Rx Case







6a. Diameter AAA



2.	The SMF sends the Nsmf_EventExposure_Notify service operation to the Notification URI provided by the PCF �to indicate that an event previously subscribed by the PCF has occurred. The SMF provides the PDU Session ID, UE ID (SUPI or GPSI or IP address and DNN), the Event correlation ID,� and the Event Trigger describing the event.



3.	The PCF sends the response to the Nsmf_EventExposure_Notify operation.



4.	The PCF makes policy decision and if applicable, the PCF may send an event notification to the AF.response







UDR







AF







PCF







1. Npcf_PolicyAuthorization_Create request



2.	The SMF sends the Nsmf_EventExposure_Notify service operation to the Notification URI provided by the PCF �to indicate that an event previously subscribed by the PCF has occurred. The SMF provides the PDU Session ID, UE ID (SUPI or GPSI or IP address and DNN), the Event correlation ID,� and the Event Trigger describing the event.



3.	The PCF sends the response to the Nsmf_EventExposure_Notify operation.



4.	The PCF makes policy decision and if applicable, the PCF may send an event notification to the AF.response







1a. Diameter AAR







Rx Case







5. 	Identify affected PDU session(s)







6. Npcf_PolicyAuthorization_Create response







2. 	Store Service Information







SMF







7. Npcf_PolicyAuthorization_Subscribe request







9. 	Interactions in Figure 5.2.2.2.1-1







8. Npcf_PolicyAuthorization_Subscribe response












image9.emf
 

R x   Case  

Rx   Case  

1 .   Npcf_ Policy Authorization _ Update   request   2.   The SMF sends the  Nsmf_EventExposure_Notify service  operation to the Notification URI provided  by the PCF  to indicate that an event  previously   subscribed by the PCF has  occurred. The SMF provides   the PDU  Session ID,  UE ID (SUPI or GPSI or IP  address and DNN),  the Event correlation ID,   and the Event Trigger describing the event.   3.   The PCF sends the response to the  Nsmf_EventExposure_Notify oper ation.   4.   The PCF makes policy decision and if  applicable, the PCF may send an event notification  to the AF. response  

6 .  Npcf_ Policy Authorization_Update   response  

7 .  N pcf _ PolicyAuthorization _ ( Un ) S ubscribe   request  

8 .  N pcf _ PolicyAuthorization _ ( Un ) S ubscribe response  

2 .    Store Service  Information  

5 .    Identify affected   PDU   session(s)  

3 .  Nudr_ Data Repository _ Query   reques t  

9 .    Interactions in Figure   5.2.2.2.1 - 1  

SMF   PC F   A F   UDR  

1a .  Diameter AAR  

6 a .   Diameter AAA   2.   The SMF sends the  Nsmf_EventExposure_Notify service  operation to the Notification URI provided  by the PCF  to indicate that an event  previously subscribed by the PCF has  occurred. The SMF provid es   the PDU  Session ID,  UE ID (SUPI or GPSI or IP  address and DNN),  the Event correlation  ID,   and the Event Trigger describing the  event.  

4 .  Nudr_ Data Repository _ Query   response  


oleObject8.bin


4. Nudr_DataRepository_Query response







3. Nudr_DataRepository_Query request







Rx Case







6a. Diameter AAA



2.	The SMF sends the Nsmf_EventExposure_Notify service operation to the Notification URI provided by the PCF �to indicate that an event previously subscribed by the PCF has occurred. The SMF provides the PDU Session ID, UE ID (SUPI or GPSI or IP address and DNN), the Event correlation ID,� and the Event Trigger describing the event.



3.	The PCF sends the response to the Nsmf_EventExposure_Notify operation.



4.	The PCF makes policy decision and if applicable, the PCF may send an event notification to the AF.response







1. Npcf_PolicyAuthorization_Update request



2.	The SMF sends the Nsmf_EventExposure_Notify service operation to the Notification URI provided by the PCF �to indicate that an event previously subscribed by the PCF has occurred. The SMF provides the PDU Session ID, UE ID (SUPI or GPSI or IP address and DNN), the Event correlation ID,� and the Event Trigger describing the event.



3.	The PCF sends the response to the Nsmf_EventExposure_Notify operation.



4.	The PCF makes policy decision and if applicable, the PCF may send an event notification to the AF.response







6. Npcf_PolicyAuthorization_Update response







8. Npcf_PolicyAuthorization_(Un)Subscribe response







7. Npcf_PolicyAuthorization_(Un)Subscribe request







9. 	Interactions in Figure 5.2.2.2.1-1







2. 	Store Service Information







1a. Diameter AAR







Rx Case







UDR







AF







SMF







PCF







5. 	Identify affected PDU session(s)












image10.emf
 

R x   Case  

Rx   Case  

1 .   Npcf_ Policy Authorization _ Delete   request   2.   T he SMF sends the  Nsmf_EventExposure_Notify service  operation to the Notification URI provided  by the PCF  to indicate that an event  previously subscribed by the PCF has  occurred. The SMF provides   the PDU  Session ID,  UE ID (SUPI or GPSI or IP  address and DN N),  the Event correlation ID,   and the Event Trigger describing the event.   3.   The PCF sends the response to the  Nsmf_EventExposure_Notify operation.   4.   The PCF makes policy decision and if  applicable, the PCF may send an event notification  to the AF. respon se  

3 .  Npcf_ Policy Authorization_Delet e  response  

2 .    Identify affected   PDU   session(s)  

4 .    Interactions in Figure   5.2.2.2.1 - 1  

SMF   PC F   A F   UDR  

1a .  Diameter STR  

3a .   Diameter STA   2.   The SMF sends the  Nsmf_EventExposure_Notify service  operation to the Notification URI provided  by the PCF  to indicate that an event  previously subscribed by the PCF has  o ccurred. The SMF provides   the PDU  Session ID,  UE ID (SUPI or GPSI or IP  address and DNN),  the Event correlation 


oleObject9.bin


4. 	Interactions in Figure 5.2.2.2.1-1







3a. Diameter STA



2.	The SMF sends the Nsmf_EventExposure_Notify service operation to the Notification URI provided by the PCF �to indicate that an event previously subscribed by the PCF has occurred. The SMF provides the PDU Session ID, UE ID (SUPI or GPSI or IP address and DNN), the Event correlation ID,� and the Event Trigger describing the event.



3.	The PCF sends the response to the Nsmf_EventExposure_Notify operation.



4.	The PCF makes policy decision and if applicable, the PCF may send an event notification to the AF.response







Rx Case







3. Npcf_PolicyAuthorization_Delete response







1a. Diameter STR







2. 	Identify affected PDU session(s)







Rx Case







1. Npcf_PolicyAuthorization_Delete request



2.	The SMF sends the Nsmf_EventExposure_Notify service operation to the Notification URI provided by the PCF �to indicate that an event previously subscribed by the PCF has occurred. The SMF provides the PDU Session ID, UE ID (SUPI or GPSI or IP address and DNN), the Event correlation ID,� and the Event Trigger describing the event.



3.	The PCF sends the response to the Nsmf_EventExposure_Notify operation.



4.	The PCF makes policy decision and if applicable, the PCF may send an event notification to the AF.response







PCF







UDR







AF







SMF












image11.emf
 

R x   Case  

Rx   Case  

1 .   Npcf_ Policy Authorization _ Delete   request   2.   The SMF sends the  Nsmf_EventExposure_Notify service  operation to the Notification URI provided  by the PCF  to indicate that an event  previously subscribed by the PCF has  occ urred. The SMF provides   the PDU  Session ID,  UE ID (SUPI or GPSI or IP  address and DNN),  the Event correlation ID,   and the Event Trigger describing the event.   3.   The PCF sends the response to the  Nsmf_EventExposure_Notify operation.   4.   The PCF makes policy   decision and if  applicable, the PCF may send an event notification  to the AF. response  

3 .  Npcf_ Policy Authorization_Delet e  response  

2 .    Identify affected   PDU   se ssion(s)  

4 .    Interactions in Figure   5.2.2.2.1 - 1  

SMF   PC F   A F   UDR  

1a .  Diameter STR  

3a .   Diameter STA   2.   The SMF sends the  Nsmf_EventExposure_Notify service  operation to the Notification URI p rovided  by the PCF  to indicate that an event  previously subscribed by the PCF has  occurred. The SMF provides   the PDU  Session ID,  UE ID (SUPI or GPSI or IP  address and DNN),  the Event correlation  ID,   and the Event Trigger describing the  event.  

R x  Case  

3* .  Npcf_ Policy Authorization_Delet e  response  

3 a * .   Diameter STA   2.   The SMF sends the  Nsmf_EventExposure_Notify service 


oleObject10.bin


3a*. Diameter STA



2.	The SMF sends the Nsmf_EventExposure_Notify service operation to the Notification URI provided by the PCF �to indicate that an event previously subscribed by the PCF has occurred. The SMF provides the PDU Session ID, UE ID (SUPI or GPSI or IP address and DNN), the Event correlation ID,� and the Event Trigger describing the event.



3.	The PCF sends the response to the Nsmf_EventExposure_Notify operation.



4.	The PCF makes policy decision and if applicable, the PCF may send an event notification to the AF.response







3*. Npcf_PolicyAuthorization_Delete response







4. 	Interactions in Figure 5.2.2.2.1-1







Rx Case







3a. Diameter STA



2.	The SMF sends the Nsmf_EventExposure_Notify service operation to the Notification URI provided by the PCF �to indicate that an event previously subscribed by the PCF has occurred. The SMF provides the PDU Session ID, UE ID (SUPI or GPSI or IP address and DNN), the Event correlation ID,� and the Event Trigger describing the event.



3.	The PCF sends the response to the Nsmf_EventExposure_Notify operation.



4.	The PCF makes policy decision and if applicable, the PCF may send an event notification to the AF.response







Rx Case







3. Npcf_PolicyAuthorization_Delete response







2. 	Identify affected PDU session(s)







1a. Diameter STR







Rx Case







1. Npcf_PolicyAuthorization_Delete request



2.	The SMF sends the Nsmf_EventExposure_Notify service operation to the Notification URI provided by the PCF �to indicate that an event previously subscribed by the PCF has occurred. The SMF provides the PDU Session ID, UE ID (SUPI or GPSI or IP address and DNN), the Event correlation ID,� and the Event Trigger describing the event.



3.	The PCF sends the response to the Nsmf_EventExposure_Notify operation.



4.	The PCF makes policy decision and if applicable, the PCF may send an event notification to the AF.response







PCF







UDR







AF







SMF












image12.emf
1          

Rx   Case  

                      1 1 .  Spending Limit Report   Retrieval  

3 .   Nudr _ DataRepository _ Query   request    

1 9 .   Npcf_SMPolicyControl_Update   response  

9 .   Npcf_ PolicyAuthorization_ Delete   request    

1 .  A   policy control request  trigger is triggered  

2 .  Npcf_SMPolicyControl_Update   request  

7 .   Npcf_ PolicyAuthorizatio n_ Update   request    

1 2 .  Policy  decision  

5 .   Npcf_ PolicyAuthorization_ Notify   request    

6 .   Npcf_ PolicyAuthorization_ Notify   response    

8 .   Npcf_ PolicyAuthorization_ Update response    

10 .   Npcf_ PolicyAuthorization_ Delete   reponse    

5 a .  Diameter RAR  

6 a .  Diameter RAA  

7 a .  Diameter ASR  

8 a .  Diameter ASA  

9 a .  Diameter STR  

10 a .  Diameter STA  

 

I f a specific event   is triggered for the  AF session  

If all ses sion info  for an AF session is  deleted  

If all session info  for an AF session is  deleted  

If a specific action  is triggered for the  AF session  

A F  

4 .   Nudr _ DataRepository _ Query response    

BS F   CH F  

UDR   PC F   SM F  

13 .   N bsf_Management_Update   request    

14 .   Nbsf_Management_Update   response    

15 .   Nbsf_Management_Deregister request    

16 .   Nbsf_Management_Deregister response    

17 .   Nbsf_Management_Register request    

18 .   Nbsf_Management_Register response    


oleObject11.bin
1



19. Npcf_SMPolicyControl_Update response







                     11. Spending Limit Report Retrieval







14. Nbsf_Management_Update response











13. Nbsf_Management_Update request











12. Policy decision







Rx Case







If all session info for an AF session is deleted







If a specific action is triggered for the AF session















10a. Diameter STA







9a. Diameter STR







8a. Diameter ASA







7a. Diameter ASR







6a. Diameter RAA







5a. Diameter RAR







If all session info for an AF session is deleted







If a specific event is triggered for the AF session







9. Npcf_PolicyAuthorization_Delete request











10. Npcf_PolicyAuthorization_Delete reponse











8. Npcf_PolicyAuthorization_Update response











7. Npcf_PolicyAuthorization_Update request











6. Npcf_PolicyAuthorization_Notify response











5. Npcf_PolicyAuthorization_Notify request











4. Nudr_DataRepository_Query response











3. Nudr_DataRepository_Query request











2. Npcf_SMPolicyControl_Update request







BSF







SMF







PCF







CHF







UDR







AF







1. A policy control request trigger is triggered







18. Nbsf_Management_Register response











17. Nbsf_Management_Register request











16. Nbsf_Management_Deregister response











15. Nbsf_Management_Deregister request
















image13.emf
SMF PCF

UDR CHF

1. Npcf_SMPolicyControl_Delete request

4. Npcf_PolicyAuthorization_Notify

 

 request

5. Npcf_PolicyAuthorization_Notify  response

8. Spending Limit Report Retrieval 

BSF

14. Nbsf_Management_Deregister request

15. Nbsf_Management_Deregister response

AF

6. Npcf_PolicyAuthorization_Delete

 

 request

7. Npcf_PolicyAuthorization_Delete  response

4a. Diameter ASR

5a. Diameter ASA

6a. Diameter STR

7a. Diameter STA

For each 

affected AF 

session (if any)

Rx Case

3. Removal of all 

PCC Rules

2. Identify which PCC 

Rules are affected

For each affected 

AF session (if any)

9. Npcf_SMPolicyControl_Delete response

10. Nudr_DataRepository_Update request

11. Nudr_DataRepository_Update response

12. Nudr_DataRepository_Unsubscribe request

13. Nudr_DataRepository_Unsubscribe response


Microsoft_Visio___2.vsdx

SMF
PCF
UDR
CHF
1. Npcf_SMPolicyControl_Delete request
4. Npcf_PolicyAuthorization_Notify  request
5. Npcf_PolicyAuthorization_Notify  response
8. Spending Limit Report Retrieval
BSF
14. Nbsf_Management_Deregister request
15. Nbsf_Management_Deregister response
AF
6. Npcf_PolicyAuthorization_Delete  request
7. Npcf_PolicyAuthorization_Delete  response
4a. Diameter ASR
5a. Diameter ASA
6a. Diameter STR
7a. Diameter STA
For each affected AF session (if any)
Rx Case
3. Removal of all PCC Rules
2. Identify which PCC Rules are affected
For each affected AF session (if any)
9. Npcf_SMPolicyControl_Delete response
10. Nudr_DataRepository_Update request
11. Nudr_DataRepository_Update response
12. Nudr_DataRepository_Unsubscribe request
13. Nudr_DataRepository_Unsubscribe response



image14.emf
 

P C F  

AF  

SMF   CHF  

2 . Npcf_ SMPol icyControl_UpdateNotify  request  

3 . Npcf_ SMPolicyControl_UpdateNotify   response    

     4 .  Interactions   in  F igure   5.2.3 . 1 - 1  

1 .  Detection that PDU  session termination is  required  

UDR  

BS F  


oleObject12.bin


2. Npcf_SMPolicyControl_UpdateNotify request







3. Npcf_SMPolicyControl_UpdateNotify response 







CHF







AF







UDR







   4. Interactions in Figure 5.2.3.1-1







1. Detection that PDU session termination is required







PCF







SMF







BSF












image15.emf
 

PCF  

AMF  

UDR  

6 .   N udr_Data Repository_ Update   r equest  

7 .   N udr_Data Repository_ Update   r esponse  

5 .  Perform step   10 - 13   as specified in Figure   5.6 .1. 2 - 1    

1 . Trigger  

2. Policy Decision  

3 . Npcf_ UEPolicyControl_UpdateNotify request  

4 . Npcf_ UEPolicyControl_UpdateNotify response  


oleObject13.bin


5. Perform step 10-13 as specified in Figure 5.6.1.2-1 







3. Npcf_UEPolicyControl_UpdateNotify request







4. Npcf_UEPolicyControl_UpdateNotify response







6. Nudr_DataRepository_Update request







7. Nudr_DataRepository_Update response







2. Policy Decision







1. Trigger







UDR







AMF







PCF












image16.emf
 

2 .  Policy Decision  

V - PCF  

H - PCF  

AMF  

1 . Trigger  

3 .   Npcf_ UEPolicyControl_ UpdateNotify  r equest  

4 .   Npcf_ UEPolicyControl_ UpdateNotify   r esponse  

6 . Policy Decision  

9 .  Perform step   1 7 - 22   as specif ied in Figure   5.6 .1. 3 - 1    

H - UDR  

10 .   N udr_Data Repository_ Update   request  

11 .   N udr_Data Repository_ Update   re sponse  

5 . Trigger  

7.   Npcf_ UEPolicyControl_ UpdateNotify request  

8.   Npcf_ UEPolicyControl_ UpdateNotify   response  


oleObject14.bin


10. Nudr_DataRepository_Update request







11. Nudr_DataRepository_Update response







7. Npcf_UEPolicyControl_UpdateNotify request







8. Npcf_UEPolicyControl_UpdateNotify response







9. Perform step 17-22 as specified in Figure 5.6.1.3-1 







5. Trigger







3. Npcf_UEPolicyControl_UpdateNotify request







4. Npcf_UEPolicyControl_UpdateNotify response







6. Policy Decision







2. Policy Decision







H-UDR







1. Trigger







H-PCF







V-PCF







AMF












image17.emf
 

AMF  

PCF  

                  5. Npcf_ UE PolicyControl_UpdateNotify  r esponse  

4. Npcf_ UE PolicyControl_UpdateNotify  r equest  

3.  N udr_Data Repository_ Notify  r esponse  

2.   N udr_Data Re pository_Notify  r equest  

UDR  

1 .   Policy Data  removed   

6 .  Perform step   1 - 4   as specified in Figure   5.6 .3.1 .2 - 1    


oleObject15.bin


6. Perform step 1-4 as specified in Figure 5.6.3.1.2-1 







                 5. Npcf_UEPolicyControl_UpdateNotify response







4. Npcf_UEPolicyControl_UpdateNotify request







3. Nudr_DataRepository_Notify response







2. Nudr_DataRepository_Notify request







PCF







UDR







1. Policy Data removed 







AMF












image18.emf
 

AMF  

V - PCF  

H - PCF  

5. Npcf_ UE PolicyControl_UpdateNotify  r esponse  

4. Npcf_ UE PolicyControl_UpdateNotify  r equest  

3.  N udr_Data Repository_ Notify  r esponse  

2.   N udr_Data Repository_Notify  r equest  

H - UDR  

1 .   Policy Data  removed    

10 .  Perform step   1 - 6   as specified in Figure   5.6 .3.1 .3 - 1    

V - UDR  

8 .   N udr_Data Repository_Unsubscribe request  

9 .   N udr_Data Repository_Unsubscribe re sponse  

  7 . Npcf_ UE Pol icyControl_UpdateNotify  r esponse  

6 . Npcf_ UE PolicyControl_UpdateNotify  r equest  


oleObject16.bin


10. Perform step 1-6 as specified in Figure 5.6.3.1.3-1 







9. Nudr_DataRepository_Unsubscribe response







8. Nudr_DataRepository_Unsubscribe request







6. Npcf_UEPolicyControl_UpdateNotify request







 7. Npcf_UEPolicyControl_UpdateNotify response







5. Npcf_UEPolicyControl_UpdateNotify response







4. Npcf_UEPolicyControl_UpdateNotify request







V-PCF







V-UDR







3. Nudr_DataRepository_Notify response







H-PCF







2. Nudr_DataRepository_Notify request







H-UDR







1. Policy Data removed 







AMF












image19.emf
   

BSF   PCF   NEF  

A F  

1e . Npcf_PolicyAuthorization_Create/Update /Delete   request  

SMF  

1c . N bsf_Management_Discove r y request  

1 a.Nnef_TrafficIn fluence_Create /Update/Delete   request  

1d .Nbsf_Management_Discove r y response  

1f .Npcf_PolicyAuthorization_Create/Update/Delete response  

1g.Nnef_TrafficInfluence_Create /Update/Delete response  

1a.Nbsf_Management_Discove r y request  

1b.Nbsf_Management_Discove r y response  

1c.Npcf_PolicyAuthorization_Create/Update/Delete   request  

1d.Npcf_PolicyAuthorization_Create/Update/Dele te response  

( 1A )  

( 1B )  

1b . parameter mapping  

2 . Npcf_SMPolicyControl_UpdateNotify request  

3 . Npcf_SMPolicyControl_UpdateNotify response  

4 a . Nsmf_ EventExposure_Notify request  

4 d . Nsmf_EventExposure_Notify response  

4 b . Nsmf_EventExposure_Notify response  

4 a . Nsmf_EventExposure_Notify request  

( 4 A )  

( 4 B )  

4 b.Nnef_TrafficInfluence_Notify   re quest  

4 c.Nnef_TrafficInfluence_Notify   response  


oleObject17.bin




PCF







BSF







NEF







AF







SMF







1b.Nbsf_Management_Discovery response







1d.Nbsf_Management_Discovery response







4c.Nnef_TrafficInfluence_Notify response







4b.Nnef_TrafficInfluence_Notify request







4d.Nsmf_EventExposure_Notify response







4a.Nsmf_EventExposure_Notify request







(4A)







3.Npcf_SMPolicyControl_UpdateNotify response







2.Npcf_SMPolicyControl_UpdateNotify request







(4B)







4b.Nsmf_EventExposure_Notify response







4a.Nsmf_EventExposure_Notify request







1d.Npcf_PolicyAuthorization_Create/Update/Delete response







1a.Nbsf_Management_Discovery request







1c.Npcf_PolicyAuthorization_Create/Update/Delete request







(1B)







(1A)







1b.parameter mapping







1f.Npcf_PolicyAuthorization_Create/Update/Delete response







1a.Nnef_TrafficInfluence_Create/Update/Delete request







1e.Npcf_PolicyAuthorization_Create/Update/Delete request







1c.Nbsf_Management_Discovery request







1g.Nnef_TrafficInfluence_Create/Update/Delete response












image20.emf
   

BSF  

PCF  

NEF  

A F  

1e . Npcf_PolicyAuthorization_Create/Update /Delete   request  

SMF  

1c . N bsf_Management_Discove r y request  

1 a.Nnef_Tra fficInfluence_Create /Update/Delete   request  

1d . Nbsf_Management_Discove r y response  

1f .Npcf_PolicyAuthorization_Create/Update/Delete response  

1g.Nnef_TrafficInfluence_Create /Update/Delete response  

1a.Nbsf_Management_Discove r y request  

1b.Nbsf_Management_Discove r y response  

1c.Npcf_PolicyAuthorization_Create/Update/Delete   request  

1d.Npcf_PolicyAuthorization_Create/Update/Delete response  

( 1A )  

( 1B )  

1b . parameter mapping  

2 . Npcf_SMPolicyControl_UpdateNotify request  

3 . Npcf_SMPolicyControl_UpdateNotify re sponse  

4 a . Nsmf_EventExposure_Notify request  

4 d . Nsmf_EventExposure_Notify response  

4 b . Nsmf_EventExposure_Notify response  

4 a . Nsmf_EventExposure_Notify request  

( 4 A )  

( 4 B )  

4 b.Nnef_TrafficInfluence_Notify   re quest  

4 c.Nnef_TrafficInfluence_Notify   response  

3 a. User Plane  Reconfiguration  


oleObject18.bin




PCF







BSF







NEF







AF







SMF







3a. User Plane Reconfiguration







(4A)







4a.Nsmf_EventExposure_Notify request







4b.Nnef_TrafficInfluence_Notify request







4c.Nnef_TrafficInfluence_Notify response







3.Npcf_SMPolicyControl_UpdateNotify response







2.Npcf_SMPolicyControl_UpdateNotify request







1d.Npcf_PolicyAuthorization_Create/Update/Delete response







1c.Npcf_PolicyAuthorization_Create/Update/Delete request







1b.Nbsf_Management_Discovery response







1a.Nbsf_Management_Discovery request







(1B)







1d.Nbsf_Management_Discovery response







4d.Nsmf_EventExposure_Notify response







(4B)







4b.Nsmf_EventExposure_Notify response







4a.Nsmf_EventExposure_Notify request







(1A)







1b.parameter mapping







1f.Npcf_PolicyAuthorization_Create/Update/Delete response







1a.Nnef_TrafficInfluence_Create/Update/Delete request







1e.Npcf_PolicyAuthorization_Create/Update/Delete request







1c.Nbsf_Management_Discovery request







1g.Nnef_TrafficInfluence_Create/Update/Delete response












image21.emf
   

UDR   PCF  

NEF  

2 . parameter mapping  

A F  

1 . Nnef _ TrafficInfluence _Create /Update /Delete   request  

5 . Nnef_TrafficInfluence_Create /Update/Delete   response  

SMF  

3 . Nudr_ DataRepository _Create/Update /Delete   request  

4.Nudr_DataRepository_Create/Update/Delete response  

7 .Nsmf_EventExposure_N oti fy request  

1 0 .Nsmf_EventExposure_Noti fy response  

8 .Nnef_TrafficInfluence_Notify   re quest  

9 .Nnef_TrafficInfluence_Notify   response  

6.  SM Policy Association   Establishmen t   procedur e    


oleObject19.bin




NEF







AF







PCF







UDR







SMF







8.Nnef_TrafficInfluence_Notify request







9.Nnef_TrafficInfluence_Notify response







10.Nsmf_EventExposure_Notify response







7.Nsmf_EventExposure_Notify request







6. SM Policy Association Establishment procedure 







5.Nnef_TrafficInfluence_Create/Update/Delete response







4.Nudr_DataRepository_Create/Update/Delete response







3.Nudr_DataRepository_Create/Update/Delete request







2.parameter mapping







1.Nnef_TrafficInfluence_Create/Update/Delete request












image22.emf
   

UDR  

PCF  

NEF  

2 . parameter mapping  

A F  

1 . Nnef _ TrafficInfluence _Create /Update /Delete   request  

5 . Nnef_TrafficInfluence_Create /Update/Delete   response  

SMF  

3 . Nudr_ DataRepository _Create/Update /Delete   request  

4.Nudr_DataRepository_Create/Update/Delete response  

7 .Nsmf_EventExposure_N oti fy request  

1 0 .Nsmf_EventExposure_Noti fy response  

8 .Nnef_TrafficInfluence_Notify   re quest  

9 .Nnef_TrafficInfluence_Notify   response  

6.  SM Policy Association   Establishmen t   procedur e    

6 a .  User Plane  Reconfiguration    


oleObject20.bin




NEF







AF







PCF







UDR







SMF







6a. User Plane Reconfiguration 







6. SM Policy Association Establishment procedure 







10.Nsmf_EventExposure_Notify response







7.Nsmf_EventExposure_Notify request







8.Nnef_TrafficInfluence_Notify request







9.Nnef_TrafficInfluence_Notify response







5.Nnef_TrafficInfluence_Create/Update/Delete response







4.Nudr_DataRepository_Create/Update/Delete response







3.Nudr_DataRepository_Create/Update/Delete request







2.parameter mapping







1.Nnef_TrafficInfluence_Create/Update/Delete request












image23.emf
   

UDR   PCF  

NEF  

2 . parameter mapping  

A F  

1 . Nnef _ Tr afficInfluence _Create /Update /Delete   request  

5 . Nnef_TrafficInfluence_Create /Update/Delete   response  

SMF  

8 . N pcf_SMPolicyControl_UpdateNotify req uest  

3 . Nudr_ DataRepository _Create/Update /Delete   request  

4.Nudr_DataRepository_Create/Update/Delete response  

9 . Npcf_SMPolicyControl_UpdateNotify response  

10 .Nsmf_EventExposure_N oti fy request  

1 3 .Nsmf_EventExposure_Noti fy response  

11 .Nnef_TrafficInfluence_Notify   re quest  

12 .Nnef_TrafficInfluence_Notify   response  

7 .Nudr_DataRepository_Notify   re sponse  

6.Nudr_DataRepository_Notify   re quest  

0.   SM Policy Association   Establishment   procedur e    


oleObject21.bin




NEF







AF







PCF







UDR







SMF







13.Nsmf_EventExposure_Notify response







11.Nnef_TrafficInfluence_Notify request







12.Nnef_TrafficInfluence_Notify response







5.Nnef_TrafficInfluence_Create/Update/Delete response







1.Nnef_TrafficInfluence_Create/Update/Delete request







4.Nudr_DataRepository_Create/Update/Delete response







3.Nudr_DataRepository_Create/Update/Delete request







2.parameter mapping







9.Npcf_SMPolicyControl_UpdateNotify response







8.Npcf_SMPolicyControl_UpdateNotify request







7.Nudr_DataRepository_Notify response







6.Nudr_DataRepository_Notify request







10.Nsmf_EventExposure_Notify request







0. SM Policy Association Establishment procedure 












image24.emf
   

UDR  

PCF  

NEF  

2 . parameter mapping  

A F  

1 . Nnef _ Tr afficInfluence _Create /Update /Delete   request  

5 . Nnef_TrafficInfluence_Create /Update/Delete   response  

SMF  

8 . N pcf_SMPolicyControl_UpdateNotify req uest  

3 . Nudr_ DataRepository _Create/Update /Delete   request  

4.Nudr_DataRepository_Create/Update/Delete response  

9 . Npcf_SMPolicyControl_UpdateNotify response  

10 .Nsmf_EventExposure_N oti fy request  

1 3 .Nsmf_EventExposure_Noti fy response  

11 .Nnef_TrafficInfluence_Notify   re quest  

12 .Nnef_TrafficInfluence_Notify   response  

7 .Nudr_DataRepository_Notify   re sponse  

6.Nudr_DataRepository_Notify   re quest  

0.   SM Policy Association   Establishment   procedur e    

9a .   User Plane  Re configuration    


oleObject22.bin




NEF







AF







PCF







UDR







SMF







9a. User Plane Reconfiguration 







10.Nsmf_EventExposure_Notify request







11.Nnef_TrafficInfluence_Notify request







12.Nnef_TrafficInfluence_Notify response







13.Nsmf_EventExposure_Notify response







5.Nnef_TrafficInfluence_Create/Update/Delete response







1.Nnef_TrafficInfluence_Create/Update/Delete request







4.Nudr_DataRepository_Create/Update/Delete response







3.Nudr_DataRepository_Create/Update/Delete request







2.parameter mapping







9.Npcf_SMPolicyControl_UpdateNotify response







8.Npcf_SMPolicyControl_UpdateNotify request







7.Nudr_DataRepository_Notify response







6.Nudr_DataRepository_Notify request







0. SM Policy Association Establishment procedure 












