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* * * * * NEXT CHANGE * * * * *
[bookmark: _Toc20215606][bookmark: _Toc27496073][bookmark: _Toc36107814]9.2.6	SDS session using MBMS delivery in the media plane
The procedures for group SDS delivery using MBMS can be seen as extensions of group SDS delivery using unicast session via the media plane.
[bookmark: _Toc20215608]Group SDS delivery using MBMS enables dynamic toggling between unicast and MBMS delivery at any time during a session, assuming the proper bearers are available. Only the terminating MCData clients and the respective associated MCData terminating participating functions become aware of and involved in the potential MBMS delivery. 
The terminating participating function can signal the start/stop/resume MBMS transmissions to the MCData client by using the media control plane Map Group To Bearer and Unmap Group To Bearer messages, described in 3GPP TS 24.582 [15]. The media control plane signaling associates the TMGI of an announced MBMS bearer with the MCData group ID of the communication and with the MBMS transmission parameters (IP address and UDP port). 
Guaranteed delivery for SDS when using MBMS can be achieved by the SDS originator through use of dispositions (i.e. “DELIVERED”) and SDS NOTIFICATION mechanisms. It is up to the terminating participating function to decide whether or not to use MBMS for a session, and it is possible that the terminating participating function will not use MBMS delivery for SDS messages without the “DELIVERED” disposition.  

* * * * * NEXT CHANGE * * * * *
[bookmark: _Toc11411147][bookmark: _Toc27496472][bookmark: _Toc36108219]19.2.2.2	Sending an initial MBMS bearer announcement procedure
For each MCData client that the participating MCData function is sending an MBMS bearer announcement to, the participating MCData function:
1)	shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6];
2)	shall set the Request-URI to the URI received in the To header field in a third-party SIP REGISTER request;
3)	shall include an Accept-Contact header field with the g.3gpp.icsi-ref media-feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata" along with parameters "require" and "explicit" according to IETF RFC 3841 [8];
4)	shall include a P-Asserted-Service header field with the value "urn:urn-7:3gpp-service.ims.icsi.mcdata";
5)	shall include one application/sdp MIME body conforming to 3GPP TS 24.229 [5] where the application/sdp MIME body:
a)	shall include the Content-Disposition header field with the value "render";
b)	should include one or more "m=message" media lines and media line attributes conforming to IETF RFC 4566 [rfc4566] and IETF RFC 5888 [rfc5888], to be used as the MBMS subchannel for media only. Additionally, the participating MCData function:
Editor's Note: [CR 0092, WI eMCData2] The exact settings of sdp parameters necessary for MBMS functionality is FFS and subject to changeNOTE 1:	Unciphered packets (i.e. using RTP/UDP/IP encapsulation) and ciphered packets (i.e. using SRTP/UDP/IP encapsulation) need separate media lines, with different transport protocols.
i)	shall set the c-line to the unspecified address (0.0.0.0), if IPv4, or to a domain name within the ".invalid" DNS top-level domain, if IPv6; 
ii)	shall set the port number of the media line to 9; and
iii)	shall set the <proto> sub-field of the media line to RTP/AVP for unciphered traffic or to RTP/SAVP for ciphered traffic, to be used for the MBMS subchannel associated to the media line; and

c)	shall include one "m=application" media line to be used for the general purpose MBMS subchannel. The media line shall include a valid multicast IP address and a valid port number. If the protection of MBMS subchannel control messages sent over this MBMS subchannel of the MBMS bearer is required, the participating MCData function also includes an "a=key-mgmt" media-level attribute. The participating MCData function:
i)	shall encrypt the MSCCK to a UID associated to the targeted MCData ID and a time related parameter as described in 3GPP TS 33.180 [26];
ii)	shall generate a MIKEY-SAKKE I_MESSAGE using the encapsulated MSCCK and MSCCK-ID as specified in 3GPP TS 33.180 [26];
iii)	shall add the public service identity of the participating MCData function to the initiator field (IDRi) of the I_MESSAGE as described in 3GPP TS 33.180 [26];
iv)	shall sign the MIKEY-SAKKE I_MESSAGE using the public service identity of the participating MCData function signing key provided in the keying material together with a time related parameter, and add this to the MIKEY-SAKKE payload, as described in 3GPP TS 33.180 [26]; and
v)	shall include the "mikey" key management and protocol identifier and the signed MIKEY-SAKKE I_MESSAGE in the value of the a=key-mgmt" media-level attribute according to IETF RFC 4567 [45]; and
NOTE 1:	The media parameters to be used by the MBMS subchannel for media are included in the Map Group To Bearer message defined in 3GPP TS 24.582 [15] and not included in this application/sdp MIME body.
6)	shall include an application/vnd.3gpp.mcdata-mbms-usage-info+xml MIME body defined in clause D.5 with the <version> element set to "1" and one or more <announcement> elements associated with the pre-activated MBMS bearers. Each set of an <announcement> element:
a)	shall include a TMGI value in the <TMGI> element;
NOTE 2:	The same TMGI value can only appear in one <announcement> element. The TMGI value is also used to identify the <announcement> when updating or cancelling the <announcement> element.
NOTE 3:	The security key active for the general purpose MBMS subchannel on which the mapping (i.e. the Map Group To Bearer message) of media to this MBMS bearer was indicated, is used for MBMS subchannels on this MBMS bearer, unless a different key or an indication of not using encryption is in place.
b)	shall include the QCI value in the <QCI> element;
c)	if multiple carriers are supported, shall include the frequency to be used in the <frequency> element;
NOTE 4:	In the current release, if the <frequency> element is included, the frequency in the <frequency> element is the same as the frequency used for unicast.
d)	shall include one or more MBMS service area IDs in <mbms-service-area-id> elements in the <mbms-service-areas> element; 
NOTE 5:	Initial mappings of groups to MBMS subchannels on an MBMS bearer for the purpose of carrying media can occur only where the MBMS service area for this bearer and the MBMS service area for the bearer carrying the general purpose MBMS subchannel on which the Map Group To Bearer message is sent intersect. However, once the mapping to this bearer was successful, the reception by the MCData client can continue (until Unmap Group To Bearer is received or until timeout) throughout the entire MBMS service area of this bearer.
e)	may include the <report-suspension> element and set it to "true" value or the "false" value;
NOTE 6:	The participating function can choose to direct some clients not to send an MBMS bearer suspension report when notified by RAN, by including the <report-suspension> element set to "false". The purpose is to prevent an avalanche of identical reports sent by clients roughly at the same time, to report the suspension of the same MBMS bearer. The way the participation function determines which clients are to send or not to send the report is outside the scope of the present document.
f)	if the MBMS bearer is carrying the general purpose MBMS subchannel, shall include one <GPMS>element, giving the number of the "m=application" media line in the application/sdp MIME body generated in step 5 above to be used for the general purpose MBMS subchannel; and
g)	if the packet headers are compressed with ROHC specified in RFC 5795 [60] in this MBMS bearer, the <anyExt> element in the <announcement> element in the <mcdata-mbms-usage-info> element shall include the <mcdata-mbms-rohc> element defined in subclause D.5.3.
7)	shall include the MBMS public service identity of the participating MCData function in the P-Asserted-Identity header field;
8)	shall include in a MIME body with Content-Type header field set to "application/vnd.3gpp.mcdata-info+xml", the <mcdata-request-uri> element set to the MCData ID of the user; and
9)	shall send the SIP MESSAGE request towards the MCData client according to 3GPP TS 24.229 [5].
* * * * * END CHANGES * * * * *

