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* * * * Begin of Change * * * *
[bookmark: _Toc25156226][bookmark: _Toc34124526][bookmark: _Toc36461188]5.3.1	Service Description
The AMF may offer this service as a Service Producer to enable an NF to subscribe to event notifications on its own or on behalf of another NF and get notified about an event. The known Service Consumers are NEF, SMF, UDM and NWDAF. See also clause 5.34.7 of 3GPP TS 23.501 [2] and clauses 4.15.1, 4.15.3.2, 4.15.4.2 and 5.2.2.3.1 of 3GPP TS 23.502 [3] , clause 6.2.2 in 3GPP TS 23.288 [38].
The following events are provided by Namf_EventExposure Service:
Event: Location-Report
	A NF subscribes to this event to receive the Last Known Location of a UE or a group of UEs, and Updated Location of the UE or any UE in the group when AMF becomes aware of a location change of the UE with the granularity as requested.
	This event implements the "Location Reporting" event in table 4.15.3.1-1 of 3GPP TS 23.502 [3].
	UE Type: One UE, Group of UEs
	Report Type: One-Time Report (See NOTE 1), Continuous Report (See NOTE 21), Periodic Report (See NOTE 1 and 2)
	Input: UE-ID(s), Optionally Filters: TAI, Cell-ID, N3IWF, UE-IP, UDP-PORT, TNAP ID, Global Line Id
	Notification; UE-ID, filtered updated location (TAI, Cell-ID for 3GPP access, most recent N3IWF node, UE local IP address and UDP source port number for non-3GPP access, TNAP ID, Global Line Id).
NOTE 1:	Support of Continuous Report or Periodic Report should be controlled by operator policy.
NOTE 2:	For Periodic Report, UE Last Known Location is reported if the UE is in CM-IDLE state when the report is being generated.
Event: Presence-In-AOI-Report
	A NF subscribe to this event to receive the current present state of a UE in a specific Area of Interest (AOI), and notification when a specified UE enters or leaves the specified area. The area could be identified by a TA list, an area ID or specific interested area name like "LADN".
	UE Type: One UE, Group of UEs
	Report Type: One-Time Report, Continuously Report
	Input:	UE ID(s), Area identifier (a TA list, an area Id or "LADN").
	Notification: UE-ID, Area identifier, Presence Status (IN/OUT/UNKNOWN)
Event: Time-Zone-Report
	A NF subscribes to this event to receive the current time zone of a UE or a group of UEs, and updated time zone of the UE or any UE in the group when AMF becomes aware of a time zone change of the UE.
	UE Type: One UE, Group of UEs
	Report Type: One-Time Report, Continuous Report
	Input: UE ID(s)
	Notification; UE-ID, most recent time-zone
Event: Access-Type-Report
	A NF subscribes to this event to receive the current access type(s) of a UE or a group of UEs, and updated access type(s) of the UE or any UE in the group when AMF becomes aware of the access type change of the UE.
	UE Type: One UE, Group of UEs
	Report Type: One-Time Report, Continuous Report
	Input: UE ID(s)
	Notification; UE ID, most recent access-types (3GPP, Non-3GPP)
Event: Registration-State-Report
	A NF subscribes to this event to receive the current registration state of a UE or a group of UEs, and report for updated registration state of a UE or any UE in the group when AMF becomes aware of a registration state change of the UE.
	UE Type: One UE, Group of UEs
	Report Type: One-Time Report, Continuous Report
	Input: UE ID(s)
	Notification; UE ID, most recent registration state (REGISTERED/DEREGISTERED) with access type
Event: Connectivity-State-Report
	A NF subscribes to this event to receive the current connection management state of a UE or a group of UEs, and report for updated connection management state of a UE or any UE in the group when AMF becomes aware of a connection management state change of the UE.
	UE Type: One UE, Group of UEs
	Report Type: One-Time Report, Continuous Report
	Input: UE ID(s)
	Notification; UE ID, most recent connection management state (IDLE/CONNECTED) with access type
Event: Reachability-Report
	A NF subscribes to this event to receive the current reachability of a UE or a group of UEs, and report for updated reachability of a UE or any UE in the group when AMF becomes aware of a reachability change of the UE.
	UE Type: One UE, Group of UEs
	Report Type: One-Time Report, Continuous Report
	Input: UE ID(s)
	Notification; UE ID, AMF Id, most recent reachability state (REACHABLE/UNRACHABLE/REGULATORY-ONLY).
Event: Communication-Failure-Report
	A NF subscribes to this event to receive the Communication failure report of a UE or group of UEs or any UE, when the AMF becomes aware of a RAN or NAS failure event.
	This event implements the "Communication failure" event in table 4.15.3.1-1 of 3GPP TS 23.502 [3].
	UE Type: One UE, Group of UEs, any UE
	Report Type: One-Time Report, Continuous Report
	Input: UE ID(s), "ANY_UE"
	Notification; UE ID, RAN/NAS release code.
Event: UEs-In-Area-Report
	A NF subscribes to this event to receive the number of UEs in a specific area. A NF may ask AMF for the UEs within the area based on Last Known Location or it may request AMF to actively look for the UEs within the area based on Current Location.
	This event implements the "Number of UEs present in a geographical area" event in table 4.15.3.1-1 of 3GPP TS 23.502 [3].
	UE Type: any UE
	Report Type: One-Time Report (See NOTE 3), Continuous Report (See NOTE 4), Periodic Report (See NOTE 4)
	Input: Area identified in a TA List
	Notification: Number of UEs in the area
NOTE 23:	For an Immediate Report, UE Last Known Location is used to count the UEs within the area.
NOTE 34:	Support of Continuous Report or Periodic Report should be controlled by operator.
Event: Loss-of-Connectivity
	An NF subscribes to this event to receive the event report of a UE or group of UEs when AMF detects that a target UE is no longer reachable for either signalling or user plane communication. Such condition is identified when Mobile Reachable timer expires in the AMF (see 3GPP TS 23.501 [2]), when the UE detaches and when AMF deregisters from UDM for an active UE. If the UE is already not reachable for either signalling or user plane communication when the event is subscribed, the AMF reports the event directly.
	This event implements the "Loss of Connectivity" event in table 4.15.3.1-1 of 3GPP TS 23.502 [3].
	UE Type: One UE, Group of UEs.
	Report Type: One-Time Report, Continuous Report
	Input: UE ID(s)
	Notification; UE ID.
Event: 5GS-User-State-Report
	A NF subscribes to this event to receive the 5GS User State of a UE.
	UE Type: One UE
	Report Type: One-Time Report
	Input: UE ID
	Notification; UE ID, 5GS User State
Event: Availability-after-DDN-failure
	A NF subscribes to this event to be notified about the Availability of a UE after a DDN failure.
	UE Type: One UE
	Report Type: One-Time Report, Continuous Report
	Input: UE ID
	Notification: UE ID
Event: Type-Allocation-Code-Report
A NF subscribes to this event to receive the TAC of a UE or a group of UEs.
	UE Type: One UE, Group of UEs
	Report Type: One-Time Report
	Input: UE ID(s)
	Notification: UE ID(s), TAC(s)
Event: Frequent-Mobility-Registration-Report
A NF subscribes to this event to receive the number of mobility registration during a period for a UE or a group of UEs.
	UE Type: One UE, Group of UEs
	Report Type: One-Time Report
	Input: UE ID(s), expiry time
	Notification: UE ID(s), Frequent Registration

* * * * Next Change * * * *
[bookmark: _Toc25156231][bookmark: _Toc34124531][bookmark: _Toc36461193]5.3.2.2.2	Creation of a subscription
The Subscribe service operation is invoked by a NF Service Consumer, e.g. NEF, towards the AMF, when it needs to create a subscription to monitor at least one event relevant to the AMF. The NF Service Consumer may subscribe to multiple events in a subscription. A subscription may be associated with one UE, a group of UEs or any UE.
The NF Service Consumer shall request to create a new subscription by using HTTP method POST with URI of the subscriptions collection, see clause 6.2.3.2.
The NF Service Consumer shall include the following information in the HTTP message body:
-	NF ID, indicates the identity of the network function instance initiating the subscription;
-	Subscription Target, indicates the target(s) to be monitored, as one of the following types:
-	A specific UE, identified with a SUPI, a PEI or a GPSI;
-	A group of UEs, identified with a group identity;
-	Any UE, identified by the "anyUE" flag.
-	Notification URI, indicates the address to deliver the event notifications generated by the subscription;
-	Notification Correlation ID, indicates the correlation identity to be carried in the event notifications generated by the subscription;
-	List of events to be subscribed;
-	Event Types per event, as specified in clause 5.3.1.
-	Reference Id per event, indicates the value of the Reference Id associated with the event to be monitored. If provided, the Reference Id shall be included in the reports triggered by the event.
The NF Service Consumer may include the following information in the HTTP message body:
-	Immediate Report Flag per event, indicates an immediate report to be generated with current event status;
-	Event Trigger, indicates how the events shall be reported (One-time Reporting or Continuously Reporting).
-	Maximum Number of Reports, defines the maximum number of reports after which the event subscription ceases to exist;
-	Expiry, defines maximum duration after which the event subscription ceases to exist;
-	Periodic Report Flag per event, indicates the report to be generated periodically;
-	Repetition Period, defines the period for periodic reporting;
-	Event Filter per applicable event, defines further options on how the event shall be reported.


Figure 5.3.2.2.2-1 Subscribe for Creation
1.	The NF Service Consumer shall send a POST request to create a subscription resource in the AMF. The payload body of the POST request shall contain a representation of the individual subscription resource to be created. The request may contain an expiry time, suggested by the NF Service Consumer as a hint, representing the time upto which the subscription is desired to be kept active and the time after which the subscribed event(s) shall stop generating report.
2a.	On success, the request is accepted, the AMF shall include a HTTP Location header to provide the location of a newly created resource (subscription) together with the status code 201 indicating the requested resource is created in the response message. If the NF Service Consumer has included the immediateFlag with value as "true" in the event subscription, the AMF shall include the current status of the events subscribed, if available (e.g. last known location information is included if the subscribed event is LOCATION_REPORT). If the NF Service Consumer has set the event reporting option as ONE_TIME and if the AMF has included the current status of the events subscribed in the response, then the AMF shall not do any subsequent event notification for the events given in the AmfCreateEventSubscription parameter.
The response, based on operator policy and taking into account the expiry time included in the request, may contain the expiry time, as determined by the AMF, after which the subscription becomes invalid. Once the subscription expires, if the NF Service Consumer wants to keep receiving notifications, it shall create a new subscription in the AMF. The AMF shall not provide the same expiry time for many subscriptions in order to avoid all of them expiring and recreating the subscription at the same time. If the expiry time is not included in the response, the NF Service Consumer shall consider the subscription to be valid without an expiry time.
2b.	On failure or redirection, one of the HTTP status code listed in Table 6.2.3.2.3.1-3 shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.2.3.2.3.1-3.

* * * * Next Change * * * *
[bookmark: _Toc25156487][bookmark: _Toc34124791][bookmark: _Toc36461463]6.2.6.2.6	Type: AmfEventMode
Table 6.2.6.2.6-1: Definition of type AmfEventMode
	Attribute name
	Data type
	P
	Cardinality
	Description

	trigger
	AmfEventTrigger
	M
	1
	Describes how the reports are triggered.

	maxReports
	integer
	C
	0..1
	This IE shall be present if the trigger is set to "CONTINUOUS". When present, this IE describes the maximum number of reports that can be generated by the subscribed event. If the AMF event subscription is for a group of UEs, this parameter shall be applied to each individual member UE of the group. If the event subscription is transferred from source AMF to target AMF, this IE shall contain:
-	the remaining number of reports for the event subscription, in the case of individual UE event subscription;
-	the remaining number of reports for the event subscription for this specific UE in a group, in the case of group ID specific event subscription.

	expiry
	DateTime
	C
	0..1
	This IE shall be included in an event subscription response, if, based on operator policy and taking into account the expiry time included in the request, the AMF needs to include an expiry time.

This IE may be included in an event subscription request.

When present, this IE shall represent the time after which the subscribed event(s) shall stop generating report and the subscription becomes invalid. If the trigger value included in an event subscription response is "ONE_TIME" and if an event report is included in the subscription response then the value of the expiry included in the response shall be an immediate timestamp. 

	repPeriod
	DurationSec
	C
	0..1
	This IE shall be present if the trigger is set to "PERIODIC". When present, this IE describes the period time for the event reports. If the AMF event subscription is for a group of UEs, this parameter shall be applied to each individual member UE of the group.




* * * * Next Change * * * *

[bookmark: _Toc34124810][bookmark: _Toc36461482]6.2.6.3.4	Enumeration: AmfEventTrigger
Table 6.2.6.3.4-1: Enumeration AmfEventTrigger
	Enumeration value
	Description

	"ONE_TIME"
	Defines that AMF should generate report for the event only once. After reporting, the subscription to this event will be terminated.

	"CONTINUOUS"
	Defines that AMF should continuously generate reports for the event, until the subscription to this event ends, due to end of report duration or up to the maximum number of reports or the event being unsubscribed explicitly

	"PERIODIC"
	Defines that AMF should periodically generate reports for the event, until the subscription to this event ends, due to end of report duration or up to the maximum number of reports or the event being unsubscribed explicitly.



* * * * Next Change * * * *
[bookmark: _Toc25156616][bookmark: _Toc34124921][bookmark: _Toc36461600]A.3	Namf_EventExposure API
openapi: 3.0.0
info:
  version: 1.1.0.alpha-3
  title: Namf_EventExposure
  description: |
    AMF Event Exposure Service
    © 2020, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).
    All rights reserved.
[…]
    AmfEventMode:
      type: object
      properties:
        trigger:
          $ref: '#/components/schemas/AmfEventTrigger'
        maxReports:
          type: integer
        expiry:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        repPeriod:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DurationSec'
      required:
        - trigger
    AmfEventState:
      type: object
      properties:
        active:
          type: boolean
        remainReports:
          type: integer
        remainDuration:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DurationSec'
      required:
        - active
[…]
    AmfEventTrigger:
      anyOf:
      - type: string
        enum:
          - ONE_TIME
          - CONTINUOUS
          - PERIODIC
      - type: string
[…]
* * * * End of Change * * * *
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