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	Reason for change:
	It is an open issue whether to signal one or more LCI/OCI for multiple DNNs, for multiple S-NSSAIs, and for combinations of DNNs/S-NSSAIs (with same or different LCI/OCI parameters). 

APN load/overload control has been defined in EPC for the following reasons (see clause 12.2.4.2 of TS 29.274):

1) To achieve load balancing at the APN level granularity: The PGW may be configured to handle more than one APN in the network. In such a case, the PGW may be additionally configured to allocate different resources for each of the configured APNs, e.g. the PGW may be configured to handle "X" number of sessions for the "consumer" APN and to handle "Y" number of session for the "corporate" APN. The ratio of this limit, i.e. "X" and "Y", to the PGW's capacity may not be the same across all the PGWs in the network. In this case, the load information with node level granularity is not sufficient and could result in a network where one PGW has more sessions for the "consumer" APN while another PGW has more sessions for the "corporate" APN. Thus, an evenly load balanced network at APN level load granularity cannot be realized.
2)	To ensure effective overload control in the network: If the distribution of sessions at APN level is uneven, then there is a higher risk of overload of some PGWs, as compared to other PGWs, e.g. the PGW handling more sessions for "consumer" APN may have to handle more messages, (e.g. generated due to mobility events resulting from a change of ULI, RAT type, Serving GW, etc.) as compared to the PGW handling more sessions for the "stationary-machine" APN. Hence, the PGW handling "consumer" APN sessions may be at higher risk of overload, as compared to the other PGWs in the network, and hence, this situation may result in poor overload control of the network.
3)	To ensure an efficient node selection algorithm: Based on the node level load information, the source node, (e.g. the MME) may end-up selecting the PGW for a new session for the given APN. However, the selected PGW may reject the new session request, if it is running at 100% load capacity for the given APN, or the new session request may be throttled by the source node based on the overload information of the APN for the given PGW. Thus the new session request may be denied, (i.e. rejected by the selected PGW or throttled by the source node based on PGW's APN level overload information) while the other PGW may have the capacity to handle the same. Thus, the lack of APN level load information may result in inefficient node selection algorithm by the source node.
The same justifications can apply for load sharing between SMF service instances and for SMF service instance selection in 5GC, for S-NSSAIs/DNNs (i.e. combinations of S-NSSAI and DNN). There is no need for load/overload control for a DNN only or for an S-NSSAI only: 
· a DNN is always related to an S-NSSAI (and resources, e.g. IP addresses, typically specific to a S-NSSAI and DNN)
· PDU sessions always target a specific S-NSSAI and DNN
· we should not over-complicate the S-NSSAI/DNN load/overload control procedures. 


	
	

	Summary of change:
	It is proposed to enable support of S-NSSAI/DNN based load/overload control, for a limit of up to 10 combinations of S-NSSAI and DNNs, like APN based load/overload control supported in EPC, for the SMF. 

Since multiple LCI or OCI may be provided in a message, the 3gpp-Sbi-Lci and 3gpp-Sbi-Oci headers are defined as a comma-separated list of LCI or OCI values. 


	
	

	Consequences if not approved:
	S-NSSAI/DNN based load and overload control is not supported, that can result in uneven distribution of load for a given S-NSSAI/DNN across SMF service instances, yielding poor overload control, inefficient SMF service instance selection and poorer performances than supported by EPC. 
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[bookmark: _Toc20129598][bookmark: _Toc27584225]* * * First Change * * * *
[bookmark: _Toc35969919][bookmark: _Toc36050713][bookmark: _Toc35969914]5.2.3.2.9	3gpp-Sbi-Oci
The header contains a comma-delimited list of the Overload Control Information (OCI). See clause 6.4.3.
The encoding of the header follows the ABNF as defined in IETF RFC 7230 [12].
3gpp-Sbi-Oci =	"3gpp-Sbi-Oci:" #(SP timestamp SP validityPeriod SP olcMetric SP olcScope)
timestamp	=	"Timestamp:" SP date-time ";"
Mandatory parameter. The date-time type is specified in IETF RFC 5322 [37] and clause 7.1.1.1 of IETF RFC 7231 [11]. It indicates the timestamp at which the overload control information was generated.
validityPeriod =	"Period-of-Validity:" SP 1*DIGIT "s"";"
Mandatory parameter. Period of validity is a timer that is measured in seconds. Once the timer expires, the OCI becomes invalid.
olcMetric =	"Overload-Reduction-Metric:" SP (1*2DIGIT / "100") "%" ";"
Mandatory parameter. Overload-Reduction-Metric up to 3 digits long decimal string and the value range shall be from 0 to 100.
olcScope =	ociScope OWS [dnn] OWS [sNssai]
Mandatory structured parameter, which in the actual header is replaced by its sub-parameters.
ociScope =	("NF-Instance=" nfinst) / ("NF-Set=" nfset) / "(NF-Service-Instance=" nfservinst) / ("NF-Service-Set=" nfserviceset) ";"
Mandatory structured parameter, which in the actual header is replaced by only one of its sub-parameters, either an NF-Instance (nfinst), an NF-Set (nfset), an NF-Service-Instance (nfservinst), or an NF-Service-Set (nfserviceset). The nfinst, nfset, nfservinst and nfserviceset parameters are defined in clause 5.2.3.2.5.
Editor's note: the scopes supported for OCI sent by a NF consumer are FFS.
dnn = "DNN:" SP RWS *tchar *(RWS "&" RWS *tchar ";")
Optional parameter used for S-NSSAI/DNN based overload control by SMF, see clause 6.4.3.4.5.2.2, that . Rrefers to a one or more specific DNN(s). DNN format is defined in 3GPP TS 23.003 [15]. When present, the parameter indicates the overload conditions for the DNN from the perspective of either the NF-Instance, NF-Set, NF-Service-Instance or NF-Service-Set.
Editor's note: It is FFS whether multiple DNNs may be included in the OCI header and if multiple OCI headers may be sent with a single DNN parameter.
sNssai= "S-NSSAI:" RWS snssai SP 1*(RWS "&" RWS snssai ";" SP)
Optional parameter used for S-NSSAI/DNN based overload control by SMF, see clause 6.4.3.4.5.2.2, . OCI is for athat refers to one or more specific S-NSSAI(s). When present, the parameter indicates the same overload conditions apply to the S-NSSAIs in either the NF-Instance, NF-Set, NF-Service-Instance or NF-Service-Set.
Editor's note: It is FFS whether one or multiple S-NSSAIs may be included in the OCI header, and if multiple OCI headers may be sent with a single S-NSSAI.
snssai = *tchar
S-NSSAI format is defined in clause 5.4.4.2 of 3GPP TS 29.571 [13].
EXAMPLE 1:	Overload Control Information for an NF Instance:
3gpp-Sbi-Oci: Timestamp: Tue, 04 Feb 2020 08:49:37 GMT; Period-of-Validity: 75s; Overload-Reduction-Metric: 50%; NF-Instance=54804518-4191-46b3-955c-ac631f953ed8
EXAMPLE 2:	Overload Control Information for an NF Service Set:
3gpp-Sbi-Oci: Timestamp: Tue, 04 Feb 2020 08:49:37 GMT; Period-of-Validity: 120s; Overload-Reduction-Metric: 50%; NF-Service-Set = setxyz.snnsmf-pdusession.nfi54804518-4191-46b3-955c-ac631f953ed8.5gc.mnc012.mcc345
EXAMPLE 3:	Overload Control Information for an SMF instance related to a particular DNN of an S-NSSAI:
3gpp-Sbi-Oci: Timestamp: Tue, 04 Feb 2020 08:49:37 GMT; Period-of-Validity: 600s; Overload-Reduction-Metric: 50%; NF-Instance=54804518-4191-46b3-955c-ac631f953ed8; S-NSSAI: {"sst": 1, "sd": "A08923"}; DNN: internet.mnc012.mcc345.gprs
EXAMPLE 4:	Overload Control Information for an SMF instance related to a particular DNN shared by two S-NSSAIs:
3gpp-Sbi-Oci: Timestamp: Tue, 04 Feb 2020 08:49:37 GMT; Period-of-Validity: 240s; Overload-Reduction-Metric: 50%; NF-Instance=54804518-4191-46b3-955c-ac631f953ed8; S-NSSAI: {"sst": 1, "sd": "A08923"} & {"sst": 1, "sd": "A08924"}; DNN: internet.mnc012.mcc345.gprs 
EXAMPLE X:	Example with two OCI values, one for an SMF Instance and another one for a specific DNN of an S-NSSAI for the same SMF Instance: 
3gpp-Sbi-Oci: Timestamp: Tue, 04 Feb 2020 08:49:37 GMT; Period-of-Validity: 75s; Overload-Reduction-Metric: 50%; NF-Instance: 54804518-4191-46b3-955c-ac631f953ed8
3gpp-Sbi-Oci: Timestamp: Tue, 04 Feb 2020 08:49:37 GMT; Period-of-Validity: 600s; Overload-Reduction-Metric: 40%; NF-Instance: 54804518-4191-46b3-955c-ac631f953ed8; S-NSSAI: {"sst": 1, "sd": "A08923"}; DNN: internet.mnc012.mcc345.gprs
NOTE:	Example X is formatted as two distinct headers (which improves the readability), but it can also be formatted as a single header with two OCI values separated by a comma.


* * * Next Change * * * *
[bookmark: _Toc35969920][bookmark: _Toc36050714]5.2.3.2.10	3gpp-Sbi-Lci
The header contains a comma-delimited list (see IETF RFC 7230 [12]) of the Load Control Information (LCI). See clause 6.3.3.
The encoding of the header follows the ABNF as defined in IETF RFC 7230 [12].
3gpp-Sbi-Lci =	"3gpp-Sbi-Lci:" #(SP timestamp SP lcMetric SP lcScope)
timestamp	=	"Timestamp:" SP date-time ";"
Mandatory parameter. The date-time type is specified in IETF RFC 5322 [37] and clause 7.1.1.1 of IETF RFC 7231 [11]. It indicates the timestamp associated with the load control information.
lcMetric =	"Load-Metric:" SP (1*2DIGIT / "100") "%" ";"
Mandatory parameter. Load-Metric is up to 3 digits long decimal string and the value range shall be from 0 to 100.
lcScope =	lciScope OWS [dnn] OWS [sNssai]
Mandatory structured parameter, which in the actual header is replaced by its sub-parameters.
lciScope =	("NF-Instance=" nfinst) / ("NF-Set=" nfset) / "(NF-Service-Instance=" nfservinst) / ("NF-Service-Set=" nfserviceset) ";"
Mandatory structured parameter, which in the actual header is replaced by only one of its sub-parameters, either an NF-Instance (nfinst), an NF-Set (nfset), an NF-Service-Instance (nfservinst), or an NF-Service-Set (nfserviceset). The nfinst, nfset, nfservinst and nfserviceset parameters are defined in clause 5.2.3.2.5.
dnn = "DNN:" SP RWS *tchar *(RWS "&" RWS *tchar)";"
Optional parameter used for S-NSSAI/DNN based load control by SMF, see clause 6.3.3.4.4.2.2, that . Rrefers to aone or more specific DNN(s). DNN format is defined in 3GPP TS 23.003 [15]. When present, the parameter indicates the load conditions towards the DNN from the perspective of either the NF-Instance, or NF-Set, or NF-Service-Instance, or NF-Service-Set.
Editor's note: It is FFS if multiple DNNs may be included in the LCI header and if multiple LCI headers may be sent with a single DNN parameter.
sNssai= "S-NSSAI:" SP RWS snssai 1*(RWS "&" RWS snssai ";" SP)
Optional parameter used for S-NSSAI/DNN based load control by SMF, see clause 6.3.3.4.4.2.2, that . Indicates that LCI isrefers to one or more for a specific S-NSSAI(s) (network slice). When present, the parameter indicates the same load conditions apply to the S-NSSAIs in either the NF-Instance, or NF-Set, or NF-Service-Instance, or NF-Service-Set.
Editor's note: It is FFS whether only one or multiple S-NSSAIs may be included in the LCI header, and if multiple LCI headers may be sent with a single S-NSSAI.
snssai = *tchar
S-NSSAI format is defined in clause 5.4.4.2 of 3GPP TS 29.571 [13].
relativeCapacity = "Relative-Capacity:" RWS (1*2DIGIT / "100") "%" 
Optional parameter used for S-NSSAI/DNN based load control by SMF, see clause 6.3.3.4.x. Up to 3 digits long decimal string with value range from 0 to 100. The value applies to all combinations of S-NSSAIs and DNNs indicated in the LCI.
EXAMPLE 1:	Load Control Information for an NF Instance:
3gpp-Sbi-Lci: Timestamp: Tue, 04 Feb 2020 08:49:37 GMT; Load-Metric: 25%; NF-Instance=54804518-4191-46b3-955c-ac631f953ed8
EXAMPLE 2:	Load Control Information for an NF Service Set:
3gpp-Sbi-Lci: Timestamp: Tue, 04 Feb 2020 08:49:37 GMT; Load-Metric: 25%; NF-Service-Set = setxyz.snnsmf-pdusession.nfi54804518-4191-46b3-955c-ac631f953ed8.5gc.mnc012.mcc345
EXAMPLE 3:	Load Control Information for an SMF instance related to a particular DNN of an S-NSSAI:
3gpp-Sbi-Lci: Timestamp: Tue, 04 Feb 2020 08:49:37 GMT; Load-Metric: 25%; NF-Instance=54804518-4191-46b3-955c-ac631f953ed8; S-Nssai: {"sst": 1, "sd": "A08923"}; DNN: internet.mnc012.mcc345.gprs; Relative-Capacity: 20%
EXAMPLE 4:	Load Control Information for an SMF instance related to a particular DNN shared by two S-NSSAIs:
3gpp-Sbi-Lci: Timestamp: Tue, 04 Feb 2020 08:49:37 GMT; Load-Metric: 25%; NF-Instance=54804518-4191-46b3-955c-ac631f953ed8; S-Nssai: {"sst": 1, "sd": "A08923"} & {"sst": 1, "sd": "A08924"}; DNN: internet.mnc012.mcc345.gprs; Relative-Capacity: 20%
EXAMPLE X:	Example with two LCI values, for different DNNs of a same S-NSSAI: 
3gpp-Sbi-Lci: Timestamp: Tue, 04 Feb 2020 08:49:37 GMT; Load-Metric: 40%; NF-Instance=54804518-4191-46b3-955c-ac631f953ed8; S-Nssai: {"sst": 1, "sd": "A08923"}; DNN: internet.mnc012.mcc345.gprs; Relative-Capacity: 30%
3gpp-Sbi-Lci: Timestamp: Tue, 04 Feb 2020 08:49:37 GMT; Load-Metric: 70%; NF-Instance=54804518-4191-46b3-955c-ac631f953ed8; S-Nssai: {"sst": 1, "sd": "A08923"}; DNN: ciot.mnc012.mcc345.gprs; Relative-Capacity: 20%
NOTE:	Example X is formatted as two distinct headers (which improves the readability), but it can also be formatted as a single header with two LCI values separated by a comma.


* * * Next Change * * * *
6.3.3.4.4.2.2	Additional scope parameters for S-NSSAI/DNN based load control by SMF
It is optional for the SMF to support S-NSSAI/DNN based load control. When supported, the following requirements shall apply.
S-NSSAI/DNN level load control refers to advertising of the load information at S-NSSAI and DNN level granularity and selection of the target SMF service instance based on this information. It helps to achieve an evenly load balanced network at S-NSSAI/DNN granularity by the use of the dynamic load information provided within the Load Control Information with the S-NSSAI/DNN scope. Only an SMF may advertise S-NSSAI/DNN level load information.
NOTE 1:	When all the resources of an SMF (service) instance are available for all the S-NSSAI/DNNs served by that SMF (service) instance, load control at SMF (service) set or SMF (service) instance level is exactly the same as S-NSSAI/DNN level overload information of that SMF, for each of its S-NSSAIs/DNNs, and hence, performing load control at SMF (service) set or SMF (service) instance level is sufficient.
The "Load Metric" shall indicate the current resource utilization for the indicated S-NSSAI/DNN(s), as a percentage, as compared to the total resources configured for the indicated S-NSSAI/DNNs s at the SMF. 
When performing S-NSSAI/DNN based load control, the LCI scope shall indicate, in addition to either an NF-Instance, NF-Set, NF-Service-Instance or NF-Service-Set (see Table 6.3.3.4.2.2.1-1), the combinations of S-NSSAI and DNN  for which the LCI sender wants to advertise the load information using the following parameters: 
-	the S-NSSAI parameter, indicating one or more S-NSSAI values; and
-	the DNN parameter, indicating one or more DNN values from the indicated S-NSSAI(s). 
NOTE 2:	It is not allowed to report LCI for a DNN only or for an S-NSSAI only.  
See Table 6.3.3.4.4.2.2.1-1.
[bookmark: _Toc35969966][bookmark: _Toc36050760]Table 6.3.3.4.4.2.2.1-1: Additional scope parameters for S-NSSAI/DNN based load control by SMF
	Parameter
	Value
	LCI scope (i.e. LCI applies to) 
	Examples

	S-NSSAI

	One or more S-NSSAI values 
	
DNN(s) from indicated S-NSSAI(s), for the service(s) of NF instance(s) as defined in Table 6.3.3.4.4.2.1-1.

	
S-NSSAI: {"sst": 1, "sd": "A08923"};
DNN: internet.mnc012.mcc345.gprs



	DNN

	One or more DNN values
	
	

	NOTE:	Both the S-NSSAI and DNN parameters shall be present. The S-NSSAI and DNN parameters shall be provided with either the NF-Instance, NF-Set, NF-Service-Instance or NF-Service-Set parameter (see Table 6.3.3.4.4.2.1-1).



An SMF shall advertise S-NSSAI/DNN based load control for at most 10 DNNs.
NOTE 3:	Considering various aspects such as the processing and storage requirements at the overloaded SMF entity and the receiver, the number of important DNNs for which overload control advertisement could be necessary, interoperability between the NFs of different vendors, it was chosen to define a limit on the maximum number of DNNs for advertising the load control information. 
The SMF may advertise load information for different DNNs of one or more S-NSSAIs in a single LCI header (if the same LCI information, e.g. load metric or relative capacity, applies to all the DNNs of the S-NSSAI(s)) or in up to 10 LCI headers (if different LCI information needs to be advertized for different DNNs).  
6.3.3.4.4.3	dnn
The LCI may additionally include the "DNN" parameter to indicate that the LCI is for a specific DNN from the perspective of either the NF-Instance, NF-Set, NF-Service-Instance or NF-Service-Set (as defined in clause 6.3.3.4.4.2).
[bookmark: _Toc35969967][bookmark: _Toc36050761]6.3.3.4.4.4	sNssai
The LCI may additionally include the sNssai parameter to indicate that the LCI is for a specific S-NSSAI from the perspective of either the NF-Instance, NF-Set, NF-Service-Instance or NF-Service-Set (as defined in clause 6.3.3.4.4.2).
Editor's Note:	It is FFS how LCI is produced/updated by a service producer and how LCI is handled by the service consumer when lcScope includes a dnn and/or a sNssai. For example, whether a service producer is allowed to carry multiple LCI header with each of them having different LCI metric and different dnn/nssai; which NF service producers are applicable for dnn/nssai, only SMF; how to handle the update of LCI for a dnn/nssai; relation between dnn and n-sssai, e.g. when both are present.

* * * Next Change * * * *
[bookmark: _Toc35969962][bookmark: _Toc36050756]6.3.3.4.x	S-NSSAI/DNN Relative Capacity
[bookmark: _Hlk37151417]When applying S-NSSAI/DNN based load control (see clause 6.3.3.4.4.2.2), the LCI shall include the S-NSSAI/DNN relative capacity indicating the resources configured for the combinations of S-NSSAIs and DNNs reported in the LCI, compared to the total resources configured at the SMF (service) instance or SMF (service) set, as a percentage. 
This parameter enables the NF selecting an SMF service instance to determine the available resources for a given S-NSSAI/DNN for different candidate SMF service instances (considering the static capacity of the SMF service instance, the S-NSSAI/DNN relative capacity and the load of the S-NSSAI/DNN).

* * * Next Change * * * *
6.4.3.4.5.2.2	Additional scope parameters for S-NSSAI/DNN based overload control by SMF
[bookmark: _Toc35969989][bookmark: _Toc36050783]6.4.3.4.5.2	dnn
It is optional for the SMF to support S-NSSAI/DNN based overload control. When supported, the following requirements shall apply.
S-NSSAI/DNN level overload control refers to advertising of the overload information at S-NSSAI and DNN level granularity and hence applying the mitigation policies based on this information to the signalling traffic related to this S-NSSAI and DNN only. Only an SMF may advertise S-NSSAI/DNN level overload information when it detects overload for certain S-NSSAI/DNNs, e.g. based on shortage of internal or external resources for an S-NSSAI/DNN (e.g. IP address pool).
NOTE 1:	When all the internal and external resources, applicable to the S-NSSAI/DNNs, are available for all the S-NSSAI/DNNs served by an SMF, overload control at SMF (service) set or SMF (service) instance level is exactly the same as S-NSSAI/DNN level overload information of that SMF, for each of its S-NSSAIs/DNNs, and hence, performing overload control at SMF (service) set or SMF (service) instance level is sufficient.
When performing S-NSSAI/DNN based overload control, the OCI scope shall indicate, in addition to either an NF-Instance, NF-Set, NF-Service-Instance or NF-Service-Set (see Table 6.4.3.4.5.2-1), the combinations of S-NSSAI and DNN for which the OCI sender wants to advertise the overload information using the following parameters: 
-	the S-NSSAI parameter, indicating one or more S-NSSAI values; and
-	the DNN parameter, indicating one or more associated DNN values from the indicated S-NSSAI(s). 
NOTE 2:	It is not allowed to report OCI for a DNN only or for an S-NSSAI only.  
See Table 6.4.3.4.5.2.2-1.
Table 6.4.3.4.5.2.2-1: Additional scope parameters for S-NSSAI/DNN based overload control by SMF
	Parameter
	Value
	OCI scope (i.e. OCI applies to) 
	Examples

	S-NSSAI

	One or more S-NSSAI values 
	
DNN(s) from indicated S-NSSAI(s), for the service(s) of NF instance(s) as defined in Table 6.4.3.4.5.2-1.

	
S-NSSAI: {"sst": 1, "sd": "A08923"};
DNN: internet.mnc012.mcc345.gprs



	DNN

	One or more DNN values
	
	

	NOTE:	Both the S-NSSAI and DNN parameters shall be present. The S-NSSAI and DNN parameters shall be provided with either the NF-Instance, NF-Set, NF-Service-Instance or NF-Service-Set parameter (see Table 6.4.3.4.5.2-1).



An SMF shall advertise S-NSSAI/DNN based overload control for at most 10 DNNs.
NOTE 3:	Considering various aspects such as the processing and storage requirements at the overloaded SMF entity and the receiver, the number of important DNNs for which overload control advertisement could be necessary, interoperability between the NFs of different vendors, it was chosen to define a limit on the maximum number of DNNss for advertising the overload control information. 
The SMF may advertise overload information for different DNNs of one or more S-NSSAIs in a single OCI header (if the same OCI information, e.g. overload reduction metric, applies to all the DNNs of the S-NSSAI(s)) or in up to 10 OCI headers (if different OCI information needs to be advertized for different DNNs).  
An NF selecting an SMF service instance for a given S-NSSAI/DNN shall apply the S-NSSAI/DNN level overload information, if available for that S-NSSAI/DNN. 
The OCI header may additionally include the "DNN" parameter to indicate that the OCI is for a specific DNN from the perspective of either the NF-Instance, NF-Set, NF-Service-Instance or NF-Service-Set (as defined in clause 6.4.3.4.5.1).
[bookmark: _Toc35969990][bookmark: _Toc36050784]6.4.3.4.5.3	sNssai
The OCI header may additionally include the sNssai parameter to indicate that the OCI is for a specific S-NSSAI from the perspective of either the NF-Instance, NF-Set, NF-Service-Instance or NF-Service-Set (defined in clause 6.4.3.4.5.1).
Editor's Note: It is FFS how OCI is produced/updated by a service producer and how OCI is handled by the service consumer when Scope includes one or more dnns and/or one or ore sNssais.


* * * End of Changes * * * *
