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	Reason for change:
	The CAG information list needs to be stored in non-volatile memory of the UE in order for the UE to perform correct CAG selection after power-cycling.

However, annex C does not list the CAG information list.

	
	

	Summary of change:
	CAG information list is stored in non-volatile memory.

	
	

	Consequences if not approved:
	If UE's subscription allows access to 5GS via CAG cells only, without storing the CAG information list in non-volatile memory, the UE will be unable to access 5GS using automatic CAG selection after UE's power-cycling.
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	This CR's revision history:
	Changes in revision 1:
- additional cosigners added

- "The CAG information list, if available, is stored in the non-volatile memory in the ME as specified in annex C. " added in 4.14.3

- CAG information list -> "CAG information list" 


***** change *****
4.14.3
Public network integrated non-public network

A public network integrated NPN is made available by means of e.g. dedicated DNNs or by one or more S-NSSAIs allocated for it. A CAG can be optionally used in order to prevent UEs not allowed to access a public network integrated NPN from accessing the public network integrated NPN. The key enablers for the CAG in the NAS layer are as follows;
a)
CAG selection (see 3GPP TS 23.122 [5]);

b)
provisioning of a "CAG information list" as specified in 3GPP TS 23.122 [5], from network to UE via the generic UE configuration update procedure; and

c)
When an emergency service is initiated (e.g. when the UE performs the initial registration for emergency services), the UE is allowed to access the 5GS via a non-CAG cell in a PLMN for which the UE has an "indication that the UE is only allowed to access 5GS via CAG cells" or via a CAG cell that is not included in the "Allowed CAG list" for the selected PLMN. The network may configure or reconfigure the "allowed CAG list" and, optionally, an "indication that the UE is only allowed to access 5GS via CAG cells" if the UE indicated support of CAG feature during registration procedure for initial registration or registration procedure for mobility and periodic registration update.


If a UE having an emergency PDU session is camping on:

1)
a CAG cell and none of the CAG-IDs of the CAG cell are included in the "Allowed CAG list" for the current PLMN in the UE’s subscription; or

2)
a non-CAG cell in a PLMN for which the UE’s subscription contains an "indication that the UE is only allowed to access 5GS via CAG cells";


the AMF shall release all non-emergency PDU sessions if any. The AMF shall not release the emergency PDU session.
NOTE:
The emergency services for CAG only UE can be subject to local regulation.
The "CAG information list" stored in the UE is kept when the UE enters 5GMM-DEREGISTERED state. The "CAG information list", if available, is stored in the non-volatile memory in the ME as specified in annex C. This "CAG information list" is deleted when the USIM is changed or removed.


***** change *****
C.1
Storage of 5GMM information for UEs not operating in SNPN access mode
The following 5GMM parameters shall be stored on the USIM if the corresponding file is present:

a)
5G-GUTI;

b)
last visited registered TAI;

c)
5GS update status;

d)
5G NAS security context parameters from a full native 5G NAS security context (see 3GPP TS 33.501 [24]);

e)
SOR counter (see subclause 9.11.3.51); and

f) 
UE parameter update counter (see subclause 9.11.3.53A).
The presence and format of corresponding files on the USIM is specified in 3GPP TS 31.102 [22].

If the corresponding file is not present on the USIM, these 5GMM parameters are stored in a non-volatile memory in the ME together with the SUPI from the USIM. These 5GMM parameters can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory; else the UE shall delete the 5GMM parameters.

The following 5GMM parameters shall be stored in a non-volatile memory in the ME together with the SUPI from the USIM:

-
configured NSSAI(s);
-
NSSAI inclusion mode(s);
-
MPS indicator;
-
MCS indicator;
-
operator-defined access category definitions;
-
network-assigned UE radio capability IDs; and

-
"CAG information list", if the UE supports CAG.
Each configured NSSAI consists of S-NSSAIs stored together with a PLMN identity, if it is associated with a PLMN. The UE shall store the S-NSSAI(s) of the HPLMN. If the UE is in the VPLMN, the UE shall also store the configured NSSAI for the current PLMN and any necessary mapped S-NSSAI(s). The configured NSSAI(s) can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME; else the UE shall delete the configured NSSAI(s).
Each NSSAI inclusion mode is associated with a PLMN identity and access type. The NSSAI inclusion mode(s) can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME; else the UE shall delete the NSSAI inclusion mode(s).

The MPS indicator is stored together with a PLMN identity of the PLMN that provided it, and is valid in that RPLMN or equivalent PLMN. The MPS indicator can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME, else the UE shall delete the MPS indicator.

The MCS indicator is stored together with a PLMN identity of the PLMN that provided it, and is valid in that RPLMN or equivalent PLMN. The MCS indicator can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME, else the UE shall delete the MCS indicator.

Operator-defined access category definitions are stored together with a PLMN identity of the PLMN that provided them, and is valid in that PLMN or equivalent PLMN. The operator-defined access category definitions can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME, else the UE shall delete the operator-defined access category definitions. The maximum number of stored operator-defined access category definitions is UE implementation dependent.
Each network-assigned UE radio capability ID is stored together with a PLMN identity of the PLMN that provided it as well as a mapping to the corresponding UE radio configuration, and is valid in that PLMN. A network-assigned UE radio capability ID can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME, else the UE shall delete the network-assigned UE radio capability ID. The UE shall be able to store at least the last 16 received network-assigned UE radio capability IDs. There shall be only one network-assigned UE radio capability ID stored for a given combination of PLMN identity and UE radio configuration and any existing UE radio capability ID shall be deleted when a new UE radio capability ID is added for the same combination of PLMN identity and UE radio configuration.
The allowed NSSAI(s) can be stored in a non-volatile memory in the ME together with the SUPI from the USIM. Allowed NSSAI consists of S-NSSAIs stored together with a PLMN identity, if it is associated with a PLMN. If the allowed NSSAI is stored, then the UE shall store the S-NSSAI(s) of the HPLMN. If the UE is in the VPLMN, the UE shall also store the allowed NSSAI for the serving PLMN and any necessary mapping of the allowed NSSAI for the serving PLMN to the S-NSSAI(s) of the HPLMN. The allowed NSSAI(s) can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME; else the UE shall delete the allowed NSSAI(s).
If the UE is registered for emergency services, the UE shall not store the 5GMM parameters described in this annex on the USIM or in non-volatile memory. Instead the UE shall temporarily store these parameters locally in the ME and the UE shall delete these parameters when the UE is deregistered.
If the UE is configured for eCall only mode as specified in 3GPP TS 31.102 [22], the UE shall not store the 5GMM parameters described in this annex on the USIM or in non-volatile memory. Instead the UE shall temporarily store these parameters locally in the ME and the UE shall delete these parameters when the UE enters 5GMM-DEREGISTERED.eCALL-INACTIVE state, the UE is switched-off or the USIM is removed.
The "CAG information list" can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME; else the UE shall delete the "CAG information list".

