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[bookmark: _Toc11052785][bookmark: _Toc20391625][bookmark: _Toc27773591][bookmark: _Toc11052791][bookmark: _Toc20391631][bookmark: _Toc27773597]***** Next change *****
3.3	Abbreviations
For the purposes of the present document, the following abbreviations apply:
3GPP	3rd Generation Partnership Project
…
NPI	Numbering Plan Identifier
NSI	Network Specific Identifier
OCI	Outgoing Call Information
…
· [bookmark: _Toc27773798]***** Next change *****
4.2.2	EFIMSI (IMSI)
If service n°130 is "available", this file shall not be available.
This EF contains the International Mobile Subscriber Identity (IMSI).

	Identifier: '6F07'
	Structure: transparent
	MandatoryOptionnal

	SFI: '07'
	

	File size: 9 bytes
	Update activity: low

	Access Conditions:
	READ	PIN
	UPDATE	ADM
	DEACTIVATE	ADM
	ACTIVATE	ADM


	Bytes
	Description
	M/O
	Length

	1
	Length of IMSI
	M
	1 byte

	2 to 9
	IMSI
	M
	8 bytes



…
***** Next change *****
[bookmark: _Toc11052807][bookmark: _Toc20391647][bookmark: _Toc27773613]4.2.18	EFAD (Administrative Data)
This EF contains information concerning the mode of operation according to the type of USIM, such as normal (to be used by PLMN subscribers for 3G operations), type approval (to allow specific use of the ME during type approval procedures of e.g. the radio equipment), cell testing (to allow testing of a cell before commercial use of this cell), manufacturer specific (to allow the ME manufacturer to perform specific proprietary auto‑test in its ME during e.g. maintenance phases).
It also provides an indication about how some ME features shall work during normal operation as well as information about the length of the MNC, which is part of the International Mobile Subscriber Identity (IMSI) if service n°130 is "not available".

	Identifier: '6FAD'
	Structure: transparent
	Mandatory

	SFI: '03'
	

	File size: 4+X bytes
	Update activity: low

	Access Conditions:
	READ	ALW
	UPDATE	ADM
	DEACTIVATE	ADM
	ACTIVATE	ADM


	Bytes
	Description
	M/O
	Length

	1
	UE operation mode
	M
	1 byte

	2 to 3
	Additional information
	M
	2 bytes

	4
	length of MNC in the IMSI
	M
	1 byte

	5 to 4+X
	RFU
	O
	X bytes



‑	UE operation mode:
Contents:
mode of operation for the UE
Coding:
Initial value
‑	'00' normal operation.
‑	'80' type approval operations.
‑	'01' normal operation + specific facilities.
‑	'81' type approval operations + specific facilities.
‑	'02' maintenance (off line).
‑	'04' cell test operation. 
All other values are RFU

‑	Additional information:
Contents: 
additional information depending on the UE operation mode
Coding:
‑ specific facilities (if b1=1 in byte 1):

Byte 2 (first byte of additional information):

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	RFU (see TS 31.101)



Byte 3 (second byte of additional information):

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	b1=0: ciphering indicator feature disabled
b1=1: ciphering indicator feature enabled

	
	
	
	
	
	
	
	
	
	
	b2: CSG Display Control bit, see below

	
	
	
	
	
	
	
	
	
	
	b3: ProSe services for Public Safety, see below

	
	
	
	
	
	
	
	
	
	
	b4: extended DRX cycle

	
	
	
	
	
	
	
	
	
	
	RFU (see TS 31.101)



b1 is used to control the ciphering indicator feature as specified in TS 22.101 [24]. 
b2 is used to indicate which CSGs the UE shall display during manual CSG selection. This bit corresponds to the value of OperatorCSGEntries_Only leaf described in TS 24.285 [58]. This bit shall be ignored when service n°92 is not "available".
- b2=0: for every PLMN not included in EF_OCSGL, or for which a CSG display indicator tag is not present, all available CSGs can be displayed without any restriction.
- b2=1: for every PLMN not included in EF_OCSGL or any PLMN for which a CSG display indicator tag is not present, only the available CSGs found in the Operator CSG list shall be displayed.
b3 is used to indicate whether the USIM enables the Public Safety UE to use the ME provisioning parameters for Public Safety usage, in the cases described in TS 24.334 [70].
- b3=0: the ME is not authorized for ProSe services for Public Safety usage (i.e. Direct Discovery and Direct Communication as per TS 24.334 [70]) without contacting the ProSe Function.
- b3=1: the ME is authorized to use the parameters stored in the USIM or in the ME for ProSe services for Public Safety usage, as described in TS 24.334 [70] without contacting the ProSe Function.
b4 is used to indicate whether the UICC polling interval to retrieve proactive commands can be modified (as described in TS 31.101 [11]) or weather the UICC interface can be deactivated (as described in clause 5.1.11) during extended DRX cycle.
- b4=0: the ME is not authorized to modify the polling interval and/or disable the UICC interface during extended DRX cycle.
- b4=1: the ME is authorized to modify the polling interval and/or disable the UICC interface during extended DRX cycle.


- ME manufacturer specific information (if b2=1 in byte 1):
Byte 2 (first byte of additional information):

	
	
	B8
	b7
	b6
	B5
	B4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	Any value



Byte 3 (second byte of additional information):

	
	
	B8
	b7
	b6
	b5
	B4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	Any value



· Length of MNC in the IMSI:
Contents: 
	The length indicator refers to the number of digits, used for extracting the MNC from the IMSI if service n°130 is "not available" and the value shall be set to 0 if service n°130 is "available". 
Coding:
Byte 4:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	This value codes the number of digits of the MNC in the IMSI. Only the values ‘0000’, '0010' and '0011' are currently specified, ‘0000’ value is used if service n°130 is "available", all other values are reserved for future use.

	
	
	
	
	
	
	
	
	
	
	RFU (see TS 31.101)



[bookmark: _GoBack]***** Next change *****
4.4.11.7	EFUAC_AIC (UAC Access Identities Configuration)
If service n°126 is "available" in EFUST, this file shall be present.
This EF contains the configuration information pertaining to access identities allocated for specific high priority services that can be used by the subscriber. The assigned access identities are used, in combination with an access category, to control the access attempts. For more information see TS 22.261 [106] and TS 24.501 [104].

	Identifier: '4F06'
	Structure: transparent
	Optional

	SFI: '06'
	

	File size: 4 bytes
	Update activity: low

	Access Conditions:
	READ	PIN
	UPDATE	ADM
	DEACTIVATE	ADM
	ACTIVATE	ADM


	Bytes
	Description
	M/O
	Length

	1 to 4
	UAC access identities configuration
	M
	4 bytes



‑	UAC access identities configuration
Contents:
‑	Configuration of certain Unified Access Control (UAC) access identities specified in TS 24.501 [104] clause 4.5.2.
Coding:
‑	Each access identity configuration is coded on one bit. 
Byte 1:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	b1=0: UE is not configured for Multimedia Priority Service in the HPLMN,EHPLMN or a visited PLMN of the home country.
b1=1: UE is configured for Multimedia Priority Service in the HPLMN,EHPLMN or a visited PLMN of the home country.

	
	
	
	
	
	
	
	
	
	
	b2=0: UE is not configured for Mission Critical Services in the HPLMN,EHPLMN or a visited PLMN of the home country.
b2=1: UE is configured for Mission Critical Services in the HPLMN,EHPLMN or a visited PLMN of the home country.

	
	
	
	
	
	
	
	
	
	
	RFU



Bytes 2 to 4:
Bits b1 to b8 are RFU.
NOTE 1:	Access Identities 11 to 15 (as specified in TS 24.501 [104]) are configured as Access Classes 11 to 15 in EFACC, specified in clause 4.2.15.
NOTE 2: The home country is defined as the country to which user subscription is associated (e.g. the MCC part of the IMSI is associated,  (see the definition in TS 24.301[51]).


***** Next change *****

[bookmark: _Toc11053034][bookmark: _Toc20391874][bookmark: _Toc27773841][bookmark: _Toc11053052][bookmark: _Toc20391892][bookmark: _Toc27773859]5.1.1.2	USIM initialisation
The ME requests the emergency call codes. For service requirements, see TS 22.101 [24].
…
Afterwards, the ME runs the following procedures if the ME and the USIM support the related services:
‑	IMSI request if service n°130 is "not available";
‑	NSI request if service n°130 is "available";
‑	Access control information request and/or UAC Access Identities Configuration procedure;
***** Next change *****
[bookmark: _Toc11053047][bookmark: _Toc20391887][bookmark: _Toc27773854]5.1.10	UICC interface in PSM
As defined in 3GPP TS 23.682 [78], PSM is intended for UEs that are expecting only infrequent mobile originating and terminating services and that can accept a corresponding latency in the mobile terminating communication. The following procedures may be used by the ME in order to reduce power consumption while in PSM.
…
Verification shall include at least the check of the content of the following EFs: 
-	EFICCID, 
-	EFIMSI if Service n°130 is "not available",
-	EFNSI if service n°130 is "available", and
EFLOCI and/or EFPSLOCI and/or EFEPSLOCI (depending on which of these specific EFs containing LOCI the ME used prior to entering PSM). 
***** Next change *****
[bookmark: _Toc11053048][bookmark: _Toc20391888][bookmark: _Toc27773855]5.1.11	UICC interface during eDRX
In order to reduce power consumption when the UE uses extended idle mode DRX cycle, as defined in 3GPP TS 24.301 [51], in case the UICC supports the UICC suspension mechanism (SUSPEND UICC command), the ME may suspend the UICC during the extended idle mode DRX cycle. In this case, the ME shall resume the UICC successfully before the end of the extended idle mode DRX cycle or before any other transmission to the network.
…
Verification shall include at least the check of the content of the following EFs: 
-	EFICCID, 
-	EFIMSI if Service n°130 is "not available", 
-	EFNSI if service n°130 is "available",
EFLOCI and/or EFPSLOCI and/or EFEPSLOCI (depending on which of these specific EFs containing LOCI the ME used prior to applying eDRX).
***** Next change *****
[bookmark: _Toc11053049][bookmark: _Toc20391889][bookmark: _Toc27773856]5.1.12	UICC interface during MICO
As described in 3GPP TS 24.501 [104], the UE can make use of MICO in order to optimize power consumption and signalling efficiency. The following procedures may be used by the ME in order to reduce power consumption  and signalling while in MICO.
…
Verification shall include at least the check of the content of the following EFs: 
-	EFICCID, 
-	EFIMSI if Service n°130 is "not available",
-	EFNSI if service n°130 is "available", and
EFLOCI and/or EFPSLOCI and/or EFEPSLOCI and/or EF5GS3GPPLOCI (depending on which of these specific EFs containing LOCI the ME used prior to entering MICO). 

***** Next change *****
5.2.2	IMSI request
Requirement:	Service n°130 is "not available".
Request:	The ME performs the reading procedure with EFIMSI.
[bookmark: _Toc11053059][bookmark: _Toc20391899][bookmark: _Toc27773866]***** Next change *****
5.2.9	User Identity Request
The ME selects a USIM and performs the reading procedure with EFIMSI.:
· If Service n°130 is "not available", the reading procedure with EFIMSI.
· If Service n°130 is "available", the reading procedure with EFNSI.

***** Next change *****
[bookmark: _Toc11053238][bookmark: _Toc20392078][bookmark: _Toc27774046]7.5.1.1	SUCI context
SUCI context shall be supported if "SUCI calculation is to be performed by the USIM" (i.e. Service n°124 and Service n°125 are "available").
The command returns the SUCI which is a privacy preserving identifier containing the concealed SUPI. The function is used in 5GS in the specific cases described in 3GPP TS 33.501 [105] prior to mutual authentication between the UE and the SN.
The SUCI returned is calculated as described in 3GPP TS 33.501 [105].
For the execution of the command, the following information shall be available in the USIM:
· Home network identifier (i.e. MCC and MNC when SUPI Type is IMSI or domain name when SUPI Type is Network Specific Identifier) (see Note).
· Routing indicator (configured in EFRouting_Indicator).
· Home network public key (see Note).
· Home network public key identifier (see Note).
· Protection scheme identifier (see Note).
· SUPI.
NOTE:	Provision and storage of the information in the USIM when "SUCI calculation is to be performed by the USIM" (i.e. Service n°124 and Service n°125 are "available") is out of the scope of the specification.
Editor's Note: It is FFS to specify if SUPI Type shall be available in the USIM

The SUCI is designed for one-time use, however, the freshness and randomness of SUCI returned upon each call of the command depends on the protection scheme configured. There is the special case where the protection scheme used is null-scheme, in such case SUCI contains the non concealed SUPI.
If the home network public key is not provisioned in the USIM, the SUCI shall be calculated using the null-scheme irrespective of the protection scheme stored in the USIM.
The returned SUCI consists of the concatenation of the following information as described in 3GPP TS 23.003 [25]:
-	SUPI Type
-	Home network identifier (i.e. MCC and MNC when SUPI Type is an IMSI when SUPI Type is IMSI or domain name when SUPI Type is Network Specific Identifier).
-	Routing indicator.
-	Protection scheme identifier.
-	Home network public key identifier.
Scheme output, resulting from the protection scheme profile, identified by the protection scheme identifier. The protection scheme profile shall be one of those defined in Annex C of 3GPP TS 33.501 [105] or one of those specified by the Home network.
If SUCI context is supported and:
-	Service n°124 is not "available" or:
-	"SUCI calculation is to be performed by the ME" (i.e. Service n°124 is "available", and Service n°125 is not "available")
the status word '6985' (Conditions of use not satisfied) shall be returned

Editor's Note: It is FFS to specify the behavior in case other parameters (e.g. Home network public key identifier, some necessary data is not provisioned) are not correctly configured


