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CT6 DRAFT SCHEDULE
The 3GPP CT WG6 meeting will start at 10:00 on Monday and will be closed on Friday at 17:00 latest

	
	Monday
	Tuesday
	Wednesday
	Thursday
	Friday

	Early morning session
	
	
	
	
	

	morning session
	CT6 Plenary
(start at 10:00)
	CT6 Plenary 

	CT6 Plenary
	CT6 Plenary
	CT6 Plenary

	Conference calls
	Time tbd
	Time tbd
	Time tbd
	Time tbd
	Time tbd

	 afternoon session
	CT6 Plenary
	CT6 Plenary
	CT6 Plenary
	CT6 Plenary
	CT6 Plenary
(close by 17:00)


	Evening session
	
	
	
	
	

	Night session
	
	
	
	
	



Room A		= 




	Potential Sub working groups
	Slots allocation based on contribution
	SWG Chairman

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	



CT6 AGENDA 

Legend: 
	No flag 	= reserved and uploaded in time
Brown	= postponed from previous meeting

Document list is available at:
https://portal.etsi.org/webapp/MeetingCalendar/MeetingDetails.asp?m_id=32000
Opening of the Meeting

Roll call of delegates

Agenda and organisational issues 

Agreement of the agenda and the scheduling
	AGE
	C6-200101
	CT6 Chair
	CT WG6#98 agenda
	Noted
	
	

	AGE
	C6-200111
	CT6 Chair
	CT WG6#98 agenda with document allocation
	Revised
	C6-200174
	

	AGE
	C6-200174
	CT6 Chair
	CT WG6#98 agenda with document allocation
	Revised
	C6-200177
	Revision of C6-200111 

	AGE
	C6-200177
	CT6 Chair
	CT WG6#98 agenda with document allocation
	Approved
	
	Revision of C6-200174 revision of C6-200111 

	Process
	C6-200167
	CT6 chair
	CT6#98-e Electronic Meeting – Process and Scope
	Noted
	
	



IPR 
C6-200102
	Call for IPRs

I draw your attention to your obligations under the 3GPP Partner Organizations’ IPR policies. Every Individual Member organization is obliged to declare to the Partner Organization or Organizations of which it is a member any IPR owned by the Individual Member or any other organization which is or is likely to become essential to the work of 3GPP.
Delegates are asked to take note that they are thereby invited:
· to investigate whether their organization or any other organization owns IPRs which were, or were likely to become Essential in respect of the work of 3GPP.
· to notify their respective Organizational Partners of all potential IPRs, e.g., for ETSI, by means of the IPR Information Statement and the Licensing declaration forms

	Statement of anti-trust compliance 

I also draw your attention to the fact that 3GPP activities are subject to all applicable antitrust and competition laws and that compliance with said laws is therefore required of any participant of this TSG/WG meeting including the Chairman and Vice Chairman. In case of question I recommend that you contact your legal counsel.
The leadership shall conduct the present meeting with impartiality and in the interests of 3GPP.
Furthermore, I would like to remind you that timely submission of work items in advance of TSG/WG meetings is important to allow for full and fair consideration of such matters.





Report of the previous CT6 meeting
	Action
	C6-200103
	MCC
	Draft meeting report from CT6 #97
	Revised
	C6-200104
	

	Action
	C6-200104
	MCC
	Approved meeting report from CT6 #97
	Approved
	
	



Organizational matters
Issues for early consideration
To be requested to the chairman in advance to the meeting

	
	
	
	
	
	
	



Reports, Action items and status
Report from TSG plenary meetings
	Report
	C6-200113
	CT6 chairman
	Report from last CT plenary
	Noted
	
	



Reports from CT6 ad hoc meetings
Reports from CT6 splinter groups and/or joint sessions with other groups
Review of action list


	Action Item
	Status

	Action 91/01: Qualcomm to evaluate the possibility to have dual registration and identify possible impacts on Provide Local Information. 
	OPEN
Currently not seen as an issue and therefore discarded




Action(s) from Plenary:
	
	-



	Action
	C6-200105
	MCC
	Action list after CT6#97 / before CT6 #98
	Noted
	
	

	Action
	C6-200106
	MCC
	Action list after CT6 #98 
	
	
	Withdrawn



Status of CT6 specifications, rapporteurs & WIs
	Status
	C6-200107
	MCC
	Current status of WIs, specifications, rapporteurs before CT6#98
	Revised
	C6-200108
	

	Status
	C6-200108
	MCC
	Current status of WIs, specifications, rapporteurs after CT6#98
	Agreed
	
	



Liaison Statements
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]Incoming liaison statements / inputs from 3GPP groups
	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	



Incoming liaison statements / inputs from other groups
	LS-IN
	C6-200123
	SA1
Francesco Pica
	Reply LS on NSI requirements 
	Noted
	Proposed to be noted
	Based on current SA1 specifications, there is no stage 1 requirement to support multiple subscription identities on the same USIM application.


	LS-IN
	C6-200124
	SA2
Sebastian Speicher
	Reply LS on SUCI computation from an NSI
	Noted
	No action
Proposed to be noted
	SA2 would like to thank CT for the LS on SUCI computation from an NSI and would like to provide the following feedback.
CT question 1 (to SA2): Are there use cases in which there needs to be both an IMSI and an NSI provisioned on the same USIM application, and if so in which release?
SA2 reply: SA2 is not aware of scenarios requiring storage of both an IMSI and NSI on the same USIM application for Rel-16 and earlier.


	LS-IN
	C6-200125
	SA2
Malla Reddy Sama
	Reply LS on clarification on the requirement for steering of roaming
	Noted
	Proposed to be noted
	SA2 thanks CT1 for the LS on clarification on the requirement for steering of roaming, asking SA2 to consider the case where the AMF needs to inform the UDM, so that the UDM can provide the UE with valid Steering of Roaming (SoR) information.
SA2 has discussed the requests from CT1 and agreed the attached CR

	LS-IN
	C6-200126
	SA3
Rajavelsamy Rajadurai
	Reply LS on SUCI computation from an NSI
	Noted
	No action for CT6. But not clear how SUCI calculation in the USIM can be performed. May need a reply LS
	SA3 thanks CT6 for the LS on user identity when 5G-AKA or EAP AKA’ is used for SNPN and would like to provide the following response.

SUPI can be in the form of an IMSI or in the form of an NSI (Network Specific Identifier). NSI derived from IMSI, can be used as the user identity for 5G-AKA or EAP-AKA’ procedure for SNPN also.

For the scenario stated in the CT6 LS, if the NSI is stored in the USIM as the SUPI then the UE shall use the NSI stored in this USIM as the user identity. If the IMSI is stored in the USIM, then the ME uses the IMSI to derive the NSI. Please note that, only either IMSI or NSI shall be present on the same USIM application.

Response in C6-200192
Asking for clarification on possibility to have USIM and NSI in one USIM


	LS-IN
	C6-200127
	SA3
Anand Palanigounder
	Reply LS on SUCI computation from an NSI
	Noted
	Possibly needs an answer, based on the discussions during CT6#97on the Samsung proposal for SUCI calculation

Noted
	SA3 thanks CT for the LS on SUCI computation from an NSI and would like to provide the following response.

CT Question 3 (to SA3): Are there any security concerns with having 2 subscriber identities (IMSI and NSI) on the same USIM application?

SA3 Response: 

In Rel-15, USIM is required to store the subscription credential(s) within the UE. In Rel-16, if the SNPN chooses to use AKA based authentication method for registration to SNPN, then the subscription credential(s) for AKA is required to be stored on the USIM.

As supported in the existing security mechanisms specified by SA3, both IMSI and NSI can be used to identify subscription based on operator configuration, but only either IMSI or NSI can be present on the same USIM application.

It is SA3 understanding that if IMSI based subscription identifier is needed in NAI format (e.g., NSI for registering with SNPN), the ME can derive the NAI from the IMSI stored on the USIM. It is up to CT1/CT4 groups to specify how the ME derives NSI from IMSI stored on the USIM. It is also SA3 view that it shall be possible, as indicated by the USIM, whether the ME or the USIM performs SUCI calculation when the SUPI is in NAI format. It is for further study in SA3 to determine whether some changes are required to perform such a SUCI calculation.

NOTES:
It has been stated by Gemalto, that the intention in SA3 is, that there is an IMSI in the USIM, the USIM provides the SUCI (if SUCI calculation is to be done by USIM) to the ME. This SUCI is calculated on basis of the IMSI. The ME then derives an NSI- based SUCI by using the SUCI received from the USIM and adding the necessary parameters to form an NSI around the received SUCI.
Need to check in SA3 CRs or TS 33.501 if this is described in this way.If so, then no reply LS needed. Otherwise need to reply and ask for clarification.

Response in C6-200192
Asking for clarification on possibility to have USIM and NSI in one USIM




	LS-IN
	C6-200131
	Haris Zisimopoulos
	Questions on onboarding requirements
	Noted
	Proposed to be noted
	SA2 has started working on the study on enhanced support of non-public networks. Based on service requirements documented in clause 5.1 of TS 22.263, SA2 developed key issue #4: UE Onboarding and remote provisioning in TR 23.700-07. 
SA2 started working on solutions for this key issue and is looking for clarification on the interpretation of the term: “non-3GPP identities and credentials” documented in the following service requirement in TS 22.263: 
The 5G system shall support a secure mechanism for a network operator of an NPN to remotely provision the non-3GPP identities and credentials of a uniquely identifiable and verifiably secure IoT device.
Q1) SA2 would like to verify with SA1 whether the above-quoted requirement includes the provisioning of the following for Stand-alone non-public networks (SNPNs):
a) IMSI accompanied by AKA credentials, both used for SNPN authentication 
b) IMSI accompanied by AKA credentials, the IMSI being used to derive a Network Specific Identifier that will be used for SNPN authentication with the AKA credentials
SA2 would like to emphasise that use of (a) above is explicitly supported and (b) is not precluded by SA2 specifications for SNPNs.
Q2) SA2 would like to verify with SA1 whether the above-quoted requirement applies to PNI-NPN, which is the NPN “hosted by a PLMN” as described in TS 22.261 clause 6.25.1, or not, and what would be the corresponding use cases.
…….

	
	
	
	
	
	
	



Outgoing liaison statements
	LS-OUT
	C6-200192
	Qualcomm
	Response to LS S3-194455 and LS S3-194548 on SUCI computation from an NSI from SA3
	Noted
	
	Overall Description:
CT6 thanks SA3 for their reply LSs on SUCI computation from an NSI.

CT6 noted that both S3-194455 and S3-194548 contain the following statement:

Only either IMSI or NSI shall be present on the same USIM application

However, the file containing the IMSI on the USIM (EFIMSI) is currently mandatory. Making this file optional if an NSI is stored on the USIM will result in backwards compatibility issues. For instance, if a Rel-16 USIM without EFIMSI is inserted in a Rel-15 UE, the UE will not be able to complete the USIM initialization sequence (due to EFIMSI being missing).

Therefore, CT6 would like to ask SA3 the following question:

Question: Is it acceptable to have both an IMSI and an NSI on the same USIM as long as it is ensured that the UE uses only either one or the other as subscription identity? 

Qualcomm does agree that the LS is not needed.

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	



According to the agreement in 3GPP, all documents for work items other than Rel-15 UE conformance Test Aspects (5GS_Ph1_UEConTest) and Rel-16 work items are postponed to the next meeting !
CT6 contributions on Work Items / Study Items
Rel-15
1.1.1 UE Conformance Test Aspects - CT6 aspects of 5G System Phase 1 (5GS_Ph1_UEConTest) (TARGET JUN 19)
	CR
	C6-200120
	MediaTek Inc.
	31.121, CR#0308r1; cat F
Title update of test case 5.3.10
	Agreed
	
	

	CR
	C6-200121
	MediaTek Inc.
	31.121, CR#0309r1; cat F
Update of default content of EFSUCI_Calc_Info
	Revised
	C6-200193
	Comprion:
I agree that it would be nice to have the numbering of the Protection Scheme Identifiers aligned with 31.102, so I’m fine with replacing  the current numbering: 2,3,1 with 1,2,3 whilst keeping the Key indexes the same.
But if this is done the coding block should be corrected accordingly


	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	A0
	06
	0201
	01
	0102
	02
	0003
	00

	
	tag
	length
	PSID1
	Key IX1
	PSID2
	Key IX2
	PSID3
	Key IX3



- please prove – if my suggested coding is correct the initial coding has been incorrect too.

For better readability I would also change the formatting e.g.:

Logically:
Protection Scheme Identifier List data object
Protection Scheme Identifier 1 – ECIES scheme profile B
Key Index 1: 1
…
Home Network Public Key List data object
Home Network Public Key 1 Identifier: 27
Home Network Public Key 1:       
-    02 72 DA 71 97 62 34 CE 83 3A 69 07 42 58 67 B8 2E 07 4D 44 EF 90 7D FB 4B 3E 21 C1 C2 25 6E BC D1
               …

Or at least similar to what is used in the test cases.

Mediatek:
Thanks for your comment.

I agree with you to update the text format for better readability, please help to review the attached draft revision.

About the coding of the 3 Protection Scheme Identifiers, what I changed is the logical order, not the coding. And I think we don`t need to update the coding at all with the reason below:
//TS 31.102, clause 4.4.11.8
The Protection Scheme Identifier represents a protection scheme as described in 3GPP TS 33.501 [105] and it is coded in one byte as follows:
	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1
	 

	
	
	
	
	
	
	
	
	
	
	Protection Scheme identifier coded as described in 3GPP TS 24.501 [104]

	
	
	
	
	
	
	
	
	
	
	RFU, bit = 0

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	




Based on above, B3, B5 and B7 are for the corresponding PSIs. B3 is for profile B, B5 is for profile A and B7 for null.

//TS 24.501, 9.11.3.4
	Protection scheme identifier (octet 10 bits 1 to 4)

	Bits

	

	4
	3
	2
	1
	
	 

	0
	0
	0
	0
	Null scheme
	 

	0
	0
	0
	1
	ECIES scheme profile A
	 

	0
	0
	1
	0
	ECIES scheme profile B
	 

	0
	0
	1
	1
	
	 

	to
	Reserved
	 

	1
	0
	1
	1
	
	 

	1
	1
	0
	0
	
	 

	to
	Operator-specific protection scheme
	 

	1
	1
	1
	1
	
	 

	
	 

	Bits 5-8 of octet 10 are spare and shall be coded as zero.



As the 1st PSI is profile B, the Byte should be 02 in B3, not 01. So do the profile A(01) and null profile(00). Please help to confirm.

Comprion:
I apologize that I have ‘challenged’ the CR. 
For whatever reason I tried to bring in the numbering of the Protection Scheme Identifiers into the coding – ignoring that is not a numbering but a coding in accordance to 3GPP TS 24.501.
I agree that changing the numbering in the description will not change the coding. It will just align the position in the Protection Scheme Identifier List data object  with the numbering used for the Protection Scheme Identifiers. 

A reformatting of the text in Logically would probably help to ease reading the contents – but it should not be the reason for me to ask you to revise the CR.
So, I would also be fine if you keep it as it is.

Comprion:

As I tried to explain – I made a mistake when challenging the CR. So probably no revision is needed.
If there will be a revision because of the formatting – please take into account the CR C6-200144 for the same clause – correcting the length of ‘A1’. If that CR will be agreed it might cause a re-formatting to what we currently have in 31.121.

Besides – from my check of the length in ‘A1’ I assume C6-200144 is valid: 2x5 + 33 + 32 = 75 => 4B

	CR
	C6-200193
	MediaTek Inc.
	31.121, CR#0309r1; cat F
Update of default content of EFSUCI_Calc_Info
	Agreed
	
	Revision of C6-200121


	CR
	C6-200122
	MediaTek Inc.
	31.121, CR#0310r1; cat F
Order update of Protection Scheme Identifier in TC 5.3.11
	Agreed
	
	

	CR
	C6-200137
	Qualcomm Technologies Int
	31.124, CR#0522; cat B
27.22.7.4 Seq 1.3_EVENT DOWNLOAD-LOCATION STATUS, NG-RAN
	Revised
	C6-200155
	

	CR
	C6-200155
	Qualcomm Technologies Int
	31.124, CR#0522r1; cat B
27.22.7.4 Seq 1.3_EVENT DOWNLOAD-LOCATION STATUS, NG-RAN
	Revised
	C6-200175
	Revision of C6-200137

	CR
	C6-200175
	Qualcomm Technologies Int
	31.124, CR#0522r2; cat B
27.22.7.4 Seq 1.3_EVENT DOWNLOAD-LOCATION STATUS, NG-RAN
	Agreed
	
	Revision of C6-200155 revision of C6-200137

	CR
	C6-200138
	Qualcomm Technologies Int
	31.124, CR#0523; cat B
27.22.4.15 Seq 1.22_PLI_LOCATION_INFORMATION_NG-RAN
	Revised
	C6-200156
	

	CR
	C6-200156
	Qualcomm Technologies Int
	31.124, CR#0523r1; cat B
27.22.4.15 Seq1.22_PLI_LOCATION_INFORMATION_NG-RAN
	Revised
	C6-200176
	Revision of C6-200138

	CR
	C6-200176
	Qualcomm Technologies Int
	31.124, CR#0523r2; cat B
27.22.4.15 Seq1.22_PLI_LOCATION_INFORMATION_NG-RAN
	
	
	Withdrawn

	CR
	C6-200178
	Qualcomm Technologies Int
	31.124, CR#0523r2; cat B
27.22.4.15 Seq1.22_PLI_LOCATION_INFORMATION_NG-RAN
	Agreed
	
	Revision of C6-200156 revision of C6-200138

	CR
	C6-200139
	Qualcomm Technologies Int
	31.124, CR#0524; cat B
27.22.7.12 Seq 1.4_EVENT DOWNLOAD-Access Tech Event, NG-RAN
	Agreed
	
	

	CR
	C6-200140
	Qualcomm Technologies Int
	31.124, CR#0525; cat B
27.22.4.15 Seq 1.23_PLI_Acces_Technology_NG-RAN
	Agreed
	
	

	CR
	C6-200141
	Qualcomm Technologies Int
	31.124, CR#0526; cat B
27.22.7.17 Seq 1.3&1.4_EVENT DOWNLOAD-Registration_Reject Event, NG-RAN
	Agreed
	
	

	CR
	C6-200142
	Qualcomm Technologies Int
	31.124, CR#0527; cat B
27.22.4.27.8_Open_Channel_related to NG-RAN
	Agreed
	
	

	CR
	C6-200144
	CMDI
	31.121, CR#0314; cat F
Correct the length of 'A1' for EFSUCI_Calc_Info  in 4.9.4
	Agreed
	
	

	CR
	C6-200146
	Apple, Comprion
	31.121, CR#0315;cat B
 Introduction test case – 5.3.xx , UE identification by SUCI during initial registration, SUCI calculation by USIM using profile A 
	Agreed
	
	

	CR
	C6-200147
	CMDI
	31.121, CR#0316; cat F
Correct the length of 'A1' for EFSUCI_Calc_Info  in 5.3.1 
	Agreed
	
	

	CR
	C6-200149
	CMDI
	31.121, CR#0317;cat B
Introduing a test case, SUCI calculation by ME using null scheme with the priority list of protection scheme not provisioned in the USIM
	Revised
	C6-200196
	I had a look at a new test cases China Mobile likes to introduce.
In order to keep the wording used in the test case consistent I did a few changes to align the test with existing 5.3.x test cases.
Please find the suggested revision in the Inbox folder of the meeting FTP

If everyone can agree to the changes I suggest to do similar modifications in C6-200150

	CR
	C6-200196
	CMDI
	31.121, CR#031r17;cat B
Introduing a test case, SUCI calculation by ME using null scheme with the priority list of protection scheme not provisioned in the USIM
	Pre-agreed. If no comments received until 06 March 2020 16:00 CET
	
	Revision of C6-200149  


	CR
	C6-200150
	CMDI
	31.121, CR#0318; cat B
Introducing a test case, SUCI calculation by ME using null scheme with the home network public key not provisioned in the USIM
	Revised
	C6-200197
	Similar changes as in doc C6-200149 to align the wording

	CR
	C6-200197
	CMDI
	31.121, CR#0318r1; cat B
Introducing a test case, SUCI calculation by ME using null scheme with the home network public key not provisioned in the USIM
	Pre-agreed. If no comments received until 06 March 2020 16:00 CET
	
	Revision of C6-200150 

	CR
	C6-200152
	CMDI
	31.121, CR#0319; cat B
Introducing a test case, SUCI calculation by ME using null scheme with the E-UTRAN/EPC UICC
	Agreed
	
	

	CR
	C6-200158
	Qualcomm Technologies Int
	31.121, CR#0320; cat B
Introducing Universal Access Control TC 5.4.6
	Agreed
	
	

	CR
	C6-200169
	CMDI
	31.121, CR#0321; cat B
Introducing test case, SUCI calculation by ME using  the lower priority protection scheme in order when the highest priority not working properly
	Revised
	C6-200186
	G+D questions if this test case is really useful. As the ME has to support both profiles there should be no situation where the described scenario appears.
Need further investigation by Comprion and clarification by China Mobile

CMDI:
Refers to TS 33.501 where it is defined that future protection schemes may be defined and also that an ME shall then use the entry with the highest priority it supports.
Comprion:
clauses for ‘error cases’ described in 24.501 are not applicable to the expected behavior defined in the CR. 
I assume the additional information provided by Weijing Huo for [C6-200127] should have been related to [C6-200169] – correct?
If so – I don’t see the additional explanation justifying a test indicating that it is checking the error case ‘not properly working’
If the cited clauses shall apply, I suggest to re-word the CR and to make it a test for the handling of unsupported RFU/proprietary ECIES profiles listed within EFSUCI_Calc_Info.

G+D:
The CR makes sense if the reason of the test case is the one as explained, however, the CR technical implementation is not aligned with this argumentation as the configuration of the EF_SUCI_CALC_INFO includes Profile A and Profile B which will allways be supported by the ME, and the purpose of the test case cannot be fulfilled in such case (in addition, Profile A does not have a Home Network Public Key provisioned, which implies NULL-scheme).

I think that to be aligned with the reason described, the CR must be reworked, I think the most important changes should include the following:
1. Name of the test case should be something like: “SUCI calculation by ME using the lower priority protection scheme when the higher priority protection scheme is not supported by the ME”
1. Any text like “protection scheme couldn’t work properly” should be adapted accordingly (e.g. “not supported by the ME”).
1. The content of the EF SUCI CALC INFO must be updated accordingly to include a future standardized protection scheme in the first entry. Something like: 
2. Protection Scheme Identifier 1 – Any value in the reserved range for future standardized protection schemes. (e.g. 0x3)
2. Key Index 1 – Consistent Key Index (different from 0).
Thales:
Test case described in C6-200169 is not about potential future scheme (from 0x03 to 0x0B) as EFSUCI_Calc_Info in USIM is specified as:

1. Protection Scheme Identifier 1 – ECIES scheme profile B  => Scheme-Id 0x01
1. Key Index 1: 1 
1. Protection Scheme Identifier 2 – ECIES scheme profile A => Scheme-Id 0x02
1. Key Index 2: 2
1. Protection Scheme Identifier 3 – null-scheme => Scheme-Id 0x00
1. Key Index 3: 0

But with Home Network Public Key wrongly specified on first Scheme
        Home Network Public Key List data object
Home Network Public Key 1 Identifier: null
Home Network Public Key 1:         
null
Home Network Public Key 2 Identifier:
30
Home Network Public Key 2:     
5A 8D 38 86 48 20 19 7C 33 94 B9 26 13 B2 0B 91 63 3C BD 89 71 19 27 3B F8 E4 A6 F4 EE C0 A6 50

Then test case does not cover really the nor ME unsupported ‘additional future scheme’ (from 0x03 to 0x0B) neither the ME unsupported ‘proprietary scheme’ (from 0xC - 0xF).
My understanding is this test cover only a ‘error case’ on EFSUCI_Calc_Info configuration

Qualcomm:
Agree with changes to the TC proposed by G+D


Will be revised !!
A6 50


	CR
	C6-200186
	CMDI
	31.121, CR#0321; cat B
Introducing test case, SUCI calculation by ME using  the lower priority protection scheme in order when the highest priority not working properly
	Revised
	Revised to C6-200189
	Revision of C6-200169

Need to clarify that for Protection Scheme I identifier a value needs to be used that is not yet specified.
Also coding to be updated.

Qualcomm:
Slightly reword text and also add a note in the coding table that explains usage of protection scheme identifier

	CR
	C6-200189
	CMDI
	31.121, CR#0321; cat B
Introducing test case, SUCI calculation by ME using  the lower priority protection scheme in order when the highest priority not working properly
	Agreed
	
	Revision of C6-200186 revision of C6-200169

	CR
	C6-200114
	Comprion GmbH
	31.121, CR#0306r1; cat B
Introduction of Authentication procedure and NAS security context handling for 5G test cases
	Revised
	C6-200170
	

	CR
	C6-200170
	Comprion GmbH
	31.121, CR#0306r2; cat B
Introduction of Authentication procedure and NAS security context handling for 5G test cases
	Agreed
	
	Revision of C6-200114

	CR
	C6-200115
	Comprion GmbH
	31.121, CR#0307r1; cat B
Introducing Universal Access Control test case 5.4.3
	Revised
	C6-200171
	

	CR
	C6-200171
	Comprion GmbH
	31.121, CR#0307r2; cat B
Introducing Universal Access Control test case 5.4.3
	Agreed
	
	Revision of C6-200115

	
	
	
	
	
	
	



Rel-16
1.1.2 TEI16
	CR
	C6-200132
	THALES
	31.111, CR# 0730, cat B;
PROVIDE LOCAL INFORMATION - Slice information
	Agreed
	
	

	CR
	C6-200133
	THALES
	31.111, CR#0731, cat B;
 OPEN CHANNEL - Updates for slice support
	
	
	Withdrawn

	disc
	C6-200136
	THALES
	Discussion paper on additionnal slice features (C6-200132 and C6-200133)
	Withdrawn
	
	Not available on portal

	CR
	C6-200143
	Orange / Mariusz
	31.115, CR#0034, cat F;
Secured packet usability in networks beyond GSM and 3G
	Agreed
	
	

	CR
	C6-200145
	Qualcomm Technologies Int
	31.102, CR#0876, cat B;
Handling of NSI and IMSI stored on the USIM
	Noted
	
	Qualcomm:

Following discussions on docs 134 and 135 may not be needed anymore. Qualcomm to check.

Qualcomm:
After analyzing the Reply LS from SA3 we believe additional clarification is necessary from SA3 before agreeing on a proposal handling of IMSI and NSI on USIM.
It seems, it is acceptable to have both an IMSI and an NSI on the same USIM as long as it is ensured that the UE uses only either one or the other as subscriber identity.

Hence I would like to request to postpone the C6-200145 for the next CT6 meeting. I will revise the proposal once SA3 provides additional clarification on this matter.
I’ll prepare a Reply LS to SA3 and will be uploaded for CT6 review.

Doc C6-200192 is a response to LS S3-194455 and LS S3-194548 on SUCI computation from an NSI from SA3.

Agreed to note this sdocument and to move forward with the proposal in C6-200187 and C6-200191




	CR
	C6-200151
	THALES
	31.102, CR#0877, cat B
 Support for SNPN primary authentication by USIM
	Noted
	
	This CR is on the same topic but an alternative solution to the above.

Qualcomm:
This CR proposes to include SNPN Identity in the USIM for handling of multiple USIM applications in the UICC for the authentication to an SNPN when the SNPN uses the EAP based primary authentication and key agreement procedure.

But as per C1-200686 included the note in 23.122 to leave handling of multiple USIM applications up MS implementation.

NOTE 6: Handling of the case when the SNPN uses the EAP based primary authentication and key agreement procedure using the EAP-AKA' or the 5G AKA based primary authentication and key agreement procedure and the MS has multiple valid USIMs (3GPP TS 31.102 [40]) is left up to MS implementation.

Gemalto:
By allowing the SNPN operator to provide the complete set of information in the USIM i.e. sufficient information for a ME to perform its implementation specific USIM selection, and indicating to which SNPN the USIM may be used for authentication, we are not specifying any ME implementation. Thus, the CR is not contradicting the Note 6.
The CR completes the information set in the USIM so that the SNPN can provide the necessary information to the ME.

General agreement. But need to check if length of SNPNid is sufficient considering globally unique NID.
Also PLMN may be optional

Will be revised!!

Nokia:
We object to the CR. There is no requirement to use the SNPN identity stored in the USIM in an AKA-based SNPN: For SUPI and credentials, there is a specific security requirement to use information in the USIM, but for the SNPN identity, there is none.

Ericsson:
share similar view as Sung (Nokia) - there is no need to store SNPN identity in the USIM.

Thales:
After our discussion during the call today, our understanding of SNPN Identifier is already clarified from 23.003 (last release 16.1.0) whatever the NID assignment mode.
From section 12.7.1
A Stand-Alone Non-Public Network (SNPN) is identified by a combination of PLMN-Identifier (see clause 12.1) and Network Identifier (NID) (see 3GPP TS 23.501 [119] clause 5.30.2).
Then PLMN-Identifier is not optional.
Assignment Mode 0, Option 1 from clause b) from section 12.7.1:
the NID assigned such that it is globally unique independent of the PLMN ID used
Assignment Mode 2, Option 2 from clause b) from section 12.7.1:
the NID assigned such that the combination of the NID and the PLMN ID is globally unique
And, whatever the assignment mode the NID is always on 13 hexadecimal digits.
NID is simply combination of NID PEN (on 8 hexadecimal digits) and NID code (on 4 hexadecimal digits) in case of Assignment Mode 0.
As consequence the current description in C6-200151 is correct and does not need any update.

Qualcomm:
During the call today I asked if we can use NSI itself to identify the USIM Application for authentication. I heard it is not sufficient.
Can you elaborate why it is not sufficient?

Thales:
When the SNPN deploys several SNPN with different SNPN identities for instance, the same USIM may be used for these different SNPN deployments of the same SNPN network operator.
The NSI may contain one SNPN-id information, but cannot contain all the SNPN identities corresponding to the several SNPN where the USIM ma be used for authentication.
So by providing this information in the USIM (all the SNPN identities where the USIM may be used for authentication) then SNPN operator can use the same USIM for authenticating to several of its SNPN network deployments.

Qualcomm:
The scenario you mentioned is the exact case when roaming is allowed among multiple SNPNs. Same subscription identity is used among multiple SNPNs. Yes, that requirement is aligned with the note in 23.122.

NOTE 3:  Multiple entries can include the same subscriber identifier and credentials.
It is referring to the "list of subscriber data" mentioned under 4.9.3.0 in 23.122.
As per the same section, "list of subscriber data" is configured in the ME and it includes Subscriber identity, SNPN Identity (and credentials if EAP-AKA’ or 5G AKA from the USIM is not used) and also access identities.
This subscriber data maintained in the ME is sufficient enough to locate the USIM Application need for Authentication credentials.
When Multiple entries include the same subscriber identifier different SNPN Identity will be associated with same subscriber identity. Hence ME can locate the required USIM Application using the Subscriber Identity (NSI) for any SNPN Identity in the subscriber data entries in the ME. 
Maintaining SNPN Identities for each USIM Application in the card is not required if needed info shall be maintained in the ME to meet the 23.122 requirements.

Thales:
Thanks Ajantha for the reference. I never doubted that the list of subscriber data would be able to handle that case.
The point here is to provide sufficient information to the ME from the USIM subscription in order to create the entries in the subscriber data list, without using a side channel for the SNPN operator.
so that for instance, when the USIM profile is downloaded or UICC is inserted into the UE, the ME would get all the information from that subscription, plug and play.
Otherwise, the ME would need to get the information from another channel/place.

Thales proposed to note the CR and come back with another proposal.

	CR
	C6-200153
	CMDI
	31.102, CR#0878, cat B;
Introduing some requirements for SUCI context in some exceptional cases
	Noted
	
	Not needed, as parameters need to be provisioned in USIM.

	CR
	C6-200154
	CMDI
	31.102, CR#0879, cat B;
SUCI value with SUPI format NSI
	Revised to C6-200185
	
	G+D:
propose to merge C6-200154 with the contribution made in CT6#94 C6-190279 that was agreed as a Working Agreement (as it did not reached consensus) but not approved in the plenary (CT#85). Considering the work and discussions already made for C6-190279, G+D believes it would be good to reuse this work for the final CR
Thales:
Why is bit 4 in Byte 1 (octet 4) used to indicate even/odd?. Referring to 24.501 V16.3.0 table 9.11.3.4.4 where the bit is defined as “spare”
China Mobile:
Refers to 24.501 V16.3.0 table 9.11.3.4.1 where the bit is defined.

Chairman’s comment: Maybe error in TS 24.501?

CMDI:
I have a misunderstanding of 24.501 (last released v16.3.0) Table 9.11.3.4.1, the definition of below is not applicable for SUCI.
     “octet 4”, “bit 4” should be 0 as specified  in 24.501.


General agreement
Needs a revision to align with C6-190279 !!!

Proposal in drafts folder as C6-2001xx


	CR
	C6-200185
	CMDI
	31.102, CR#0879r1, cat B;
SUCI value with SUPI format NSI
	Revised to C6-200188
	
	Revision of C6-200154
Content is okay.
Need to remove editor’snote

	CR
	C6-200188
	CMDI
	31.102, CR#0879r2, cat B;
SUCI value with SUPI format NSI
	Agreed
	
	Revision of C6-200185 revision of C6-200154


	CR
	C6-200116
	China Telecommunications
	31.111, CR#0727r1, cat B;
Introducing Network Measurement Results for NG-RAN
	Revised
	C6-200172
	

	CR
	C6-200172
	China Telecommunications
	31.111, CR#0727r2, cat B;
Introducing Network Measurement Results for NG-RAN
	Agreed
	
	Revision of C6-200116

	CR
	C6-200118
	China Telecommunications
	31.111, CR#0729r1, cat B;
Alignment of Provide Local Information for Timing Advance to NG-RAN radio technology
	Revised
	C6-200173
	

	CR
	C6-200173
	China Telecommunications
	31.111, CR#0729r2, cat B;
Alignment of Provide Local Information for Timing Advance to NG-RAN radio technology
	Agreed
	
	Revision of C6-200118

	CR
	C6-200168
	THALES DIS
	31.111, CR#0725r4, cat F
Correction to Bearer Description data object
	Revised
	C6-200179
	Qualcomm: are additional changes required to other clauses? 
Agreed to add NG-RAN in the related Bearer Parameters. Also change the text in clause 8.52.6.

Needs to be revised.

	CR
	C6-200179
	THALES DIS
	31.111, CR#0725r5, cat F
Correction to Bearer Description data object
	Revised
	C6-200180
	Revision of C6-200168 
Need to add a note for the QoS and that these are ignored in NG-RAN.

Needs to be revised!!

General agreement on content.

	CR
	C6-200180
	THALES DIS
	31.111, CR#0725r6, cat F
Correction to Bearer Description data object
	Agreed
	
	Revision of C6-200179 revision of C6-200168 

General agreement on content.
Thales:
This revision takes into account remarks related to QoS on NG-RAN in each related sections.

	
	
	
	
	
	
	



1.1.3 CT aspects of System enhancements for Provision of Access to Restricted Local Operator Services by Unauthenticated UEs (PARLOS) (TARGET DEC 2019)
	CR
	C6-200162
	Nokia, Nokia Shanghai Bell /Jennifer
	31.102, CR#0881, cat B;
USIM configuration of RLOS allowed MCC list
	Revised
	C6-200182
	

	CR
	C6-200182
	Nokia, Nokia Shanghai Bell /Jennifer
	31.102, CR#0881r1, cat B;
USIM configuration of RLOS allowed MCC list
	Agreed
	
	Revision of C6-200162.





1.1.4 Cellular IoT support and evolution for the 5G System (5G_CIoT) (TARGET MAR 2020)
	WID
	C6-200157
	Qualcomm Incorporated
	Revised WID 5G_CIoT
	Endorsed
	
	No comments.
Removed CT6 impacts.



1.1.5 CT aspects of architecture enhancements for 3GPP support of advanced V2X services (eV2XARC) (TARGET MAR 2020)
	CR
	C6-200166
	Huawei
	31.102, CR#0883, cat B;
Configuration data file for V2X in 5GS
	Revised
	C6-200181
	Wrong WID on cover page

Also some more comments to the content from G+D:
· For V2X, a dedicated DF with a V2X-related Service Table is available (EF_VST). For that reason, the 2 new services must be defined in the EF_VST (Section 4.6.5.2). And then any reference to EF_UST should be replaced by EF_VST. The ME needs to check first the V2X Service in the EF_UST, and then it will look into EF_VST for further V2X Services.
· Taking a look into the coding, my understanding is that the EFs do not need to be BER-TLV and transparent type should be enough.
· In general the description of the contents and coding of the different parts of the V2X policy over PC5  and V2X policy over Uu data objects require a rework as there are parts not described (e.g. Expiration, Bit flags, V2X Addresses, etc…) and that I don’t completely understand (e.g. continuous references to the total length of many fields).

In addition, more editorial comments follows:
· Work Item in the cover sheet is not correct.
· File name in 4.6.5.5. shall be EFV2XP_Uu
· Any reference of PC5 in 4.6.5.5 shall be replaced by Uu
· FIDs must be 4F03 and 4F04 (with corresponding 03 and 04 SFIs). To my knowledge these values have not been used in the past. The current note in Annex H.8 is a copy/paste error introduced in C6-180167 (CT6#88)

	CR
	C6-200181
	Huawei
	31.102, CR#0883r1, cat B;
Configuration data file for V2X in 5GS
	Agreed
	
	



1.1.6 CT aspects of wireless and wireline convergence for the 5G system architecture (5WWC) (TARGET MAR 2020)
	
	
	
	
	
	
	No input
Exception sheet needed as some work expected based on CT4 and SA3 agreement made.


1.1.7 Multi-device and multi-identity (MuD) (TARGET MAR 2020)
	CR
	C6-200160
	Ericsson
	31.103, CR#0133, cat B;
Configuration file for MuD and MiD services
	Revised
	[bookmark: _GoBack]C6-200183
	G+D:
C6-200160 and C6-200161:
1. Abbreviations for MuD and MiD are missing.
1. For better visibility I think service name should be “MuD and MiD configuration data”
1. Regarding the procedure: 
2. Usually it is expected that the ME reads the EF if the associated service is set in the EF_UST. However, in this case I see the following sentence “The ME may perform the reading procedure with EFMuDMiDConfigData “ meaning that the ME will perform the reading based on some conditions. Which are these conditions?

G+D:
C6-200160:
1. For clarity I would put the complete coding of “MuD_and_MiD_configuration_data encoding” object in a table. (As it is done in “Coding of the MuD and MiD configuration data object”).
1. “Unused bytes shall be set to ‘FF’”. To my understanding this sentence does not apply is not needed for a BER-TLV EFs and hence it can be removed.

Orange:

In C1-200161 for 31.102, in 5.13.7:
Requirement:       service n°134 is "available" in the ISIM Service Table. 
should be USIM Service Table.


These two sentences could be aligned between both CRs:
1. In C1-200160 in 4.2.21:
This EF contains the Multi-Device and Multi-Identity management data object as specified in 3GPP TS 24.175 [44]:
1. In C1-200161 in 4.2.113: 
This EF contains the MuD and MiD configuration data object as specified in 3GPP TS 24.175 [110]:


	CR
	C6-200183
	Ericsson
	31.103, CR#0133, cat B;
Configuration file for MuD and MiD services
	Agreed
	
	Revision of C6-200160 


	CR
	C6-200161
	Ericsson
	31.102, CR#0880, cat B;
Configuration file for MuD and MiD services
	Revised
	C6-200184
	G+D:
Either 6FFF or 6FFE are fine as FID. It is true that in Section 4.7 [TS 31.102] the FID for EF-FCRNList is incorrect and it shall be 6FFD (and not 6FFE). This does not mean that we’re running out of FIDs in the ADF_USIM as there are still some FIDs available that needs some attention to find them.


	CR
	C6-200184
	Ericsson
	31.102, CR#0880, cat B;
Configuration file for MuD and MiD services
	Agreed
	
	Revision of C6-200161 
.


	WID
	C6-200159
	Ericsson
	Revised WID on Multi-device and multi-identity
	Endorsed
	
	


New Work Items / Study Items
	
	
	
	
	
	
	

	
	
	
	
	
	
	



Other topics
Update of references to ETSI specifications
Discussion documents
Report of ETSI SCP activity and review of approved ETSI TC SCP change requests
	Contr
	C6-200112
	ETSI TC SCP Liaison Officer
	Status report of SCP activities 
	
	
	Withdrawn



Meeting Plan
	Disc
	C6-200109
	MCC
	Meeting schedule
	Noted
	
	No discussion on meeting schedule due to pending decision in 3GPP on Q2 meetings

	Disc
	C6-200110
	MCC
	Updated meeting schedule
	
	
	Withdrawn



Any other Business
	CR
	C6-200134
	Thales DIS
	31.102, CR#0874, cat F
Report of SA3 S3-194455 Tdocs recommendation (in Rel15)
	Revised
	C6-200187
	This is a CR clarifying usage of IMSI and NSI based on feedback received from SA3.
Need to handle this topic to specify IMSI and NSI usage and clarify that only either IMSI or NSI are present in a USIM.

Qualcomm alternative proposal in 145

Qualcomm:
As per the Vertical_LAN WI CP-193172 we believe the change in this CR is not required for Rel15. 
SNPNs were specified as part of this Rel-16 Vertical_LAN WI.

Thales:
Regarding remarks from Qualcomm related to SNPNs introduction only in Rel16, EFNSI presence in Release 15 may not make sense.
For Rel15 to be consistent with SA1/SA3 LS (‘either IMSI or NSI’), does it make sense to revert Rel15 by removing completely EFNSI and Service n° 130  ?

Then EFNSI / service n°130 will be only introduced in Rel 16.
Taking into account SA1/SA3 LS (‘either IMSI or NSI’),  EFIMSI cannot present if EFNSI is..

If we keep EFNSI in Rel15, Qualcomm will be able to introduce his current CR in Rel15 thus making Thales CR on Rel16 needless.

That why we prefer to remove EFNSI / service n°130 in Release 15.

ST:
Today, I think we don’t have any release 15 product that support SUCI calculation based on NSI, as the release 15 itself is inconsistent about that topic.
From my point of view, what is necessary is to make release 15 consistent, or removing the service n°130 (or putting it in FFS state), or defining the policy to use NSI or IMSI for SUCI calculation, to avoid any possible misunderstanding in the implementation.
So, from ST point of view, no problem to support deletion of EFNSI and service n°130.


General agreement to remove EF_NSI and related procedures from REl-15 of TS 31.102.

Needs to be revised!!

	CR
	C6-200187
	Thales DIS
	31.102, CR#0874r1, cat F
Report of SA3 S3-194455 Tdocs recommendation (in Rel15)
	Revised
	C6-200198
	Revision of C6-200134



	CR
	C6-200198
	Thales DIS
	31.102, CR#0874r1, cat F
Report of SA3 S3-194455 Tdocs recommendation (in Rel15)
	Agreed
	
	Revision of C6-200187 revision of C6-200134



	CR
	C6-200135
	Thales DIS
	31.102, CR#0875, cat A
Report of SA3 S3-194455 Tdocs recommendation (in Rel15)
	Noted
	
	This is a mirror CR

Due to discussions on 134, this is no mirror anymore and a new CR to be generated

	CR
	C6-200191 
	Thales DIS
	31.102, CR#0884, cat F
either IMSI or NSI Report of SA3 S3-194455 Tdocs recommendation (in Rel16)
	Agreed
	
	



Closing of the meeting
Close Friday latest at 17:00, at chairman’s discretion



