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Proposed changes:
It’s proposed to define the Nnef_APISupportCapability service by reusing the MonitoringEvent API.
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*** Next Change ***
5.3.2.3.2
Type: MonitoringEventReport

This data type represents a monitoring event notification which is sent from the SCEF to the SCS/AS. 

Table 5.3.2.3.2-1: Definition of type MonitoringEventReport

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 1)

	imeiChange
	AssociationType
	0..1
	If "monitoringType" is "CHANGE_OF_IMSI_IMEI_ASSOCIATION", this parameter shall be included to identify the event of change of IMSI-IMEI or IMSI-IMEISV association is detected.

Refer to 3GPP TS 29.336 [11] Subclause 8.4.22.
	Change_of_IMSI_IMEI_association_notification

	externalId
	ExternalId
	0..1
	External identifier 

(NOTE 2)
	

	idleStatusInfo
	IdleStatusInfo
	0..1
	If "idleStatusIndication" in the "MonitoringEventSubscription"sets to "true", this parameter shall be included to indicate the information when the UE transitions into idle mode.
	Ue-reachability_notification,

Availability_after_DDN_failure_notification

	locationInfo
	LocationInfo
	0..1
	If "monitoringType" is "LOCATION_REPORTING", this parameter shall be included to indicate the user location related information.
	Location_notification

	lossOfConnectReason
	integer
	0..1
	If "monitoringType" is "LOSS_OF_CONNECTIVITY", this parameter shall be included if available to identify the reason why loss of connectivity is reported.

Refer to 3GPP TS 29.336 [11] Subclause 8.4.58.
	Loss_of_connectivity_notification

	maxUEAvailabilityTime
	DateTime
	0..1
	If "monitoringType" is "UE_REACHABILITY", this parameter may be included to identify the timestamp until which a UE using a power saving mechanism is expected to be reachable for SM delivery.

Refer to Subclause 5.3.3.22 of 3GPP TS 29.338 [34].
	Ue-reachability_notification

	msisdn
	Msisdn
	0..1
	Identifies the MS internal PSTN/ISDN number 

(NOTE 2)
	

	monitoringType
	MonitoringType
	1
	Identifies the type of monitoring type as defined in clause 5.3.2.4.3.
	

	uePerLocationReport
	UePerLocationReport
	0..1
	If "monitoringType" is "NUMBER_OF_UES_IN_AN_AREA", this parameter shall be included to indicate the number of UEs found at the location.
	Number_of_UEs_in_an_area_notification, Number_of_UEs_in_an_area_notification_5G

	plmnId
	PlmnId
	0..1
	If "monitoringType" is "ROAMING_STATUS" and "plmnIIndication" in the "MonitoringEventSubscription" sets to "true", this parameter shall be included to indicate the UE's serving PLMN.
	Roaming_status_notification

	reachabilityType
	ReachabilityType
	0..1
	If "monitoringType" is "UE_REACHABILITY", this parameter shall be included to identify the reachability of the UE.

Refer to 3GPP TS 29.336 [11] Subclause 8.4.20.
	Ue-reachability_notification

	roamingStatus
	boolean
	0..1
	If "monitoringType" is "ROAMING_STATUS", this parameter shall be set to "true" if the UE is on roaming status. Set to false or omitted otherwise.
	Roaming_status_notification

	failureCause
	FailureCause
	0..1
	If "monitoringType" is "COMMUNICATION_FAILURE", this parameter shall be included to indicate the reason of communication failure.
	Communication_failure_notification

	eventTime
	DateTime
	0..1
	Identifies when the event is detected or received.

Shall be included for each group of UEs.
	

	pdnConnInfo
	PdnConnectionInformation
	0..1
	If "monitoringType" is "PDN_CONNECTIVITY_STATUS", this parameter shall be included to indicate the PDN connection details.
	Pdn_connectivity_status

	dddStatus
	DddStatus
	0..1
	If "monitoringType" is "DOWNLINK_DATA_DELIVERY_STATUS", this parameter may be include to identify the downlink data delivery status detected by the network.
	Downlink_data_delivery_status_5G

	maxWaitTime
	DateTime
	0..1
	If "monitoringType" is "DOWNLINK_DATA_DELIVERY_STATUS", this parameter may be include to identify the time before which the data will be buffered.
	Downlink_data_delivery_status_5G

	apiCaps
	array(ApiCapabilityInfo)
	0..N
	If "monitoringType" is "API_SUPPORT_CAPABILITY", this parameter shall be included to indicate the availability of all APIs supported by the serving network.
	API_support_capability_notification

	NOTE 1:
Properties marked with a feature as defined in subclause 5.3.4 are applicable as described in subclause 5.2.7. If no features are indicated, the related property applies for all the features.

NOTE 2:
Identifies the user for which the event occurred. At least one of the properties shall be included.


*** Next Change ***
5.3.2.3.x
Type: ApiCapabilityInfo
This data type represents the availability information of a supported API.

Table 5.3.2.3.x-1: Definition of type ApiCapabilityInfo

	Attribute name
	Data type
	Cardinality
	Description
	Applicability

	apiName
	string
	1
	Identifies the name of an available API provided by the SCEF+NEF.
It shall set as {apiName} part of the URI structure for each T8 or N33 API as defined in the present specification or 3GPP TS 29.522 [TS29522], respectively.
	

	suppFeat
	SupportedFeatures
	1
	Indicates all the features supported by the API in the serving network, which provided by the SCEF+NEF.
	


*** Next Change ***
5.3.2.4.3
Enumeration: MonitoringType

The enumeration MonitoringType represents a monitoring event type. It shall comply with the provisions defined in table 5.3.2.4.3-1.

Table 5.3.2.4.3-1: Enumeration MonitoringType

	Enumeration value
	Description
	Applicability (NOTE 1)

	LOSS_OF_CONNECTIVITY
	The SCS/AS requests to be notified when the 3GPP network detects that the UE is no longer reachable for signalling or user plane communication
	Loss_of_connectivity_notification

	UE_REACHABILITY
	The SCS/AS requests to be notified when the UE becomes reachable for sending either SMS or downlink data to the UE
	Ue-reachability_notification

	LOCATION_REPORTING
	The SCS/AS requests to be notified of the current location or the last known location of the UE
	Location_notification

	CHANGE_OF_IMSI_IMEI_ASSOCIATION
	The SCS/AS requests to be notified when the association of an ME (IMEI(SV)) that uses a specific subscription (IMSI) is changed
	Change_of_IMSI_IMEI_association_notification

	ROAMING_STATUS
	The SCS/AS queries the UE's current roaming status and requests to get notified when the status changes
	Roaming_status_notification

	COMMUNICATION_FAILURE
	The SCS/AS requests to be notified of communication failure events
	Communication_failure_notification

	AVAILABILITY_AFTER_DDN_FAILURE
	The SCS/AS requests to be notified when the UE has become available after a DDN failure
	Availability_after_DDN_failure_notification, Availability_after_DDN_failure_notification_enhancement

	NUMBER_OF_UES_IN_AN_AREA
	The SCS/AS requests to be notified the number of UEs in a given geographic area 
	Number_of_UEs_in_an_area_notification, Number_of_UEs_in_an_area_notification_5G

	PDN_CONNECTIVITY_STATUS
	The SCS/AS requests to be notified when the 3GPP network detects that the UE’s PDN connection is set up or torn down.
	Pdn_connectivity_status

	DOWNLINK_DATA_DELIVERY_STATUS
	The AF requests to be notified when the 3GPP network detects that the downlink data delivery status is changed.
	Downlink_data_delivery_status_5G

	API_SUPPORT_CAPABILITY
	The SCS/AS requests to be notified of the availability of support of service APIs.
	API_support_capability_notification

	NOTE 1:
Properties marked with a feature as defined in subclause 5.3.4 are applicable as described in subclause 5.2.7. If no features are indicated, the related property applies for all the features.

NOTE 2:
More monitoring types can be added in the future based on stage 2.


*** Next Change ***
5.3.4
Used Features

The table below defines the features applicable to the MonitoringEvent API. Those features are negotiated as described in subclause 5.2.7.

Table 5.3.4-1: Features used by MonitoringEvent API

	Feature Number
	Feature
	Description

	1
	Loss_of_connectivity_notification
	The SCS/AS is notified when the 3GPP network detects that the UE is no longer reachable for signalling or user plane communication

	2
	Ue-reachability_notification
	The SCS/AS is notified when the UE becomes reachable for sending either SMS or downlink data to the UE

	3
	Location_notification
	The SCS/AS is notified of the current location or the last known location of the UE

	4
	Change_of_IMSI_IMEI_association_notification
	The SCS/AS is notified when the association of an ME (IMEI(SV)) that uses a specific subscription (IMSI) is changed

	5
	Roaming_status_notification
	The SCS/AS is notified when the UE's roaming status changes

	6
	Communication_failure_notification
	The SCS/AS is notified of communication failure events

	7
	Availability_after_DDN_failure_notification
	The SCS/AS is notified when the UE has become available after a DDN failure

	8
	Number_of_UEs_in_an_area_notification
	The SCS/AS is notified the number of UEs present in a given geographic area
The feature supports the pre-5G (e.g. 4G) requirement.

	9
	Notification_websocket
	The delivery of notifications over Websocket is supported according to subclause 5.2.5.4. This feature requires that the Notification_test_event featute is also supported.

	10
	Notification_test_event
	The testing of notification connection is supported according to subclause 5.2.5.3.

	11
	Subscription_modification
	Modifications of an individual subscription resource.

	12
	Number_of_UEs_in_an_area_notification_5G
	The AF is notified the number of UEs present in a given geographic area.
The feature supports the 5G requirement. This feature may only be supported in 5G.

	13
	Pdn_connectivity_status
	The SCS/AS requests to be notified when the 3GPP network detects that the UE’s PDN connection is set up or torn down.

	14
	Downlink_data_delivery_status_5G
	The AF requests to be notified when the 3GPP network detects that the downlink data delivery status is changed. The feature is not applicable to the pre-5G.

	15
	Availability_after_DDN_failure_notification_enhancement
	The AF is notified when the UE has become available after a DDN failure and the traffic matches the packet filter provided by the AF. The feature is not applicable to the pre-5G.

	16
	Enhanced_param_config
	This feature supports the co-existence of multiple event configurations for target UE(s) if there are parameters affecting periodic RAU/TAU timer and/or Active Time. Supporting this feature also requires the support of feature number 1 or 2.

	xx
	API_support_capability_notification
	The SCS/AS is notified of the availability of support of service APIs. This feature is only applicable in interworking SCEF+NEF scenario.

	Feature:
A short name that can be used to refer to the bit and to the feature, e.g. "Notification".

Description:
A clear textual description of the feature.


*** Next Change ***
A.3
MonitoringEvent API

openapi: 3.0.0

info:

  title: 3gpp-monitoring-event

  version: 1.1.0.alpha-3

  description: | 

    API for Monitoring Event.

    © 2019, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).

    All rights reserved.

(… text not shown for clarity …)
    MonitoringEventReport:

      type: object

      properties:

        imeiChange:

          $ref: '#/components/schemas/AssociationType'

        externalId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/ExternalId'

        idleStatusInfo:

          $ref: '#/components/schemas/IdleStatusInfo'

        locationInfo:

          $ref: '#/components/schemas/LocationInfo'

        lossOfConnectReason:

          type: integer

          description: If "monitoringType" is "LOSS_OF_CONNECTIVITY", this parameter shall be included if available to identify the reason why loss of connectivity is reported. Refer to 3GPP TS 29.336 [11] Subclause 8.4.58.

        maxUEAvailabilityTime:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DateTime'

        msisdn:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Msisdn'

        monitoringType:

          $ref: '#/components/schemas/MonitoringType'

        uePerLocationReport:

          $ref: '#/components/schemas/UePerLocationReport'

        plmnId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/PlmnId'

        reachabilityType:

          $ref: '#/components/schemas/ReachabilityType'

        roamingStatus:

          type: boolean

          description: If "monitoringType" is "ROAMING_STATUS", this parameter shall be set to "true" if the UE is on roaming status. Set to false or omitted otherwise.
        failureCause:

          $ref: '#/components/schemas/FailureCause'

        eventTime:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DateTime'

        pdnConnInfo:

          $ref: '#/components/schemas/PdnConnectionInformation'

        dddStatus:

          $ref: 'TS29508_Nsmf_EventExposure.yaml#/components/schemas/DddStatus'

        maxWaitTime:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DateTime'

        apiCaps:

          type: array

          items:

            $ref: '#/components/schemas/ApiCapabilityInfo'

      required:

        - monitoringType

(… text not shown for clarity …)
    ApiCapabilityInfo:

      type: object

      properties:

        apiName:

          type: string
        suppFeat:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'

      required:

        - apiName
        - suppFeat

    MonitoringType:

      anyOf:

      - type: string

        enum:

          - LOSS_OF_CONNECTIVITY

          - UE_REACHABILITY

          - LOCATION_REPORTING

          - CHANGE_OF_IMSI_IMEI_ASSOCIATION

          - ROAMING_STATUS

          - COMMUNICATION_FAILURE

          - AVAILABILITY_AFTER_DDN_FAILURE

          - NUMBER_OF_UES_IN_AN_AREA

          - PDN_CONNECTIVITY_STATUS

          - DOWNLINK_DATA_DELIVERY_STATUS

          - API_SUPPORT_CAPABILITY
      - type: string

        description: >

          This string provides forward-compatibility with future

          extensions to the enumeration but is not used to encode

          content defined in the present version of this API.

      description: >

        Possible values are

        - LOSS_OF_CONNECTIVITY: The SCS/AS requests to be notified when the 3GPP network detects that the UE is no longer reachable for signalling or user plane communication

        - UE_REACHABILITY: The SCS/AS requests to be notified when the UE becomes reachable for sending either SMS or downlink data to the UE

        - LOCATION_REPORTING: The SCS/AS requests to be notified of the current location or the last known location of the UE

        - CHANGE_OF_IMSI_IMEI_ASSOCIATION: The SCS/AS requests to be notified when the association of an ME (IMEI(SV)) that uses a specific subscription (IMSI) is changed

        - ROAMING_STATUS: The SCS/AS queries the UE's current roaming status and requests to get notified when the status changes

        - COMMUNICATION_FAILURE: The SCS/AS requests to be notified of communication failure events

        - AVAILABILITY_AFTER_DDN_FAILURE: The SCS/AS requests to be notified when the UE has become available after a DDN failure

        - NUMBER_OF_UES_IN_AN_AREA: The SCS/AS requests to be notified the number of UEs in a given geographic area 

        - PDN_CONNECTIVITY_STATUS: The SCS/AS requests to be notified when the 3GPP network detects that the UE’s PDN connection is set up or torn down
        - DOWNLINK_DATA_DELIVERY_STATUS: The AF requests to be notified when the 3GPP network detects that the downlink data delivery status is changed.
        - API_SUPPORT_CAPABILITY: The SCS/AS requests to be notified of the availability of support of service APIs.

(… text not shown for clarity …)
*** End of Changes ***

