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The SMF needs then to send PFCP session related requests towards the I-SMF, with the I-SMF returning PFCP session related responses.

It is proposed that the SMF encapsulates the PFCP session related requests in a SMF initiated Update Request, with the Update Response containing the PFCP session related responses, rather than encapsulating the PFCP session related requests in the Update Response with PFCP session related responses being sent then in a subsequent I-SMF initiated Update Request as currently specified in TS 29.502. 
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3/ For traffic usage reporting, the SMF sends N4 response information (i.e. PFCP Session Report Response) in a response to a I-SMF initiated Update Request. 

4/ Several references to Figure 5.2.2.8.3-1 are incorrect.

5/ It is not specified what the I-SMF returns to the SMF if an SMF initiated Update Request cannot be accepted, e.g. when a PFCP session related request needs to be rejected. 

6/ clause 5.2.2.8.1 contains the following editor's note:

Editor's note: Policy Update Procedures with I-SMF should be added to this clause 5.2.2.8.1 (was not done to avoid clash with other CRs).
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* * * First Change * * * *
[bookmark: _Toc18427263][bookmark: _Toc18427272][bookmark: _Toc18427391][bookmark: _Toc18427392][bookmark: _Toc11315105][bookmark: _Toc11315106]5.2.2.8	Update service operation
[bookmark: _Toc18427264]5.2.2.8.1	General
Editor's note: Policy Update Procedures with I-SMF should be added to this clause 5.2.2.8.1 (was not done to avoid clash with other CRs).
The Update service operation shall be used for HR PDU sessions or for PDU sessions involving an I-SMF to: 
-	update an individual PDU session in the H-SMF or SMF and/or provide the H-SMF or SMF with information received by the V-SMF or I-SMF in N1 SM signalling from the UE; 
-	update a MA PDU session to indicate an additional access type, if the UE requests establishment of MA PDU session via the other access after the UE is registered to both 3GPPP access and non-3GPP access and the MA PDU session was successfully established on the first access (see clause 4.22.2.2 of 3GPP TS 23.502 [3]);
-	release a MA PDU session over a single access in the H-SMF or SMF;
-	update an individual PDU session in the V-SMF or I-SMF and/or provide information necessary for the V-SMF or I-SMF to send N1 SM signalling to the UE.
It is invoked by the V-SMF or I-SMF in the following procedures: 
-	UE or network (e.g. V-SMF, I-SMF) requested PDU session modification (see clauses 4.3.3.3 and 4.23.5.3 of 3GPP TS 23.502 [3]);
-	UE requested PDU session release (see clause 4.3.4.3 of 3GPP TS 23.502 [3]);
-	UE or network (e.g. AMF, V-SMF, I-SMF) initiated MA PDU session release over a single access (see clause 4.22 of 3GPP TS 23.502 [3]);
-	EPS to 5GS handover execution using N26 interface (see clause 4.11 of 3GPP TS 23.502 [3]); 
-	Handover between 3GPP and untrusted non-3GPP access procedures (see clause 4.9.2 of 3GPP TS 23.502 [3]), without AMF change or with target AMF in same PLMN; 
-	All procedures requiring to provide the H-SMF or SMF with information received by the V-SMF or I-SMF in N1 SM signalling from the UE to the H-SMF or SMF.
It is invoked by the I-SMF in the following procedures: 
-	Addition of PDU Session Anchor and Branching Point or UL CL controlled by I-SMF (see clause 4.23.9.1 of 3GPP TS 23.502 [3]); 
-	Removal of PDU Session Anchor and Branching Point or UL CL controlled by I-SMF (see clause 4.23.9.2 of 3GPP TS 23.502 [3]); 
-	Change of PDU Session Anchor for IPv6 multi-homing or UL CL controlled by I-SMF (see clause 4.23.9.3 of 3GPP TS 23.502 [3]); 
-	Sending by I-SMF of N4 notifications related with traffic usage reporting (see clause 5.34.6 of 3GPP TS 23.501 [2]).
It is invoked by the H-SMF or SMF in the following procedures: 
-	Network (e.g. H-SMF, SMF) requested PDU session modification (see clauses 4.3.3.3 and 4.23.5.3 of 3GPP TS 23.502 [3]);
-	Network (e.g. H-SMF, SMF) requested PDU session release (see clause 4.3.4.3 of 3GPP TS 23.502 [3]);
-	Network (e.g. H-SMF, SMF) initiated MA PDU session release over a single access (see clause 4.22 of 3GPP TS 23.502 [3]);
-	All procedures requiring to provide information necessary for the V-SMF or I-SMF to send N1 SM signalling to the UE;
-	EPS Bearer ID allocation or revocation (see clauses 4.11.1.4.1 and 4.11.1.4.3 of 3GPP TS 23.502 [3]); 
-	Secondary authorization/authentication by an DN-AAA server (see clause 4.3.2.3 of of 3GPP TS 23.502 [3]).
It is invoked by the SMF in the following procedures: 
-	Addition of PDU Session Anchor and Branching Point or UL CL controlled by I-SMF (see clause 4.23.9.1 of 3GPP TS 23.502 [3]); 
-	Removal of PDU Session Anchor and Branching Point or UL CL controlled by I-SMF (see clause 4.23.9.2 of 3GPP TS 23.502 [3]); 
-	Change of PDU Session Anchor for IPv6 multi-homing or UL CL controlled by I-SMF (see clause 4.23.9.3 of 3GPP TS 23.502 [3]); 
-	Policy update procedures with an I-SMF (see clause 4.23.6.2 of 3GPP TS 23.502 [3]).

* * * Next Change * * * *
5.2.2.8.2.7	Addition of PSA and BP or UL CL controlled by I-SMF
This clause applies only in case of non-roaming or LBO roaming as control of an UL CL or BP in VPLMN is not supported in HR roaming case (see clause 5.34.4 of 3GPP TS 23.501 [2]). 
An I-SMF and I-UPF have already been inserted for the PDU session. 
The requirements specified in clause 5.2.2.8.2.1 shall apply with the following modifications.
1.	Same as step 1 of Figure 5.2.2.8.2-1, with the following modifications:
The POST request shall contain:
-	the requestIndication IE set to NW_REQ_PDU_SES_MOD;
-	the indication that an UL CL or BP has been inserted into the data path of the PDU session;
-	the list of DNAIs supported by the inserted PSA;
-	the new UE IPv6 prefix at the PSA, assigned by the I-SMF or by the UPF supporting the PSA, if IPv6 multi-homing applies to the PDU session;
-	the icnTunnelInfo with the N9 tunnel information of the UL CL or BP for the downlink traffic, if a UPF different from the earlier I-UPF is selected for the UL CL or BP.
2a.	Same as step 2a of Figure 5.2.2.8.2-1, with the following modifications:.
The payload body of the POST response shall contain:
-	N4 information for the handling of the local traffic that is offloaded at the PSA;  
-	the DNAI related to the N4 information targetting the PSA; 
-	the indication that the DNAI shall not change, if applicable; 
-	the indication that the local PSA shall not change, if applicable. 

* * * Next Change * * * *
[bookmark: _Toc18427273]5.2.2.8.2.8	Removal of PSA and BP or UL CL controlled by I-SMF
This clause applies only in case of non-roaming or LBO roaming as control of an UL CL or BP in VPLMN is not supported in HR roaming case (see clause 5.34.4 of 3GPP TS 23.501 [2]). 
The requirements specified in clause 5.2.2.8.2.1 shall apply with the following modifications.
1.	Same as step 1 of Figure 5.2.2.8.2-1, with the following modifications:
The POST request shall contain:
-	the requestIndication IE set to NW_REQ_PDU_SES_MOD;
-	the indication that an UL CL or BP has been removed from the data path of the PDU session;
-	the removed UE IPv6 prefix at the PSA, if IPv6 multi-homing applies to the PDU session;
-	the list of DNAIs supported by the removed PSA;
-	the icnTunnelInfo with the N9 tunnel information of the I-UPF for the downlink traffic.
2a.	Same as step 2a of Figure 5.2.2.8.2-1., with the following modifications:
The payload body of the POST response shall contain:
-	N4 information for the removal of the local offload rules at the UL CL/BP and PSA;  
-	the DNAI related to the N4 information targeting the PSA. 

* * * Next Change * * * *
[bookmark: _Toc18427274]5.2.2.8.2.9	Change of PSA for IPv6 multi-homing or UL CL controlled by I-SMF
This clause applies only in case of non-roaming or LBO roaming as control of an UL CL or BP in VPLMN is not supported in HR roaming case (see clause 5.34.4 of 3GPP TS 23.501 [2]). 
The requirements specified in clause 5.2.2.8.2.1 shall apply with the following modifications.
1.	Same as step 1 of Figure 5.2.2.8.2-1, with the following modifications:
The POST request shall contain:
-	the requestIndication IE set to NW_REQ_PDU_SES_MOD;
-	the indication that a change of traffic offload occured;
-	the list of DNAIs supported by the inserted PSA;
-	the new UE IPv6 prefix at the inserted PSA, assigned by the I-SMF or by the UPF supporting the PSA, if IPv6 multi-homing applies to the PDU session;
-	the removed UE IPv6 prefix at the removed PSA, if IPv6 multi-homing applies to the PDU session;
-	the list of DNAIs supported by the removed PSA. 
Editor's note: It is FFS whether a specific value is required to indicate a "change" of traffic offload, or whether it is sufficient to indicate that traffic offload has been removed and inserted. 
2a.	Same as step 2a of Figure 5.2.2.8.2-1., with the following modifications:
The payload body of the POST response shall contain:
-	N4 information for the removal of the local offload rules at the removed PSA; 
-	N4 information for the handling of the local traffic that is offloaded at the inserted PSA;  
-	the DNAIs related to N4 information targeting the removed or inserted PSA. 

* * * Next Change * * * *
5.2.2.8.2.x	Sending by I-SMF of N4 notifications related with traffic usage reporting
This clause applies only in case of non-roaming or LBO roaming as control of an UL CL or BP in VPLMN is not supported in HR roaming case (see clause 5.34.4 of 3GPP TS 23.501 [2]). 
The requirements specified in clause 5.2.2.8.2.1 shall apply with the following modifications.
1.	Same as step 1 of Figure 5.2.2.8.2-1, with the following modifications:
The POST request shall contain:
-	the requestIndication IE set to NW_REQ_PDU_SES_MOD;
-	N4 information related with traffic usage reporting (i.e. PFCP Session Report Request, see Annex D of 3GPP TS 29.244 [29]);  
-	the DNAI related to the N4 information if the latter relates to a local PSA; 
2a.	Same as step 2a of Figure 5.2.2.8.2-1, with the following modifications:
The payload body of the POST response shall contain:
-	N4 response information (i.e. PFCP Session Report Response);  
-	the DNAI related to the N4 information if the latter relates to a local PSA. 

* * * Next Change * * * *
[bookmark: _Toc18427278]5.2.2.8.3.2	Network (e.g. H-SMF, SMF) requested PDU session modification
The requirements specified in clause 5.2.2.8.3.1 shall apply with the following modifications.
1.	Same as step 1 of Figure 5.2.2.8.3.1-1, with the following modifications.
The requestIndication shall be set to NW_REQ_PDU_SES_MOD. 
As part of the modification instructions, the NF Service Consumer may request to modify QoS parameters applicable at the PDU session level (e.g. modify the authorized Session AMBR values) or at the QoS flow level (e.g. modify the MFBR of a particular QoS flow). 

The NF Service Consumer may request to establish, modify and/or release QoS flows by including the qosFlowsAddModifyRequestList IE and/or the qosFlowsReleaseRequestList IE in the payload body.
The NF Service Consumer may include epsBearerInfo IE(s), if the PDU session may be moved to EPS during its lifetime and the EPS Bearer(s) information has changed (e.g. a new EBI has been assigned or the mapped EPS bearer QoS for an existing EBI has changed). 
The NF Service Consumer may include the revokeEbiList IE to request the V-SMF or I-SMF to release some EBI(s) and delete any corresponding EPS bearer context stored in the V-SMF or I-SMF. The V-SMF or I-SMF shall disassociate the EBI(s) with the QFI(s) with which they are associated.
2.	Same as step 2 of Figure 5.2.2.8.3.1-1, with the following modifications.
The V-SMF or I-SMF may accept all or only a subset of the QoS flows requested to be created or modified within the request.

The list of QoS flows which have been successfully setup or modified, and those which failed to be so, if any, shall be included in the qosFlowsAddModifyList IE and/or the qosFlowsFailedtoAddModifyList IE respectively. 
If the NG-RAN rejects the establishment of a voice QoS flow due to EPS Fallback for IMS voice (see clause 4.13 of 3GPP TS 23.502 [3]), the V-SMF or I-SMF shall return the cause indicating that "mobility due to EPS fallback for IMS voice is on-going" for the corresponding flow in the qosFlowsFailedtoAddModifyList IE. 
The list of QoS flows which have been successfully released, and those which failed to be so, if any, shall be included in the qosFlowsReleaseList and/or qosFlowsFailedtoReleaseList IE respectively.

For a QoS flow which failed to be modified, the V-SMF or I-SMF shall fall back to the configuration of the QoS flow as it was configured prior to the reception of the PDU session update request from the NF Service Consumer.
The V-SMF or I-SMF shall store any EPS bearer information received from the H-SMF or SMF. If the revokeEbiList IE is present in the request, the V-SMF or I-SMF shall request delete the corresponding EPS bearer contexts and request the AMF to release the EBIs listed in this IE.
If the request received from the H-SMF or SMF contains the alwaysOnGranted attribute set to true, the V-SMF or I-SMF shall check and determine whether the PDU session can be established as an always-on PDU session based on local policy.  

* * * Next Change * * * *
[bookmark: _Toc18427279]5.2.2.8.3.3	Network (e.g. H-SMF, SMF) requested PDU session release
The requirements specified in clause 5.2.2.8.3.1 shall apply with the following modifications.
1.	Same as step 1 of Figure 5.2.2.8.3.1-1, with the following modifications.
The requestIndication shall be set to NW_REQ_PDU_SES_REL. 
2.	Same as step 2 of Figure 5.2.2.8.3.1-1, with the following modifications.
If the requestIndication in the request is set to NW_REQ_PDU_SES_REL, the V-SMF or I-SMF shall initiate the release of RAN resources allocated for the PDU session if any and shall send a PDU session release command to the UE.
The V-SMF or I-SMF shall not release the SM context for the PDU session.
NOTE:	The SM context will be released when receiving Status notification from the H-SMF or SMF indicating the PDU session is released in the H-SMF or SMF.

* * * Next Change * * * *
[bookmark: _Toc18427280]5.2.2.8.3.4	Handover between 3GPP and untrusted non-3GPP access, from 5GC-N3IWF to EPS or from 5GS to EPC/ePDG
The requirements specified in clause 5.2.2.8.3.1 shall apply with the following modifications.
1.	Same as step 1 of Figure 5.2.2.8.3.1-1, with the following modifications.
The NF Service Consumer shall request the source V-SMF or I-SMF to release the resources in the VPLMN without sending a PDU session release command to the UE, by setting the requestIndication IE to NW_REQ_PDU_SES_REL and the Cause IE indicating "Release due to Handover", in the following scenarios:
-	Handover of a PDU session between 3GPP and untrusted non-3GPP access, when the UE is roaming and the selected N3IWF is in the HPLMN (see clause 4.9.2.4.2 of 3GPP TS 23.502 [3]);
-	Handover from 5GC-N3IWF to EPS (see clause 4.11.3.2 of 3GPP TS 23.502 [3]);
-	Handover from 5GS to EPC/ePDG (see clause 4.11.4.2 of 3GPP TS 23.502 [3]). 
2.	Same as step 2 of Figure 5.2.2.8.3.1-1, with the following modifications.
If the requestIndication in the request is set to NW_REQ_PDU_SES_REL and if the Cause IE indicates "Release due to Handover", the V-SMF or I-SMF shall initiate the release of RAN resources reserved for the PDU session if any but shall not send a PDU session release command to the UE.
The V-SMF or I-SMF shall not release the SM context for the PDU session.
NOTE:	The SM context will be released when receiving Status notification from the H-SMF or SMF indicating the PDU session is released in the H-SMF or SMF.

* * * Next Change * * * *
[bookmark: _Toc18427281]5.2.2.8.3.5	EPS Bearer ID assignment
The requirements specified in clause 5.2.2.8.3.1 shall apply with the following modifications.
1.	Same as step 1 of Figure 5.2.2.8.3.1-1, with the following modifications.
The requestIndication shall be set to EBI_ASSIGNMENT_REQ. 
The NF Service Consumer may include the assignEbiList IE to request the allocation of EBI(s). The NF Service Consumer may include the revokeEbiList IE to request the V-SMF or I-SMF to release some EBI(s) and delete any corresponding EPS bearer context stored in the V-SMF or I-SMF. The V-SMF or I-SMF shall disassociate the EBI(s) with the QFI(s) with which they are associated.
Upon receipt of this request, the V-SMF or I-SMF shall request the AMF to assign (and release if required) EBIs (see clause 5.2.2.6 of 3GPP TS 29.518 [20].
2a.	Same as step 2a of Figure 5.2.2.8.3.1-1, with the following modifications.
If the AMF has successfully assigned all or part of the requested EBIs, the V-SMF or I-SMF shall respond with the status code 200 OK, and include the list of EBIs successfully allocated, those which failed to be so if any, and the list of EBIs released for this PDU session at AMF if any, in the assignedEbiList IE, the failedtoAssignEbiList IE and/or the releasedEbiList IE respectively.  
2b.	Same as step 2b of Figure 5.2.2.8.3.1-1, with the following modifications.
For a 4xx/5xx response, the message body shall contain a VsmfUpdateError structure, including the list of EBIs which failed to be allocated in the failedtoAssignEbiList IE. 

* * * Next Change * * * *
5.2.2.8.3.x	Addition of PSA and BP or UL CL controlled by I-SMF
The requirements specified in clause 5.2.2.8.3.1 shall apply with the following modifications.
1.	Same as step 1 of Figure 5.2.2.8.3.1-1, with the following modifications.
The requestIndication shall be set to NW_REQ_PDU_SES_MOD. 
The payload body of the POST response shall contain:
-	N4 information for the handling of the local traffic that is offloaded at the PSA (see Annex D of 3GPP TS 29.244 [29]);  
-	the DNAI related to N4 information targeting the local PSA; 
-	the indication that the DNAI shall not change, if applicable; 
-	the indication that the local PSA shall not change, if applicable. 
2a.	Same as step 2a of Figure 5.2.2.8.3.1-1, with the following modifications.
The payload body of the POST response shall contain:
-	N4 response information;  
-	the DNAI related to the N4 information if the latter relates to a local PSA. 
2b.	Same as step 2b of Figure 5.2.2.8.3.1-1, with the following modifications. 
For a 4xx/5xx response, the message body shall contain a VsmfUpdateError structure, including N4 response information if available (e.g. PFCP Session Establishment Response with a rejection cause). 
5.2.2.8.3.y	Removal of PSA and BP or UL CL controlled by I-SMF
The requirements specified in clause 5.2.2.8.3.1 shall apply with the following modifications.
1.	Same as step 1 of Figure 5.2.2.8.3.1-1, with the following modifications.
The requestIndication shall be set to NW_REQ_PDU_SES_MOD. 
The payload body of the POST response shall contain:
-	N4 information for the removal of the local offload rules at the UL CL/BP and PSA (see Annex D of 3GPP TS 29.244 [29]);  
-	the DNAI related to N4 information targeting the local PSA. 
2a.	Same as step 2a of Figure 5.2.2.8.3.1-1, with the following modifications.
The payload body of the POST response shall contain:
-	N4 response information;  
-	the DNAI related to the N4 information if the latter relates to a local PSA. 
2b.	Same as step 2b of Figure 5.2.2.8.3.1-1, with the following modifications. 
For a 4xx/5xx response, the message body shall contain a VsmfUpdateError structure, including N4 response information if available (e.g. PFCP Session Deletion Response with a rejection cause).
5.2.2.8.3.z	Change of PSA for IPv6 multi-homing or UL CL controlled by I-SMF
The requirements specified in clause 5.2.2.8.3.1 shall apply with the following modifications.
1.	Same as step 1 of Figure 5.2.2.8.3.1-1, with the following modifications.
The requestIndication shall be set to NW_REQ_PDU_SES_MOD. 
The payload body of the POST response shall contain:
-	N4 information for the removal of the local offload rules at the removed PSA (see Annex D of 3GPP TS 29.244 [29]); 
-	N4 information for the handling of the local traffic that is offloaded at the inserted PSA (see Annex D of 3GPP TS 29.244 [29]);  
-	the DNAIs related to N4 information targeting the removed or inserted PSA. 
2a.	Same as step 2a of Figure 5.2.2.8.3.1-1, with the following modifications.
The payload body of the POST response shall contain:
-	N4 response information; 
-	the DNAI related to the N4 information if the latter relates to a local PSA. 
2b.	Same as step 2b of Figure 5.2.2.8.3.1-1, with the following modifications. 
For a 4xx/5xx response, the message body shall contain a VsmfUpdateError structure, including N4 response information if available (e.g. PFCP Session Establishment Response with a rejection cause).
5.2.2.8.3.w	Policy update procedures with an I-SMF
The requirements specified in clause 5.2.2.8.3.1 shall apply with the following modifications.
1.	Same as step 1 of Figure 5.2.2.8.3.1-1, with the following modifications.
The requestIndication shall be set to NW_REQ_PDU_SES_MOD. 
The payload body of the POST response may contain:
-	N4 information updating local offload rules at the I-SMF (see Annex D of 3GPP TS 29.244 [29]); 
-	the DNAI related to the N4 information if the latter relates to a local PSA; 
-	an updated list of DNAI(s) of interest for the PDU Session.
2a.	Same as step 2a of Figure 5.2.2.8.3.1-1, with the following modifications.
The payload body of the POST response shall contain:
-	N4 response information, if N4 information was received in the request; 
-	the DNAI related to the N4 information if the latter relates to a local PSA. 
2b.	Same as step 2b of Figure 5.2.2.8.3.1-1, with the following modifications. 
For a 4xx/5xx response, the message body shall contain a VsmfUpdateError structure, including N4 response information if available (e.g. PFCP Session Modification Response with a rejection cause).

* * * Next Change * * * *
[bookmark: _Toc18427384]6.1.6.2.12	Type: HsmfUpdatedData
Table 6.1.6.2.12-1: Definition of type HsmfUpdatedData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	n1SmInfoToUe
	RefToBinaryData
	C
	0..1
	This IE shall be present if the H-SMF needs to send N1 SM information to the UE that does not need to be interpreted by the V-SMF. When present, this IE shall reference the n1SmInfoToUe binary data (see clause 6.1.6.4.4). 
	

	n4Info
	N4Information
	O
	0..1
	This IE may be present if the SMF needs to send N4 response information to the I-SMF for the control of traffic offloaded at a PSA controlled by an I-SMF(e.g. related with traffic usage reporting). 
	DTSSA

	n4InfoExt1
	N4Information
	O
	0..1
	This IE may be present if the SMF needs to send additional N4 response information to the I-SMF for the control of traffic offloaded at a PSA controlled by an I-SMF (e.g. during a change of PSA).(e.g. related with traffic usage reporting). 
	DTSSA

	n4InfoExt2
	N4Information
	O
	0..1
	This IE may be present if the SMF needs to send additional N4 response information to the I-SMF for the control of traffic offloaded at a PSA controlled by an I-SMF (e.g. during a change of PSA).(e.g. related with traffic usage reporting). 
	DTSSA

	cnTunnelInfo
	TunnelInfo
	C
	0..1
	This IE shall be present for a PDU session involving an I-SMF, if the N9 tunnel information of the UPF/PSA controlled by SMF has changed. 
When present, this IE shall contain the new N9 tunnel information of the UPF/PSA controlled by SMF.
	DTSSA



* * * Next Change * * * *
[bookmark: _Toc18427387]6.1.6.2.15	Type: VsmfUpdateData
Table 6.1.6.2.15-1: Definition of type VsmfUpdateData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	requestIndication
	RequestIndication
	M
	1
	This IE shall indicate the request type.
	

	sessionAmbr
	Ambr
	C
	1
	This IE shall be present if the Session AMBR authorized for the PDU session is modified. When present, it shall contain the new Session AMBR authorized for the PDU session.
	

	qosFlowsAddModRequestList
	array(QosFlowAddModifyRequestItem)
	C
	1..N
	This IE shall be present if QoS flows are requested to be established or modified.
	

	qosFlowsRelRequestList
	array(QosFlowReleaseRequestItem)
	C
	1..N
	This IE shall be present if QoS flows are requested to be released.
	

	epsBearerInfo
	array(EpsBearerInfo)
	C
	1..N
	This IE shall be present if the PDU session may be moved to EPS during its lifetime and the ePSBearerInfo has changed. 
When present, it shall only include epsBearerInfo IE(s) for new EBI or for EBIs for which the epsBearerInfo has changed. The complete epsBearerInfo shall be provided for an EBI that is included (i.e. the epsBearerInfo newly received for a given EBI replaces any epsBearerInfo previously received for this EBI).
	

	assignEbiList
	array(Arp)
	C
	1..N
	This IE shall be present if the H-SMF requests EBIs to be assigned.  
	

	revokeEbiList
	array(EpsBearerId)
	C
	1..N
	This IE shall be present if the H-SMF requests the V-SMF to revoke some EBI(s). When present, it shall contain the EBIs to revoke. 
	

	modifiedEbiList
	array(EbiArpMapping)
	C
	1..N
	This IE shall be present if a PDU session modification procedure resulted in the change of ARP for a QoS flow that was already allocated an EBI.
	

	pti
	ProcedureTransactionId
	C
	0..1
	This IE shall be present if the request is sent in response to a UE requested PDU session modification or release. When present, it shall contain the PTI value received in the corresponding request.
	

	n1SmInfoToUe
	RefToBinaryData
	C
	0..1
	This IE shall be present if the H-SMF needs to send N1 SM information to the UE that does not need to be interpreted by the V-SMF. When present, this IE shall reference the n1SmInfoToUe binary data (see clause 6.1.6.4.4). 
	

	alwaysOnGranted
	boolean
	C
	0..1
	This IE shall be present if: 
-	an alwaysOnRequested IE was received in an earlier V-SMF initiated Update request to change the PDU session to an always-on PDU session; or 
-	the H-SMF determines, based on local policy, that the PDU session needs to be established as an always-on PDU session.
When present, it shall be set as follows:

-	true: always-on PDU session granted.
-	false (default): always-on PDU session not granted.
	

	hsmfPduSessionUri
	Uri
	C
	0..1
	This IE shall be included if:
-	an Update Request is sent to the V-SMF before the Create Response (e.g. for EPS bearer ID allocation as specified in clause 4.11.1.4.1 of 3GPP TS 23.502 [3], or for Secondary authorization/authentication as specified in clause 4.3.2.3 of 3GPP TS 23.502 [3]), and
-	the H-SMF PDU Session Resource URI has not been previously provided to the V-SMF.
This IE shall not be included otherwise.

When present, this IE shall include the URI representing the PDU session resrouce in the H-SMF.
	

	supportedFeatures
	SupportedFeatures
	C
	0..1
	This IE shall be present if "hsmfPduSessionUri" IE is present and at least one optional feature defined in clause 6.1.8 is supported. 
	

	cause
	Cause
	O
	0..1
	When present, this IE shall indicate the cause for the requested modification. 
	

	n1smCause
	string
	O
	0..1
	When present, this IE shall contain the 5GSM cause the H-SMF proposes the V-SMF to send to the UE. It shall be encoded as two characters in hexadecimal representation with each character taking a value of "0" to "9" or "A" to "F", and represent the cause value of the 5GSM cause IE specified in clause 9.11.4.2 of 3GPP TS 24.501 [7].
Example: the cause "Invalid mandatory information" shall be encoded as "60".
See NOTE.
	

	backOffTimer
	DurationSec
	O
	0..1
	When present, this IE shall indicate a Back-off timer value, in seconds, that the V-SMF may use when sending the NAS message (PDU Session Release Command) towards the UE.  
	

	maReleaseInd
	MaReleaseIndication
	C
	0..1
	This IE shall be present if one access of a MA PDU session is to be released, when H-SMF or SMF initiates MA PDU session release over one access.
When present, it shall indicate the access requested to be released.
	MAPDU

	dnaiList
	array(Dnai)
	C
	0..N
	This IE shall be present if received from PCF during I-SMF Related Procedures with PCF (see clause 4.23.6.2 in 3GPP TS 23.502 [3]).
When present, the IE shall include a list of DNAI(s) the SMF deems relevant for the PDU Session.
	DTSSA

	n4Info
	N4Information
	O
	0..1
	This IE may be present if the SMF needs to send N4 information to the I-SMF for the control of traffic offloaded at a PSA controlled by an I-SMF. 
	DTSSA

	n4InfoExt1
	N4Information
	O
	0..1
	This IE may be present if the SMF needs to send additional N4 information to the I-SMF for the control of traffic offloaded at a PSA controlled by an I-SMF. 
	DTSSA

	n4InfoExt2
	N4Information
	O
	0..1
	This IE may be present if the SMF needs to send additional N4 information to the I-SMF for the control of traffic offloaded at a PSA controlled by an I-SMF (e.g. during a change of PSA). 
	DTSSA

	NOTE:	This IE contains information that the V-SMF shall transfer to the UE without interpretation. It is sent as a separate IE rather than within the n1SmInfoToUE binary data because the 5GSM cause IE is defined as a "V" IE (i.e. without a Type field) in the NAS PDU Session Release Command message.



[bookmark: _Toc18427388]6.1.6.2.16	Type: VsmfUpdatedData
Table 6.1.6.2.16-1: Definition of type VsmfUpdatedData
	Attribute name
	Data type
	P
	Cardinality
	Description

	qosFlowsAddModList
	array(QosFlowItem)
	C
	1..N
	This IE shall be present if QoS flows have been successfully established or modified.

	qosFlowsRelList
	array(QosFlowItem)
	C
	1..N
	This IE shall be present if QoS flows have been successfully released.

	qosFlowsFailedtoAddModList
	array(QosFlowItem)
	C
	1..N
	This IE shall be present if QoS flows failed to be established or modified.

	qosFlowsFailedtoRelList
	array(QosFlowItem)
	C
	1..N
	This IE shall be present if QoS flows failed to be released.

	n1SmInfoFromUe
	RefToBinaryData
	C
	0..1
	This IE shall be present if the V-SMF has received known N1 SM information from the UE that does not need to be interpreted by the V-SMF. When present, this IE shall reference the n1SmInfoFromUe binary data (see clause 6.1.6.4.4). 

	unknownN1SmInfo
	RefToBinaryData
	C
	0..1
	This IE shall be present if the V-SMF has received unknown N1 SM information from the UE. When present, this IE shall reference the unknownN1SmInfo binary data (see clause 6.1.6.4.4). 

	ueLocation
	UserLocation
	C
	0..1
	This IE shall be present if it is available and QoS flows have been successfully established, modified or released.
When present, this IE shall contain the UE location information.

	ueTimeZone
	TimeZone
	C
	0..1
	This IE shall be present if it is available and QoS flows have been successfully established, modified or released.
When present, this IE shall contain the new UE Time Zone.

	addUeLocation
	UserLocation
	O
	0..1
	Additional UE location. 
This IE may be present, if anType previously reported is a non-3GPP access and a valid 3GPP access user location information is available. 
When present, it shall contain: 
-	the last known 3GPP access user location; and
-	the timestamp, if available, indicating the UTC time when the addUeLocation information was acquired.

	assignedEbiList
	array(EbiArpMapping)
	C
	1..N
	This IE shall be present if the AMF assigned the requested EBI(s). When present, it shall contain the EBIs that were successfully assigned.

	failedToAssignEbiList
	array(Arp)
	C
	1..N
	This IE shall be present if the AMF failed to assign EBIs for a set of ARPs. 

	releasedEbiList
	array(EpsBearerId)
	C
	1..N
	This IE shall be present if the NF Service Consumer requested the revoke EBI(s) or if the AMF revoked already assigned EBI(s) for this PDU session towards the V-SMF. This IE shall contain the list of EBI(s) released for this PDU session at the AMF.

	secondaryRatUsageReport
	array(SecondaryRatUsageReport)
	O
	1..N
	This IE may be present to report usage data for a secondary RAT for QoS flows.
(NOTE)

	secondaryRatUsageInfo
	array(SecondaryRatUsageInfo)
	O
	1..N
	This IE may be present to report usage data for a secondary RAT for QoS flows and/or the whole PDU session.

	n4Info
	N4Information
	O
	0..1
	This IE may be present if the I-SMF needs to send N4 response information to the SMF for the control of traffic offloaded at a PSA controlled by an I-SMF. 

	n4InfoExt1
	N4Information
	O
	0..1
	This IE may be present if the I-SMF needs to send additional N4 response information to the SMF for the control of traffic offloaded at a PSA controlled by an I-SMF. 

	n4InfoExt2
	N4Information
	O
	0..1
	This IE may be present if the I-SMF needs to send additional N4 response information to the SMF for the control of traffic offloaded at a PSA controlled by an I-SMF (e.g. during a change of PSA). 

	NOTE:	An SMF complying with this version of the specification should report secondary RAT usage using the secondaryRatUsageInfo attribute that replaces the secondaryRatUsageReport attribute.  




* * * Next Change * * * *
[bookmark: _Toc18427402]6.1.6.2.30	Type: VsmfUpdateError
Table 6.1.6.2.30-1: Definition of type VsmfUpdateError
	Attribute name
	Data type
	P
	Cardinality
	Description

	error
	ProblemDetails
	M
	1
	More information on the error shall be provided in the "cause" attribute of the "ProblemDetails" structure.

	pti
	ProcedureTransactionId
	C
	0..1
	This IE shall be present if available. When present, it shall contain the PTI value received from the UE.

	n1smCause
	string
	C
	0..1
	This IE shall be present if available.
When present, it shall contain the 5GSM cause received from the UE. 
It shall be encoded as two characters in hexadecimal representation with each character taking a value of "0" to "9" or "A" to "F", and represent the cause value of the 5GSM cause IE specified in clause 9.11.4.2 of 3GPP TS 24.501 [7].

Pattern: "^[A-F0-9]{2}$"

Example: the cause "Invalid mandatory information" shall be encoded as "60".
See NOTE.

	n1SmInfoFromUe
	RefToBinaryData
	C
	0..1
	This IE shall be present if the V-SMF has received known N1 SM information from the UE that does not need to be interpreted by the V-SMF. When present, this IE shall reference the n1SmInfoFromUe binary data (see clause 6.1.6.4.4). 

	unknownN1SmInfo
	RefToBinaryData
	C
	0..1
	This IE shall be present if the V-SMF has received unknown N1 SM information from the UE. When present, this IE shall reference the unknownN1SmInfo binary data (see clause 6.1.6.4.4). 

	failedToAssignEbiList
	array(Arp)
	C
	1..N
	This IE shall be present if the AMF failed to assign the requested EBIs. 

	ngApCause
	NgApCause
	C
	0..1
	This IE shall be present, if the information is available and if this information is permitted to be sent to the H-SMF operator according to the V-SMF operator's policy. 

	5gMmCauseValue
	5GMmCause
	C
	0..1
	The V-SMF shall include this IE if it received it from the AMF and if this information is permitted to be sent to the H-SMF operator according to the V-SMF operator's policy.

	recoveryTime
	DateTime
	O
	0..1
	Timestamp when the V-SMF service instance was (re)started (see clause 6.3 of 3GPP TS 23.527 [24]).

	n4Info
	N4Information
	O
	0..1
	This IE may be present if the I-SMF needs to send N4 response information to the SMF for the control of traffic offloaded at a PSA controlled by an I-SMF. 

	n4InfoExt1
	N4Information
	O
	0..1
	This IE may be present if the I-SMF needs to send additional N4 response information to the SMF for the control of traffic offloaded at a PSA controlled by an I-SMF. 

	n4InfoExt2
	N4Information
	O
	0..1
	This IE may be present if the I-SMF needs to send additional N4 response information to the SMF for the control of traffic offloaded at a PSA controlled by an I-SMF (e.g. during a change of PSA). 

	NOTE:	This IE is sent as a separate IE rather than within the n1SmInfoFromUE binary data because the 5GSM cause IE is defined as a "V" IE (i.e. without a Type field) in the NAS PDU Session Modification Command Reject message.




* * * Next Change * * * *
[bookmark: _Toc18427448]A.2	Nsmf_PDUSession API
openapi: 3.0.0

info:
  version: '1.1.0.alpha-2'
  title: 'Nsmf_PDUSession'
  description: |
    SMF PDU Session Service.
    © 2019, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).
    All rights reserved.

[…]

    VsmfUpdateData:
      type: object
      properties:
        requestIndication:
          $ref: '#/components/schemas/RequestIndication'
        sessionAmbr:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ambr'
        qosFlowsAddModRequestList:
          type: array
          items:
            $ref: '#/components/schemas/QosFlowAddModifyRequestItem'
          minItems: 1
        qosFlowsRelRequestList:
          type: array
          items:
            $ref: '#/components/schemas/QosFlowReleaseRequestItem'
          minItems: 1
        epsBearerInfo:
          type: array
          items:
            $ref: '#/components/schemas/EpsBearerInfo'
          minItems: 1
        assignEbiList:
          type: array
          items:
            $ref: '#/components/schemas/EpsBearerId'
          minItems: 1
        revokeEbiList:
          type: array
          items:
            $ref: '#/components/schemas/EpsBearerId'
          minItems: 1
        modifiedEbiList:
          type: array
          items:
            $ref: '#/components/schemas/EbiArpMapping'
          minItems: 1
        pti:
          $ref: '#/components/schemas/ProcedureTransactionId'
        n1SmInfoToUe:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/RefToBinaryData'
        alwaysOnGranted:
          type: boolean
          default: false
        hsmfPduSessionUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        supportedFeatures:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
        cause:
          $ref: '#/components/schemas/Cause'
        n1smCause:
          type: string
        backOffTimer:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DurationSec'
        maReleaseInd:
          $ref: '#/components/schemas/MaReleaseIndication'
        dnaiList:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnai'
        n4Info:
          $ref: '#/components/schemas/N4Information'
        n4InfoExt1:
          $ref: '#/components/schemas/N4Information'
        n4InfoExt2:
          $ref: '#/components/schemas/N4Information'
      required:
        - requestIndication

    VsmfUpdatedData:
      type: object
      properties:
        qosFlowsAddModList:
          type: array
          items:
            $ref: '#/components/schemas/QosFlowItem'
          minItems: 1
        qosFlowsRelList:
          type: array
          items:
            $ref: '#/components/schemas/QosFlowItem'
          minItems: 1
        qosFlowsFailedtoAddModList:
          type: array
          items:
            $ref: '#/components/schemas/QosFlowItem'
          minItems: 1
        qosFlowsFailedtoRelList:
          type: array
          items:
            $ref: '#/components/schemas/QosFlowItem'
          minItems: 1
        n1SmInfoFromUe:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/RefToBinaryData'
        unknownN1SmInfo:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/RefToBinaryData'
        ueLocation:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/UserLocation'
        ueTimeZone:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/TimeZone'
        addUeLocation:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/UserLocation'
        assignedEbiList:
          type: array
          items:
            $ref: '#/components/schemas/EbiArpMapping'
          minItems: 1
        failedToAssignEbiList:
          type: array
          items:
            $ref: '#/components/schemas/EpsBearerId'
          minItems: 1
        releasedEbiList:
          type: array
          items:
            $ref: '#/components/schemas/EpsBearerId'
          minItems: 1
        secondaryRatUsageReport:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/SecondaryRatUsageReport'
          minItems: 1
        secondaryRatUsageInfo:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/SecondaryRatUsageInfo'
          minItems: 1
        n4Info:
          $ref: '#/components/schemas/N4Information'
        n4InfoExt1:
          $ref: '#/components/schemas/N4Information'
        n4InfoExt2:
          $ref: '#/components/schemas/N4Information'        


[…]

VsmfUpdateError:
      type: object
      properties:
        error:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'
        pti:
          $ref: '#/components/schemas/ProcedureTransactionId'
        n1smCause:
          type: string
          pattern: '^[A-F0-9]{2}$'
        n1SmInfoFromUe:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/RefToBinaryData'
        unknownN1SmInfo:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/RefToBinaryData'
        failedToAssignEbiList:
          type: array
          items:
            $ref: '#/components/schemas/EpsBearerId'
          minItems: 1
        ngApCause:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NgApCause'
        5gMmCauseValue:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/5GMmCause'
        recoveryTime:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        n4Info:
          $ref: '#/components/schemas/N4Information'
        n4InfoExt1:
          $ref: '#/components/schemas/N4Information'
        n4InfoExt2:
          $ref: '#/components/schemas/N4Information'        
      required:
        - error

#
# HTTP request bodies
#
  requestBodies:
    'VsmfUpdateRequestBody': 
      description: representation of updates to apply to the PDU session
      required: true
      content:
        application/+json: # message without binary body part 
          schema:
            $ref: '#/components/schemas/VsmfUpdateData'
        multipart/related:  # message with binary body part(s)
          schema:
            type: object
            properties: # Request parts
              jsonData:
                $ref: '#/components/schemas/VsmfUpdateData'
              binaryDataN1SmInfoToUe:
                type: string
                format: binary
              binaryDataN4Information:
                type: string
                format: binary
              binaryDataN4InformationExt1:
                type: string
                format: binary
              binaryDataN4InformationExt2:
                type: string
                format: binary
          encoding:
            jsonData:
              contentType:  application/json
            binaryDataN1SmInfoToUe:
              contentType:  application/vnd.3gpp.5gnas
              headers:
                Content-Id:
                  schema:
                    type: string
            binaryDataN4Information:
              contentType:  application/vnd.3gpp.pfcp
              headers:
                Content-Id:
                  schema:
                    type: string   
            binaryDataN4InformationExt1:
              contentType:  application/vnd.3gpp.pfcp
              headers:
                Content-Id:
                  schema:
                    type: string
            binaryDataN4InformationExt2:
              contentType:  application/vnd.3gpp.pfcp
              headers:
                Content-Id:
                  schema:
                    type: string



[…]

#
# HTTP responses
#
  responses:
    'VsmfUpdateResponse200':      
      description: successful update of a PDU session with content in the response
      content:
        application/json: # message without binary body part 
          schema:
            $ref: '#/components/schemas/VsmfUpdatedData'
        multipart/related:  # message with binary body part(s)
          schema:
            type: object
            properties: # Request parts
              jsonData:
                $ref: '#/components/schemas/VsmfUpdatedData'
              binaryDataN1SmInfoFromUe:
                type: string
                format: binary
              binaryDataUnknownN1SmInfo:
                type: string
                format: binary
              binaryDataN4Information:
                type: string
                format: binary
              binaryDataN4InformationExt1:
                type: string
                format: binary
              binaryDataN4InformationExt2:
                type: string
                format: binary
          encoding:
            jsonData:
              contentType:  application/json
            binaryDataN1SmInfoFromUe:
              contentType:  application/vnd.3gpp.5gnas
              headers:
                Content-Id:
                  schema:
                    type: string  
            binaryDataUnknownN1SmInfo:
              contentType:  application/vnd.3gpp.5gnas
              headers:
                Content-Id:
                  schema:
                    type: string  
            binaryDataN4Information:
              contentType:  application/vnd.3gpp.pfcp
              headers:
                Content-Id:
                  schema:
                    type: string   
            binaryDataN4InformationExt1:
              contentType:  application/vnd.3gpp.pfcp
              headers:
                Content-Id:
                  schema:
                    type: string
            binaryDataN4InformationExt2:
              contentType:  application/vnd.3gpp.pfcp
              headers:
                Content-Id:
                  schema:
                    type: string

[…]

    'VsmfUpdateError':      
      description: unsuccessful update of a PDU session 
      content:
        application/json: # message without binary body part 
          schema:
            $ref: '#/components/schemas/VsmfUpdateError'
        multipart/related:  # message with binary body part(s)
          schema:
            type: object
            properties: # Request parts
              jsonData:
                $ref: '#/components/schemas/VsmfUpdateError'
              binaryDataN1SmInfoFromUe:
                type: string
                format: binary
              binaryDataUnknownN1SmInfo:
                type: string
                format: binary
              binaryDataN4Information:
                type: string
                format: binary
              binaryDataN4InformationExt1:
                type: string
                format: binary
              binaryDataN4InformationExt2:
                type: string
                format: binary
          encoding:
            jsonData:
              contentType:  application/json
            binaryDataN1SmInfoFromUe:
              contentType:  application/vnd.3gpp.5gnas
              headers:
                Content-Id:
                  schema:
                    type: string  
            binaryDataUnknownN1SmInfo:
              contentType:  application/vnd.3gpp.5gnas
              headers:
                Content-Id:
                  schema:
                    type: string
            binaryDataN4Information:
              contentType:  application/vnd.3gpp.pfcp
              headers:
                Content-Id:
                  schema:
                    type: string
            binaryDataN4InformationExt1:
              contentType:  application/vnd.3gpp.pfcp
              headers:
                Content-Id:
                  schema:
                    type: string
            binaryDataN4InformationExt2:
              contentType:  application/vnd.3gpp.pfcp
              headers:
                Content-Id:
                  schema:
                    type: string  


[…]


* * * End of Changes * * * *

