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***** First change *****
[bookmark: _Toc11400139][bookmark: _Toc4580344][bookmark: _Toc4580467]1	Scope
The present document specifies the configuration management documents and protocols needed to support Mission critical service online configuration over the CSC-4 and CSC-5 reference points and the procedures to support Mission critical service offline configuration over the CSC-11 and CSC-12 reference points. 
Mission critical services include:
-	Mission Critical Push To Talk (MCPTT);
-	Mission Critical Video (MCVideo); and
-	Mission Critical Data (MCData).
Configuration management documents defined in the present document includes:
-	MC UEMCS UE initial configuration document;
-	MCPTT UE configuration document;
-	MCPTT user profile configuration document;
-	MCPTT service configuration document;
-	MCVideo UE configuration document;
-	MCVideo user profile configuration document; 
-	MCVideo service configuration document;
-	MCData UE configuration document;
-	MCData user profile configuration document; and
-	MCData service configuration document.
Mission critical services are services that require preferential handling compared to normal telecommunication services, e.g. in support of police or fire brigade.
The Mission critical services can be used for public safety applications and also for general commercial applications (e.g., utility companies and railways).
The present document is applicable to an MC UEMCS UE supporting the configuration management client functionality, to application servers supporting the configuration management server functionality, and to application servers supporting the:
-	MCPTT server functionality;
-	MCVideo server functionality; or
-	MCData server functionality.
[bookmark: _Toc11400140]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[bookmark: ref21905][1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	OMA OMA-TS-XDM_Core-V2_1-20120403-A: "XML Document Management (XDM) Specification".
[3]	3GPP TS 22.179: "Mission Critical Push to Talk (MCPTT) over LTE; Stage 1".
[4]	3GPP TS 24.483: "Mission Critical Services (MCS) Management Object (MO)".
[5]	3GPP TS 24.481: "Mission Critical Services (MCS) group management Protocol specification".
[6]	3GPP TS 24.482: "Mission Critical Services (MCS) identity management Protocol specification".
[7]	3GPP TS 29.283: "Diameter Data Management Applications".
[8]	3GPP TS 23.379: "Functional architecture and information flows to support mission critical push to talk (MCPTT); Stage 2".
[8A]	3GPP TS 23.280: "Common functional architecture to support mission critical services; Stage 2".
[9]	3GPP TS 24.379: "Mission Critical Push to Talk (MCPTT) call control Protocol specification".
[10]	3GPP TS 24.380: "Mission Critical Push to Talk (MCPTT) media plane control Protocol specification".
[11]	IETF RFC 5875: "An Extensible Markup Language (XML) Configuration Access Protocol (XCAP) Diff Event Package".
[12]	3GPP TS 24.333: "Proximity-services (ProSe) Management Objects (MO)".
[13]	IETF RFC 4745: "Common Policy: A Document Format for Expressing Privacy Preferences".
[14]	IETF RFC 4825: "The Extensible Markup Language (XML) Configuration Access Protocol (XCAP)".
[15]	Void.
[16]	3GPP TS 23.003: "Numbering, addressing and identification".
[17]	OMA OMA-TS-XDM_Group-V1_1-20120403-A: "Group XDM Specification".
[16]	3GPP TS 23.003: "Numbering, addressing and identification".
[17]	OMA OMA-TS-XDM_Group-V1_1-20120403-A: "Group XDM Specification".
[18]	3GPP TS 23.303: "Proximity-based Services (ProSe); Stage 2".
[19]	3GPP TS 24.334: "Proximity-services (ProSe) User Equipment (UE) to ProSe function protocol aspects; Stage 3".
[20]	IETF RFC 8101 "IANA Registration of New Session Initiation Protocol (SIP) Resource-Priority Namespace for Mission Critical Push To Talk service".
[21]	IETF RFC 3986: "Uniform Resource Identifier (URI): Generic Syntax".
[22]	3GPP TS 24.229: "IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".
[23]	IETF RFC 6050: "A Session Initiation Protocol (SIP) Extension for the Identification of Services".
[24]	3GPP TS 23.282: "Functional architecture and information flows to support Mission Critical Data (MCData); Stage 2";
[25]	3GPP TS 24.282: "Mission Critical Data (MCData) signalling control Protocol specification".
[26]	3GPP TS 24.582: "Mission Critical Data (MCData) media plane control Protocol specification".
[27]	3GPP TS 23.281: "Functional architecture and information flows to support Mission Critical Video (MCVideo); Stage 2".
[28]	3GPP TS 24.281: "Mission Critical Video (MCVideo) signalling control Protocol specification".
[29]	3GPP TS 24.581: "Mission Critical Video (MCVideo) media plane control Protocol specification".
[30]	3GPP TS 22.280: "Mission Critical Services Common Requirements (MCCoRe) Stage 1".
[bookmark: _Toc11400141]3	Definitions and abbreviations
[bookmark: _Toc11400142]3.1	Definitions
For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
MCS network: A network infrastructure that supports the MCS.
Offline Configuration: Configuration of the MC UEMCS UE without connectivity with any MCS network. Configuration of the MC UEMCS UE is achieved using some external device (e.g. a laptop) with some kind of IP connectivity with the MC UEMCS UE (e.g. over USB, WLAN, Bluetooth, etc). 
Off-network operation: An MC UEMCS UE operating without connectivity to an MCS network (not even via a relay).
Online Configuration: Configuration of the MC UEMCS UE using the MCS network. Configuration of the MC UEMCS UE is achieved using the network connectivity with the MC UEMCS UE (e.g. over LTE).
On-network operation: An MC UEMCS UE operating with connectivity to an MCS network including when network connectivity is achieved via a relay.

For the purposes of the present document, the following terms and definitions given in OMA OMA-TS-XDM_Core-V2_1 [2] apply:
XDMC
XDMS

For the purposes of the present document, the following terms and definitions given in 3GPP TS 22.179 [3] apply:
MCPTT administrator
MCPTT UE
MCPTT User Profile
MCPTT service
Mission Critical Push To Talk

For the purpose of the present document, the following terms and definitions given in 3GPP TS 23.379 [8] apply:
Pre-selected MCPTT user profile
*** Next change ***
[bookmark: _Toc11400146]4.1.1	Common configuration
An MCS service administrator can, using an MC UEMCS UE configure the:
-	MCS UE initial configuration document;
The format of the MCS UE initial configuration document for configuration by an MCS service administrator is defined in subclause 7.2.
To create a new configuration document on the configuration management server, the MC UEMCS UE uses the procedures in subclause 6.3.2.2.
NOTE:	If the MCS administrator includes a <Default-user-profile> element in the MCS UE initial configuration document as defined in subclause 7.2.2.1, at least one instance of an MCS user profile configuration document needs to first be created on the configuration management server, containing the "XUI-URI" attribute and "user-profile-index" attribute (as defined in subclause 8.3.2.1) that are included in the <Default-user-profile> element.
To update an existing configuration document on the configuration management server, the MC UEMCS UE uses the procedures in subclause 6.3.4.2.
To delete an existing configuration document on the configuration management server, the MC UEMCS UE uses the procedures in subclause 6.3.5.2.
To create a new MC group document on the configuration management server, the MC UEMCS UE uses the procedures in 3GPP TS 24.481 [5].
To update an existing MCPTT group document on the configuration management server, the MC UEMCS UE uses the procedures in 3GPP TS 24.481 [5].
To delete an existing MC group document on the configuration management server, the MC UEMCS UE uses the procedures in 3GPP TS 24.481 [5].
*** Next change ***
[bookmark: _Toc11400150][bookmark: _Toc4580522]4.2	MC UEMCS UE configuration
[bookmark: _Toc11400151]4.2.1	General
Upon start up the MC UEMCS UE bootstraps the required information (e.g. FQDN or IP address) to locate the configuration management server for configuration of the MCS UE initial configuration management object (MO) and the default MCPTT user profile configuration management object (MO).
In order to obtain access to MC services the MC UEMCS UE needs to obtain configuration data either online via the network or offline using some external device (e.g. a laptop). As part of the bootstrap process the MC UEMCS UE needs to discover either:
1.	the online configuration management server in the network that configures the MCS UE initial configuration MO and the default MCS user profile configuration MO(s), then the MC UEMCS UE:
a)	using the URI of the configuration management server obtained from the MCS UE initial configuration MO, obtains for each MCS that is enabled:
-	the appropriate MCS UE configuration document;
-	the appropriate MCS user profile configuration document; and
-	the appropriate MCS service configuration document; and
b)	using the URI of the group management server obtained from the MCS UE initial configuration MO obtain the MCS group document; or
2.	the:
a)	offline configuration management server on the external device that configures the MC UEMCS UE with the:
-	MCS UE initial configuration MO;
-	appropriate MCS UE configuration MO(s);
-	appropriate MCS user profile MO(s); and
-	appropriate MCS service configuration MO(s); and
b)	offline group management server on the external device that configures the MC UEMCS UE with the MCS group MO.
The mechanism to discover the online or offline configuration management server is dependent on the protocol used to manage and configure the MO and is out of scope of the present document.
 *** Next change ***

[bookmark: _Toc11400153]4.2.2.1	General
The format of the MCS UE initial configuration MO downloaded to the MC UEMCS UE during online configuration is defined in 3GPP TS 24.483 [4].
The format of the MCS group document downloaded to the MC UEMCS UE during online configuration is defined in 3GPP TS 24.481 [5].
Figure 4.2.2.1-1 shows the MCPTT UE online configuration time sequence. 


Figure 4.2.2.1-1 MC UEMCS UE online configuration time sequence
If the MCS UE initial configuration MO has changed from the version stored in the MC UEMCS UE, the updated MC UEMCS UE initial configuration MO is downloaded to the MCPTT UE. 
If the MCS UE initial configuration MO contains a <default-user-profile> element and the identified default MCS user profile configuration MO(s) have changed from the version stored in the MC UEMCS UE, the updated default MCS user profile configuration MO(s) are downloaded to the MC UEMCS UE.
NOTE 1:	The default MCS user profile configuration MO(s) define the default identity(s) for the enabled mission critical service(s) and the profile of services available to the user (e.g. emergency MCPTT services) prior to user authentication.
The MC UEMCS UE contacts the identity management server using the HTTPS URI stored in the MCS UE initial configuration MO and performs MCS User authentication as specified in 3GPP TS 24.482 [6].
The MC UEMCS UE, using the identities obtained during MCS user authentication, subscribes to the MCS UE configuration document, the MCS user profile configuration document and the MCS service configuration document for each enabled MCS using the procedure for subscribing to multiple documents simultaneously using the subscription proxy function specified in subclause 6.3.13.2.2 (i.e., the CMS acts as a Subscription Proxy) and subscribes to the MCS group document using the procedure specified in 3GPP TS 24.481 [5]. If these documents have been updated since the current version stored in the MC UEMCS UE, then the MC UEMCS UE will receive a SIP NOTIFY request with an XCAP Diff document (see IETF RFC 5875 [11]), in which case the CMC updates its local document copies . Retrieval by the MC UEMCS UE using the notified HTTPS URI of the MCS group document is performed as specified in 3GPP TS 24.481 [5].
NOTE 2:	The MC UEMCS UE can be notified of changes to a configuration document at any time while using the MCS. 
*** Next change ***
[bookmark: _Toc11400158]4.2.3.1	General
When configuring an MC UEMCS UE offline the offline configuration management server will need to support the MCS administrator providing the identity(s) of the MCS user for whom the MC UEMCS UE is being configured so that the correct configuration data for that MCPTT user can be configured in the MOs.
The format of the MCS UE initial configuration MO downloaded to the MCPTT UE during offline configuration is defined in 3GPP TS 24.483 [4].
The format of the MCS group document MO to the MCPTT UE during offline configuration is defined in 3GPP TS 24.483 [4].
NOTE:	If the MCPTT service administrator includes a "DefaultUserProfile" element in the MCS UE initial configuration MO as defined in 3GPP TS 24.483 [4], at least one instance of an MCS user profile configuration MO needs to first be created on the offline configuration management server, containing the "MCPTTUserID" element and "UserProfileIndex" element (as defined in 3GPP TS 24.483 [4]) that are included in the "DefaultUserProfile" element.
Editor's Note: [C1-170137, MCImp-eMCPTT-CT] Addressing the identities element is FFS.
*** Next change ***
[bookmark: _Toc11400167]4.4	Configuration management server
The following applies to the configuration management server used for online configuration.
The configuration management server needs to convert the MCS UE initial configuration document received from an MCS administrator into an appropriate format for configuration of the MCS UE initial configuration MO.
If the MCS UE initial configuration MO contains a <default-user-profile> element that identifies an MCS user profile configuration document, the configuration management server needs to convert the identified MCS user profile configuration document received from an MCS administrator into an appropriate format for configuration of the MCS user profile configuration MO.
Once an MCS User Profile configuration document has been created or updated by the MC UEMCS UE, the configuration management server uses the procedures specified in 3GPP TS 29.283 [7] to store MCS user profile configuration document as the user profile in the MC service user database.
In order to download the MCS user profile configuration document to an MC UEMCS UE or to support an MC UEMCS UE updating the MCS user profile configuration document, the configuration management server uses the procedures specified in 3GPP TS 29.283 [7] to obtain the MCS user profile from the MC service user database.
In order to be notified of changes to an MCS user profile configuration document(s) that have been subscribed to by an MC UEMCS UE, the configuration management server uses the procedures specified in 3GPP TS 29.283 [7] to be notified of changes to the MCS user profile stored in the MC service user database.
In order to delete the MCS user profile when requested by an MC UEMCS UE, the configuration management server uses the procedures specified in 3GPP TS 29.283 [7] to delete the MCS user profile from the MC service user database.
NOTE:	The configuration management server and group management server functionality for offline configuration is out of scope of the present document.
*** Next change ***
[bookmark: _Toc11400266]7.2.1.0	Applicability
The MCS UE initial configuration document is specified in this subclause. The MCS UE initial configuration document content is based on requirements of Annex A.6 of 3GPP TS 23.280 [8A], and structure and procedures of OMA OMA-TS-XDM_Core-V2_1-20120403-A [2]. The usage of an MCS UE initial configuration in an MCS is described in 3GPP TS 24.379 [9] and 3GPP TS 24.380 [10]. The schema definition is provided in subclause 7.2.2.3.
An MCS UE initial configuration document may apply to all MC UEMCS UEs of a mission critical organization or apply to specific MC UEMCS UEs identified by the optional <mcptt-UE-id> element. If there is no <mcptt-UE-id> element, then by default the MC UEMCS UE initial configuration document applies to all MC UEMCS UEs of the mission critical organization. If the MC UEMCS UE is to be configured with a specific MCS UE initial configuration document that document is identified by comparing the instance ID of the MC UEMCS UE with the criteria in the <mcptt-UE-id> element.
The MCS UE initial configuration document acts as a template for the device management server coresident in the CMS to generate the MCS UE initial configuration managed object. The MCS UE initial configuration document that acts as a template is referred to as a "master MCS UE initial configuration document".
The master MCS UE initial configuration document  is stored in the user directory of that MCS administrator. The master MCS UE initial configuration document does not directly apply to a specific MC UEMCS UE, but instead acts as template that the CMS uses to generate MCS UE initial configuration managed objects of MC UEMCS UEs identified by elements of the <MCPTT-UE-id> element. For MCS UE initial configuration documents that correspond to a specific MC UEMCS UE, the name of the MCS UE initial configuration document is created from a value defined by the corresponding element that identifies the MCS UE within the <MCPTT-UE-id> element. For a master MCS UE initial configuration documents that does not contain a <MCPTT-UE-id> element, the name of the MCS UE initial configuration document is "DEFAULT-MCPTT-INITIAL-UE.xml".
NOTE:	For historical reasons, some of the elements in the MCS UE initial configuration document uses the terminology "MCPTT", however this document is common to all MCS with some MCPTT specific elements. Not all elements that contain the terminology "MCPTT" are just MCPTT specific.
*** Next change ***
[bookmark: _Toc11400275]7.2.2.7	Data Semantics
The "domain" attribute of the <mcptt-UE-initial-configuration> element contains the domain name of the mission critical organization.
The creator of the MCS UE initial configuration document may include an <mcptt-UE-id> element in the version of the MCS UE initial configuration document that is uploaded to the CMS and may also appear in the MCS UE initial configuration document when downloaded by the MCS administrator. The <mcptt-UE-id> element does not appear in the MCS UE initial configuration managed object specified in 3GPP TS 24.483 [4] that is configured to the MC UEMCS UE.. If an <mcptt-UE-id> element is included then the MCS UE initial configuration document and corresponding MCS UE initial configuration management object applies only to the MC UEMCS UE(s) identified by the <mcptt-UE-id> element. If no <mcptt-UE-id> element is included then the MCS UE initial configuration document and corresponding MCS UE initial configuration management object applies to all the MC UEMCS UEs of the domain.
If one or more optional <Instance-ID-URN> elements is included in the <mcptt-UE-id> element then the MCS UE initial configuration document applies to the MC UEMCS UE with an instance ID equal to the instance ID contained in the <Instance-ID-URN> element.
The <TAC> element of the <IMEI-range> element contains the Type Allocation Code of the MC UEMCS UE.
The optional <SNR> element of the <IMEI-range> element contains the individual serial number uniquely identifying MC UEMCS UE within the Type Allocation Code contained in the <TAC> element that the MCS UE initial configuration document applies to.
If an optional <SNR-range> element is included within the <IMEI-range> element then the MCS UE initial configuration document applies to all MC UEMCS UEs within the Type Allocation Code contained in the <TAC> element with the serial number equal or greater than the serial number contained in the <Low-SNR> element and less than or equal to the serial number contained in the <High-SNR> element.
If no <SNR> element nor <SNR-range> element is included within the <IMEI-range> element then the MCS UE initial configuration document applies to all the MC UEMCS UE(s) with the Type Allocation Code contained within the <TAC> element of the <IMEI-range> element.
If no <mcptt-UE-id> element is included then the MCS UE initial configuration document applies to all MC UEMCS UEs of the mission critical organization identified in the "domain" attribute.
The <name> element of the <mcptt-UE-initial-configuration> element contains the user displayable name of the MCS UE initial configuration document and corresponds to the "Name" element of subclause 8.2.3 in 3GPP TS 24.483 [4].
The "User-ID" attribute of the <Default-user-profile> element contains the XUI contained in the "XUI-URI" attribute of the MCPTT user profile that is intended to be used as default MCS user profile and corresponds to the "UserID" element of subclause 8.2.6 in 3GPP TS 24.483 [4].
The "user-profile-index" attribute of the <Default-user-profile> element contains an indicator for a particular MCS user profile document when multiple MCS user profiles are defined for that MCS user and is of type "unsignedByte" and matches a value in a "user-profile-index" attribute of the MCS user profile that is intended to be used as default MCS user profile, and corresponds to the "UserProfileIndex" element of subclause 8.2.7 in 3GPP TS 24.483 [4]
The <on-network> element contains MCS UE initial configuration data for on-network operation only.
The <off-network> element contains MC UEMCS UE initial configuration data for off-network operation only.
In the <on-network> element:
1)	the <Timers> element;
a)	the <T100> element contains the timer value in seconds for floor release as specified in 3GPP TS 24.380 [10] and corresponds to the "T100" element of subclause 8.2.11 in 3GPP TS 24.483 [4];
b)	the <T101> element contains the timer value in seconds for floor request as specified in 3GPP TS 24.380 [10] and corresponds to the "T101" element of subclause 8.2.12 in 3GPP TS 24.483 [4];
c)	the <T103> element contains the timer value in seconds for end of RTP media as specified in 3GPP TS 24.380 [10] and corresponds to the "T103" element of subclause 8.2.13 in 3GPP TS 24.483 [4];
d)	the <T104> element contains the timer value in seconds for floor queue position request as specified in 3GPP TS 24.380 [10] and corresponds to the "T104" element of subclause 8.2.14 in 3GPP TS 24.483 [4]; and
e)	the <T132> element contains the timer value in seconds for queued request granted MCPTT user action as specified in 3GPP TS 24.380 [10] and corresponds to the "T132" element of subclause 8.2.15 in 3GPP TS 24.483 [4].
2)	the "PLMN" attribute of the <HPLMN> element contains the PLMN code of the HPLMN as defined in 3GPP TS 23.003 [16] and corresponds to the "PLMN" element of subclause 8.2.18 in 3GPP TS 24.483 [4];
3)	the "PLMN" attribute of the <VPLMN> element contains the PLMN code of a VPLMN as defined in 3GPP TS 23.003 [16] and corresponds to the "PLMN element of subclause 8.2.30 in 3GPP TS 24.483 [4];
4)	the <AppServerInfo> element:
a)	the <idms-auth-endpoint> element contains the URI used to contact the identity management server and corresponds to the "IDMSAuthEndpoint" element of subclause 8.2.41 in 3GPP TS 24.483 [4];
b)	the <idms-token-endpoint> element contains the URI used to contact the identity management server and corresponds to the "IDMSTokenEndpoint" element of subclause 8.2.41A in 3GPP TS 24.483 [4];
c)	the <http-proxy> element contains the URI used to contact the HTTP proxy and corresponds to the "HTTPProxy" element of subclause 8.2.41B in 3GPP TS 24.383 [4];
d)	the <gms> element contains the URI used to contact the group management server and corresponds to the "GMS" element of subclause 8.2.42 in 3GPP TS 24.483 [4];
e)	the <cms> element contains the URI used to contact the configuration management server and corresponds to the "CMS" element of subclause 8.2.43 in 3GPP TS 24.483 [4]; 
f)	the <kms> element contains the URI used to contact the key management server and corresponds to the "KMS" element of subclause 8.2.44 in 3GPP TS 24.483 [4]; and 
g)	the <tls-tunnel-auth-method> element that contains the<mutual-authentication-element> that corresponds to the "Mutual" element of subclause 8.2.44B in 3GPP TS 24.383 [4] and when set to "true" indicates that mutual authentication is used for the TLS tunnel authentication. The <x509> element when present contains the X.509 certificate for mutual authentication for the TLS tunnel authentication and corresponds to the "X509" element of subclause 8.2.44C in 3GPP TS 24.383 [4]. The <key> element when present contains the pre-shared key for mutual authentication for the TLS tunnel authentication and corresponds to the "X509" element of subclause 8.2.44D in 3GPP TS 24.383 [4].
5)	the <GMS-URI> element contains the group management service URI information to enable hiding of MCS identities, the group management service URI information contains the public service identity for performing subscription proxy function of the GMS and corresponds to the "GMSURI" element of subclause 8.2.9 in 3GPP TS 24.483 [4];
6)	the <group-creation-XUI> element contains the group management server XCAP Root URI information and corresponds to the "GroupCreationXUI" element of subclause 8.2.9A in 3GPP TS 24.483 [4];
7)	the <GMS-XCAP-root-URI> element contains the group management server XCAP Root URI and corresponds to the "GMSXCAPRootURI" element of subclause 8.2.9B in 3GPP TS 24.483 [4]; 
8)	the < CMS-XCAP-root-URI> element contains the configuration management server XCAP Root URI and corresponds to the "CMSXCAPRootURI" element of subclause 8.2.9C in 3GPP TS 24.483 [4]; 
9)	the <IPv6-Required> element of the <MCPTT-Service-Details> element of the <anyExt> element of the <OnNetwork> element indicates whether IPv6 shall be used to access the MCPTT service.
10)	the <Server-URI> element of the < MCPTT-Service-Details> element of the <anyExt> element of the <OnNetwork> element contains the URI used to contact the MCPTT service server;
11)	the <IPv6-Required> element of the <MCVideo-Service-Details> element of the <anyExt> element of the <OnNetwork> element indicates whether IPv6 shall be used to access the MCVideo service.
12)	the <Server-URI> element of the <MCVideo-Service-Details> element of the <anyExt> element of the <OnNetwork> element contains the URI used to contact the MCVideo service server;
13)	the <IPv6-Required> element of the <MCData-Service-Details> element of the <anyExt> element of the <OnNetwork> element indicates whether IPv6 shall be used to access the MCData service.
14)	the <Server-URI> element of the <MCData-Service-Details> element of the <anyExt> element of the <OnNetwork> element contains the URI used to contact the MCData service server;
15)	the <integrity-protection-enabled> element indicates whether integrity protection is enabled and corresponds to the "IntegrityProtection" element of subclause 8.2.44E in 3GPP TS 24.383 [4]; and
16)	the <confidentiality-protection-enabled> element indicates whether integrity protection is enabled and corresponds to the "ConfidentialityProtection" element of subclause 8.2.44F in 3GPP TS 24.383 [4].
In the <off-network> element:
1)	the <Timers> element:
a)	the <TFG1> element contains the timer value in milliseconds for wait for call announcement as specified in 3GPP TS 24.379 [9] and corresponds to the "TFG1" element of subclause 8.2.47 in 3GPP TS 24.483 [4];
b)	the <TFG2> element contains the timer value in milliseconds for call announcement as specified in 3GPP TS 24.379 [9] and corresponds to the "TFG2" element of subclause 8.2.48 in 3GPP TS 24.483 [4];
c)	the <TFG3> element contains the timer value in milliseconds for call probe retransmission as specified in 3GPP TS 24.379 [9]; and corresponds to the "TFG3" element of subclause 8.2.49 in 3GPP TS 24.483 [4]
d)	the <TFG4> element contains the timer value in seconds for waiting for the MCPTT user as specified in 3GPP TS 24.379 [9] and corresponds to the "TFG4" element of subclause 8.2.50 in 3GPP TS 24.483 [4];
e)	the <TFG5> element contains the timer value in seconds for not present incoming call announcements as specified in 3GPP TS 24.379 [9] and corresponds to the "TFG5" element of subclause 8.2.51 in 3GPP TS 24.483 [4];
f)	the <TFG11> element contains the timer value in milliseconds for MCPTT emergency end retransmission as specified in 3GPP TS 24.379 [9] and corresponds to the "TFG11" element of subclause 8.2.52 in 3GPP TS 24.483 [4];
g)	the <TFG12> element contains the timer value in milliseconds for MCPTT imminent peril end retransmission as specified in 3GPP TS 24.379 [9] and corresponds to the "TFG12" element of subclause 8.2.53 in 3GPP TS 24.483 [4];
h)	the <TFG13> element contains the timer value in seconds for timer for implicit priority downgrade (emergency) as specified in 3GPP TS 24.379 [9] and corresponds to the "TFG13" element of subclause 8.2.54 in 3GPP TS 24.483 [4]; 
i)	the <TFG14> element contains the timer value in seconds for timer for implicit priority downgrade (imminent peril) as specified in 3GPP TS 24.379 [9] and corresponds to the "TFG14" element of subclause 8.2.54A in 3GPP TS 24.483 [4];
j)	the <TFP1> element contains the timer value in milliseconds for private call request retransmission as specified in 3GPP TS 24.379 [9] and corresponds to the "TFP1" element of subclause 8.2.55 in 3GPP TS 24.483 [4];
k)	the <TFP2> element contains the timer value in seconds for waiting for call response message as specified in 3GPP TS 24.379 [9] and corresponds to the "TFP2" element of subclause 8.2.56 in 3GPP TS 24.483 [4];
l)	the <TFP3> element contains the timer value in milliseconds for private call release retransmission as specified in 3GPP TS 24.379 [9] and corresponds to the "TFP3" element of subclause 8.2.57 in 3GPP TS 24.483 [4];
m)	the <TFP4> element contains the timer value in milliseconds for private call accept retransmission as specified in 3GPP TS 24.379 [9] and corresponds to the "TFP4" element of subclause 8.2.58 in 3GPP TS 24.483 [4];
n)	the <TFP5> element contains the timer value in seconds for call release as specified in 3GPP TS 24.379 [9] and corresponds to the "TFP5" element of subclause 8.2.59 in 3GPP TS 24.483 [4];
o)	the <TFP6> element contains the timer value in milliseconds for MCPTT emergency private call cancel retransmission as specified as specified in 3GPP TS 24.379 [9] and corresponds to the "TFP6" element of subclause 8.2.60 in 3GPP TS 24.483 [4];
p)	the <TFP7> element contains the timer value in seconds for waiting for any message with same call identifier as specified in 3GPP TS 24.379 [9] and corresponds to the "TFP7" element of subclause 8.2.61 in 3GPP TS 24.483 [4];
q)	the <TFB1> element contains the timer value in seconds for max duration as specified in 3GPP TS 24.379 [9] and corresponds to the "TFB1" element of subclause 8.2.62 in 3GPP TS 24.483 [4];
r)	the <TFB2> element contains the timer value in seconds for broadcast retransmission as specified in 3GPP TS 24.379 [9] and corresponds to the "TFB2" element of subclause 8.2.63 in 3GPP TS 24.483 [4];
s)	the <TFB3> element contains the timer value in seconds for waiting for the MCPTT user as specified in 3GPP TS 24.379 [9] and corresponds to the "TFB3" element of subclause 8.2.64 in 3GPP TS 24.483 [4];
t)	the <T201> element contains the timer value in milliseconds for floor request as specified in 3GPP TS 24.380 [10] and corresponds to the "T201" element of subclause 8.2.65 in 3GPP TS 24.483 [4];
u)	the <T203> element contains the timer value in seconds for end of RTP media as specified in 3GPP TS 24.380 [10] and corresponds to the "T203" element of subclause 8.2.66 in 3GPP TS 24.483 [4];
v)	the <T204> element contains the timer value in seconds for floor queue position request as specified in 3GPP TS 24.380 [10] and corresponds to the "T204" element of subclause 8.2.67 in 3GPP TS 24.483 [4];
w)	the <T205> element contains the timer value in seconds for floor granted request as specified in 3GPP TS 24.380 [10] and corresponds to the "T205" element of subclause 8.2.68 in 3GPP TS 24.483 [4];
x)	the <T230> element contains the timer value in seconds for during silence as specified in 3GPP TS 24.380 [10] and corresponds to the "T230" element of subclause 8.2.69 in 3GPP TS 24.483 [4];
y)	the <T233> element contains the timer value in seconds for pending user action as specified in 3GPP TS 24.380 [10] and corresponds to the "T233" element of subclause 8.2.70 in 3GPP TS 24.483 [4];
z)	the <TFE1> element contains the timer value in seconds for MCPTT emergency alert as specified in 3GPP TS 24.380 [10] and corresponds to the "TFE1" element of subclause 8.2.71 in 3GPP TS 24.483 [4]; and
za)	the <TFE2> element contains the timer value in seconds for MCPTT emergency alert retransmission as specified in 3GPP TS 24.380 [10] and corresponds to the "TFE2" element of subclause 8.2.72 in 3GPP TS 24.483 [4]; and
2)	the <Counters> element.
a)	the <CFP1> element contains the counter value for private call request retransmission as specified in 3GPP TS 24.379 [9] and corresponds to the "CFP1" element of subclause 8.2.74 in 3GPP TS 24.483 [4];
b)	the <CFP3> element contains the counter value for private call release retransmission as specified in 3GPP TS 24.379 [9] and corresponds to the "CFP3" element of subclause 8.2.75 in 3GPP TS 24.483 [4];
c)	the <CFP4> element contains the counter value for private call accept retransmission as specified in 3GPP TS 24.379 [9] and corresponds to the "CFP4" element of subclause 8.2.76 in 3GPP TS 24.483 [4];
d)	the <CFP6> element contains the counter value for private call accept retransmission t as specified in 3GPP TS 24.379 [9] and corresponds to the "CFP6" element of subclause 8.2.77 in 3GPP TS 24.483 [4];
e)	the <CFP11> element contains the counter value for MCPTT group call emergency end retransmission ia as specified in 3GPP TS 24.379 [9] and corresponds to the "CFP11" element of subclause 8.2.78 in 3GPP TS 24.483 [4];
f)	the <CFP12> element contains the counter value for MCPTT imminent peril call emergency end retransmission as specified in 3GPP TS 24.379 [9] and corresponds to the "CFP12" element of subclause 8.2.79 in 3GPP TS 24.483 [4];
g)	the <C201> element contains the counter value for floor request as specified in 3GPP TS 24.380 [10] and corresponds to the "C201" element of subclause 8.2.80 in 3GPP TS 24.483 [4];
h)	the <C204> element contains the counter value for floor queue position request as specified in 3GPP TS 24.380 [10] and corresponds to the "C204" element of subclause 8.2.81 in 3GPP TS 24.483 [4]; and
i)	the <C205> element contains the counter valuefor floor granted request as specified in 3GPP TS 24.380 [10] and corresponds to the "C205" element of subclause 8.2.82 in 3GPP TS 24.483 [4].
*** End of changes ***
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