Page 1



3GPP TSG-CT WG3 Meeting #103
C3-192378
Reno, USA, 13 - 17 May, 2019                                  (revision of C3-192152)
	CR-Form-v11.1

	CHANGE REQUEST

	

	
	29.507
	CR
	0057
	rev
	1
	Current version:
	15.3.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:

	Correction to Service Area Restriction and RFSP

	
	

	Source to WG:
	Huawei

	Source to TSG:
	C3

	
	

	Work item code:
	5GS_Ph1-CT
	
	Date:
	2019-05-17

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-15

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
     Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	According to 29.503, the UDM can remove the Service Area Restriction and RFSP from the subscription data which have been provisioned to the AMF. In this case, the AMF shall notify the PCF of this removal. The PCF may also remove the provisioned servcie Area restriction and RFSP from the AMF.


	
	

	Summary of change:
	If the AM received the request of removal of Service Area Restrictions and/or RFSP from the UDM, the AMF shall remove the authorized Service Area Restrictions and/or RFSP provisioned by the PCF and apply the configured Service Area Restrictions and/or RFSP at the AMF to the UE without the interaction with the PCF.

	
	

	Consequences if not approved:
	The behaviour of the AMF is not defined when the AMF received the request of removal of Service Area Restrictions and/or RFSP from the UDM

	
	

	Clauses affected:
	4.2.3.1

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	This CR does not impact the OpenAPI specification file.


	
	

	This CR's revision history:
	


Additional discussion(if needed):
…
Proposed changes:

*** 1st Change ***

4.2.3.1
General

The procedure in the present subclause is applicable when the NF service consumer modifies an existing AM policy association (including the case where  the AMF is relocated and the new AMF selects to maintain the policy association with the old PCF and to update the Notification URI).

Figure 4.2.3.1-1 illustrates the update of a policy association.
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Figure 4.2.3.1-1: Update of a policy association
The AMF as NF service consumer invokes this procedure when a policy control request trigger (see subclause 4.2.3.2) occurs. When the Service Area restriction change trigger or the RFSP index change trigger occur, the AMF shall always invoke the procedure. When the location change trigger or the change of UE presence in PRA trigger occurs, the AMF shall only invoke the procedure if the PCF has subscribed to that event trigger.

If an AMF knows by implementation specific means that the UE context has been transferred to an AMF with another GUAMI within the AMF set, it may also invoke this procedure to update the Notification URI.

NOTE 1:
Either the old or the new AMF can invoke this procedure.
During the AMF relocation, if the new AMF received the resource URI of the individual AM Policy from the old AMF and selects the old PCF, the new AMF shall also invoke this procedure to update the Notification URI. The new AMF may also update the alternate or backup IP addresses.

To request policies from the PCF and/or to update the Notification URI, and/or to update the trace control configuration, and/or to request the termination of trace, the NF Service Consumer (e.g. AMF) shall request the update of an AM Policy Association by providing relevant parameters about the UE context by sending an HTTP POST request with "{apiRoot}/npcf-am-policy-control/v1/policies/{polAssoId}/update" as Resource URI and the PolicyAssociationUpdateRequest data structure as request body that shall include:

-
at least one of the following:

1.
a new Notification URI encoded in the "notificationUri" attribute; and/or
2.
observed Policy Control Request Trigger(s) (see subclause 4.2.3.2) encoded as "triggers" attribute;
3.
if a Service Area restriction change occurred, the Service Area Restrictions (see subclause 4.2.2.3.1) as obtained from the UDM encoded as "servAreaRes" attribute;

4.
if a RFSP index change occurred, the RFSP index (see subclause 4.2.2.3.2) as obtained from the UDM encoded as "rfsp" attribute;
5.
if a UE location change occurred, the UE location encoded as "userLoc" attribute;

6.
if the Policy Control Request Trigger "Change of UE presence in PRA" is provided, the presence reporting areas for which reporting was requested and the status has changed encoded as "praStatuses" attribute.
7.
if the trace control configuration needs to be updated, trace control and configuration parameters information encoded as "traceReq" attribute;and
8.
if trace needs to be terminated, the "traceReq" attribute set to the Null value;
9.
for AMF relocation scenarios, if available, alternate or backup IPv4 Address(es) where to send Notifications encoded as "altNotifIpv4Addrs" attribute; and/or
10.
for AMF relocation scenarios, if available, alternate or backup IPv6 Address(es) where to send Notifications encoded as "altNotifIpv6Addrs" attribute.
NOTE 2:
An alternate NF service consumer than the one that requested the generation of the subscription resource can send the request. For instance, an AMF as service consumer can change.
Upon the reception of the HTTP POST request, the PCF:

-
shall update the corresponding individual AM Policy resource based on the information provided by the AMF;
-
shall determine the applicable policy based on local policy;

-
for the succesfull case shall send a HTTP "200 OK" response with the PolicyUpdate data type as body with possible updates for that applicable policy and Policy Control Request Trigger(s) encoded as described in subclause 4.2.3.3 and according to the following provisions:

a)
if the PCF received the "servAreaRes" in the request, Service Area Restrictions encoded as "servAreaRes" attribute; and/or

b)
if the PCF received the "rfsp" attributes in the request, RAT Frequency Selection Priority (RFSP) Index encoded as "rfsp" attribute;
-
if errors occur when processing the HTTP POST request, shall apply error handling procedures as specified in subclause 5.7 and according to the following provisions:

-
if the PCF is, due to incomplete, erroneous or missing information in the request not able to provision an AM policy decision, the PCF may reject the request and include in an HTTP "400 Bad Request" response message the "cause" attribute of the ProblemDetails data structure set to "ERROR_REQUEST_PARAMETERS".

If the PCF received a "traceReq" attribute, it shall perform trace procedures as defined in 3GPP TS 32.422 [18].

If the AMF received the request of removal of Service Area Restrictions and/or RFSP from the UDM, the AMF shall remove the authorized Service Area Restrictions and/or RFSP provisioned by the PCF and apply the configured Service Area Restrictions and/or RFSP at the AMF to the UE without the interaction with the PCF.
*** End of Changes ***
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