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Proposed changes:
*** 1st Change ***
4.2.6.2.6.2
Steering the traffic to a local access of the data network
The PCF shall determine if the ongoing PDU Session is impacted by the routing of traffic to a local access to a data network as follows. 

-
If the AF request includes individual IP address/ prefix allocated or user identifier to an UE, the PCF shall store the received traffic routing information and shall perform the session binding as defined in subclause 6.2 of 3GPP TS 29.513 [7] to determine the impacted PDU session;
-
Otherwise, the PCF fetches the traffic routing data information from the UDR as defined in 3GPP TS 29.519 [15] applicable for any UE or Internal Group Id if received in the SMF request.

Then the PCF authorizes the request for influencing SMF routing decisions. For impacted PDU Session that corresponds to the AF request, the PCF shall determine the PCC rules that are generated based on the AF request as follows:

-
When the request is for influencing SMF routing decisions, based on the traffic routing information, operator's policy, etc. and determines the traffic steering policy. The traffic steering policy indicates for each DNAI, a traffic steering policy ID configured in SMF and if the N6 routing information associated to the application is explicitly provided by the AF, the N6 routing information (as provided by the AF). The traffic steering policy ID is related to the mechanism enabling traffic steering to the DN, the PCF derives it from the routing profile Id provided by the AF. The PCF shall within each PccRule data instance include the information to identify the traffic within the "flowInfos" attribute or "appId" attribute, and within the Traffic ControlData data type which the PCC rule refers to include a list of locations which the traffic shall be routed to in the "routeToLocs" attribute. Within each RouteToLocation instance, the PCF shall include a DNAI in the "dnai" attribute to indicate the location of the application towards which the traffic routing is applied, and at least one of a traffic steering policy identifier in the "routeProfId" attribute or the explicit routing information in the "routeInfo" attribute.

NOTE:
The N6 traffic routing requirements are related to the mechanism enabling traffic steering in the local access to the DN. The routing profile ID refers to a pre-agreed policy between the AF and the 5GC. This policy may refer to different steering policy ID(s) sent to SMF and e.g. based on time of the day etc.
-
When the request is for subscribing the UP path change event of the PDU session , the PCF shall include the information on AF subscription to UP path change event within the PCC rule(s) to request the notification from the SMF for the AF. In order to do so, the PCF shall within the PccRule data instance(s) include the information to identify the traffic either within the "flowInfos" attribute or "appId" attribute, and/or within the Traffic Control Data data decision which the PCC rule refers to include the information on AF subscription to the events within the "upPathChgEvent" attribute. Within the "upPathChgEvent" attribute, the PCF shall include the "dnaiChgType" attribute to indicate the type of notification (i.e. early notification, late notification or both), the notification address within the "notificationUri" attribute and the notification correlation Id within the "notifCorreId" attribute. In order to enable the AF to identify the AF request which the notification corresponds to when the AF receives the notification from the SMF as defined in subclause 4.2.2.2 of 3GPP TS 29.508 [12], the PCF shall set the values of "notificationUri" attribute and "notifCorreId" attribute respectively as follows:

-
If the PCF fetches the traffic routing data information from the UDR, the PCF shall set the value of  "notificationUri" to the value of the "upPathChgNotifUri" attribute of the TrafficInfluData data structure and set the value of "notifCorreId" attribute to value of "upPathChgNotifiCorreId "attribute of the TrafficInfluData data structure as defined in 3GPP TS 29.519 [15]. 
-
If the PCF receives the traffic routing data information from the AF via N5 interface, the PCF shall set the values of  "notificationUri" attribute and "notifCorreId" attribute according to the "upPathChgSub" attribute within the AfRoutingRequirement data structure as defined in 3GPP TS 29.514 [17]. 

-
If the AF request includes an indication indicating that application relocation is not possible, the PCF shall within the PccRule data instance(s) include the information to identify the traffic either within the "flowInfos" attribute or "appId" attribute and the "appReloc" attribute set to true; and

-
If the AddrPreservation feature is supported and the AF request includes an indication indicating that the UE IP address preservation should be considered, the PCF shall within the PccRule data instance(s) include the indication of UE IP address preservation within the "addrPreserInd" attribute.

The PCF shall provide the PCC rule(s) as defined in subclause 4.2.6.2.1.
If the temporal validity condition is received, the PCF shall evaluate the temporal validity condition of the AF request and informs the SMF to install or remove the corresponding PCC rules according to the evaluation result. When policies specific to the PDU Session and policies general to multiple PDU Sessions exist, the PCF gives precedence to the PDU Session specific policies over the general policies.
If the spatial validity condition is received, the PCF considers the latest known UE location to determine the PCC rules provided to the SMF. In order to do that, the PCF shall request the SMF to report the notifications about change of UE location in an area of interest (i.e. Presence Reporting Area) as defined in subclause 4.2.2.13 or 4.2.3.19. The subscribed area of interest may be the same as spatial validity condition, or may be a subset of the spatial validity condition (e.g. a list of TAs) based on the latest known UE location. When the SMF detects that UE entered the area of interest subscribed by the PCF, the SMF notifies the PCF and the PCF provides to the SMF the PCC rules described above. When the SMF becomes aware that the UE left the area subscribed by the PCF, the SMF notifies the PCF and the PCF may remove or provide updated PCC rules to the SMF.
When the PCC rules are installed, the SMF may, based on local policies, take the information in the PCC rules into account to:

-
if the PDU Session is of IP type and if the indication of UE IP address preservation is included in the PCC rules, the SMF should not reselect the related PSA UPF for the traffic identified in the PCC rule once the PSA UPF is selected; otherwise, (re)select UPF(s) for PDU Sessions.

-
activate mechanisms for traffic multi-homing or enforcement of an UL Classifier (UL CL). 

-
Inform the AF of the (re)selection of the UP path (change of DNAI).
Editor’s Note:
It’s FFS that whether the SMF is allowed to reselect the PSA UPF in the UL CL case.
*** Next Change ***
5.6.2.6
Type PccRule

Table 5.6.2.6-1: Definition of type PccRule
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	flowInfos
	array(FlowInformation)
	C
	1..N
	An array of IP flow packet filter information. (NOTE 3)
	

	appId
	string
	C
	0..1
	A reference to the application detection filter configured at the UPF. (NOTE 3)
	

	contVer
	ContentVersion
	O
	0..1
	Indicates the content version of the PCC rule.
	RuleVersioning

	pccRuleId
	string
	M
	1
	Univocally identifies the PCC rule within a PDU session.
	

	precedence
	Uinteger
	O
	0..1
	Determines the order in which this PCC rule is applied relative to other PCC rules within the same PDU session. It shall be included if the "flowInfos" attribute is included or may be included if the "appId" attribute is included when the PCF initially provisions the PCC rule. (NOTE 2) (NOTE 4)
	

	afSigProtocol
	AfSigProtocol
	O
	0..1
	Indicates the protocol used for signalling between the UE and the AF. The default value "NO_INFORMATION" shall apply, if the attribute is not present and has not been supplied previously.
	ProvAFsignalFlow

	appReloc
	boolean
	O
	0..1
	Indication of application relocation possibility. The default value "NO_INFORMATION" shall apply, if the attribute is not present and has not been supplied previously.
	TSC

	addrPreserInd
	boolean
	O
	0..1
	Indicates whether UE IP address should be preserved.

This attribute shall set to "true" if preserved, otherwise, set to "false".

The default value "false" shall apply, if the attribute is not present and has not been supplied previously.
	AddrPreservation

	refQosData
	array(string)
	O
	1..N
	A reference to the QoSData policy type decision type. It is the qosId described in subclause 5.6.2.8.

(NOTE 1)
	

	refTcData
	array(string)
	O
	1..N
	A reference to the TrafficControlData policy decision type. It is the tcId described in subclause 5.6.2.10.

(NOTE  1)
	

	refChgData
	array(string)
	O
	1..N
	A reference to the ChargingData policy decision type. It is the chgId described in subclause 5.6.2.11.

(NOTE  1)
	

	refUmData
	array(string)
	O
	1..N
	A reference to UsageMonitoringData policy decision type. It is the umId described in subclause 5.6.2.12.

(NOTE  1)
	

	refCondData
	string
	O
	0..1
	A reference to the condition data. It is the condId described in subclause 5.6.2.9.
	

	NOTE 1:
Arrays are only introduced for future compatibility. In this release of the specification the maximum number of elements in the array is 1.

NOTE 2:
For a PCC rule with the "appId" attribute, the precedence can be preconfigured in SMF or provided in the PCC rule from PCF. The precedence provided by the PCF shall take precedence.

NOTE 3:
Either the "flowInfos" attribute or "appId" attribute shall be supplied by the PCF when the PCC rule is initially provisioned. If the "appId" attribute is supplied, the PCF shall not modify the application identifier supplied within the "appId" attribute later.
NOTE 4:
The "precedence" attribute is used to specify the precedence of the PCC rule among all PCC rules associated with the PDU session. It includes an integer value in the range from 0 to 255 (decimal). The higher the value of the "precedence" attribute, the lower the precedence of that PCC rule is. The precedence value range from 70 to 99 (decimal) shall be used for the PCC rules subject to Reflective QoS.


*** Next Change ***
5.8
Feature negotiation

The optional features in table 5.8-1 are defined for the Npcf_SMPolicyControl API. They shall be negotiated using the extensibility mechanism defined in subclause 6.6 of 3GPP TS 29.500 [4].

Table 5.8-1: Supported Features
	Feature number
	Feature Name
	Description

	1
	TSC
	This feature indicates support for traffic steering control in the (S)Gi-LAN or routing of the user traffic to a local Data Network identified by the DNAI per AF request. If the SMF supports this feature, the PCF shall behave as described in subclause 4.2.6.2.20.

	2
	ResShare
	This feature indicates the support of service data flows that share resources. If the SMF supports this feature, the PCF shall behave as described in subclause 4.2.6.2.8.

	3
	3GPP-PS-Data-Off
	This feature indicates the support of 3GPP PS Data off status change reporting.

	4
	ADC
	This feature indicates the support of application detection and control. 

	5

	UMC
	Indicates that the usage monitoring control is supported.

	6
	NetLoc
	This feature indicates the support of the Access Network Information Reporting for 5GS.

	7
	RAN-NAS-Cause
	This feature indicates the support for the detailed release cause code information from the access network.

	8
	ProvAFsignalFlow
	This feature indicates support for the feature of IMS Restoration as described in subclause 4.2.3.17. If SMF supports this feature the PCF may provision AF signalling IP flow information.

	9
	PCSCF-Restoration-Enhancement
	This feature indicates support of P-CSCF Restoration Enhancement. It is used for the SMF to indicate if it supports P-CSCF Restoration Enhancement.

	10
	PRA
	This feature indicates the support of presence reporting area change reporting.

	11
	RuleVersioning
	This feature indicates the support of PCC rule versioning as defined in subclause 4.2.6.7.

	12
	SponsoredConnectivity
	This feature indicates support for sponsored data connectivity feature. If the SMF supports this feature, the PCF may authorize sponsored data connectivity to the subscriber.

	13
	RAN-Support-Info
	This feature indicates the support of maximum packet loss rate value(s) for uplink and/or downlink voice service data flow(s).

	14
	PolicyUpdateWhenUESuspends
	This feature indicates the support of report when the UE is suspended and then resumed from suspend state. Only applicable to the interworking scenario as defined in Annex B.

	15
	AccessTypeCondition
	This feature indicates the support of access type conditioned authorized session AMBR as defined in subclause 4.2.6.3.2.4.

	16
	MultiIpv6AddrPrefix
	This feature indicates the support of multiple Ipv6 address prefixes reporting.

	yy
	AddrPreservation
	Indicates support of UE address(es) preservation requirement. The TSC feature shall be supported in order to support this feature.


Editor’s Note:
It’s FFS that whether the AddrPreservation can be merged with other Rel-16 feature.
*** Next Change ***
A.2
Npcf_SMPolicyControl API

openapi: 3.0.0

info:

  description: Session Management Policy Control Service
  version: "1.1.1.alpha-1"

  title: Npcf_SMPolicyControl
externalDocs:

  description: 3GPP TS 29.512 V15.2.0; 5G System; Session Management Policy Control Service.
  url: 'http://www.3gpp.org/ftp/Specs/archive/29_series/29.512/'

security:

  - {}
  - oAuth2Clientcredentials:

    - npcf-smpolicycontrol
servers:

  - url: '{apiRoot}/npcf-smpolicycontrol/v1'
    variables:

      apiRoot:

        default: https://example.com
        description: apiRoot as defined in subclause 4.4 of 3GPP TS 29.501

(… text not shown for clarity …)

    PccRule:

      type: object

      properties:

        flowInfos:

          type: array

          items:

            $ref: '#/components/schemas/FlowInformation'

          minItems: 1

          description: An array of IP flow packet filter information.

        appId:

          type: string

          description: A reference to the application detection filter configured at the UPF.

        contVer:

          $ref: 'TS29514_Npcf_PolicyAuthorization.yaml#/components/schemas/ContentVersion'
        pccRuleId:

          type: string

          description: Univocally identifies the PCC rule within a PDU session.

        precedence:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uinteger'
          description: Determines the order in which this PCC rule is applied relative to other PCC rules within the same PDU session.

        afSigProtocol:

          $ref: '#/components/schemas/AfSigProtocol'

        appReloc:

          type: boolean

          description: Indication of application relocation possibility.
        refQosData:

          type: array

          items:

            type: string

          minItems: 1

          maxItems: 1

          description: A reference to the QoSData policy type decision type. It is the qosId described in subclause 5.6.2.8. (NOTE)

        refTcData:

          type: array

          items:

            type: string

          minItems: 1

          maxItems: 1

          description: A reference to the TrafficControlData policy decision type. It is the tcId described in subclause 5.6.2.10. (NOTE)

        refChgData:

          type: array

          items:

            type: string

          minItems: 1

          maxItems: 1

          description: A reference to the ChargingData policy decision type. It is the chgId described in subclause 5.6.2.11. (NOTE)

          nullable: true
        refUmData:

          type: array

          items:

            type: string

          minItems: 1

          maxItems: 1

          description: A reference to UsageMonitoringData policy decision type. It is the umId described in subclause 5.6.2.12. (NOTE)

          nullable: true
        refCondData:

          type: string

          description: A reference to the condition data. It is the condId described in subclause 5.6.2.9.

          nullable: true
        addrPreserInd:

          type: boolean

          nullable: true
      required:

        - pccRuleId

      nullable: true
(… text not shown for clarity …)

*** End of Changes ***

