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	Reason for change:
	1. The description of the Nbsf_Management_Register Service Operation list the PCF ID as mandatory input parameter and the description of the Nbsf_Management_Discovery Service Operation says that the BSF shall respond with the PCF ID. However, the corresponding PcfBinding data type does not contain any PCF ID attribute, but contains the following information related to the PCF:

Table 5.6.2.2-1: Definition of type PcfBinding

Attribute name

Data type

P

Cardinality

Description

Applicability

pcfFqdn
Fqdn
C
0..1
FQDN of the PCF or the FQDN of the PCF hosting the Npcf_PolicyAuthorization service. (NOTE 2)
pcfIpEndPoints
array(IpEndPoint)
C
1..N
IP end points of the PCF or the IP end points of the PCF hosting the Npcf_PolicyAuthorization service. (NOTE 2)
pcfDiamHost
DiameterIdentity

C

0..1

The diameter host for an individual PCF, it is provided by the PCF supporting Rx interface. 

pcfDiamRealm

DiameterIdentity

C

0..1

The diameter realm for an individual PCF , it is provided by the PCF supporting Rx interface. 

NOTE 2:
At least one of pcfFqdn or pcfIpEndPoints shall be included if the PCF supports N5 interface. If the pcfIpEndPoints is provided at the PCF level, the transport and port in the pcfIpEndPoints are not required.

2. The 1st sentence in Note 2 of Table 5.6.2.2-1 and conditions for the pcfDiamHost and pcfDiamRealm attributes in that table (as shown above) are confusing as they seem to require that the BSF has knowledge of PCF capabilities when providing the PcfBinding data type during the Nbsf_Management_Discovery Service Operation.
3. The 2nd sentence in Note 2 of Table 5.6.2.2-1 (as shown above) is confusing and redundant, as the condition seems always met (The type PcfBinding always describes the entire binding information for a UE at a PCF), and as transport and port are already optional within the data type definition in TS 29.510.

4. The description of the Nbsf_Management_Register Service Operation list the UE address as mandatory input parameter. However, the corresponding PcfBinding data type contains the following related information:

Table 5.6.2.2-1: Definition of type PcfBinding

Attribute name

Data type

P

Cardinality

Description

Applicability

ipv4Addr

Ipv4Addr

C

0..1

The IPv4 Address of the served UE. (NOTE 1)

ipv6Prefix

Ipv6Prefix

C

0..1

The IPv6 Address Prefix of the served UE. (NOTE 1)

macAddr48

MacAddr48

C

0..1

The MAC Address of the served UE. (NOTE 1)

NOTE 1:
Either IP address(es) ( ipv4Addr, ipv6Prefix) or macAddr48 shall be included.

5. In Table 5.6.2.2-1, the DNN and S-NSSAI are mandatory, but according to the procedures in the Nbsf_Management_Register Service Operation, they are optional.

6. In Table 5.6.2.2-1, the SUPI and GPSI are conditional, but no condition is provided and according to the procedures in the Nbsf_Management_Register Service Operation, they are optional.


	
	

	Summary of change:
	1. In the description of service operations, the PCF ID is replaced with the attributes in the PcfBinding data type that describe the PCF address.
2. In the description of the Nbsf_Management_Discovery Service Operation, it is clarified that the BSF returns the corresponding PcfBinding data structure, as provided by the PCF during the Nbsf_Management_Register Service Operation.

3. The 2nd sentence in Note 2 of Table 5.6.2.2-1 is deleted.
4. In the description of the Nbsf_Management_Register service operation, the UE address is replaced with the attributes in the PcfBinding data type that describe the UE address.

5. In the description of the Nbsf_Management_Register service operation, the DNN and S-NSSAI are made mandatory.
6. In Table 5.6.2.2-1, the SUPI and GPSI are made optional.
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	Other comments:
	The changes to the OpenAPI file are backward-compatible corrections.


*** 1st Change ***

4.2.2.2
Register a new PCF Session binding information
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Figure 4.2.2.2-1: NF service consumer register a new PCF Session binding information
The NF service consumer shall invoke the Nbsf_Management_Register service operation to register the session binding information for a UE in the BSF. The NF service consumer shall send an HTTP POST request with "{apiRoot}/nbsf-management/v1/pcfBindings" as Resource URI representing the "PCF Session Bindings", as shown in figure 4.2.2.2-1, step 1, to create a binding information for an "Individual PCF Session Binding" according to the information (e.g. UE address(es), SUPI; GPSI, DNN, S-NSSAI,.NSI) in message body. The PcfBinding data structure provided in the request body shall include:

-
address information of the served UE consisting of:

(i)
either IP address information consisting of:

+
 the IPv4 address encoded as "ipv4Addr" attribute; and/or

+

the IPv6 address prefix encoded as "ipv6Prefix" attribute; or

(ii)
the MAC address encoded as "macAddr48" attribute; and
-
PCF  address information consisting of:

(i)
if the PCF supports the Npcf_PolicyAuthorization service:

+
the FQDN of the PCF encoded as "pcfFqdn" attribute; and/or
+
 a description of IP endpoints at the PCF hosting the Npcf_PolicyAuthorization service encoded as "pcfIpEndPoints" attribute; and
(ii)
if the PCF supports the Rx interface,
+
the Diameter host id of the PCF encoded as "pcfDiamHost"; and
+
the Diameter realm of the PCF and "pcfDiamRealm" attributes;
-
DNN encoded as "dnn" attribute; and
-
S-NSSAI encoded as "snssai" attribute; 

and may include:


-
SUPI encoded as "supi" attribute;

-
GPSI encoded as "gpsi" attribute;


-
IPv4 address domain encoded as "ipDomain" attribute.
Upon the reception of an HTTP POST request with: "{apiRoot}/nbsf-management/v1/pcfBindings" as Resource URI and PcfBinding data structure as request body, the BSF shall: 

-
create new binding information;

-
assign a bindingId; and
-
store the binding information.
If the BSF created an "Individual PCF Session Binding" resource, the BSF shall respond with "201 Created" with the message body containing a representation of the created binding information, as shown in figure 4.2.2.2.2-1, step 2. The BSF shall include a Location HTTP header field. The Location header field shall contain the URI of the created binding information i.e. "{apiRoot}/nbsf-management/v1/pcfBindings/{bindingId}".
*** 2nd Change ***

4.2.4.1
General

This service operation allows the service consumer to use the HTTP GET method to obtain the address information of the selected PCF.
*** 3rd Change ***

4.2.4.2
Retrieve the PCF Session binding information for a given tuple
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Figure 4.2.4.2-1: NF service consumer retrieve the PCF Session binding information for a given tuple

The NF service consumer shall invoke the Nbsf_Management_Descovery service operation to obtain address information of the the selected PCF for a PDU session in the BSF. The NF service consumer shall send an HTTP GET request with "{apiRoot}/nbsf-management/v1/pcfBindings?query_parameters" as Resource URI, where "query_parameters" shall include:

-
UE address(es); or

-
the tuple UE address, DNN, S-NNSAI; or

-
the tuple SUPI, DNN, S-NNSAI; or

-
the tuple GPSI, DNN, S-NNSAI; or

-
the tuple UE address, DNN, SUPI/GPSI, S-NNSAI.
Upon the the reception of an HTTP GET request with: "{apiRoot}/nbsf-management/v1/pcfBindings?query_parameters" as Resource URI, the BSF shall: 

-
search the corresponding binding information.
If the HTTP request message from the NF service consumer is accepted and a session binding resource matching the query parameters exists, the BSF shall reply with a  "200 OK" HTTP response containing the corresponding PcfBinding data structure, as provided by the PCF during the Nbsf_Management_Register Service Operation in the response body. If the PCF Session Binding resource does not exist, the BSF shall respond with "404 Not Found".
*** 4th Change ***

5.6.2.2
Type PcfBinding
Table 5.6.2.2-1: Definition of type PcfBinding
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	supi
	Supi
	O
	0..1
	Subscription Permanent Identifier 
	

	gpsi
	Gpsi
	O
	0..1
	Generic Public Subscription Identifier
	

	ipv4Addr
	Ipv4Addr
	C
	0..1
	The IPv4 Address of the served UE. (NOTE 1)
	

	ipv6Prefix
	Ipv6Prefix
	C
	0..1
	The IPv6 Address Prefix of the served UE. (NOTE 1)
	

	ipDomain
	string
	O
	0..1
	IPv4 address domain identifier.
	

	macAddr48
	MacAddr48
	C
	0..1
	The MAC Address of the served UE. (NOTE 1)
	

	dnn
	Dnn
	M
	1
	DNN 
	

	pcfFqdn
	Fqdn
	C
	0..1
	FQDN of the PCF hosting the Npcf_PolicyAuthorization service. (NOTE 2)
	

	pcfIpEndPoints
	array(IpEndPoint)
	C
	1..N
	IP end points of the PCF hosting the Npcf_PolicyAuthorization service. (NOTE 2)
	

	pcfDiamHost
	DiameterIdentity
	C
	0..1
	The diameter host for an individual PCF, it is provided by the PCF supporting Rx interface. 
	

	pcfDiamRealm
	DiameterIdentity
	C
	0..1
	The diameter realm for an individual PCF , it is provided by the PCF supporting Rx interface. 
	

	snssai
	Snssai
	M
	1
	The identification of slice.
	

	NOTE 1:
Either IP address(es) ( ipv4Addr, ipv6Prefix) or macAddr48 shall be included.
NOTE 2:
At least one of pcfFqdn or pcfIpEndPoints shall be included if the PCF supports the Npcf_PolicyAuthorization service.. 


*** 5th Change ***

A.2
Nbsf_Management API

openapi: 3.0.0

info:

  description: Binding Support Management Service API

  version: "1.0.0"

  title: Nbsf_Management

externalDocs:

  description: 3GPP TS 29.521 V15.2.0; 5G System; Binding Support Management Service.

  url: 'http://www.3gpp.org/ftp/Specs/archive/29_series/29.521/'

servers:

  - url: '{apiRoot}/nbsf-management/v1'

    variables:

      apiRoot:

        default: https://example.com
        description: apiRoot as defined in subclause 4.4 of 3GPP TS 29.501.

security:

  - {}

  - oAuth2ClientCredentials:

    - nbsf-management
paths:

  /pcfBindings:

    post:

      requestBody:

        required: true

        content:

          application/json:

            schema:

              $ref: '#/components/schemas/PcfBinding'

      responses:

        '201':

          description: The creation of an individual PCF session binding.

          content:

            application/json:

              schema:

                $ref: '#/components/schemas/PcfBinding'

          headers:

            Location:

              description: 'Contains the URI of the newly created resource, according to the structure: {apiRoot}/nbsf-management/v1//pcfBindings/{bindingId}
              required: true

              schema:

                type: string

        '400':

          $ref: 'TS29571_CommonData.yaml#/components/responses/400'

        '401':

          $ref: 'TS29571_CommonData.yaml#/components/responses/401'

        '403':

          $ref: 'TS29571_CommonData.yaml#/components/responses/403'

        '404':

          $ref: 'TS29571_CommonData.yaml#/components/responses/404'

        '411':

          $ref: 'TS29571_CommonData.yaml#/components/responses/411'

        '413':

          $ref: 'TS29571_CommonData.yaml#/components/responses/413'

        '415':

          $ref: 'TS29571_CommonData.yaml#/components/responses/415'

        '429':

          $ref: 'TS29571_CommonData.yaml#/components/responses/429'

        '500':

          $ref: 'TS29571_CommonData.yaml#/components/responses/500'

        '503':

          $ref: 'TS29571_CommonData.yaml#/components/responses/503'

        default:

          $ref: 'TS29571_CommonData.yaml#/components/responses/default'

    get:

      parameters:

        - name: ipv4Addr

          in: query

          description: The IPv4 Address of the served UE.

          required: false

          schema:

            $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv4Addr'

        - name: ipv6Prefix

          in: query

          description: The IPv6 Address Prefix of the served UE.

          required: false

          schema:

            $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv6Prefix'

        - name: macAddr48

          in: query

          description: The MAC Address of the served UE.

          required: false

          schema:

            $ref: 'TS29571_CommonData.yaml#/components/schemas/MacAddr48'

        - name: dnn

          in: query

          description: DNN.

          required: false

          schema:

            $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnn'

        - name: supi

          in: query

          description: Subscription Permanent Identifier.

          required: false

          schema:

            $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'

        - name: gpsi

          in: query

          description: Generic Public Subscription Identifier

          required: false

          schema:

            $ref: 'TS29571_CommonData.yaml#/components/schemas/Gpsi'

        - name: snssai

          in: query

          description: The identification of slice.

          required: false

          schema:

            $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'

        - name: ipDomain

          in: query

          description: The IPv4 address domain identifier.

          required: false

          schema:

            type: string

      responses:

        '200':

          description: The individual PCF session binding session binding information resource matching the query parameter(s) is returned.

          content:

            application/json:

              schema:

                $ref: '#/components/schemas/PcfBinding'

        '400':

          $ref: 'TS29571_CommonData.yaml#/components/responses/400'

        '401':

          $ref: 'TS29571_CommonData.yaml#/components/responses/401'

        '403':

          $ref: 'TS29571_CommonData.yaml#/components/responses/403'

        '404':

          $ref: 'TS29571_CommonData.yaml#/components/responses/404'

        '406':

          $ref: 'TS29571_CommonData.yaml#/components/responses/406'

        '414':

          $ref: 'TS29571_CommonData.yaml#/components/responses/414'

        '429':

          $ref: 'TS29571_CommonData.yaml#/components/responses/429'

        '500':

          $ref: 'TS29571_CommonData.yaml#/components/responses/500'

        '503':

          $ref: 'TS29571_CommonData.yaml#/components/responses/503'

        default:

          $ref: 'TS29571_CommonData.yaml#/components/responses/default'

  /pcfBindings/{bindingId}:

    delete:

      parameters:

        - name: bindingId

          in: path

          description: Represents the individual PCF Session Binding.

          required: true

          schema:

            type: string

      responses:

        '204':

          description: No Content. The Individual PCF session binding information resource is deleted.

        '400':

          $ref: 'TS29571_CommonData.yaml#/components/responses/400'

        '401':

          $ref: 'TS29571_CommonData.yaml#/components/responses/401'

        '403':

          $ref: 'TS29571_CommonData.yaml#/components/responses/403'

        '404':

          $ref: 'TS29571_CommonData.yaml#/components/responses/404'

        '429':

          $ref: 'TS29571_CommonData.yaml#/components/responses/429'

        '500':

          $ref: 'TS29571_CommonData.yaml#/components/responses/500'

        '503':

          $ref: 'TS29571_CommonData.yaml#/components/responses/503'

        default:

          $ref: 'TS29571_CommonData.yaml#/components/responses/default'

components:

  securitySchemes:

    oAuth2ClientCredentials:

      type: oauth2

      flows:

        clientCredentials:

          tokenUrl: '{nrfApiRoot}/oauth2/token'

          scopes:

            nbsf-management: Access to the Nbsf_Management API

  schemas:

    PcfBinding:

      type: object

      properties:

        supi:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'

        gpsi:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Gpsi'

        ipv4Addr:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv4Addr'

        ipv6Prefix:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv6Prefix'

        ipDomain:

          type: string

        macAddr48:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/MacAddr48'

        dnn:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnn'

        pcfFqdn:

          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/Fqdn'

        pcfIpEndPoints:

          type: array

          items:

            $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/IpEndPoint'

          minItems: 1

          description: IP end points of the PCF hosting the Npcf_PolicyAuthorization service. At least one of pcfFqdn or pcfIpEndPoints shall be included if the PCF supports the Npcf_PolicyAuthorization service.
        pcfDiamHost:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/DiameterIdentity'

        pcfDiamRealm:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/DiameterIdentity'

        snssai:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
      required:

        - dnn

        - snssai
      oneOf:

        - anyOf:

          - required: [ipv4Addr]

          - required: [ipv6Prefix]

        - required: [macAddr48]

*** End of Changes ***


