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*** 1st Change ***

4.2.4.2
Requesting the update of the Session Management related policies
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Figure 4.2.4.2-1: Requesting the update of the Session Management related policies
When the SMF detects that one or more policy control request triggers are met, the SMF shall send a POST request to the PCF to update an Individual SM Policy resource. The {smPolicyId} in the URI identifies the Individual SM Policy resource to be updated. The SMF include SmPolicyUpdateContextData data structure in the payload body of the HTTP POST to request a update of representation of the "Individual SM Policy" resource. The SMF shall include the met policy control request trigger(s) within the "repPolicyCtrlReqTriggers" attribute and applicable updated value(s) in the corresponding attribute(s).

The SMF shall include (if available) in SmPolicyUpdateContextData data structure:

-
type of access within the "accessType" attribute;
-
type of the radio access technology within the "ratType" attribute;
-
the new allocated UE Ipv4 address within the "ipv4Address" attribute and/or the UE Ipv6 prefix within the "ipv6AddressPrefix" attribute;
-
the released UE Ipv4 address within the "ipv4Address" attribute and/or the UE Ipv6 prefix within the "relIpv6AddressPrefix" attribute;
-
the UE MAC address within the "ueMac" attribute;

-
the released UE MAC address within the "relUeMac" attribute;

-
the indication of UE supporting reflective QoS within the "refQosIndication" attribute;

-
access network charging identifier within the " accNetChIds" attribute;

-
3GPP PS data off status within the "3gppPsDataOffStatus" attribute;

-
the UE time zone information within the "ueTimeZone" attribute;
-
subscribed Session-AMBR within the "subsSessAmbr" attribute;
-
subscribed Default QoS Information within the "subsDefQos" attribute;
-
detected application information within the "appDetectionInfos" attribute;

-
accumulated usage reports within the "accuUsageReports" attribute;

-
reported presence reporting area information within the "praInfos" attribute;
-
the QoS flow usage required of the default QoS flow within the "qosFlowUsage" attribute;

-
indication whether the QoS targets of one or more SDFs are not guaranteed or guaranteed again within the "qncReports" attribute;

-
user location information within the "userLocationInfo" attribute; and

-
identifier of the serving network within the "servingNetwork" attribute.
In case of a successful update, "200 OK" response shall be returned. The PCF shall include in the "200 OK" response the representation of the updated policies within the SmPolicyDecision data structure. Detailed procedures related to the provisioning and enforcement of the policy decisions within the SmPolicyDecision data structure are contained in subclause 4.2.6.
If errors occur when processing the HTTP POST request, the PCF shall apply error handling procedures as specified in subclause 5.7.
If the PCF is, due to incomplete, erroneous or missing information (e.g. QoS,  RAT type, subscriber information) not able to provision a policy decision as response to the request for PCC rules by the SMF, the PCF may reject the request and include in an HTTP "400 Bad Request " response message the "cause" attribute of the ProblemDetails data structure set to "INITIAL_PARAMETERS". 

If the PCF receives the set of session information which is sent in the message originated due to a trigger being met is incoherent with the previous set of session information for the same session (E.g. trigger met was RAT changed, and the RAT notified is the same as before), the PCF may reject the request and include in an HTTP "400 Bad Request" response message the "cause" attribute of the ProblemDetails data structure set to "ERROR_TRIGGER_EVENT".
If the PCF detects that the packet filters in the request for new PCC rules received from the SMF is covered by the packet filters of outstanding PCC rules that the PCF is provisioning to the SMF, the PCF may reject the request and include in an HTTP "403 Forbidden" response message the "cause" attribute of the ProblemDetails data structure set to "ERROR_CONFLICTING_REQUEST". 
If the PCF does not accept one or more of the traffic mapping filters provided by the SMF in an HTTP POST request (e.g. because the PCF does not allow the UE to request enhanced QoS for services not known to the PCF), the PCF shall reject the request and include in an HTTP "403 Forbidden" response message the "cause" attribute of the ProblemDetails data structure set to "ERROR_TRAFFIC_MAPPING_INFO_REJECTED". 
If the SMF receives HTTP response with these codes, the SMF shall reject the PDU session modification that initiated the HTTP Request.
The PCF shall not combine a rejection with provisioning of PCC rule operations in the same HTTP response message.
*** 2nd Change ***

4.2.4.20
Notification about Service Data Flow QoS target enforcement
When the SMF gets the knowledge that for one or more QoS Flows:

-
the GBR QoS targets cannot be guaranteed; or

-
the GBR QoS targets can be guaranteed again;

the SMF shall inform the PCF that the GBR QoS targets cannot be guaranteed or guaranteed again for the PCC rules bound to the QoS flows. The SMF shall send an HTTP POST request to the PCF with an SmPolicyUpdateContextData data structure, including the "QOS_NOTIF" within "repPolicyCtrlReqTriggers" attribute and the "qncReports" attribute. In each QosNotifcationControlInfo data structure, the PCF shall include the indication that the GBR QoS targets cannot be guaranteed or the GBR QoS targets can be guaranteed again within the "notifType" attribute and affected PCC rule identifiers within the "refPccRuleIds" attribute.
If the affected PCC rule was provisioned with a content version, the SMF shall include the "contVers" attribute defined in the QosNotifcationControlInfo data structure for those corresponding PCC rules. The SMF may include more than one content version in the "contVers" attribute for the same PCC rule within the corresponding QosNotifcationControlInfo instance included in the "qncReports" attribute (e.g. the SMF has combined multiple PCC rule versions enforcement into one QoS flow operation).
When the PCF receives the HTTP POST request, it shall acknowledge the request by sending a "200 OK" response to the SMF and then notify the AF as defined in 3GPP TS 29.514 [17], subclause 4.2.5.4

*** End of Changes ***
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