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	Reason for change:
	[bookmark: OLE_LINK18]About the establishment of a mapped EPS security context during intersystem handover from N1 mode to S1 mode, TS 24.301 has below text in subclause 4.4.2.2:
"In order for the UE to derive a mapped EPS security context for an inter-system change from N1 mode to S1 mode in EMM-CONNECTED mode, the MME shall generate an ngKSI, create a nonceMME and generate the K'ASME using the created nonceMME as indicated in 3GPP TS 33.401 [19].
When the UE receives the command to perform handover to E-UTRAN from NG-RAN, the UE shall derive K'ASME, as indicated in 3GPP TS 33.401 [19], using the downlink NAS count generated by using the received sequence number in the N1 mode to S1 mode transparent container (see 3GPP TS 24.501 [54]). Furthermore, the UE shall associate the derived K'ASME with the received ngKSI and derive the EPS NAS keys from K'ASME."
The above yellow text is wrong as:
(1) The establishment of a mapped EPS security context during intersystem handover from N1 mode to S1 mode was specified in SA3 TS 33.501 subclause 8.3, not in TS 33.401 anymore. 
(2) It is AMF, not the MME, to create the mapped EPS security context.
(3) There is no ngKSI and nonceMME created during the establishment of a mapped EPS security context during intersystem handover from N1 mode to S1 mode.
(4) There is no ngKSI received by the UE included in the N1 mode to S1 mode NAS transparent container IE. The ngKSI was already stored at the UE as in 5G NAS security context.

Also, in TS 24.301 subclause 4.4.2.2, below EN remains. Actually about the establishment of a mapped EPS security context during intersystem handover from N1 mode to S1 mode, both network and UE behavior have already clearly and completely specified in TS 24.501 subclause 4.4.2.4 and aligned with SA3 security requirement. Hence, below EN can be removed from TS 24.301.

Considering:
(1) TS 24.301 subclause 4.4.2.2 covers all cases for the establishment of a mapped EPS security context during intersystem handover, including: A/Gb mode, Iu mode and N1 mode; 
(2) TS 24.501 subclause 4.4.2.4 has covered clear and complete description on the establishment of a mapped EPS security context during intersystem handover from N1 mode to S1 mode; and
(3) to avoid duplicated description on the same thing,
it would be better to just provide a general text under TS 24.301 subclause 4.4.2.2 for N1 mode and then details refer to TS 24.501 subclause 4.4.2.4.
"Editor's note [CR3100, WID 5GS_ph1-CT]:	Details of the mapped EPS security context for an inter-system change from N1 mode to S1 mode in EMM-CONNECTED mode will be added when all security requirements are defined by SA3."


	
	

	Summary of change:
	1. It proposes to remove the wrong text on the establishment of a mapped EPS security context during intersystem handover from N1 mode to S1 mode.
2. It proposes to remove a resolved EN and add a general text on the establishment of a mapped EPS security context during intersystem handover from N1 mode to S1 mode with a reference to TS 24.501 subclause 4.4.2.4.

Interoperability impact analysis:
No interoperability impact. 
In both the current version of TS 33.501 and TS 24.501, the network and UE behavour have completely and correctly specified for the establishment of a mapped EPS security context during intersystem handover from N1 mode to S1 mode. Hence, the both the network and UE behavior should follow the current version of TS 33.501 and TS 24.501, not the current version of TS 24.301. Hence, the removed wrong text will not cause any impact on the current network and UE implementation which compliant with the current version of TS 33.501 and TS 24.501. The new added general text just provides the reference to the current version of TS 24.501 subclause 4.4.2.4 without additional changes, hence it does not impact the current network and UE implementation which compliant with the current version of TS 33.501 and TS 24.501.


	
	

	Consequences if not approved:
	Wrong description on the establishment of a mapped EPS security context during intersystem handover from N1 mode to S1 mode, which is mis-aligned with TS 33.501 and TS 24.501.

An EN remains which was already resolved in TS 24.501.
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* * * First Change * * * *
[bookmark: _Toc533165073][bookmark: OLE_LINK7]4.4.2.2	Establishment of a mapped EPS security context during intersystem handover
In order for the UE to derive a mapped EPS security context for an inter-system change from A/Gb mode or Iu mode to S1 mode in EMM-CONNECTED mode, the MME shall generate a KSISGSN, create a nonceMME and generate the K'ASME using the created nonceMME as indicated in 3GPP TS 33.401 [19]. The MME shall include the selected NAS algorithms, nonceMME and generated KSISGSN (associated with the K'ASME) in the NAS security transparent container for handover to E-UTRAN. The MME shall derive the EPS NAS keys from K'ASME.
When the UE receives the command to perform handover to E-UTRAN, the UE shall derive K'ASME, as indicated in 3GPP TS 33.401 [19], using the nonceMME received in the NAS security transparent container. Furthermore, the UE shall associate the derived K'ASME with the received KSISGSN and derive the EPS NAS keys from K'ASME.
When the UE has a PDN connection for emergency bearer services and has no current UMTS security context, the MME shall set EIA0 and EEA0 as the selected NAS security algorithms in the NAS security transparent container for handover to E-UTRAN. The MME shall create a locally generated K'ASME. The MME shall set the KSI value of the associated security context to "000" and the type of security context flag to "mapped security context" in the NAS security transparent container for handover to E-UTRAN.
When the UE receives the command to perform handover to E-UTRAN and has a PDN connection for emergency bearer services, if EIA0 and EEA0 as the selected NAS security algorithms are included in the NAS security transparent container for handover to E-UTRAN, the UE shall create a locally generated K'ASME. The UE shall set the KSI value of the associated security context to the KSI value received.
If the inter-system change from A/Gb mode or Iu mode to S1 mode in EMM-CONNECTED mode is not completed successfully, the MME and the UE shall delete the new mapped EPS security context.
The establishment of a mapped EPS security context during inter-system change from N1 mode to S1 mode in EMM-CONNECTED mode is specified in 3GPP TS 24.501 [54] subclause 4.4.2.4.
In order for the UE to derive a mapped EPS security context for an inter-system change from N1 mode to S1 mode in EMM-CONNECTED mode, the MME shall generate an ngKSI, create a nonceMME and generate the K'ASME using the created nonceMME as indicated in 3GPP TS 33.401 [19].
When the UE receives the command to perform handover to E-UTRAN from NG-RAN, the UE shall derive K'ASME, as indicated in 3GPP TS 33.401 [19], using the downlink NAS count generated by using the received sequence number in the N1 mode to S1 mode transparent container (see 3GPP TS 24.501 [54]). Furthermore, the UE shall associate the derived K'ASME with the received ngKSI and derive the EPS NAS keys from K'ASME.
Editor's note [CR3100, WID 5GS_ph1-CT]:	Details of the mapped EPS security context for an inter-system change from N1 mode to S1 mode in EMM-CONNECTED mode will be added when all security requirements are defined by SA3.
* * * End of Change * * * *
