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*** 1st Change ***

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

AF
Application Function

API
Application Programming Interface
CHF
Charging Function
DNN
Data Network Name

GFBR
Guaranteed Flow Bit Rate
HTTP
Hypertext Transfer Protocol

NEF
Network Exposure Function

NF
Network Function

PCC
Policy and Charging Control

PCF
Policy Control Function

QoS
Quality of Service

SDF
Service Data Flow

SMF
Session Management Function

S-NSSAI
Single Network Slice Selection Assistance Information
UDR
Unified Data Repository

UE
User Equipment
*** 2nd Change ***

4.1.3.1
Policy Control Function (PCF)

The PCF is responsible for policy control decisions and flow based charging control functionalities. The PCF provides the following:

-
policies for application and service data flow detection, gating, QoS, flow based charging, traffic steering control, usage monitoring control, access network information report and RAN support information to the SMF.

The policy decisions made by the PCF may be based on one or more of the following:

-
Information obtained from the AF, e.g. the session, media and subscriber related information;

-
Information obtained from the UDR; 

-
Information obtained from the AMF, e.g. UE related and access related information;

-
Information obtained from the SMF;

-
Information obtained from the NWDAF;

-
Information obtained from the NEF;

-
Information obtained from another PCF in the roaming scenario;

-
information from CHF; and

-
PCF pre-configured policy context.
*** 3rd Change ***

4.1.3.2
NF Service Consumers

The SMF is responsible for the enforcement of session management related policy decisions from the PCF, related to service flow detection, QoS, charging, gating, traffic usage reporting and traffic steering
The SMF shall support:

-
sending the PDU session related attributes to the PCF;

-
requesting and receiving the PCC rule(s) from the PCF;

-
binding of service data flows to QoS flow as defined in 3GPP TS 29.513 [7];

-
deriving rule(s) from the PCC rule(s) and then providing those rules to the user plane function  or remove the rule(s) from the user plane as defined in 3GPP TS 29.244 [13];

-
deriving the QoS rules towards the UE;

-
deriving the QoS profile towards the access network;

-
handling the policy control request trigger; and

-
handling the PDU session related policy information.

NOTE:
SMF functionality related to event exposure is defined in 3GPP TS 29.508 [12].
*** 4th Change ***

4.1.4.2.1
PCC rules definition
A PCC rule is a set of information elements enabling the detection of a service data flow and providing parameters for policy control and/or charging control.There are two different types of PCC rules as defined in 3GPP TS 23.503 [6]:

-
Dynamic PCC rules. PCC rules that are dynamically provisioned by the PCF to the SMF. These PCC rules may be either predefined or dynamically generated in the PCF. Dynamic PCC rules can be installed, modified and removed at any time.

-
Predefined PCC rules. PCC rules that are preconfigured in the SMF. Predefined PCC rules can be activated or deactivated by the PCF at any time. Predefined PCC rules within the PCF may be grouped allowing the PCF to dynamically activate a set of PCC rules.

A PCC rule consists of:
Table 4.1.4.2.1-1: PCC rule information elements

	Information name
	Description
	Category

	Rule identifier
	Uniquely identifies the PCC rule, within a PDU Session.

It is used between PCF and SMF for referencing PCC rules.
	Mandatory

	
	Service data flow detection
	

	 Precedence
	Determines the order, in which the service data flow templates are applied at service data flow detection, enforcement and charging.
	Mandatory

	Service Data Flow Template
	For IP PDU traffic: Either a list of service data flow filters or an application identifier that references the corresponding application detection filter for the detection of the service data flow.

For Ethernet PDU traffic: Combination of traffic patterns of the Ethernet PDU traffic.
	Mandatory

	Mute for notification
	Defines whether application's start or stop notification is to be muted.
	Optional

	
	Charging
	

	Charging key
	The charging system (CHF) uses the charging key to determine the tariff to apply to the service data flow.
	Optional

	Service identifier
	The identity of the service or service component the service data flow in a rule relates to.
	Optional

	Sponsor Identifier
	An identifier, provided from the AF, which identifies the Sponsor, used for sponsored flows to correlate measurements from different users for accounting purposes.
	Optional

	Application Service Provider Identifier
	An identifier, provided from the AF, which identifies the Application Service Provider, used for sponsored flows to correlate measurements from different users for accounting purposes.
	Optional

	Charging method
	Indicates the required charging method for the PCC rule.

Values: online, offline or neither.
	Optional

	Measurement method
	Indicates whether the service data flow data volume, duration, combined volume/duration or event shall be measured.

This is applicable to reporting, if the charging method is online or offline.

Note: Event based charging is only applicable to predefined PCC rules and PCC rules used for application detection filter (i.e. with an application identifier).
	Optional

	Application Function Record Information
	An identifier, provided from the AF, correlating the measurement for the Charging key/Service identifier values in this PCC rule with application level reports.
	Optional

	Service identifier level reporting
	Indicates that separate usage reports shall be generated for this Service identifier.

Values: mandated or not required.
	Optional

	
	Policy control
	

	5QI
	Identifier for the authorized QoS parameters for the service data flow.
	Conditional

	ARP
	The Allocation and Retention Priority for the service data flow consisting of the priority level, the pre-emption capability and the pre-emption vulnerability
	Conditional

	Gate status
	The gate status indicates whether the service data flow, detected by the service data flow template, may pass (Gate is open) or shall be discarded (Gate is closed).
	Optional

	QoS Notification Control (QNC)
	Indicates whether notifications are requested from 3GPP RAN when the GFBR can no longer (or again) be fulfilled for a QoS Flow during the lifetime of the QoS Flow.
	Optional

	Reflective QoS Control 
	Indicates to apply reflective QoS for the SDF.
	Optional

	MBR (UL/DL)
	The uplink/downlink maximum bitrate authorized for the service data flow.
	Optional

	GBR (UL/DL)
	The uplink/downlink guaranteed bitrate authorized for the service data flow.
	Optional

	UL sharing indication
	Indicates resource sharing in uplink direction with service data flows having the same value in their PCC rule.
	Optional

	DL sharing indication
	Indicates resource sharing in downlink direction with service data flows having the same value in their PCC rule.
	Optional

	Redirect
	Redirect state of the service data flow (enabled/disabled).
	Optional

	Redirect Destination
	Controlled Address to which the service data flow is redirected when redirect is enabled.
	Optional

	Bind to default QoS Flow
	Indicates that the dynamic PCC rule shall always have its binding with the default QoS Flow.
	Optional

	Priority Level
	Indicates a priority in scheduling resources among QoS Flows.
	Optional

	Averaging Window 
	Represents the duration over which the guaranteed and maximum bitrate shall be calculated. 
	Optional

	Maximum Data Burst Volume
	Denotes the largest amount of data that is required to be transferred within a period of 5G-AN PDB. 
	Optional

	
	Access Network Information Reporting
	

	User Location Required
	The serving cell of the UE is to be reported. When the corresponding QoS flow is deactivated, and if available, information on when the UE was last known to be in that location is also to be reported.
	Optional

	UE Timezone Required
	The time zone of the UE is to be reported.
	Optional

	
	Usage Monitoring Control
	

	Monitoring key
	The PCF uses the monitoring key to group services that share a common allowed usage.
	Optional

	Indication of exclusion from session level monitoring
	Indicates that the service data flow shall be excluded from PDU Session usage monitoring.
	Optional

	
	Traffic Steering Enforcement Control
	

	Traffic steering policy identifier(s)
	Reference to a pre-configured traffic steering policy at the SMF.
	Optional

	Data Network Access Identifier
	Identifier of the target Data Network Access.
	Optional

	Data Network Access Change report
	Indicates whether a notification in case of change of DNAI at addition/change/removal of the UPF is requested, as well as the destination(s) for where to provide the notification. The notification information includes the target DNAI and an indication of early and/or late notification.
	Optional

	
	RAN support information
	

	UL Maximum Packet Loss Rate

	The maximum rate for lost packets that can be tolerated in the uplink direction for the service data flow.
	Optional

	DL Maximum Packet Loss Rate
	The maximum rate for lost packets that can be tolerated in the downlink direction for the service data flow.
	Optional


The above information is organized into a set of decision data objects as defined in subclause 4.1.4.4. The exact encoding of PCC rules is defined in subclause 5.6.2.6.

*** 5th Change ***

4.2.2.4
Provisioning of revalidation time
The PCF may within the SmPolicyDecision data structure provide the revalidation time within the "revalidationTime" attribute and the RE_TIMEOUT policy control request trigger within the "policyCtrlReqTriggers" attribute to instruct the SMF to trigger a PCF interaction to request PCC rule from the PCF.

The SMF shall start the timer based on the revalidation time and shall send the PCC rule request before the indicated revalidation time.
*** 6th Change ***

4.2.4.2
Requesting the update of the Session Management related policies
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Figure 4.2.4.2-1: Requesting the update of the Session Management related policies
When the SMF detects that one or more policy control request triggers are met, the SMF shall send a POST request to the PCF to update an Individual SM Policy resource. The {smPolicyId} in the URI identifies the Individual SM Policy resource to be updated. The SMF include SmPolicyUpdateContextData data structure in the payload body of the HTTP POST to request an update of representation of the "Individual SM Policy" resource. The SMF shall include the met policy control request trigger(s) within the "repPolicyCtrlReqTriggers" attribute and applicable updated value(s) in the corresponding attribute(s).

The SMF shall include (if available) in SmPolicyUpdateContextData data structure:

-
type of access within the "accessType" attribute;
-
type of the radio access technology within the "ratType" attribute;
-
the new allocated UE Ipv4 address within the "ipv4Address" attribute and/or the UE Ipv6 prefix within the "ipv6AddressPrefix" attribute;
-
the released UE Ipv4 address within the "ipv4Address" attribute and/or the UE Ipv6 prefix within the "relIpv6AddressPrefix" attribute;
-
the UE MAC address within the "ueMac" attribute;

-
the released UE MAC address within the "relUeMac" attribute;

-
the indication of UE supporting reflective QoS within the "refQosIndication" attribute;

-
access network charging identifier within the " accNetChIds" attribute;

-
3GPP PS data off status within the "3gppPsDataOffStatus" attribute;

-
the UE time zone information within the "ueTimeZone" attribute;
-
subscribed Session-AMBR within the "subsSessAmbr" attribute;
-
subscribed Default QoS Information within the "subsDefQos" attribute;
-
detected application information within the "appDetectionInfos" attribute;

-
accumulated usage reports within the "accuUsageReports" attribute;

-
reported presence reporting area information within the "praInfos" attribute;
-
user location information within the "userLocationInfo" attribute; and

-
identifier of the serving network within the "servingNetwork" attribute.
In case of a successful update, "200 OK" response shall be returned. The PCF shall include in the "200 OK" response the representation of the updated policies within the SmPolicyDecision data structure. Detailed procedures related to the provisioning and enforcement of the policy decisions within the SmPolicyDecision data structure are contained in subclause 4.2.6.
If errors occur when processing the HTTP POST request, the PCF shall apply error handling procedures as specified in subclause 5.7.
If the PCF is, due to incomplete, erroneous or missing information (e.g. QoS,  RAT type, subscriber information) not able to provision a policy decision as response to the request for PCC rules by the SMF, the PCF may reject the request and include in an HTTP "400 Bad Request " response message the "cause" attribute of the ProblemDetails data structure set to "ERROR_INITIAL_PARAMETERS". 

If the PCF receives the set of session information which is sent in the message originated due to a trigger being met is incoherent with the previous set of session information for the same session (E.g. trigger met was RAT changed, and the RAT notified is the same as before), the PCF may reject the request and include in an HTTP "400 Bad Request" response message the "cause" attribute of the ProblemDetails data structure set to "ERROR_TRIGGER_EVENT".
If the PCF detects that the packet filters in the request for new PCC rules received from the SMF is covered by the packet filters of outstanding PCC rules that the PCF is provisioning to the SMF, the PCF may reject the request and include in an HTTP "403 Forbidden" response message the "cause" attribute of the ProblemDetails data structure set to "ERROR_CONFLICTING_REQUEST". 
If the PCF does not accept one or more of the traffic mapping filters provided by the SMF in an HTTP POST request (e.g. because the PCF does not allow the UE to request enhanced QoS for services not known to the PCF), the PCF shall reject the request and include in an HTTP "403 Forbidden" response message the "cause" attribute of the ProblemDetails data structure set to "TRAFFIC_MAPPING_INFO_REJECTED". 
If the SMF receives HTTP response with these codes, the SMF shall reject the PDU session modification that initiated the HTTP Request.
The PCF shall not combine a rejection with provisioning of PCC rule operations in the same HTTP response message.

*** 7th Change ***

4.2.4.3
Request the policy based on revalidation time
If the timer for the policy revalidation is started, the SMF shall send the PCC rule request before the indicated revalidation time. The SMF shall within the SmPolicyUpdateContextData data structure include RE_TIMEOUT within the "repPolicyCtrlReqTriggers" attribute. The SMF shall stop the timer once the SMF sends the request.

NOTE 1:
The PCF is expected to be prepared to provide a new policy, as desired for the revalidation time, during a preconfigured period before the revalidation time. The preconfigured periods in the SMF and PCF need to be aligned.

The PCF may provide a new value of revalidation time by including "revalidationTime" attribute within the SmPolicyDecision in the response. The PCF may disable the revalidation function by removing the RE_TIMEOUT policy control request trigger in the response.
When the SMF receives the response message, the SMF shall start the timer for revalidation based on the new value or existing value of revalidation time if the revalidation function is not disabled; otherwise, the SMF shall not start the timer for revalidation.

NOTE 2:
By removing the RE_TIMEOUT the revalidation time value previously provided to the SMF is not applicable anymore.

*** 8th Change ***

4.2.6.1
General
Policy Decisions are provided from the PCF to the NF service consumer (SMF) as part of the following service operations:

-
The Npcf_SMPolicyControl_Create Service Operation described in subclause 4.2.2;

-
The SM Policy Association Notification request as part of the Npcf_SMPolicyControl_UpdateNotify Service Operation as described in subclause 4.2.3.2; and

-
the Npcf_SMPolicyControl_Update service operation as described in subclause 4.2.4

Policy decisions shall be encoded within the SmPolicyDecision data structure defined in subclause 5.6.2.4

Policy decisions may include:

-
Session Rules as described in subclause 4.1.4.3 encoded within the "sessRules" attribute;

-
PCC Rules as described in subclause 4.1.4.2 encoded within the "pccRules" attribute;

-
QoS decisions as described in subclause 4.1.4.4.3 that can be referenced from PCC rules and session rules encoded within the "qosDescs" attribute

-
charging decisions as described in subclause 4.1.4.4.4 that can be referenced from PCC rules encoded within the "ChgDescs" attribute

-
Traffic control decisions as described in subclause 4.1.4.4.2 that can be referenced from PCC rules encoded within the "traffContDescs" attribute

-
Usage monitoring control decisions as described in subclause 4.1.4.4.5 that can be referenced from PCC rules and session rules encoded within the "umDescs" attribute

-
Conditions that can be referenced from PCC rules and session rules encoded within the "conds" attribute

-
A reflective QoS timer

-
Policy control request triggers

-
Last requested rule data

-
Last requested usage data

For the Npcf_SMPolicyControl_Create Service Operation, the SmPolicyDecision data structure shall contain a full description of all of policies decisions provided by the PCF for the policy association.

The SM Policy Association Notification request and for the Npcf_SMPolicyControl_Update service operation, the SmPolicyDecision data structure shall contain a description of changes of the policies decisions with respect to the last provided previous policy decision for the corresponding policy association.

If no other rules are defined for specific data types within the SmPolicyDecision data structure, the encoding of changes of the policies decisions in the SmPolicyDecision data structure shall follow the following principles:

1)
To modify an attribute with a value of type map (e.g. the "sessRules" attribute, the "pccRules" attribute, the "qosDescs" attribute, the "traffContDescs" attribute, the "umDescs" attribute, and the "conds" attribute) the attribute shall be provided with a value containing a map with entries according to the following principles:

-
A new entry shall be added by supplying a new identifier (e.g. rule / decision identifier) as key and the corresponding structured data type instance (e.g. PCC rule) with complete contents as value as an entry within the map.

-
An existing entry shall be modified by supplying the existing identifier as key and the corresponding structured data type instance, which shall describe the modifications following bullets 1 to 6, as value as an entry within the map. 

-
An existing entry shall be deleted by supplying the existing identifier as key and "NULL" as value as an entry within the map.

-
For an unmodified entry, no entry needs to be provided within the map.

2)
To modify an attribute with a structured data type instance as value, the attribute shall be provided with a value containing a structured data type instance with entries according to bullets 1 to 6.

3)
To modify an attribute with another type than map or structured data type as value, the attribute shall be provided with a complete representation of its value that shall replace the previous value.

4)
To create an attribute of any type, the attribute shall be provided with a complete representation of its value. 

5)
To delete an attribute of any type, the attribute shall be provided with NULL as value.

NOTE 1:
Attributes that are allowed to be deleted need to be marked as "nullable" within the OpenAPI file in Annex A.

6)
Attributes that are not added, modified, or deleted do not need to be provided.

NOTE 2:
In related data structures no attribute can be marked as mandatory.
*** 9th Change ***

4.2.6.2.1
Overview

The PCF may perform an operation on a single PCC rule or a group of PCC rules. The impacted rules shall be included in the "pccRules" map attribute within the SMPolicyDecision data structure with the "pccRuleId" as a key. For activating, installing or modifying a PCC rule, the corresponding PccRule data instance shall be provided as the map entry value. For deactivating or removing a PCC rule, the map entry value shall be set to NULL.
NOTE 1:
When deactivating a predefined PCC rule that is activated in more than one QoS flow, the predefined PCC rule is deactivated simultaneously in all the QoS flow where it was previously activated.

In order to install a new PCF-provisioned PCC rule, the PCF shall further set other attributes within the PccRule data structure as follows:

-
it shall include the precedence within the "precedence" attribute;

-
it shall include the flow information within the "flowInfos" attribute(s) or application identifier within the "appId" attribute;

-
it may include one reference to the QoSData data structure within the "refQosData" attribute. In this case, a "qosDecs" attributes containing the corresponding QoS data policy decisions shall be included in the SmPolicyDecision data structure if it has been provided;

-
it shall include one reference to the TrafficControlData data structure within the "refTcData" attribute. In this case, a "traffContDecs" attribute containing the corresponding Traffic Control data policy decision shall be included in the SmPolicyDecision data structure if it has been provided;

-
it may include one reference to the ChargingData data structure within the "refChgData" attribute. In this case, a "chgDecs" attribute containing the corresponding Charging Data policy decisions shall be included in SmPolicyDecision data structure if it has been provided;

-
it may include one reference to the UsageMonitoringData data boolean within the "refUmData" attribute. In this case, a "umDecs" attribute containing the corresponding Usage Monitoring data policy decision shall be included in the SmPolicyDecision data structure if it has been provided; and

-
it may include one reference to the ConditionData data type within the "refCondData" attribute. In this case, a "conds" attributes containing the corresponding Condition Data shall be included in the SmPolicyDecision data structure if it has been provided;

In order to modify an existing PCF-provisioned PCC rule, the PCF shall further set other attributes within the PccRule data structure as follows:

-
If the PCF needs to modify the attribute(s) within a PCC rule, the PCF shall include the modified attributes(s) with the new value(s) within the PccRule data instance. Previously supplied attributes not supplied in the modified PCC rule instance shall remain valid.
-
If the PCF only needs to modify the content of referenced policy decision data (e.g. QoSData, ChargingData, etc.) and/or condition data for one or more PCC rules, the PCF shall, within the SmPolicyDecision data structure, include the corresponding policy decision data and/or condition data within the corresponding map attributes (e.g. include the QoS data decision within the"qosDecs" attribute). 
The PCF may combine multiple of the above PCC rule operations in a single message.
*** 10th Change ***

4.2.6.2.6.2
Steering the traffic to a local access of the data network
The PCF shall determine if the ongoing PDU Session is impacted by the routing of traffic to a local access to a data network as follows. 

-
If the AF request includes individual IP address/ prefix allocated or user identifier to an UE, the PCF shall store the received traffic routing information and shall perform the session binding as defined in subclause 6.2 of 3GPP TS 29.513 [7] to determine the impacted PDU session;
-
Otherwise, the PCF fetches the traffic routing data information from the UDR as defined in 3GPP TS 29.519 [12] applicable for any UE or Internal Group Id if received in the SMF request.

Then the PCF authorizes the request for influencing SMF routing decisions. For impacted PDU Session that corresponds to the AF request, the PCF shall determine the PCC rules that are generated based on the AF request as follows:

· When the request is for influencing SMF routing decisions, based on the traffic routing information, operator's policy, etc. and determines the traffic steering policy. The traffic steering policy indicates the list of suitable traffic steering policy IDs configured in SMF and if the N6 routing information associated to the application is explicitly provided by the AF, the N6 routing information. The traffic steering policy IDs are related to the mechanism enabling traffic steering to the DN. The PCF shall within the PccRule data instance(s) include the information to identify the traffic within the "flowInfos" attribute or "appId" attribute, and within the Traffic Control Data data decision which the PCC rule refers to include a list of locations which the traffic shall be routed to in the "routeToLocs" attribute. Within each RouteToLocation instance, the PCF shall include a DNAI in the "dnai" attribute to indicate the location of the application towards which the traffic routing is applied and either a traffic steering policy identifier in the "routeProfId" attribute, or the explicit routing information in the "routeInfo" attribute.
· For impacted PDU Session that corresponds to the AF request, the PCF shall provide the SMF with PCC rules that are generated based on the AF request. In order to do so, the PCF shall within the PccRule data instance(s) include the information to identify the traffic within the "flowInfos" attribute or "appId" attribute, and/or within the Traffic Control Data data decision which the PCC rule refers to include the DNAI change report information within the "dnaiReport" attribute, and/or the information about the DNAI(s) towards which the traffic routing should apply within the "dnais" attribute, and/or a list of traffic steering policy IDs within the "trafficSteeringPolIdDl"  attribute and/or "trafficSteeringPolIdUl" attribute. Within the "dnaiReport" attribute, the PCF shall include the "dnaiChgType" attribute to true to indicate the notification on AF subscription (type of notifications) and the notification address within the "notificationUri" attribute. The PCF may provide the PCC rule as defined in subclause 4.2.6.2.1. 

· If the AF request includes an indication indicating that application relocation is not possible, the PCF shall within the PccRule data instance(s) include the information to identify the traffic within the "flowInfos" attribute or "appId" attribute and the "appReloc" attribute set to true.

The PCF shall provide the PCC rule(s) as defined in subclause 4.2.6.2.1.
If the temporal validity condition is received, the PCF shall evaluate the temporal validity condition of the AF request and informs the SMF to install or remove the corresponding PCC rules according to the evaluation result. When policies specific to the PDU Session and policies general to multiple PDU Sessions exist, the PCF gives precedence to the PDU Session specific policies over the general policies.
If the spatial validity condition is received, the PCF considers the latest known UE location to determine the PCC rules provided to the SMF. In order to do that, the PCF shall request the SMF to report the notifications about change of UE location in an area of interest (i.e. Presence Reporting Area) as defined in subclause 4.2.2.13 or 4.2.3.19. The subscribed area of interest may be the same as spatial validity condition, or may be a subset of the spatial validity condition (e.g. a list of TAs) based on the latest known UE location. When the SMF detects that UE entered the area of interest subscribed by the PCF, the SMF notifies the PCF and the PCF provides to the SMF the PCC rules described above. When the SMF becomes aware that the UE left the area subscribed by the PCF, the SMF notifies the PCF and the PCF may remove or provide updated PCC rules to the SMF.
When the PCC rules are installed, the SMF may, based on local policies, take the information in the PCC rules into account to:

-
(re)select UPF(s) for PDU Sessions.

-
activate mechanisms for traffic multi-homing or enforcement of an UL Classifier (UL CL). 

-
Inform the AF of the (re)selection of the UP path (change of DNAI).
*** 11th Change ***

4.2.6.2.8
PCC rule for resource sharing

If the ResShare feature is supported by both the SMF and PCF as described in subclause 5.8, the PCF may indicate that the SMF should commonly reserve resources for a set of PCC rules. The SMF shall then, for PCC rules bound to the same QoS flow and the same sharing key value , use the highest GBR value among those PCC rules as input for calculating the common GBR value when reserving QoS flow resources. The GBR value for each direction shall be considered separately, so that the uplink and downlink GBR values may originate from different PCC rules.

The SMF may based on internal logic use the highest MBR value among the provided PCC rules indicated to share resources, when determining the MBR for the QoS flow. Each individual PCC rule is still subject to data rate policing based on its own MBR values.

The PCF shall provide the "sharingKeyDl" attribute and/or "sharingKeyUl" attribute within the QosData data structure which the PCC rules refers to in order to indicate that the related PCC rule may share resources with other PCC rules bound to the same QoS flow.

The SMF shall apply resource sharing if at least two PCC rules bound to the same QoS flow share the same value in the "sharingKeyDl" attribute and/or "sharingKeyUl" attribute.

When modifying the value of "sharingKeyDl" attribute and/or "sharingKeyUl" attribute of the QosData data structure, which a PCC rule refers to for the PCC rule that is subject to resource sharing the SMF may adjust the resource sharing of the remaining PCC rules.

NOTE 1:
A PCC rule that is deleted is also removed from the resource sharing, while the remaining PCC rules continue their sharing relationship.

NOTE 2:
The state of resource sharing ends when less than two of the PCC rules in the set remains.

*** 12th Change ***

4.2.6.2.12.1
General
The provision of PCC Rules corresponding to both MPS and non-MPS service shall be performed as described in subclause 4.2.6.2.1 "Provisioning of PCC rules".

When the PCF derives PCC Rules corresponding to MPS service, the ARP and 5QI shall be set as appropriate for the prioritized service, e.g. an IMS Multimedia Priority Service. The PCF may authorize a standardized 5QI or a standardized 5QI with a specific 5QI priority level as defined in subclause 4.2.6.5.2. The PCF may also authorize a non-standardized 5QI with explicitly signalled QoS characteristics as defined in subclause 4.2.6.5.3.

When the PCF derives PCC Rules corresponding to non-MPS service, the PCF shall generate the PCC Rules as per normal procedures. At the time the Priority PDU connectivity services is invoked (i.e. Indication for support of priority PDU connectivity service and MPS Priority Level are set), the PCF shall upgrade the ARP and/or change 5QI for the PCC Rules to appropriate values as needed for MPS. The PCF shall change the ARP and/or 5QI (also associated QoS characteristics if applicable) modified for the priority PDU connectivity service to an appropriate value according to PCF decision.

When the PCF receives an HTTP POST message as defined in subsclause 4.2.2.1, the PCF shall check whether any of these parameters is stored in the UDR: indication for support of priority PDU connectivity service, MPS Priority Level and/or indication ofsupport. The PCF shall derive the applicable PCC rules and default QoS flow QoS based on that information. If the indication of IMS priority service support is set and the "dnn" attribute corresponds to a DNN dedicated for IMS, the PCF shall assign an ARP corresponding to MPS for the default QoS flow and for the PCC Rules corresponding to the IMS signalling QoS flow. If the "dnn" does not correspond to a DNN dedicated for IMS, the ARP shall be derived without considering IMS Signalling Priority.

NOTE 1:
Subscription data for MPS is provided to PCF through the Nudr service.

Once the PCF receives a notification of a change in Priority PDU connectivity services support, MPS Priority Level and/or IMS priority service support from the UDR, the PCF shall make the corresponding policy decisions (i.e. ARP and/or 5QI (also associated QoS characteristics if applicable) change) and, if applicable, shall initiate an HPPT POST message as defined in subclause 4.2.3.2 to provision the modified data.
NOTE 2:
The details associated with the UDR service are specified in 3GPP TS 29.519 [15].
NOTE 3:
The MPS Priority Level is one among other input data such as operator policy for the PCF to set the ARP.

Whenever one or more AF sessions of an MPS service are active within the same PDU session, the PCF shall ensure that the ARP priority level of the default QoS flow is at least as high as the highest ARP priority level used by any authorized PCC rules belonging to an MPS service. If the ARP pre-emption capability is enabled for any of the authorized PCC rules belonging to an MPS service, the PCF shall also enable the ARP pre-emption capability for the default QoS Flow.

NOTE 4:
This ensures that services using dedicated QoS flows are not terminated because of a default QoS flow with a lower ARP priority level or disabled ARP pre-emption capability being dropped during mobility events.

NOTE 5:
This PCF capability does not cover interactions with services other than MPS services.

*** 13th Change ***

4.2.6.2.12.3
Invocation/Revocation of IMS Multimedia Priority Services

If the PCF receives service information including an MPS session indication and the service priority level from the P-CSCF or at reception of the indication that IMS priority service is active for the PDU session, the PCF shall under consideration of the requirements described in subclause 4.2.6.2.12.1:

-
set the ARP of the default QoS flow as appropriate for the prioritized service;

-
if required, set the ARP and 5QI (also associated QoS characteristics if applicable) of all PCC rules assigned to the IMS signalling Qos flow as appropriate for IMS Multimedia Priority Services;

-
derive the PCC Rules corresponding to the IMS Multimedia Priority Service and set the ARP of these PCC Rules based on the information received over N7/Rx.

If the PCF detects that the P-CSCF released all the MPS session and the IMS priority service has been deactivated for the PDU session the PCF shall under consideration of the requirements described in clause 4.2.6.2.12.1:

-
delete the PCC Rules corresponding to the IMS Multimedia Priority Service;

-
set the ARP of the default QoS flow as appropriate for the IMS Multimedia Priority set to inactive;
-

replace the ARP of all PCC Rules assigned to the IMS signalling QoS flow as appropriate when the IMS Multimedia Priority is inactive.

*** 14th Change ***

4.2.6.5.1
Request of Access Network Charging Identifier
When the Access Network Charging Identifier is unknown for an AF session to the PCF, the PCF may request the SMF to provide the Access Network Charging Identifier associated to the dynamic PCC rules. To do so, the PCF shall within SmPolicyDecision data structure provide the "policyCtrlReqTriggers" attribute with the value "AN_CH_COR" if the policy control request trigger is not previously set and the "lastReqRuleData" attribute. For the RequestedRuleData instance, the PCF shall include the CH_ID within the "reqData" attribute and reference of the PCC rule wthin the "refPccRuleIds" attribute.

The PCF shall interpret that the Access Network Charging Identifier is known when the PCF receives an "accNetChId" attribute with the "sessionChScope" attribute included and set to true.

*** End of Changes ***

1. POST …/sm-policies/{smPolicyId}/modify
2. "200 OK"
SMF
PCF



1. POST …/sm-policies/{smPolicyId}/update
2. 200 OK
SMF
PCF



