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*** 1st Change ***

4.2.6.5.3
Provisioning of the Usage Monitoring Control Policy

The PCF may indicate the need to apply monitoring control for the accumulated usage of network resources on a PDU session basis. Usage is defined as volume or time of user plane traffic. Monitoring for traffic volume and traffic time can be performed in parallel. The data collection for usage monitoring control shall be performed per monitoring key, which may apply for a single service data flow, a set of service data flows or for all the traffic in a PDU session. If the usage monitoring of a PDU session level is enabled, the PCF may request the SMF to exclude a single service data flow or a set of service data flows from the usage monitoring of PDU session level.
During the PDU session establishment, the PCF may receive information about total allowed usage per DNN and UE from the UDR, i.e. the overall amount of allowed traffic volume and/or time of usage that are to be monitored per DNN and UE and/or total allowed usage for Monitoring key(s) per DNN and UE.
NOTE:
It depends on the implementation of UDR to provide the total allowed usage per DNN and UE to different PCFs if the different PCFs are serving the PDU sessions with same value of DNN and UE.

If the SMF supports the UMC feature, the PCF may request usage monitoring control for the PDU session. If at this time, the PCF has not provided "US_RE" policy control request trigger to the SMF, the PCF shall include the "policyCtrlReqTriggers" attribute with the value "US_RE" and provide it to the SMF as defined in subclause 4.2.6.4. The PCF shall not remove the "US_RE" policy control request trigger while usage monitoring is still active in the SMF.
At PDU session establishment and modification, the PCF may provide the applicable thresholds, volume threshold, time threshold or both volume threshold and time threshold, for each usage monitoring control instance to the SMF. To provide the initial threshold for each usage monitoring control instance, the PCF shall include the threshold(s) within the "umDecs" attribute within the SmPolicyDecision data structure.
Threshold levels, monitoring time if applicable and inactive time if application for each usage monitoring control instance may be provisioned within an entry of the "umDecs" attribute as follows: 

-
the total volume threshold within the "volumeThreshold" attribute if applicable;

-
the uplink volume threshold within the "volumeThresholdUplink" attribute if applicable; 

-
the downlink volume threshold within the "volumeThresholdDownlink" attribute if applicable;
-
the time threshold whithin the "timeThreshold" attribute if applicable;

.
the total volume threshold after the monitoring time within the "nextVolThreshold" attribute if applicable;

-
the uplink volume threshold after the monitoring time whithin the "nextVolThresholdUplink" attribute if applicable; 

-
the downlink volume threshold after the monitoring time whithin the "nextVolThresholdDownlink" attribute if applicable;
-
the time threshold after the monitoring time whithin the "nextTimeThreshold" attribute if applicable;

-
the monitoring time within the "monitoringTime" attribute if applicable;

-
the inactive time within the "inactivityTime " attribute if applicable.

If the usage monitoring control instance applies to the PDU session level, the PCF shall include the reference to the Usage Monitoring Data decision within the "refUmData" attribute of a session rule.

If the usage monitoring control instance applies to a service data flow or a group of service data flows, the PCF shall include the reference to the Usage Monitoring Data decision within the "refUmData" attribute of one or more PCC rule.

The PCF may provide one usage monitoring control instance applicable at PDU session level and one or more usage monitoring instances applicable at PCC Rule level. 
If the PDU session level usage monitoring is enabled and if the service data flow(s) need to be excluded from PDU session level usage monitoring, the PCF shall include the corresponding PCC rule identifier(s) within the "exUsagePccRuleIds" attribute of the UsageMonitoringData instance of PDU session level usage monitoring. If the exclusion is enabled, the PCF may disable the exclusion again for the service data flow(s) by removing the corresponding PCC rule identifier from "exUsagePccRuleIds" attribute.
If the PCF wishes to modify the threshold level for one or more monitoring keys, the PCF shall provide the thresholds for all the different levels applicable to the corresponding usage monitoring control instance.
When the SMF receives the usage monitoring control request above from the PCF, the SMF shall initiate the PFCP Session Establishment Request as defined in subclause 7.5.2 or PFCP Session Modification Request as defined in subclause 7.5.4 of 3GPP TS 29.244 [13] to request the UPF to perform the usage monitoring control.

When usage monitoring is enabled, the PCF may request the SMF to report accumulated usage for one or more enabled usage monitoring control instance regardless if a usage threshold has been reached.  In order do so, the PCF shall include the "lastReqUsageData" attribute to contain one more reference(s) to usage monitoring data decision(s) within the "refUmIds" attribute or contain the "allUmIds" set to true.
*** 2nd Change ***

5.6.2.6
Type PccRule

Table 5.6.2.6-1: Definition of type PccRule
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	flowInfos
	array(FlowInformation)
	C
	1..N
	An array of IP flow packet filter information.
	

	appId
	string
	C
	0..1
	A reference to the application detection filter configured at the UPF.
	

	contVer
	ContentVersion
	O
	0..1
	Indicates the content version of the PCC rule.
	RuleVersioning

	pccRuleId
	string
	M
	1
	Univocally identifies the PCC rule within a PDU session.
	

	precedence
	integer
	O
	0..1
	Determines the order in which this PCC rule is applied relative to other PCC rules within the same PDU session.
	

	afSigProtocol
	AfSigProtocol
	O
	0..1
	Indicates the protocol used for signalling between the UE and the AF.
	ProvAFsignalFlow

	appReloc
	boolean
	O
	0..1
	Indication of application relocation possibility.
	TSC

	refQosData
	array(string)
	O
	1..N
	A reference to the QoSData policy type decision type. It is the qosId described in subclause 5.6.2.8.

(NOTE)
	

	refTcData
	array(string)
	O
	1..N
	A reference to the TrafficControlData policy decision type. It is the tcId described in subclause 5.6.2.10.

(NOTE)
	

	refChgData
	array(string)
	O
	1..N
	A reference to the ChargingData policy decision type. It is the chgId described in subclause 5.6.2.11.

(NOTE)
	

	refUmData
	array(string)
	O
	1..N
	A reference to UsageMonitoringData policy decision type. It is the umId described in subclause 5.6.2.12.

(NOTE)
	

	refCondData
	string
	O
	0..1
	A reference to the condition data. It is the condId described in subclause 5.6.2.9.
	

	NOTE:
Arrays are only introduced for future compatibility. In this release of the specification the maximum number of elements in the array is 1.


*** End of Changes ***

