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* * * First Change * * * *

8.2.1
Cause

Cause IE is coded as depicted in Figure 8.2.1-1.

	.
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 19 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5
	Cause value
	


Figure 8.2.1-1: Cause

The Cause value shall be included in a response message. In a response message, the Cause value indicates the acceptance or the rejection of the corresponding request message. The Cause value indicates the explicit reason for the rejection.

Table 8.2.1-1: Cause values

	Message Type
	Cause value 

(decimal)
	Meaning
	Description

	
	0
	Reserved. 
	Shall not be sent and if received the Cause shall be treated as an invalid IE

	Acceptance in a response
	1
	Request accepted (success)
	"Request accepted (success)" is returned when the PFCP entity has accepted a request.

	
	2-63
	Spare. 
	This value range shall be used by Cause values in an acceptance response message. See NOTE 1.

	Rejection in a response
	64
	Request rejected (reason not specified)
	This cause shall be returned to report an unspecified rejection cause

	
	65
	Session context not found
	This cause shall be returned, if the F-SEID included in a PFCP Session Modification/Deletion Request message is unknown.

	
	66
	Mandatory IE missing
	This cause shall be returned when the PFCP entity detects that a mandatory IE is missing in a request message

	
	67
	Conditional IE missing
	This cause shall be returned when the PFCP entity detects that a Conditional IE is missing in a request message.

	
	68
	Invalid length
	This cause shall be returned when the PFCP entity detects that an IE with an invalid length in a request message

	
	69
	Mandatory IE incorrect
	This cause shall be returned when the PFCP entity detects that a Mandatory IE is incorrect in a request message, e.g. the Mandatory IE is malformated or it carries an invalid or unexpected value.

	
	70
	Invalid Forwarding Policy
	This cause shall be used by the UP function in the PFCP Session Establishment Response or PFCP Session Modification Response message if the CP function attempted to provision a FAR with a Forwarding Policy Identifier for which no Forwarding Policy is locally configured in the UP function.

	
	71
	Invalid F-TEID allocation option
	This cause shall be used by the UP function in the PFCP Session Establishment Response or PFCP Session Modification Response message if the CP function attempted to provision a PDR with a F-TEID allocation option which is incompatible with the F-TEID allocation option used for already created PDRs (by the same or a different CP function).

	
	72
	No established PFCP Association 
	This cause shall be used by the CP function or the UP function if they receive a PFCP Session related message from a peer with which there is no established PFCP Association.

	
	73
	Rule creation/modification Failure 
	This cause shall be used by the UP function if a received Rule failed to be stored and be applied in the UP function.

	
	74
	PFCP entity in congestion
	This cause shall be returned when a PFCP entity has detected node level congestion and performs overload control, which does not allow the request to be processed.

	
	75
	No resources available
	This cause shall be returned to indicate a temporary unavailability of resources to process the received request.

	
	76
	Service not supported
	This cause shall be returned when a PFCP entity receives a message requesting a feature or service that is not supported. 

	
	77
	System failure
	This cause shall be returned to indicate a system error condition. 

	
	78 to 255
	Spare for future use in a response message. See NOTE 2.
	This value range shall be used by Cause values in a rejection response message. See NOTE 2.

	NOTE 1:
This value is or may be used in future version of the specification. If the receiver cannot comprehend the value, it shall be interpreted as an unspecified acceptance cause. Unspecified/unrecognized acceptance cause shall be treated in the same ways as the cause value 1 " Request accepted (success)".
NOTE 2:
This value is or may be used in a future version of the specification. If the receiver cannot comprehend the value, it shall be interpreted as an unspecified rejection cause. Unspecified/unrecognized rejection cause shall be treated in the same ways as the cause value 32 "Request rejected (reason not specified)".


* * * Next Change * * * *

8.2.76
OCI Flags

The OCI Flags IE shall contain the flags for overload control related information. It shall be encoded as shown in Figure 8.2.76-1.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 110 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5
	Spare
	AOCI
	

	
	6 to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.2.76-1: OCI Flags
The following flags are coded within Octet 5:

-
Bit 1 – AOCI: Associate OCI with Node ID: The UP function shall set this flag to 1 if it has included the "Overload Control Information" and if this information is to be associated with the Node ID (i.e. FQDN or the IP address used during the UP function selection) of the serving UP function. This flag shall be set to 1 by the UP function, if the "Overload Control Information" is included in the PFCP Session Establishment Response and the Cause IE is set to a rejection cause value.
-
Bit 2 to 8: Spare, for future use and set to 0.

* * * Next Change * * * *

8.2.85
Aggregated URR ID IE

The Aggregated URR ID IE type shall be encoded as shown in Figure 8.2.85-1. It contains a URR ID.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 120 (decimal)
	

	
	3 to 4
	Length = 4
	

	
	5 to 8
	URR ID value 
	


Figure 8.2.85-1: Aggregated URR ID

Each URR ID value shall be encoded as an Unsigned32 binary integer value.

* * * Next Change * * * *

8.2.91
Additional Usage Reports Information

The Number of Additional Usage Reports IE type shall be encoded as shown in Figure 8.2.91-1. It shall either indicate that additional usage reports will follow, or contain the number of usage reports which need to be sent in additional PFCP Session Report Request messages, in response to a PFCP Session Modification Request querying URR(s).
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 126 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5
	AURI
	Number of Additional Usage Reports value
	

	
	6
	Number of Additional Usage Reports value
	

	
	7 to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.2.91-1: Additional Usage Reports Information

The Number of Additional Usage Reports value shall be encoded as an unsigned binary integer value on 15 bits. Bit 7 of Octet 5 is the most significant bit and bit 1 of Octet 6 is the least significant bit. 

The bit 8 of octet 5 shall encode the AURI (Additional Usage Reports Indication) flag: 

-
when set to 1, it indicates that additional usage reports will follow. In this case, the Number of Additional Usage Reports value shall be set to 0 by the sender and ignored by the receiver;   

-
when set to 0, the Number of Additional Usage Reports value shall be set to the total number of additional usage reports to be sent in PFCP Session Report Request messages.
* * * Next Change * * * *

8.2.96
Ethertype

The Ethertype IE type shall be encoded as shown in Figure 8.2.96-1. It contains an Ethertype as defined in IEEE 802.3 [31].

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 136 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5 to 6
	Ethertype
	

	
	7 to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.2.96-1: Ethertype
* * * Next Change * * * *

8.2.100
Suggested Buffering Packets Count

The Suggested Buffering Packets Count IE indicates the number of packets (including both UL and DL packets) that are suggested to be buffered by the UP function while waiting for the new instruction from the CP function. It is coded as depicted in Figure 8.2.100-1.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 140 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5 
	Packet Count value
	

	
	6 to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.2.100-1: Suggested Buffering Packets Count
The Packet Count value is encoded in octet 5 and the range of the Packet Count value is from 0 to 255.

* * * Next Change * * * *

8.2.107
Event Threshold

The Event Threshold IE contains the Number of events after which the measurement report is to be generated by the UP function. It shall be encoded as shown in Figure 8.2.107-1.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 151 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5 to 8
	Event Threshold
	

	
	13 to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.2.107-1: Event Threshold
The Event Threshold field shall be encoded as an Unsigned32 binary integer value.

* * * Next Change * * * *

8.2.108
Trace Information

The Trace Information IE type shall be encoded as shown in Figure 8.2.108-1. It contains the trace control and configuration parameters to apply for the PFCP session.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 152 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5
	MCC digit 2
	MCC digit 1
	

	
	6
	MNC digit 3
	MCC digit 3
	

	
	7
	MNC digit 2
	MNC digit 1
	

	
	8 to10
	Trace ID
	

	
	11
	Length of Triggering Events
	

	
	12 to m
	Triggering Events
	

	
	m+1
	Session Trace Depth
	

	
	m+2
	Length of List of Interfaces
	

	
	(m+3) to p
	List of Interfaces
	

	
	p+1
	Length of IP Address of Trace Collection Entity 
	

	
	(p+2) to q
	IP Address of Trace Collection Entity 
	

	
	(q+1) to (n-4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.2.108-1: Trace Information
Octets 5 to 10 represent the Trace Reference parameter as defined in subclause 5.6 of 3GPP TS 32.422 [35].

Triggering Events, Session Trace Depth, List of Interfaces and IP Address of Trace Collection Entity are specified in 3GPP TS 32.422 [35].

Octets "(p+2) to q" shall contain an IPv4 address value (4 octets) or IPv6 address value (16 octets).

See 3GPP TS 24.008 [5], clause 10.5.1.4, Mobile Identity, for the coding of MCC and MNC. If MNC is 2 digits long, bits 5 to 8 of octet 6 are coded as "1111".

* * * Next Change * * * *

8.2.109
Framed-Route

The Framed-Route IE describes a framed route. It shall be encoded as shown in Figure 8.2.109-1.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 153 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5 to (n+4)
	Framed-Route
	


Figure 8.2.109-1: Framed-Route
The Framed-Route field shall be encoded as an Octet String as the value part of the Framed-Routing AVP specified in IETF RFC 2865 [37].
* * * Next Change * * * *

8.2.110
Framed-Routing

The Framed-Routing IE describes the frame routing of a framed route. It shall be encoded as shown in Figure 8.2.110-1.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 154 (decimal)
	

	
	3 to 4
	Length = 4
	

	
	5 to 8
	Framed-Routing
	


Figure 8.2.110-1: Framed-Routing
The Framed-Routing field shall be encoded as the value part of the Framed-Routing AVP specified in IETF RFC 2865 [37].

* * * End of Changes * * * *

