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* * * First Change * * * *

5.13.1
General

An SMF and UPF may support Ethernet PDU sessions, as specified in subclause 5.6.10.2 of 3GPP TS 23.501[28].

For a PFCP session set up for an Ethernet PDU session, the SMF shall:

-
include the PDN Type IE set to "Ethernet" in the PFCP Session Establishment Request;

-
provision PDR(s), for uplink and/or downlink traffic, with Ethernet Packet Filter(s), based on at least any combination of:
-
Source/destination MAC address;  

-
Ethertype as defined in IEEE 802.3 [31]; 

-
Customer-VLAN tag (C-TAG) and/or Service-VLAN tag (S-TAG) VID fields as defined in IEEE 802.1Q [30];  

-
Customer-VLAN tag (C-TAG) and/or Service-VLAN tag (S-TAG) PCP/DEI fields as defined in IEEE 802.1Q [30]; 
-
IP Packet Filter Set, in case Ethertype indicates IPv4/IPv6 payload. ; 

-
Ethernet PDU Session Information, only possible for a DL PDR, that identifies all (DL) Ethernet packets matching the PDU session as follows, based on the N6 Ethernet configuration in the UPF for the associated Network Instance (see subclause 5.6.10.2 of 3GPP TS 23.501 [28]): 

-
DL traffic based on the MAC address(es) and/or C-TAG and/or S-TAG used by the UE for the UL traffic, for configurations where more than one PDU Session to the same DNN (e.g. for more than one UE) corresponds to the same N6 interface; 

-
DL traffic from the N6 interface associated to the PDU session, for configurations where there is a one-to-one relationship between a PDU Session and a N6 interface (in which case the UPF does not need to be aware of MAC addresses and/or C-TAG and/or S-TAG used by the UE in order to route down-link traffic). 
NOTE 1:
For instance, the SMF can provision a DL PDR with just an "Ethernet PDU Session Information", in a Traffic Endpoint ID or in a PDI, or Ethernet Packet Filters in a PDI, or both an "Ethernet PDU Session Information" in a Traffic Endpoint ID and Ethernet Packet Filters in a PDI.  

The SMF may also request a UPF, acting as a PDU session anchor, to: 

-
redirect ARP or IPv6 Neighbour Solicitation traffic to the SMF as specified in subclause 5.13.2, or to perform ARP proxying or IPv6 Neighbour Advertisement proxying as specified in subclause 5.13.3; 

-
report the MAC (Ethernet) addresses used as source address of frames sent UL by the UE, as specified in subclause 5.13.5.

* * * End of Changes * * * *

