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	Reason for change:
	If the XCAP server receives a request for a password change and the user has the subscription option "control of supplementary service" set to a value of "by the service provider", there is a discrepancy between section 5.3.2.5.2 and section 5.3.2.5.3, on the SIP error code used by the Network to reject the UE. 

-
in section 5.3.2.5.2, 403 is used to reject the UE (added in C1-170422) 

-
in section 5.3.2.5.3, 409 is used to reject the UE (added in C1-172573).

	
	

	Summary of change:
	Section 5.3.2.5.3 is changed to use error code 403 to be aligned with section 5.3.2.5.2.

	
	

	Consequences if not approved:
	Different implementations may use different error codes leading into inter-operability issues
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	Other comments:
	


***** Next change *****
5.3.2.5.3
Password change

If the XCAP server receives an HTTP POST request populated as in subclause 5.3.1.3 and the subscription option "control of supplementary service" is set to a value of "by the service provider", then the XCAP server shall respond with an HTTP 403 (Forbidden) response.
When the XCAP server receives an HTTP POST request populated as in subclause 5.3.1.3, and the subscription option "control of supplementary service" is set to a value of "by subscriber using a password", the AS shall determine if the user is authorized to change the password by asserting that the received current password is correct as described in subclause 5.3.2.5.2, and if so replace the currently used password with the new password. The new password is stored in an implementation specific way such that the password cannot be retrieved by the user.
***** Next change *****
