Page 1



3GPP TSG-CT WG1 Meeting #113
C1-188016
West Palm Beach (FL), USA, 26-30 November 2018

	CR-Form-v11.1

	CHANGE REQUEST

	

	
	27.007
	CR
	0614
	rev
	-
	Current version:
	15.3.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	X
	Radio Access Network
	
	Core Network
	


	

	Title:

	Removal of the EN on “Delete non-active PDP contexts”

	
	

	Source to WG:
	InterDigital, Ericsson

	Source to TSG:
	C1

	
	

	Work item code:
	5GS_Ph1-CT, TEI15
	
	Date:
	2018-11-18

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-15

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	Data for more AT-commands are removed when +CGDEL is used. Both an AT-command for 5G (+C5GQOS) and AT-commands provided in earlier releases (+CGQREG, +CGQMIN, +CGAUTH) discard data when a context is removed. It is also noticed that for +CGAUTH, it is not explicitly specified that data is discarded even though the syntax support it and there is a reference to similar behaviour as for +CGDCONT and +CGDSCONT, “+CGAUTH is effectively as an extension to these commands”.

	
	

	Summary of change:
	The Editor’s note is removed, the NOTE is updated and it is explicitly specified in +CGAUTH that the authentication data are undefined when the context is removed.

	
	

	Consequences if not approved:
	+CGDEL is not updated with all conditions for discarding data and +CGAUTH=<cid> is not properly described.

	
	

	Clauses affected:
	10.1.29, 10.1.31

	
	

	
	Y
	N
	
	

	Other specs
	
	x
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	x
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	x
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


***** Next change ***** 
10.1.29
Delete non-active PDP contexts +CGDEL

Table 10.1.29-1: +CGDEL action command syntax

	Command
	Possible Response(s)

	+CGDEL[=<cid>]
	[+CGDEL: <cid>[,<cid>[,...]]]
+CME ERROR: <err>

	+CGDEL=?
	


Description

The execution command +CGDEL=<cid> removes the indicated PDP context and removes all associated data related to the indicated PDP contexts that are not activated. The AT command will not delete or remove information for activated PDP contexts. The removed PDP context is listed by the +CGDEL: <cid> intermediate result code. If the initial PDP context is supported (see subclause 10.1.0), +CGDEL=0 will return ERROR and the context will not be removed.


If <cid> points to a primary PDP context, the PDP context will be deleted together with all linked secondary PDP contexts if none of the PDP contexts are activated.

If <cid> points to a secondary PDP context, the PDP context will be deleted if it is not activated.
A special form of the command can be given as +CGDEL (with the =<cid> omitted). In this form, all primary PDP contexts that are not activated or have any activated secondary PDP contexts will be removed and all secondary PDP contexts that are not activated will be removed. The associated data of all the deleted PDP contexts will be removed, and the removed PDP context are listed by the +CGDEL: <cid>[,<cid>[,...]] intermediate result code. Activated PDP contexts will not cause this form of the command to return ERROR or +CME ERROR. Refer subclause 9.2 for possible <err> values.

If the initial PDP context is supported (see subclause 10.1.0), +CGDEL (with the =<cid> omitted) will not cause the initial PDP context to be removed or cause +CGDEL to return ERROR.
NOTE:
+CGDEL will remove associated PDP context data that can be set by the AT commands +CGDCONT, +CGDSCONT, +CGTFT, +CGQREQ, +CGQMIN, +CGEQREQ, +CGEQMIN, +CGEQOS, +CGAUTH and +C5GQOS.
For an attempt to delete PDP context(s) which would violate these rules, a +CME ERROR response is returned. Refer subclause 9.2 for possible <err> values.
Defined values

<cid>: integer type; specifies a particular PDP context definition (see the +CGDCONT and +CGDSCONT commands).

Implementation

Optional.
***** Next change ***** 
10.1.31
Define PDP context authentication parameters +CGAUTH
Table 10.1.31-1: +CGAUTH parameter command syntax

	Command
	Possible response(s)

	+CGAUTH=<cid>[,<auth_prot>[,<userid>[,<password>]]]
	+CME ERROR: <err>

	+CGAUTH?
	[+CGAUTH: <cid>,<auth_prot>,<userid>,<password>]
[<CR><LF>+CGAUTH: <cid>,<auth_prot>,<userid>,<password>

[...]]

	+CGAUTH=?
	+CGAUTH: (range of supported <cid>s),(list of supported <auth_prot>s),(range of supported <userid>s),(range of supported <password>s)


Description
Set command allows the TE to specify authentication parameters for a PDP context identified by the (local) context identification parameter <cid> used during the PDP context activation and the PDP context modification procedures. Since the <cid> is the same parameter that is used in the +CGDCONT and +CGDSCONT commands, +CGAUTH is effectively as an extension to these commands. Refer subclause 9.2 for possible <err> values.
A special form of the set command, +CGAUTH=<cid> causes the authentication parameters for context number <cid> to become undefined.
The read command returns the current settings for each defined context.

The test command returns values supported as compound values.

Defined values
<cid>: integer type. Specifies a particular PDP context definition (see the +CGDCONT and +CGDSCONT commands).

<auth_prot>: integer type. Authentication protocol used for this PDP context.

0
None. Used to indicate that no authentication protocol is used for this PDP context. Username and password are removed if previously specified.
1
PAP
2
CHAP

<userid>: String type. User name for access to the IP network.

<password>: String type. Password for access to the IP network.

Implementation

Optional.
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