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* * * Next Change * * * *

6.1.6.2.25
Type: AcknowledgeInfo

Table 6.1.6.2.25: Definition of type AcknowledgeInfo
	Attribute name
	Data type
	P
	Cardinality
	Description

	sorMacIue
	SorMac
	C
	0..1
	Shall be present when the Acknowledgement is sent to acknowledge receipt of SorInfo.

	securedPacket
	SecuredPacket
	C
	0..1
	Shall be present when the Acknowledgement is sent to acknowledge receipt of a SecuredPacket.


* * * Next Change * * * *

6.1.6.2.26
Type: SorInfo

Table 6.1.6.2.26: Definition of type SorInfo

	Attribute name
	Data type
	P
	Cardinality
	Description

	
	
	
	
	


	ackInd
	AckInd
	M
	1
	Contains the indication whether the acknowledgement from UE is needed.

	sorMacIausf
	SorMac
	M
	1
	Contains the SoR-MAC-IAUSF.

	countersor
	CounterSor
	M
	1
	Contains the CounterSoR.

	steeringContainer
	SteeringContainer
	C
	1
	When present, this information contains the information needed to update the "Operator Controlled PLMN Selector with Access Technology" list stored in the USIM either as an array of preferred PLMN/AccessTechnologies combinations in priority order. The first entry in the array indicates the highest priority and the last entry indicates the lowest. Or it may contain a secured packet.
If no change of the "Operator Controlled PLMN Selector with Access Technology" list stored in the USIM is needed, then this attribute shall be absent.


* * * Next Change * * * *

6.1.6.2.x
Type: SteeringContainer
Table 6.1.6.2.x-1: Definition of type SteeringContainer as a list of alternatives
	Data type
	Cardinality
	Description

	array(SteeringInfo)
	1..N
	List of PLMN/AccessTechnologies combinations.

	SecuredPacket
	1
	A Secured packet containing one or more APDUs commands dedicated to Remote File Management or command responses (see ETSI TS 102.225 [y]).


* * * Next Change * * * *

6.1.6.3.2
Simple data types 

The simple data types defined in table 6.1.6.3.2-1 shall be supported.

Table 6.1.6.3.2-1: Simple data types

	Type Name
	Type Definition
	Description

	DefaultDnnIndicator
	boolean
	Indicates whether a DNN is the default DNN

	LadnIndicator
	boolean
	Indicates whether the DNN is a local area data network

	LboRoamingAllowed
	boolean
	This flag indicates whether local breakout is allowed when roaming.

	UeUsageType
	integer
	Indicates the usage characteristics of the UE, enables the selection of a specific Dedicated Core Network for EPS interworking

	MpsPriorityIndicator
	boolean
	Indicates whether UE is subscribed to multimedia priority service

	3GppChargingCharacteristics
	string
	16-bit string identifying charging characteristics as specified in 3GPP TS 32.251 [11] Annex A and 3GPP TS 32.298 [12] section 5.1.2.2.7, in hexadecimal representation. Each character in the string shall take a value of "0" to "9" or "A" to "F" and shall represent 4 bits. The most significant character representing the 4 most significant bits of the charging characteristics shall appear first in the string, and the character representing the 4 least significant bits of the charging characteristics shall appear last in the string.

Example: 

The charging characteristic 0x123A shall be encoded as "123A".

	DlPacketCount
	integer
	The following values are defined:

0: "Extended DL Data Buffering NOT REQUESTED"

-1: "Extended DL Data Buffering REQUESTED, without a suggested number of packets" 

n>0: "Extended DL Data Buffering REQUESTED, with a suggested number of n packets"

	InternalGroupId
	string
	See 3GPP TS 23.501 [2] subclause 5.9.7

	MicoAllowed
	boolean
	Indicates whether MICO mode is allowed for the UE.

	SmsSubscribed
	boolean
	Indicates whether the UE subscription allows SMS delivery over NAS.

	SharedDataId
	string
	Uniquely identifies within a PLMN a piece of subscription data shared by multiple UEs. The value shall start with MCC followed by MNC followed by a hyphen followed by a local Id as allocated by the network operator.

pattern: "[0-9]{5,6}-.+"

	IwkEpsInd
	boolean
	Indicates whether Interworking with EPS is supported

	SecuredPacket
	string
	Indicates the secured packet as specified in 3GPP TS 24.501 [x].It is encoded using base64 and represented as a String.


* * * Next Change * * * *

A.2
Nudm_SDM API

**Not shown for clarity**
    AcknowledgeInfo:

      type: object

      properties:

        sorMacIue:

          $ref: 'TS29509_Nausf_SoRProtection.yaml#/components/schemas/SorMac'
        securedPacket:
        - $ref: '#/components/schemas/SecuredPacket'

    SorInfo:

      type: object

      properties:

        steeringContainer:


          $ref: '#/components/schemas/SteeringContainer'



        ackInd:

          $ref: 'TS29509_Nausf_SoRProtection.yaml#/components/schemas/AckInd'

        sorMacIausf:

          $ref: 'TS29509_Nausf_SoRProtection.yaml#/components/schemas/SorMac'

        countersor:

          $ref: 'TS29509_Nausf_SoRProtection.yaml#/components/schemas/CounterSor'

      required:


        - ackInd

        - sorMacIausf

        - countersor

    SharedDataIds:

      type: array

      items: 

        $ref: '#/components/schemas/SharedDataId'

    SharedData:

      type: object

      required:

        - sharedDataId

      properties:

        sharedDataId:

          $ref: '#/components/schemas/SharedDataId'

        sharedAmData:

          $ref: '#/components/schemas/AccessAndMobilitySubscriptionData'

        sharedSmsSubsData:

          $ref: '#/components/schemas/SmsSubscriptionData'

        sharedSmsMngSubsData:

          $ref: '#/components/schemas/SmsManagementSubscriptionData'

    SteeringContainer:

      oneOf:
        - type: array

          items:
            $ref: 'TS29509_Nausf_SoRProtection.yaml#/components/schemas/SteeringInfo'

          minItems: 1

        - $ref: '#/components/schemas/SecuredPacket'

# SIMPLE TYPES:

    UeUsageType:

      type: integer

    MpsPriorityIndicator:

      type: boolean

    DnnIndicator:

      type: boolean

    LboRoamingAllowed:

      type: boolean

    LadnIndicator:

      type: boolean

    SmsSubscribed:

      type: boolean

    3GppChargingCharacteristics:

      type: string

    DlPacketCount:

      type: integer

      minimum: -1

    InternalGroupId:

      type: string

    MicoAllowed:

      type: boolean

    SharedDataId:

      type: string

      pattern: '^[0-9]{5,6}-.+$'

    IwkEpsInd:

      type: boolean

    SecuredPacket:

      type: string
      format: base64

**Not shown for clarity**
* * * End of Changes * * * *

