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	Reason for change:
	When offline charging is performed on the IP-CAN bearer level, and when there is a the charging event, e.g. QoS change, the CP function need to generate a list of service containers (for all service data running on the bearer) and the current the measurement for this bearer context as part of Traffic Volume container. 
QoS-change, location-change as such are triggers for List of Traffic Volume container closure, not for CDR closure. So the CDR for this bearer should not be closed, since the closure trigger of the CDR is not satified yet, e.g. upon the volume limit. 

As specified in TS 32.251 as below, triggers for closure of a list of service containers and CDRs are different. 

[image: image1.emf]Table 5.2.3.10 .2.1 : Triggers for PGW - CDR charging   information addition for List of Traffic Volumes when  charging per IP - CAN session is active  

Trigger Conditions  Description/Behaviour  

End of dedicated bearer  in P - GW  The end of a dedicated bearer in P - GW shall result that open "List of Traffic Data Volume s"  containers for the dedicated bearer are closed and added to the CDR.  

Serving node change  A serving node (e.g., SGSN/S - GW/ePDG /TWAG ) change in the P - GW shall result that all open  "List of Traffic Data Volumes" containers are closed and added to the CDR.   New containers are  opened for each bearer.  

QoS Change  A change in the QoS shall result that open "List of Traffic Data Volumes" containers for the  effected bearer being closed and added to the CDR and new IP - CAN bearer specific container  is opened if the   IP - CAN bearer is still active.  

Tariff Time Change  On reaching the Tariff Time Change open "List of Traffic Data Volumes" containers shall be  closed and added to the CDR.  

User Location Change  A change in the User Location Info ( e.g. ECGI, TAI, RAI, SAI o r CGI)  shall result that open "List  of Traffic Data Volumes" containers being closed and added to the CDR, if location reporting is  required, and a report of User Location Change is received.  

User CSG Information  change  A change in the User CSG info (e.g.   CSG ID,  access mode  or   CSG membership indication )  shall result that open  " List of Traffic Data Volumes "   containers  being closed and added to the  CDR , if CSG information reporting is required, and a report of User CSG information change is  received.  

Chang e of UE presence  in Presence Reporting  Area  A change of UE presence in Presence Reporting Area (s)   shall result that open "List of Traffic  Data Volumes" containers being closed and added to the CDR, if such reporting is required,  and a report that user ent e rs/leaves the area  or   the Presence Reporting Area(s) is set to  inactive by the serving node are     received .  

Addition of access   to a  PDN connection  New SGSN/S - GW/ePDG/TWAG address is added to data for the IP - CAN bearer in the CDR.  

Removal of access from  a  multi - access PDN  connection  The counters and time stamps for the IP - C AN bearers of the removed access are closed and  resulting container s   added to CDR  

Access of a  multi - access PDN connection   becomes unusable  The counters and time stamps for the IP - CAN bea rers of the unusable access are closed and  resulting containers added to the CDR .  

Traffic volume report  A "List of Traffic  Data  Volumes" container for an IP - CAN bearer shall be added when:   -   expiry of time limit per IP - CAN bearer;   -   expiry of data volume  limit per IP - CAN bearer.  

CDR Closure  Open "List of Traffic Data Volumes" containers shall be closed and added to the PGW - CDR.  
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Trigger Conditions  Description/Behaviour  

IP - CAN bearer  modification except QoS  change  A change of IP - CAN bearer conditions (e.g. SGSN/S - GW/ePDG /TWAG   change, user location change,   user  CSG information change , change in UE presence in Presence Reporting Area ) shall result in a set of  "List of Service Data" containers, i.e. all active service data flow containers, being added to the CDR as  described in clause 5.2.1.10.2.   In a tight interwo rking between online and offline charging the specified  quota re - authorisation triggers  armed by OCS are supported.  

Tariff Time Change  On reaching the Tariff Time Change a set of "List of Service Data" containers, i.e. all active service data  flow contain ers, shall be added to the CDR.   In a tight interworking between online and offline charging the  Debit / Reserve Units   tariff time change  from OCS is supported.  

ASR or Failure   Handling  procedure triggering  When the  Debit / Reserve Units  session is terminat ed with ASR or Failure   Handling mechanism is  triggered a  " List of Service Data ' ” , i.e. all active service data flow containers shall be added to the CDR.   The causes are only relevant in case of simultaneously usage of an active  Debit / Reserve Units   sessio n.  

Service data flow report  In case of independent online and offline charging a "List of Service Data" container for the service data  flow shall be added when:   -   expiry of time limit per rating group;   -   expiry of volume limit per rating group;    -   expiry  of unit or data event limit per rating group;     -   access change of service data flow   and all service data flows for the rating group,   combination of rating group and service identifier, or combination of rating group, sponsor identity and  application servi ce provider identity are moved from one access to another ;   -   termination of service data flow and this is the last service data flow for the rating group or  combination of rating group and service identifier , or combination of rating group, sponsor identit y and  application service provider identity .  

In case of tight interworking online and offline charging a "List of Service Data" container for the service  data flow shall be added when:   -   time threshold reached;   -   volume threshold reached;    -   unit thresho ld reached;   -   time quota exhausted;   -   volume quota exhausted;   -   unit quota exhausted;     -   expiry of quota validity time;     -   access change of service data flow;   -   termination of service data flow:   -   re - authorization request by OCS.  

CDR Closure  All active "L ist of Service Data" containers shall be added to the PGW - CDR .       Note:    The trigger condition is a common value that has to be used for CDR closure together with  detailed reason.  
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Closure Conditions  Description/Behaviour  

End of IP - CAN session within the  P - GW  Deactivation of the IP - CAN session in the P - GW shall result in the CDR being closed. The trigger  condition covers:   -   termination of l ast IP - CAN bearer for the IP - CAN session;   -   any abnormal release.  

Partial Record Reason  OAM&P   reasons permit the closure of the CDR for internal reasons.    The trigger condition covers:   -   data volume limit per IP - CAN session;   -   time (duration) limit for ke eping a CDR open;   -   data event limit per IP - CAN session;   -   maximum number of charging condition changes;   -   management intervention;   -   APN - AMBR change;   -   MS time zone change;   -   PLMN change;   -   radio access technology change (RAT Type).  

 


As specified in this TS, when the CP function queries certain URR to get an immediate report on the current usage, the UP function shall always reset the measurement count, and will not re-apply threshold. 
"-
reset its ongoing measurement counts for the related URR (i.e. the UP function shall report in a usage report the network resources usage measurement since the last usage report for that URR);

-
re-apply the threshold provisioned for the related URR, if the usage report was triggered due to a threshold being reached; and

"

However when the CP function perform a query, sometime it requires UP to re-apply the threshold as the CDR is closed, e.g. when there is a RAT change, this is a CDR closure trigger. 

How the CP function can instruct the UP function to re-apply the threshold after generating a usage report for immediate report?

It is proposed that in such case, if the CP wants to the UP function to re-apply the threshold, in the corresponding PFCP Session Modification Request to request an immediate report, to include also an Update URR with the threshold included.
To summarize, it is proposed:

· When receiving a PFCP session modification request querying a URR w/o including new thresholds, UPF shall adjust the threshold subtracting the time/volume reported in the PFCP Session Modification Response to determine when to generate the next report (note: when then subsequently reaching that threshold, the UPF shall re-apply the threshold provisioned in the URR)
e.g. for use case: querying URR for traffic volume/service container closure
· When receiving a PFCP session modification request querying a URR including new thresholds, UPF has to apply the new thresholds. 
e.g. for use case: querying URR for CDR closure (where threshold = threshold for closing a CDR)


	
	

	Summary of change:
	Update the requirements that to support offline charging function, the CP function can include the same threshold for the URR being queried (to get an immediate report) in the Update URR IE to trigger the UP function to re-apply the threshold.

	
	

	Consequences if not approved:
	The charging requirement is not satisfied
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* * * First Change * * * *

5.2.2.3.1
General
When detecting that a provisioned reporting trigger occurs, the UP function shall generate a Usage Report for the related URR and send it to the CP function by initiating the PFCP Session Report procedure. 
When providing usage report information for a URR in a message, the UP function shall include the UR-SEQN (Usage Report Sequence Number) identifying the order in which a Usage Report is generated for the given URR. The UR-SEQN (Usage Report Sequence Number) shall be incremented for every Usage Report generated by the UP function for the URR. The UP function shall also indicate the trigger that causes the usage report to be generated in the Usage Report Trigger IE.
Upon generating a usage report for a URR towards the CP function, the UP function shall:

-
reset its ongoing measurement counts for the related URR (i.e. the UP function shall report in a usage report the network resources usage measurement since the last usage report for that URR);

-
re-apply the threshold provisioned for the related URR, if the usage report was triggered due to a threshold being reached; and

-
continue to apply all the provisioned URR(s) and perform the related network resources usage measurement(s), until getting any further instruction from the CP function.

When receiving a new threshold or quota from the CP function for a measurement that is already ongoing in the UP function, the UP function shall consider its ongoing measurements counts for the related URR against the new threshold or quota to determine when to send its next usage report to the CP function.

NOTE 1:
The UP function determines when to send its next usage report to the CP function by deducting from the newly provisioned threshold or quota the traffic it has forwarded since its last usage report. As an example, if the UP function has forwarded 10 Mbytes of traffic since it last usage report to the CP function and the CP function provisions a new volume threshold or quota of 100 Mbytes, the UP function sends its next usage report upon forwarding an additional 90 Mbytes traffic. 
NOTE 2:
When receiving a new threshold or quota from the CP function for a measurement that is already ongoing in the UP function and if the UP function has already generated the usage report but had not sent it, the UP function can send the usage report before performing the update of the URR.
When reporting the network resources usage before and after a Monitoring Time, the UP function shall send two Usage Reports in the PFCP message (e.g. PFCP Session Report Request) for the same URR ID. Each Usage Report shall then include the Usage Information IE indicating whether the reported network resource usage was consumed before or after the Monitoring Time. Omission of this IE in a Usage Report indicates that no monitoring time has occurred. The UP function shall send Usage Reports soon after the occurrence of the Monitoring Time.

NOTE 3:
The UP function needs to take care to smooth the signalling load towards the CP function if Usage Reports need to be generated for a large number of PFCP sessions after the occurrence of the Monitoring Time.
For the volume-based measurement method, the UP function shall report the traffic usage after any QoS enforcement. Additionally, if the CP function requested to measure the traffic usage before QoS enforcement, the UP function shall also report corresponding measurements, when measurements needs to be reported for the traffic usage after QoS enforcement, by sending two Usage Reports in the PFCP message (e.g. PFCP Session Report Request) for the same URR ID. Each Usage Report shall then include the Usage Information IE indicating whether the reported network resource usage corresponds to the traffic before or after QoS enforcement. Thresholds provisioned in a URR shall apply to the traffic usage after any QoS enforcement. 
For the volume-based measurement method, the UP function shall include all the counters (Total, Uplink and Downlink) of the URR in the Volume Measurement IE in the Usage Report IE.

A usage report triggered only due to the Dropped DL Traffic Threshold shall not contain any measurement information. 

When being instructed to remove a URR or the last PDR associated to a URR, or to deactivate a network resources usage measurement via the Inactive Measurement flag of the Measurement Information IE of the URR, the UP function shall include a Usage Report in the PFCP Session Modification Response or in an additional PFCP Session Report Request if there are non-null measurements to report for the URR, and shall reset its ongoing measurements for the URR that is removed, dissociated from the last PDR or deactivated.

NOTE 4:
Multiple usage reports can be required to be reported to the CP function when deleting a PDR that is the last one to be associated to multiple URRs.

The CP function may request the UP function, in an PFCP Session Modification Request, to report its ongoing network resources measurement for one or multiple URRs of the PFCP session. In this case, the UP function shall:

-
generate usage report(s) (based on the existing definition of any URR(s) included in the PFCP Session Modification Request message before any update) for the URR(s) being queried and for any associated linked usage reports (see subclause 5.2.2.4) for which there are non-null measurements to report,

-
include them in the PFCP Session Modification Response or in additional PFCP Session Report Request messages; and 

-
proceed as specified above upon generating a usage report for a URR towards the CP function, with the following additions: 

-
if the PFCP Session Modification Request includes the Update URR IE (for the URR being queried) with a Volume or Time Threshold, the UP function shall re-apply the threshold received in the request; 
-
otherwise, if a threshold had been set for the URR that is queried, since the usage report is not triggered due to the threshold being reached, the UP function shall adjust the threshold by subtracting the time/volume reported in the usage report to determine when to generate the next report.

NOTE 5:
Upon reaching a threshold that was adjusted due to a URR query as specified above, the UP function re-applies then the threshold that was provisioned in the URR (i.e. not the value of the adjusted threshold). 

NOTE 6:
The CP function can query a URR without including a Volume or Time Threshold in the PFCP Session Modification Request e.g. when it needs to close a traffic volume/service container (see subclause 5.2.3.10.3 of 3GPP TS 32.251 [17]). 
NOTE 7:
The CP function can query a URR including a Volume or Time Threshold in the PFCP Session Modification Request e.g. when it needs to close a CDR (see subclause 5.2.3.10.3 of 3GPP TS 32.251 [17]). In such a case, the CP function can include the same threshold for the URR being queried in the Update URR IE in the PFCP Session Modification Request message to trigger the UP function to re-apply the threshold.
NOTE 8:
It is up to the CP function to request the UP function to generate an immediate report (or not) as specified above when the CP function modifies a URR or any other rules of the PFCP session. As an exception, the UP function always generates an immediate report when being instructed to remove a URR or deactivate a network resource measurement via the Inactive Measurement flag of the Measurement Information IE of the URR.
When additional PFCP Session Report Request messages need to be sent, the UP function shall indicate, either in the PFCP Session Modification Response or in one PFCP Session Report Request, how many usage reports will be sent in PFCP Session Report Request messages. If this is indicated in one PFCP Session Report Request, the PFCP Session Modification Response shall indicate that more reports will follow by setting the AURI flag of the Additional Usage Reports Information IE. Besides, if the PFCP Session Modification Request included the Query URR Reference IE, usage reports sent in response to the query in the PFCP Session Modification Response and/or additional PFCP Session Report Request messages shall include the Query URR Reference IE set to the same value as received in the PFCP Session Modification Request.

When the reporting trigger "Envelope Closure" is set in the corresponding Usage Reporting Rule, the UP function shall generate a usage report with the measurement of the time and/or volume as instructed in the Measurement Method:

-
when the Inactivity Detection Time (if included) is expired; 

-
when detecting no usage for the first Base Time Interval if the Base Time Interval Type in the Time Quota Mechanism is set to CTP; or
-
at the end of each of base time interval if the Base Time Interval Type in the Time Quota Mechanism is set to DTP. 

NOTE 9: 
Events (e.g. application detection information) are reported individually and independently from the usage report sent for envelope closure.

At the PFCP session termination, the UP function shall indicate to the CP function, in the PFCP Session Deletion Response, the resources that have been consumed for each URR that was provisioned in the PFCP session since the last usage report (respective to each URR).

Upon receiving the Usage Report from the UP function, the CP function may initiate PFCP Session Modification procedure as result of the communication with the PCRF or OCS, as described in subclause 5.3 of 3GPP TS 23.214 [2], e.g. by: 

-
modifying the URR (e.g. changing the Volume/Time threshold, Volume/Time quota, disabling the usage monitoring);

-
creating a new FAR (e.g. for redirect) and/or modifying the existing FAR; or

-
modifying the QER (s) in the PFCP session.

* * * End of Changes * * * *

