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* * * First Change * * * *

6.1.6.2.2
Type: NFProfile

Table 6.1.6.2.2-1: Definition of type NFProfile

	Attribute name
	Data type
	P
	Cardinality
	Description

	nfInstanceID
	NfInstanceId
	M
	1
	Unique identity of the NF Instance.

	nfType
	NFType
	M
	1
	Type of Network Function

	nfStatus
	NFStatus
	M
	1
	Status of the NF Instance

	plmn
	PlmnId
	O
	0..1
	PLMN of the Network Function

	sNssais
	array(Snssai)
	O
	0..N
	S-NSSAIs of the Network Function

	nsiList
	array(string)
	O
	0..N
	NSI identities of the Network Function

	fqdn
	Fqdn
	C
	0..1
	FQDN of the Network Function (NOTE 1, NOTE 2)

	interPlmnFqdn
	Fqdn
	C
	0..1
	If the NF needs to be discoverable by other NFs in a different PLMN, then an FQDN that is used for inter PLMN routing as specified in 3GPP TS 23.003 [12] shall be registered with the NRF.

	ipv4Addresses
	array(Ipv4Addr)
	C
	0..N
	IPv4 address(es) of the Network Function (NOTE 1, NOTE 2)

	ipv6Addresses
	array(Ipv6Addr)
	C
	0..N
	IPv6 address(es) of the Network Function (NOTE 1, NOTE 2)

	ipv6Prefixes
	array(Ipv6Prefix)
	C
	0..N
	IPv6 prefix of the Network Function (NOTE 1, NOTE 2)

	capacity
	integer
	O
	0..1
	Static capacity information, expressed as a weight relative to other NF instances of the same type

	load
	integer
	O
	0..1
	Dynamic load information, ranged from 0 to 100, indicates the current load percentage of the NF.

	locality
	string
	O
	0..1
	Operator defined information about the location of the NF instance (e.g. geographic location, data center) (NOTE 3)

	udrInfo
	UdrInfo
	O
	0..1
	Specific data for the UDR (ranges of SUPI, group ID …)

	udmInfo
	UdmInfo
	O
	0..1
	Specific data for the UDM (ranges of SUPI, group ID…)

	ausfInfo
	AusfInfo
	O
	0..1
	Specific data for the AUSF (ranges of SUPI, group ID…)

	amfInfo
	AmfInfo
	O
	0..1
	Specific data for the AMF (AMF Set ID, …)

	smfInfo
	smfInfo
	O
	0..1
	Specific data for the SMF (DNN's, …)

	upfInfo
	UpfInfo
	O
	0..1
	Specific data for the UPF (S-NSSAI, DNN, SMF serving area, interface…)

	pcfInfo
	PcfInfo
	O
	0..1
	Specific data for the PCF

	bsfInfo
	BsfInfo
	O
	0..1
	Specific data for the BSF

	nfServices
	array(NFService)
	O
	0..N
	List of NF Service Instances

	NOTE 1:
At least one of the addressing parameters (fqdn, ipv4address, ipv6adress and ipv6Prefix) shall be included in the NF Profile.

NOTE 2:
If the type of Network Function is UPF, the addressing information is for the UPF N4 interface.

NOTE 3:
A requester NF may use this information to select a NF instance (e.g. a NF instance preferably located in the same data center).


Editor's Note:
The attributes related to specific NFs are not complete yet. Also, it is FFS whether NF-specific parameters are needed at NF service instance level. 

* * * Next Change * * * *

6.1.6.2.3
Type: NFService

Table 6.1.6.2.3-1: Definition of type NFService
	Attribute name
	Data type
	P
	Cardinality
	Description

	serviceInstanceID
	string
	M
	1
	Unique ID of the service instance within a given NF Instance

	serviceName
	string
	M
	1
	Name of the service instance (e.g. "nudm-sdm")

	version
	array(NFServiceVersion)
	M
	1..N
	The API versions supported by the NF Service and if available, the corresponding retirement date of the NF Service.

	schema
	string
	M
	1
	Protocol schema (e.g. "http", "https")

	fqdn
	Fqdn
	O
	0..1
	FQDN of the NF where the service is hosted (see NOTE 1)

	interPlmnFqdn
	Fqdn
	O
	0..1
	If the NF service needs to be discoverable by other NFs in a different PLMN, then an FQDN that is used for inter PLMN routing as specified in 3GPP TS 23.003 [12] may be registered with the NRF (see NOTE 1).

	ipEndPoints
	array(IpEndPoint)
	O
	0..N
	IP address(es) and port information of the Network Function (including IPv4 and/or IPv6 address) where the service is listening for incoming service requests (see NOTE 1)

	apiPrefix
	string
	O
	0..1
	Optional path segment(s) used to construct the {apiRoot} variable of the different API URIs, as described in 3GPP TS 29.501 [3], subclause 4.4.1

	defaultNotificationSubscriptions
	array(DefaultNotificationSubscription)
	O
	0..N
	Notification endpoints for different notification types.

	allowedPlmns
	array(PlmnId)
	O
	0..N
	PLMNs allowed to access the service instance

	allowedNfTypes
	array(NFType)
	O
	0..N
	Type of the NFs allowed to access the service instance

	allowedDomains
	array(string)
	O
	0..N
	Pattern (regular expression according to the ECMA-262 dialect [8]) representing the NF domain names allowed to access the service instance.

	allowedNssais
	array(Snssai)
	O
	0..N
	S-NSSAI of the allowed slices to access the service instance

	capacity
	integer
	O
	0..1
	Static capacity information, expressed as a weight relative to other services of the same type

	load
	integer
	O
	0..1
	Dynamic load information, ranged from 0 to 100, indicates the current load percentage of the NF Service.

	supportedFeatures
	SupportedFeatures
	O
	0..1
	Supported Features of the NF Service instance

	NOTE 1:
If the fqdn, interPlmnFqdn and ipEndpoint attributes are not present, the FQDN and IP address related attributes from the NF Profile shall be used to construct the API URIs of this service.


* * * Next Change * * * *

6.1.6.2.16
Type: SubscriptionData

Table 6.1.6.2.16-1: Definition of type SubscriptionData
	Attribute name
	Data type
	P
	Cardinality
	Description

	nfStatusNotificationUri
	Uri
	M
	1
	Callback URI where the NF Service Consumer will receive the notifications from NRF.

	reqNotifEvents
	array(NotificationEventType)
	O
	0..N
	If present, this attribute shall contain the list of event types that the NF Service Consumer is interested in receiving.

If this attribute is not present, it means that notifications for all event types are requested.

	nfInstanceId
	NfInstanceId
	O
	0..1
	If present, this attribute contains the NF Instance ID of a specific NF Instance, whose status is requested to be monitored.

If this attribute is present, "nfType", "serviceName" and "nfSetId" shall be absent.

	nfType
	NFType
	O
	0..1
	If present, this attribute contains the NF type of the NFs whose status is requested to be monitored.

If this attribute is present, "nfInstanceId" shall be absent.

	serviceName
	string
	O
	0..1
	If present, this attribute contains the service name of those NFs that offer such service, whose status is requested to be monitored.

If this attribute is present, "nfInstanceId" shall be absent.

	nfSetId
	string
	O
	0..1
	If present, this attribute contains the NF set identifier of those NFs having a certain "NF Set ID" attribute in their profile, whose status is requested to be monitored.

If this attribute is present, "nfInstanceId" shall be absent.

	plmnId
	PlmnId
	O
	0..1
	If present, this attribute contains the target PLMN ID of the NF Instance(s) whose status is requested to be monitored.


* * * Next Change * * * *

6.2.6.2.3
Type: NFProfile

Table 6.2.6.2.3-1: Definition of type NFProfile

	Attribute name
	Data type
	P
	Cardinality
	Description

	nfInstanceID
	NfInstanceId
	M
	1
	Unique identity of the NF Instance.

	nfType
	NFType
	M
	1
	Type of Network Function

	plmn
	PlmnId
	O
	0..1
	PLMN of the Network Function

	sNssais
	array(Snssai)
	O
	0..N
	S-NSSAIs of the Network Function

	nsiList
	array(string)
	O
	0..N
	List of NSIs of the Network Function

	fqdn
	Fqdn
	C
	0..1
	FQDN of the Network Function (NOTE 1, NOTE 3)

	ipv4Addresses
	array(Ipv4Addr)
	C
	0..N
	IPv4 address(es) of the Network Function (NOTE 1)

	ipv6Addresses
	array(Ipv6Addr)
	C
	0..N
	IPv6 address(es) of the Network Function (NOTE 1)

	ipv6Prefixes
	array(Ipv6Prefix)
	C
	0..N
	IPv6 prefix of the Network Function (NOTE 1)

	capacity
	integer
	O
	0..1
	Static capacity information, expressed as a weight relative to other NF instances of the same type; if capacity is also present in the nfServiceList parameters, those will have precedence over this value. (See NOTE 2)

	load
	integer
	O
	0..1
	Latest known load information of the NF ranged from 0 to 100 in percentage (See NOTE 4)

	locality
	string
	O
	0..1
	Operator defined information about the location of the NF instance (e.g. geographic location, data center)

	priority
	integer
	O
	0..1
	Priority (relative to other NFs of the same type), to be used for NF/Service selection; lower values indicate a higher priority. If priority is also present in the nfServiceList parameters, those will have precedence over this value. (See NOTE 2)

	udrInfo
	UdrInfo
	O
	0..1
	Specific data for the UDR (ranges of SUPI, …)

	udmInfo
	UdmInfo
	O
	0..1
	Specific data for the UDM

	ausfInfo
	AusfInfo
	O
	0..1
	Specific data for the AUSF

	amfInfo
	AmfInfo
	O
	0..1
	Specific data for the AMF (AMF Set ID, …)

	smfInfo
	smfInfo
	O
	0..1
	Specific data for the SMF (DNN's, …)

	upfInfo
	UpfInfo
	O
	0..1
	Specific data for the UPF (S-NSSAI, DNN, SMF serving area, …)

	pcfInfo
	PcfInfo
	O
	0..1
	Specific data for the PCF

	bsfInfo
	BsfInfo
	O
	0..1
	Specific data for the BSF

	nfServices
	array(NFService)
	O
	0..N
	List of NF Service Instances

	NOTE 1:
At least one of the addressing parameters (fqdn, ipv4address, ipv6adress and ipv6Prefix) shall be included in the NF Profile.

NOTE 2: 
The capacity and priority parameters, if present, are used for NF selection and load balancing. NFs with a lower priority value shall be selected before NFs with a higher priority value; for NFs with equal priority value, the selection shall consider the relative capacity (weight) value of the NFs.
NOTE 3: 
If the requester-plmn in the query parameter is different from the PLMN of the discovered NF, then the fqdn attribute value shall contain the interPlmnFqdn value registered by the NF during NF registration (see subclause 6.1.6.2.2).
NOTE 4: 
The usage of the load parameter by the NF service consumer is implementation specific, e.g. be used for NF selection and load balancing, together with other parameters.


* * * Next Change * * * *

A.2
Nnrf_NFManagement API

openapi: 3.0.0

info:

  version: '1.PreR15.0.0'

  title: 'NRF NFManagement Service'

  description: 'NRF NFManagement Service'

security:

  - oAuth2Clientcredentials: []
paths:

  /nf-instances:

******* CUT TO EASE READINESS *****

  /subscriptions:

    post:

      summary: Create a new subscription

      operationId: CreateSubscription

      tags:

        - Subscriptions (Collection)

      requestBody:

        content:

          application/json:

            schema:

              $ref: '#/components/schemas/SubscriptionData'

        required: true

      responses:

        '201':

          description: Expected response to a valid request

          content:

            application/json:

              schema:

                $ref: '#/components/schemas/SubscriptionData'

        default:

          description: Unexpected error

          content:

            application/problem+json:

              schema:

                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

      callbacks:

        onNFStatusEvent:

          '{$request.body#/nfStatusNotificationUri}':

            post:

              requestBody:

                description: Notification Payload

                content:

                  application/json:

                    schema:

                      $ref: '#/components/schemas/NotificationData'

              responses:

                '204':

                  description: Expected response to a successful callback processing

* * * End of Changes * * * *

