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* * * First Change * * * *

4.2.2.1
General

Figure 4.2.2.1-1 illustrates the creation of a policy association.
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Figure 4.2.2.1-1: Creation of a policy association

When a UE registers and a UE context is being established, the AMF can obtain Service Area Restrictions, RFSP index, and GPSI from the UDM during the update location procedure and shall decide based on local policies whether to request policies from the PCF.

To request policies from the PCF, the NF service consumer (e.g. AMF) shall send an HTTP POST request with: "{apiRoot}/npcf-am-policy-control/v1/policies/" as Resource URI and the PolicyAssociationRequest data structure as request body that shall include:

-
Notification URI encoded as "notificationUri" attribute,

and that shall include when available:

-
SUPI encoded as "supi" attribute;

NOTE 1:
The SUPI is always available except for some emergency sessions where the PEI is available.

-
GPSI encoded as "gpsi" attribute;

-
Access type encoded as "accessType" attribute;

-
Permanent Equipment Identifier (PEI) encoded as "pei" attribute;

-
User Location Information encoded as "userLoc" attribute;

-
UE Time Zone encoded as "timeZone" attribute;

-
Serving PLMN Identifier encoded as "servingPlmn" attribute;

-
RAT type encoded as "ratType" attribute;

-
Service Area Restrictions (see subclause 4.2.2.3.1) derived from the Service Area Restrictions obtained from the UDM by mapping any service areas denoted by geographical information into Tracking Area Identities (TAIs) and encoded as "servAreaRes" attribute;

-
RFSP index (see subclause 4.2.2.3.2) as obtained from the UDM encoded as "rfsp" attribute;

-
a list of PSIs denoting fragments of UE Policy stored in the UE, as obtained from the UE encoded as "psis" attribute;

-
V-PCF ID (if the consumer is AMF, when receiving the PCF ID from old AMF during inter-AMF mobility) encoded as "vPcfId" attribute;
-
H-PCF ID (if the consumer is V-PCF, when receiving the H-PCF ID from AMF) encoded as "hPcfId" attribute;
-
Internal Group Identifier encoded as "groupId" attribute;

· -
Alternate or backup IPv4 Addess(es) where to send Notifications encoded as "altNotifIpv4Addrs" attribute; and
-
Alternate or backup IPv6 Addess(es) where to send Notifications encoded as "altNotifIpv6Addrs" attribute.

Upon the reception of the HTTP POST request, the PCF shall assign a policy association ID, shall determine the applicable policy (taking into consideration and possibly modifying possibly received Service Area Restrictions and/or RFSP index) and for the succesfull case shall send a HTTP "201 Created" response with the assigned policy association ID in the "Link" header field

NOTE 2:
The assigned policy association ID is thus associated with the SUPI (or PEI in case of emergency PDU Session without SUPI).

and the the PolicyAssociation data type as body including:

-
optionally UE policy (see subclause 4.2.2.2) encoded as "uePolicy" attribute, i.e.:

a)
UE Access Network discovery and selection policies; and/or

b)
UE Route Selection Policies (URSP); and/or,

-
optionally AMF Access and Mobility Policy (see subclause 4.2.2.3), i.e.:

a)
Service Area Restrictions encoded as "servAreaRes" attribute; and/or

b)
RAT Frequency Selection Priority (RFSP) Index encoded as "rfsp" attribute; and

-
optionally one or several of the following Policy Control Request Trigger(s) encoded as "triggers" attribute (see subclause 4.2.3.2):

a)
Location change (tracking area); and

b)
Change of UE presence in PRA.

If errors occur when processing the HTTP POST request, the PCF shall apply error handling procedures as specified in subclause 5.7.

Editor's note:
It is ffs is additional parameters to further qualify event triggers, e.g. a tracking area or PRA description, are required.

* * * Next Change * * * *

4.2.2.3.1
Service Area Restriction

If service area restrictions are enabled, the Service Area Restriction information is encoded using the "ServiceArea Restriction" data type defined in 3GPP TS 29.571 [11] and consists of:

-
the maximum number of allowed TAs that can be traversed encoded as "maxNumOfTAs" attribute; and/or
-
either:

a)
a list of allowed Tracking Area Identities (TAIs) encoded as "tacs" attributes within the "areas" attribute; and
b)
the "restrictionType" attribute set to "ALLOWED_AREAS ";
-
or:

a)
a list of not allowed Tracking Area Identities (TAIs) encoded as "tacs" attributes within the "areas" attribute; and
b)
the "restrictionType" attribute set to "NOT_ALLOWED_AREAS "; 

* * * Next Change * * * *

5.6.1
General

This subclause specifies the application data model supported by the API.

Table 5.6.1-1 specifies the data types defined for the Npcf_AMPolicyControl service based interface protocol.

Table 5.6.1-1: Npcf_AMPolicyControl specific Data Types

	Data type
	Section defined
	Description
	Applicability

	PolicyAssociation
	5.6.2.2
	Description of a policy association that is returned by the PCF when a policy Association is created, updated, or read.
	

	PolAssoId
	5.6.3.2
	Policy association identifier.
	

	PolicyAssociationRequest
	5.6.2.3
	Information that NF service consumer provides when requesting the creation of a policy association.
	

	PolicyAssociationUpdateRequest
	5.6.2.4
	Information that NF service consumer provides when requesting the update of a policy association.
	

	PolicyUpdate
	5.6.2.5
	Updated policies that the PCF provides in a notification or in the reply to an Update Request.
	

	RequestTrigger
	5.6.3.3
	Enumeration of possible Request Triggers.
	

	TerminationNotification
	5.6.2.6
	Request to terminate a policy Association that the PCF provides in a notification.
	


Table 5.6.1-2 specifies data types re-used by the Npcf_AMPolicyControl service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Npcf_AMPolicyControl service based interface. 

Table 5.6.1-2: Npcf_AMPolicyControl re-used Data Types

	Data type
	Reference
	Comments
	Applicability

	AccessType
	3GPP TS 29.571 [11]
	
	

	Gpsi
	3GPP TS 29.571 [11]
	Generic Public Subscription Identifier
	

	GroupId
	3GPP TS 29.571 [11]
	
	

	Ipv4Addr
	3GPP TS 29.571 [11]
	
	

	Ipv6Addr
	3GPP TS 29.571 [11]
	
	

	NetworkId
	3GPP TS 29.571 [11]
	
	

	Pei
	3GPP TS 29.571 [11]
	Permanent Equipment Identifier
	

	ProblemDetails
	3GPP TS 29.571 [11]
	
	

	Uri
	3GPP TS 29.571 [11]
	
	

	UserLocation
	3GPP TS 29.571 [11]
	
	

	RatType
	3GPP TS 29.571 [11]
	
	

	RfspIndex
	3GPP TS 29.571 [11]
	
	

	ServiceAreaRestriction
	3GPP TS 29.571 [11]
	Within the areas attribute, only tracking area codes shall be included.
	

	Supi
	3GPP TS 29.571 [11]
	Subscription Permanent Identifier
	

	SupportedFeatures
	3GPP TS 29.571 [11]
	Used to negotiate the applicability of the optional features defined in table 5.8-1.
	

	TimeZone
	3GPP TS 29.571 [11]
	
	


* * * Next Change * * * *

5.6.2.4
Type PolicyAssociationUpdateRequest

Table 5.6.2.4-1: Definition of type PolicyAssociationUpdateRequest

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	notificationUri
	Uri
	O
	0..1
	Identifies the recipient of Notifications sent by the PCF.
	

	triggers
	array(RequestTrigger)
	M
	1..N
	Request Triggers that the NF service consumer observes.
	

	servAreaRes
	ServiceAreaRestriction
	C
	0..1
	Service Area Restriction as part of the AMF Access and Mobility Policy. Shall be provided for trigger "SERV_AREA_CH".
	

	rfsp
	RfspIndex
	C
	0..1
	RFSP Index as part of the AMF Access and Mobility Policy. Shall be provided for trigger "RFSP_CH".
	


* * * Next Change * * * *

5.6.2.5
Type PolicyUpdate

Table 5.6.2.5-1: Definition of type PolicyUpdate

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	polAssoId
	PolAssoId
	C
	0..1
	Policy Association ID assigned by the PCF. Shall be included when policy is supplied as part of the Npcf_AMPolicyControl_UpdateNotify Service Operation.
	

	uePolicy
	FFF
	O
	0..1
	The UE policy as determined by the PCF.
	

	triggers
	array(RequestTrigger)
	O
	0..N
	Request Triggers that the PCF subscribes. Only values "LOC_CH" and "PRA_CH" are permitted.
	

	servAreaRes
	ServiceAreaRestriction
	O
	0..1
	Service Area Restriction as part of the AMF Access and Mobility Policy as determined by the PCF.
	

	rfsp
	RfspIndex
	O
	0..1
	RFSP Index as part of the AMF Access and Mobility Policy as determined by the PCF.
	


Editor's note:
The included data types need to allow that only updated parts of policies are provided.

* * * Next Change * * * *

A.2
Npcf_AMPolicyControl API

Editor's note:
HTTP Error responses need to be alligned with updates to Table 5.2.7.1-1 of 3GPP TS 29.500 [4].


openapi: 3.0.0

info:

  description: Access and Mobility Policy Control Service API

  version: "1.PreR15.0.0"

  title: Npcf_AMPolicyControl
externalDocs:
  description: 3GPP TS 29.507 V0.5.0 (2018-05) 5G System; Access and Mobility Policy Control Service; Stage 3
  url: http://www.3gpp.org/ftp/Specs/archive/29_series/29.507/

servers:

  - url: https://{apiRoot}/npcf-am-policy-control/v1

    variables:

      apiRoot:

        default: demohost.com

        description: apiRoot as defined in subclause subclause 4.4 of 3GPP TS 29.501, excluding the http:// part

paths:

  /policies:

    post:

      requestBody:

        required: true

        content:

          application/json:

            schema:

              $ref: '#/components/schemas/PolicyAssociationRequest'

      responses:

        '201':

          description: Created
          content:

            application/json:

              schema:

                $ref: '#/components/schemas/PolicyAssociation'

        '400':

          $ref: 'TS29571_CommonData.yaml#/components/responses/400'

        '500':

          $ref: 'TS29571_CommonData.yaml#/components/responses/500'

        default:

          $ref: 'TS29571_CommonData.yaml#/components/responses/default'
      callbacks:

        policyUpdateNotification:

          '{$request.body#/notificationUri}/update': 

            post:

              requestBody:

                required: true

                content:

                  application/json:

                    schema:

                      $ref: '#/components/schemas/PolicyUpdate'

              responses:

                '204':

                  description: No Content, Notification was succesfull

                '307':

                  description: temporary redirect
                '400':

                  $ref: 'TS29571_CommonData.yaml#/components/responses/400'

                '404':

                  $ref: 'TS29571_CommonData.yaml#/components/responses/404'

                '500':

                  $ref: 'TS29571_CommonData.yaml#/components/responses/500'

                default:

                  $ref: 'TS29571_CommonData.yaml#/components/responses/default'
        policyAssocitionTerminationRequestNotification:

          '{$request.body#/notificationUri}/terminate': 

            post:

              requestBody:

                required: true

                content:

                  application/json:

                    schema:

                      $ref: '#/components/schemas/TerminationNotification'

              responses:

                '204':

                  description: No Content, Notification was succesfull

                '307':

                  description: temporary redirect
                '400':

                  $ref: 'TS29571_CommonData.yaml#/components/responses/400'

                '404':

                  $ref: 'TS29571_CommonData.yaml#/components/responses/404'

                '500':

                  $ref: 'TS29571_CommonData.yaml#/components/responses/500'

                default:

                  $ref: 'TS29571_CommonData.yaml#/components/responses/default'
  /policies/{polAssoId}:

    get:

      parameters:

        - name: polAssoId

          in: path

          description: Identifier of a policy association
          required: true

          schema:

            type: string

      responses:

        '200':

          description: OK. Resource representation is returned

          content:

            application/json:

              schema:

                $ref: '#/components/schemas/PolicyAssociation'

        '400':

          $ref: 'TS29571_CommonData.yaml#/components/responses/400'

        '500':

          $ref: 'TS29571_CommonData.yaml#/components/responses/500'

        default:

          $ref: 'TS29571_CommonData.yaml#/components/responses/default'
    delete:

      parameters:

        - name: polAssoId

          in: path

          description: Identifier of a policy association
          required: true

          schema:

            type: string

      responses:

        '204':

          description: No Content. Resource was succesfully deleted

        '400':

          $ref: 'TS29571_CommonData.yaml#/components/responses/400'

        '500':

          $ref: 'TS29571_CommonData.yaml#/components/responses/500'

        default:

          $ref: 'TS29571_CommonData.yaml#/components/responses/default'
  /policies/{polAssoId}/update:

    post:

      requestBody:

        required: true

        content:

          application/json:

            schema:

              $ref: '#/components/schemas/PolicyAssociationUpdateRequest'

      parameters:

        - name: polAssoId

          in: path

          description: Identifier of a policy association
          required: true

          schema:

            type: string

      responses:

        '200':

          description: OK. Updated policies are returned

          content:

            application/json:

              schema:

                $ref: '#/components/schemas/PolicyUpdate'

        '400':

          $ref: 'TS29571_CommonData.yaml#/components/responses/400'

        '500':

          $ref: 'TS29571_CommonData.yaml#/components/responses/500'

        default:

          $ref: 'TS29571_CommonData.yaml#/components/responses/default'
components:

  schemas:

    PolicyAssociation:

      type: object

      properties:

        request:

          $ref: '#/components/schemas/PolicyAssociationRequest'

        uePolicy:

          type: string

# Editor's note:
The type is FFS and string is only used as temporary placeholder to pass syntax checks
        triggers:

          type: array

          items:

            $ref: '#/components/schemas/RequestTrigger'

          minItems: 0

          description: Request Triggers that the PCF subscribes. Only values "LOC_CH" and "PRA_CH" are permitted.

        servAreaRes:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/ServiceAreaRestriction'

        rfsp:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/RfspIndex'

        suppFeat:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'

      required:

        - suppFeat

    PolicyAssociationRequest:

      type: object

      properties:

        notificationUri:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'

        altNotifIpv4Addrs:

          type: array

          items:

            $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv4Addr'

          minItems: 0

          description: Alternate or backup IPv4 Addess(es) where to send Notifications.

        altNotifIpv6Addrs:

          type: array

          items:

            $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv6Addr'

          minItems: 0

          description: Alternate or backup IPv6 Addess(es) where to send Notifications.

        supi:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'

        gpsi:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Gpsi'

        accessType:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/AccessType'

        pei:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Pei'

        userLoc:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/UserLocation'

        timeZone:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/TimeZone'

        servingPlmn:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/NetworkId'

        ratType:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/RatType'

        groupId:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/GroupId'

        vPcfId:

          type: string

          description: V-PCF Identifier. Shall be provided when available.

        hPcfId:

          type: string

          description: H-PCF Identifier. Shall be provided when available.

        servAreaRes:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/ServiceAreaRestriction'

        rfsp:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/RfspIndex'

        psis:

          type: array

          items:

            type: string

# Editor's note:
The type is FFS and string is only used as temporary placeholder to pass syntax checks
          minItems: 0

          description: A list of PSIs denoting fragments of UE Policy stored in the UE, as obtained from the UE. Shall be provided when available.

        suppFeat:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'

      required:

        - notificationUri

        - suppFeat

    PolicyAssociationUpdateRequest:

      type: object

      properties:

        notificationUri:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'

        triggers:

          type: array

          items:

            $ref: '#/components/schemas/RequestTrigger'

          minItems: 0

          description: Request Triggers that the NF service consumer observes.

        servAreaRes:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/ServiceAreaRestriction'

        rfsp:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/RfspIndex'

    PolicyUpdate:

      type: object

      properties:

        polAssoId:

          $ref: '#/components/schemas/PolAssoId'

        uePolicy:

          type: string

# Editor's note:
The type is FFS and string is only used as temporary placeholder to pass syntax checks
        triggers:

          type: array

          items:

            $ref: '#/components/schemas/RequestTrigger'

          minItems: 0

          description: Request Triggers that the PCF subscribes. Only values "LOC_CH" and "PRA_CH" are permitted.

        servAreaRes:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/ServiceAreaRestriction'

        rfsp:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/RfspIndex'

    TerminationNotification:

      type: object

      properties:

        polAssoId:

          $ref: '#/components/schemas/PolAssoId'

      required:

        - polAssoId

    PolAssoId:

      type: string

      description: Policy Association Identifier

    RequestTrigger:

      anyOf:

      - type: string

        enum:

          - LOC_CH

          - PRA_CH

          - SERV_AREA_CH

          - RFSP_CH

      - type: string

        description: >

          This string provides forward-compatibility with future

          extensions to the enumeration but is not used to encode

          content defined in the present version of this API.

      description: >

        Possible values are

        - LOC_CH: Location change (tracking area)  the tracking area of the UE has changed.

        - PRA_CH: Change of UE presence in PRA  the UE is entering/leaving a Presence Reporting Area.

        - SERV_AREA_CH: Service Area Restriction change  the UDM notifies the AMF that the subscribed service area restriction information has changed.

        - RFSP_CH: RFSP index change  the UDM notifies the AMF that the subscribed RFSP index has changed.

* * * End of Changes * * * *
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