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	Reason for change:
	The protocol attribute in InterfaceDescription data type is defined as HTTPS/1.1 and HTTPS/2.
This is not the well known HTTP protocol variables which are HTTP/1.1 and HTTP/2.

Besides, according to TS 33.122, subclause 6.4:

TLS shall be used to provide integrity protection, replay protection and confidentiality protection. The support of TLS is mandatory and optional to use based on the domain administrator's policy to protect interfaces within the trusted domain.

The AEF published API supports secured HTTP connection using TLS as mandatory function, there is no need to indicate such during API publishing.

In addition, the special character / could cause confusion in the URI if such attribute is used in query parameter.
It’s proposed to follow the naming convetion in TS 29.500 with only underscore and UPPERCASE letters and remove security indication.
Secondly, such protocol indication of higher layer should not be included in IP interface description. It is not expected that the same AEF is publishing its service API in different interfaces with different higher layer protocol (HTTP/1.1 and HTTP/2) support.

	
	

	Summary of change:
	Rename the HTTP protocols.
Put protocol type in the ServiceAPIDescription data type.
Domain name is put under ServiceAPIDescription data type.
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	Inaccurate service publish function. 
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*** 1st Change ***
8.2.4.2.2
Type: ServiceAPIDescription

Table 8.2.4.2.2-1: Definition of type ServiceAPIDescription

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	apiName
	string
	M
	1
	API name 
	

	apiID
	string
	C
	0..1
	API identifier assigned by the CAPIF core function to the published service API. Shall not be present in the HTTP POST request from the API publishing function to the CAPIF core function. Shall be present in the HTTP POST response from the CAPIF core function to the API publishing function.
	

	apiVersion
	string
	O
	0..1
	API version
	

	domainName
	string
	O
	0..1
	Domain to which API belongs to
	

	protocol
	Protocol
	O
	0..1
	Protocol used by the API.
	

	serviceName
	string
	O
	0..1
	Name of the service to which the API belongs
	

	interfaceDescription
	InterfaceDescription
	O
	0..N
	Interface details
	

	dataFormat
	DataFormat
	O
	0..1
	Data formats used by the API
	

	description
	string
	O
	0..1
	Text description of the API
	

	uri
	Uri
	O
	0..N
	Relative URI (s) of the API
	


*** Next Change ***
8.2.4.2.3
Type: InterfaceDescription

Table 8.2.4.2.3-1: Definition of type InterfaceDescription

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	
	
	
	
	
	

	ipv4Addr
	Ipv4Addr
	O
	0..1
	String identifying an IPv4 address
	

	ipv6Addr
	Ipv6Addr
	O
	0..1
	String identifying an IPv6 address
	

	port
	Port
	O
	0..1
	Port
	

	
	
	
	
	
	


*** Next Change ***
8.2.4.3.3
Enumeration: Protocol

Table 8.2.4.3.3-1: Enumeration Protocol

	Enumeration value
	Description
	Applicability

	HTTP_1_1
	HTTP version 1.1
	

	HTTP2
	HTTP version 2
	


*** End of Changes ***

