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Proposed changes:

*** 1st Change ***

5.1
Introduction of Services

The table 5.1-1 lists the CAPIF Core Function APIs below the service name. A service description subclause for each API gives a general description of the related API.

Table 5.1-1: List of CAPIF Services

	Service Name
	Service Operations
	Operation Semantics
	Consumer(s)

	CAPIF_Discover_Service_API
	Discover_Service_API
	Request/ Response
	API Invoker

	
	Event operations (NOTE)
	(NOTE)
	API Invoker

	CAPIF_Publish_Service_API
	Publish_Service_API
	Request/ Response
	API Publishing Function

	
	Unpublish_Service_API
	Request/ Response
	API Publishing Function

	
	Update_Service_API
	Request/ Response
	API Publishing Function

	
	Get_Service_API
	Request/ Response
	API Publishing Function

	
	Event operations (NOTE)
	(NOTE)
	API Publishing Function

	CAPIF_Events_API
	Subscribe_Event
	Request/ Response
	API Invoker, API Publishing Function, API Management Function, API Exposing Function

	
	Notify_Event
	Subscribe/Notify
	API Invoker, API Publishing Function, API Management Function, API Exposing Function

	
	Unsubscribe_Event
	Request/ Response
	API Invoker, API Publishing Function, API Management Function, API Exposing Function

	CAPIF_API_Invoker_Management_API
	Onboard_API_Invoker
	Request/ Response
	API Invoker

	
	Offboard_API_Invoker
	Request/ Response
	API Invoker

	
	Notify_Onboarding_Completion
	Subscribe/Notify
	API Invoker

	CAPIF_Security_API
	Obtain_Security_Method
	Request/ Response
	API Invoker

	
	Obtain_Authorization
	Request/ Response
	API Invoker

	
	Obtain_API_Invoker_Info
	Request/ Response
	API exposing function

	
	Revoke_Authorization
	Request/ Response
	API exposing function

	
	
	
	

	
	
	
	

	
	
	
	

	CAPIF_Monitoring_API
	Event operations (NOTE)
	(NOTE)
	API Management Function

	CAPIF_Logging_API_Invocation_API
	Log_API_Invocation
	Request/ Response
	API exposing function

	CAPIF_Auditing_API
	Query_API_Invocation_Log
	Request/ Response
	API management function

	CAPIF_Access_Control_Policy_API
	Obtain_Access_Control_Policy
	Request/Response
	API Exposing Function

	NOTE:
The service operations of CAPIF Events API are reused by the CAPIF_Discover_Service_API, CAPIF_Publish_Service_API and CAPIF_Monitoring_API for events related services.



*** 2nd Change ***

5.3.2.1
Introduction

Table 5.3.2.1-1: Operations of the CAPIF_Publish_Service_API

	Service operation name
	Description
	Initiated by

	Publish_Service_API
	This service operation is used by an API publishing function to publish service APIs on the CAPIF core function.
	API publishing function

	Unpublish_Service_API
	This service operation is used by an API publishing function to un-publish service APIs from the CAPIF core function.
	API publishing function

	Get_Service_API
	This service operation is used by an API publishing function to retrieve service APIs from the CAPIF core function.
	API publishing function

	Update_Service_API
	This service operation is used by an API publishing function to update published service APIs on the CAPIF core function.
	API publishing function


*** 3rd Change ***

5.3.2.4
Get_Service_API

*** 4th Change ***

5.3.2.4.2
API publishing function retrieving service APIs from CAPIF core function using Get_Service_API service operation

To retrieve information about the published service APIs from the CAPIF core function, the API publishing function shall send an HTTP GET message with the API publishing function Identifier to the CAPIF core function.

Upon receiving the above described HTTP GET message, the CAPIF core function shall 

1.
verify the identity of the API publishing function and check if the API publishing function is authorized to retrieve information about the published service APIs;

2.
if the API publishing function is authorized to retrieve information about the published service APIs, the CAPIF core function shall:

a.
respond with the API Information associated with the CAPIF Resource Identifier mentioned in the HTTP GET message.

*** 5th Change ***

5.4.2.1
Introduction

Table 5.4.2.1-1: Operations of the CAPIF_Events_API

	Service operation name
	Description
	Initiated by

	Subscribe_Event
	This service operation is used by a Subscribing functional entity to subscribe to CAPIF events.
	Subscribing functional entity

	Unsubscribe_Event
	This service operation is used by a Subscribing functional entity to unsubscribe from CAPIF events
	Subscribing functional entity

	Notify_Event
	This service operation is used by CAPIF core function to send a notification to a Subscribing functional entity
	CAPIF core function


5.4.2.2
Subscribe_Event
*** 6th Change ***

5.4.2.2.2
Subscribing to CAPIF events using Subscribe_Event service operation

To subscribe to CAPIF events, the Subscribing functional entity shall send an HTTP POST message to the CAPIF core function. The body of the HTTP POST message shall include Subscribing functional entity's Identifier, Event Type and a Notification Destination URI.
Upon receiving the above described HTTP POST message, the CAPIF core function shall:

1.
verify the identity of the Subscribing functional entity and check if the Subscribing functional entity is authorized to subscribe to the CAPIF events mentioned in the HTTP POST message;

2.
if the Subscribing functional entity is authorized to subscribe to the CAPIF events, the CAPIF core function shall:

a.
create a new resource as defined in subclause 8.3.3.

b.
return the CAPIF Resource URI in the response message. 

5.4.2.3
Unsubscribe_Event
*** 7th Change ***

5.4.2.3.2
Unsubscribing from CAPIF events using Unsubscribe_Event service operation

To unsubscribe from CAPIF events, the Subscribing functional entity shall send an HTTP DELETE message using the CAPIF Resource Identifier to the CAPIF core function.

Upon receiving the HTTP DELETE message, the CAPIF core function shall delete the resource pointed by the CAPIF Resource URI. 
*** 8th Change ***

5.4.2.4
Notify_Event
*** 9th Change ***

5.4.2.4.2
Notifying CAPIF events using Notify_Event service operation

To notify CAPIF events, the CAPIF core function shall send an HTTP POST message using the Notification Destination URI received in the subscription request. The body of the HTTP POST message shall include an Event Notification and CAPIF Resource URI.

Upon receiving the HTTP POST message, the Subscribing functional entity shall process the Event Notification. 
*** 10th Change ***

5.5.2.2
Onboard_API_Invoker
*** 11th Change ***

5.5.2.3
Offboard_API_Invoker
*** 12th Change ***

5.6
CAPIF_Security_API
*** 13th Change ***

5.6.2.1
Introduction

Table 5.6.2.1-1: Operations of the CAPIF_Security_API

	Service operation name
	Description
	Initiated by

	Obtain_Security_Method
	This service operation is used by an API invoker to negotiate and obtain information about service API security method for itself with CAPIF core function. This information is used by API invoker for service API invocations.
	API invoker

	Obtain_Authorization
	This service operation is used by an API invoker to obtain authorization to access service APIs.
	API invoker

	Obtain_API_Invoker_Info
	This service operation is used by an API exposing function to obtain the authentication or authorization information related to an API invoker.
	API exposing function

	Revoke_Authorization
	This service operation is used by an API exposing function to invalidate the authorization of an API invoker.
	API exposing function


5.6.2.2
Obtain_Security_Method
*** 14th Change ***

5.6.2.2.2
Request service API security method from CAPIF using Obtain_Security_Method service operation

To negotiate and obtain service API security method information from the CAPIF core function, the API invoker shall send an HTTP POST message to the CAPIF core function. The body of the HTTP POST message shall include Security Method Request and a Notification Destination URI for security related notifications. The Security Method Request from the API invoker contains the unique interface details of the service APIs and a preferred method for each unique service API interface.
Upon receiving the above described HTTP POST message, the CAPIF core function shall:

1.
determine the security method for each service API interface as specified in 3GPP TS 33.122 [16]; 

2.
store the Notification Destination URI for security related notification.
3.
create a new resource as defined in subclause 8.4.3;

4.
return the security method information and the CAPIF Resource URI in the response message; and
*** 15th Change ***

5.6.2.2.5
Invalidate authorization using Revoke_Authorization service operation

To invalidate authorization of an API invoker, the API exposing function shall send an HTTP DELETE message to the CAPIF core function using the API invoker ID. 
Upon receiving the above described HTTP DELETE message, the CAPIF core function shall delete the resource representation pointed by the API invoker ID and shall notify the API invoker of the authorization invalidation using the Notification Destination URI received in the Obtain_Security_Method message.
*** End of Changes ***

