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	Reason for change:
	TS 29.273 is not clear with respect to whether the MIP6-Feature-Vector AVP within the Non-3GPP User Data AVP over SWx needs to include the GTPv2 value to authorize the use of NBM / GTPv2. Different HSS and AAA implementations have been encountered, causing interoperability problems. 

Table 8.2.3.0/2 (SWx re-used AVPs) refers to RFC 5447 for the MIP6-Feature-Vector which does not define code points for PMIPv6 (defined in RFC 5779) and GTPv2. But the MIP6-Feature-Vector AVP is also defined with different values in subclauses 5.2.3.3 (STa) and 9.2.3.2.3 / 9.2.3/6.3 (S6b), including PMIPv6 and GTPv2. 

The MIP6-Feature-Vector is used in TS 29.273 as follows:

· over SWm and STa 

· TWAN/ePDG -> AAA: to indicate the protocols the TWAN/ePDG supports
· AAA -> TWAN/ePDG: to indicate whether NBM is authorized by the 3GPP AAA Server. 

· over S6b 

· PGW -> AAA: to indicate the S2a/S2b protocol used for the PDN conntection

· AAA -> PGW: with the same value as received from the PGW
· over SWx: 

· HSS -> AAA: to indicate support for HBM (e.g. DSMIP). Nothing is stated about NBM (GTPv2/PMIPv6).
As per TS 23.402 subclause 4.1.3, the HSS/AAA is responsible for deciding the IP Mobility mechanism to use (i.e. Host-Based Mobility vs. Network Based Mobility). 
Whether to use GTPv2 or PMIPv6, when NBM is authorized by the AAA, is a decision of the ePDG/TWAN only (based on local configuration or DNS). Thus returning "GTPv2" or "PMIPv6" to the TWAN/ePDG is ONLY an indication that NBM is authorized. 

TS 23.402 further specifies the following requirements wrt authorizing HBM or NBM:

Support of different IP mobility management protocols at local/home network is known by the AAA/HSS in one of the following ways:

-
through static pre-configuration, or

-
through indication of the supported IP mobility management protocols (NBM and/or MIPv4 FA CoA mode) by the trusted non-3GPP access system or ePDG as part of the AAA exchange for UE authentication.

The IPMS decision is performed as described in the following:

-
…
-
If the UE does not indicate any capabilities, it is assumed that the UE is not able to support DSMIPv6 or MIPv4, and NBM is used for providing connectivity if the network supports NBM.

…

IP address preservation for session continuity based on HBM may take place if the network is aware of the UE capability to support DSMIPv6 or MIPv4. Such knowledge may be based on an indication to the target trusted non-3GPP access or ePDG from the HSS/AAA (e.g. in case of DSMIPv6, the UE performed S2c bootstrap before moving to the target trusted non-3GPP access or ePDG). 


	
	

	Summary of change:
	The MIP6-Feature-Vector over SWx may provide HSM and/or NBM authorization information. 
NBM shall be considered as authorized if at least one of the PMIP6 and GTPv2 flag is set. Based on operator policy, the 3GPP AAA Server may also authorize the use of NBM, irrespective of the presence or content of the MIP6-Feature-Vector AVP in the Non-3GPP User Data.


	
	

	Consequences if not approved:
	Interoperability problems between HSS and AAA implementations. 
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* * * First Change * * * *

8.2.3.1
Non-3GPP-User-Data

The Non-3GPP-User-Data AVP is of type Grouped. It contains the information related to the user profile relevant for EPS.

AVP format:

Non-3GPP-User-Data ::=

< AVP Header: 1500 10415 >

[ Subscription-ID ]

[ Non-3GPP-IP-Access ]

[ Non-3GPP-IP-Access-APN ]

*[ RAT-Type ]

[ Session-Timeout ]

[ MIP6-Feature-Vector ]

[ AMBR ]

[ 3GPP-Charging-Characteristics ] 

[ Context-Identifier ]

[ APN-OI-Replacement ]

*[ APN-Configuration ]

[ Trace-Info ]

[ TWAN-Default-APN-Context-Id ] 

*[ TWAN-Access-Info] 
[ Emergency-Info ]

[ ERP-Authorization ]
*[ AVP ]
The AMBR included in this grouped AVP shall include the AMBR associated to the user’s subscription (UE-AMBR). 
The APN-OI-Replacement included in this grouped AVP shall include the UE level APN-OI-Replacement associated to the user’s subscription. This APN-OI-Replacement has lower priority than APN level APN-OI-Replacement that is included in the APN-Configuration AVP. 
The Non-3GPP-User-Data AVP shall only contain APN-Configuration AVP(s) configured in the user subscription with an IP PDN type.
The Context-Identifier in this grouped AVP shall identify the user's default APN configuration. The TWAN-Default-APN-Context-Id AVP identifies the default APN configuration for EPC access over Trusted WLAN. This AVP shall be present if the default APN configuration for EPC access over Trusted WLAN differs from the default APN configuration for 3GPP access and other non-3GPP accesses. This AVP may be present otherwise.

The RAT-Type AVP(s) shall include the access technology type(s) not allowed for the user as specified in subclause 2.13.126 of 3GPP TS 23.008 [49].
The Emergency-Info AVP shall contain the identity of the PDN-GW used for the establishment of emergency PDN connections.
The MIP6-Feature-Vector may provide HSM and/or NBM authorization information (see subclause 8.2.3.x). 
For the conditions specified in subclause 8.1.2.3.2, the Non-3GPP-User-Data AVP shall be empty, i.e. not include any AVP. 

If the Non-3GPP-User-Data AVP is not empty, the Non-3GPP-IP-Acess AVP, the Non-3GPP-IP-Access-APN AVP, the Context-Identifier AVP and at least one item of the APN-Configuration AVP shall always be included, except when the Non-3GPP-User-Data AVP is used for downloading trace activation or deactivation information on the SWx interface, for an already registered user, or when the Non-3GPP-User-Data is used for downloading the Emergency-Info. In those specific cases, the Trace-Info AVP, or respectively the Emergency-Info AVP, shall be included and the presence of any further AVPs is optional.
8.2.3.x
MIP6-Feature-Vector
The MIP6-Feature-Vector AVP (AVP Code 124) is of type Unsigned64 and contains a 64 bit flags field of the mobile IP capabilities authorized by the HSS.

The following capabilities are defined for the SWx interface:

-
MIP6_INTEGRATED (0x0000000000000001)
This flag means that DSMIPv6 is authorized.

-
PMIP6_SUPPORTED (0x0000010000000000)
This flag means that NBM is authorized.

-
MIP4_SUPPORTED (0x0000100000000000)
This flag means that MIPv4 is authorized.

-
GTPv2_SUPPORTED (0x0000400000000000)
This flag means that NBM is authorized.
NBM shall be considered as authorized if at least one of the PMIP6_SUPPORTED and GTPv2_SUPPORTED flag is set. 
NOTE:
The selection of the protocol variant (GTPv2 or PMIPv6) on S2a/S2b is determined solely by the TWAN/ePDG. It does not matter whether the HSS sets the PMIP6_SUPPORTED and/or GTPv2_SUPPORTED flags to authorize NBM.
Based on operator policy, the 3GPP AAA Server may also authorize the use of NBM, irrespective of the presence or content of the MIP6-Feature-Vector AVP in the Non-3GPP User Data.

* * * End of Changes * * * *

