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*** 2nd Change ***
5.6.1
Command-Code Values

This subclause defines the Command-Code values for the Nt interface application as allocated by IANA from the vendor-specific namespace defined in IETF RFC 5719 [7]. Every command is defined by means of the ABNF syntax in IETF RFC 2234 [8], and according to the rules in IETF RFC 6733 [15].
NOTE:
As the commands in the present specification have originally been defined based on the former specification of the Diameter Base Protocol (IETF RFC 3588 [3]), the Vendor-Specific-Application-Id AVP is still assumed as a required AVP (an AVP indicated as {AVP}) in the command code format to avoid backward compatibility issues, even if the use of this AVP has been deprecated in the new specification of the Diameter Base Protocol (IETF RFC 6733 [15]).

The Nt application identifier shall be included in the Auth-Application-Id AVP within the Vendor-Specific-Application-Id grouped AVP contained in the BT-Request/Answer commands.
The following Command Codes are defined in this specification:

Table 5.6.1: Command-Code values for Nt
	Command-Name
	Abbreviation
	Code
	Section

	Background-Data-Transfer-Request
	BTR
	8388723
	5.6.2

	Background-Data-Transfer-Answer
	BTA
	8388723
	5.6.3


*** End of Changes ***

