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* * * First Change * * * *

7.2.4
Update-Location-Answer (ULA) Command

The Update-Location-Answer (ULA) command, indicated by the Command-Code field set to 316 and the 'R' bit cleared in the Command Flags field, is sent from HSS to MME or SGSN. 

Message Format

< Update-Location-Answer> ::=
< Diameter Header: 316, PXY, 16777251 >

< Session-Id >
[ DRMP ]
[ Vendor-Specific-Application-Id ]
[ Result-Code ]

[ Experimental-Result ] 
[ Error-Diagnostic ] 
{ Auth-Session-State }
{ Origin-Host }

{ Origin-Realm }
[ OC-Supported-Features ]
[ OC-OLR ]
*[ Load ]
*[ Supported-Features ]
[ ULA-Flags ]
[ Subscription-Data ]
*[ Reset-ID ]
*[ AVP ]

 [ Failed-AVP ]


*[ Proxy-Info ]

*[ Route-Record ]

* * * Next Change * * * *

7.2.6
Authentication-Information-Answer (AIA) Command

The Authentication-Information-Answer (AIA) command, indicated by the Command-Code field set to318 and the 'R' bit cleared in the Command Flags field, is sent from HSS to MME or SGSN. 

Message Format

< Authentication-Information-Answer> ::=
< Diameter Header: 318, PXY, 16777251 >

< Session-Id >
[ DRMP ]
[ Vendor-Specific-Application-Id ]
[ Result-Code ]

[ Experimental-Result ] 

[ Error-Diagnostic ] 
{ Auth-Session-State }
{ Origin-Host }

{ Origin-Realm }

[ OC-Supported-Features ]
[ OC-OLR ]
*[ Load ]
*[Supported-Features]
[ Authentication-Info ]

[ UE-Usage-Type ]
*[ AVP ]
 [ Failed-AVP ]
*[ Proxy-Info ]

*[ Route-Record ]
* * * Next Change * * * *

7.2.8
Cancel-Location-Answer (CLA) Command

The Cancel-Location-Answer (CLA) command, indicated by the Command-Code field set to 317 and the 'R' bit cleared in the Command Flags field, is sent from MME or SGSN to HSS. 

Message Format

< Cancel-Location-Answer> ::=
< Diameter Header: 317, PXY, 16777251 >

< Session-Id >
[ DRMP ] 

[ Vendor-Specific-Application-Id ]
*[ Supported-Features ]

[ Result-Code ]

[ Experimental-Result ] 
{ Auth-Session-State }
{ Origin-Host }

{ Origin-Realm }

*[ AVP ]
 [ Failed-AVP ]
*[ Proxy-Info ]

*[ Route-Record ]
* * * Next Change * * * *

7.2.10
Insert-Subscriber-Data-Answer (IDA) Command

The Insert-Subscriber-Data-Answer (IDA) command, indicated by the Command-Code field set to 319 and the 'R' bit cleared in the Command Flags field, is sent from MME or SGSN to HSS or CSS. 

Message Format when used over the S6a or S6d application:
< Insert-Subscriber-Data-Answer> ::=

< Diameter Header: 319, PXY, 16777251 >

< Session-Id >
[ DRMP ]
[ Vendor-Specific-Application-Id ]
*[ Supported-Features ]
[ Result-Code ]

[ Experimental-Result ]
{ Auth-Session-State }
{ Origin-Host }

{ Origin-Realm }
[ IMS-Voice-Over-PS-Sessions-Supported ]

[ Last-UE-Activity-Time ]


[ RAT-Type ]
[ IDA-Flags ]
[ EPS-User-State ]

[ EPS-Location-Information ]
[Local-Time-Zone ]

[ Supported-Services ]
*[ Monitoring-Event-Report ]
*[ Monitoring-Event-Config-Status ]
*[ AVP ]

 [ Failed-AVP ]

*[ Proxy-Info ]

*[ Route-Record ]
Message Format when used over the S7a or S7d application:
< Insert-Subscriber-Data-Answer> ::=

< Diameter Header: 319, PXY, 16777308 >

< Session-Id >
[ DRMP ]
[ Vendor-Specific-Application-Id ]
*[ Supported-Features ]
[ Result-Code ]

[ Experimental-Result ] 
{ Auth-Session-State }
{ Origin-Host }

{ Origin-Realm }
*[ AVP ]

 [ Failed-AVP ]

*[ Proxy-Info ]

*[ Route-Record ]

* * * Next Change * * * *

7.2.12
Delete-Subscriber-Data-Answer (DSA) Command

The Delete-Subscriber Data-Answer (DSA) command, indicated by the Command-Code field set to 320 and the 'R' bit cleared in the Command Flags field, is sent from MME or SGSN to HSS or CSS. 

Message Format when used over the S6a/S6d application:
< Delete-Subscriber-Data-Answer> ::= < Diameter Header: 320, PXY, 16777251 >

< Session-Id >
[ DRMP ]
[ Vendor-Specific-Application-Id ]
*[ Supported-Features ]
[ Result-Code ]

[ Experimental-Result ]

{ Auth-Session-State }
{ Origin-Host }

{ Origin-Realm }
[ DSA-Flags ]
*[ AVP ]

 [ Failed-AVP ]
*[ Proxy-Info ]

*[ Route-Record ]

Message Format when used over the S7a /S7d application:
< Delete-Subscriber-Data-Answer> ::= < Diameter Header: 320, PXY, 16777308>

 < Session-Id >
[ DRMP ]
[ Vendor-Specific-Application-Id ]
*[ Supported-Features ]
[ Result-Code ]

[ Experimental-Result ]

{ Auth-Session-State }
{ Origin-Host }

{ Origin-Realm }
*[ AVP ]
 [ Failed-AVP ]
*[ Proxy-Info ]

*[ Route-Record ]

* * * Next Change * * * *

7.2.14
Purge-UE-Answer (PUA) Command

The Purge-UE-Answer (PUA) command, indicated by the Command-Code field set to 321 and the 'R' bit cleared in the Command Flags field, is sent from HSS to MME or SGSN. 

Message Format

< Purge-UE-Answer> ::=
< Diameter Header: 321, PXY, 16777251 >

< Session-Id >
[ DRMP ]
[ Vendor-Specific-Application-Id ]
*[ Supported-Features ]

[ Result-Code ]

[ Experimental-Result ] 
{ Auth-Session-State }
{ Origin-Host }

{ Origin-Realm }

[ OC-Supported-Features ]
[ OC-OLR ]
*[ Load ]
[ PUA-Flags ]
*[ AVP ]
 [ Failed-AVP ]
*[ Proxy-Info ]

*[ Route-Record ]

* * * Next Change * * * *

7.2.16
Reset-Answer (RSA) Command

The Reset-Answer (RSA) command, indicated by the Command-Code field set to 322 and the 'R' bit cleared in the Command Flags field, is sent from MME or SGSN to HSS or CSS.
Message Format when used over the S6a/S6d application:
< Reset-Answer> ::=

< Diameter Header: 322, PXY, 16777251 >

< Session-Id >
[ DRMP ]
[ Vendor-Specific-Application-Id ]
*[ Supported-Features ]

[ Result-Code ]

[ Experimental-Result ]

{ Auth-Session-State }
{ Origin-Host }

{ Origin-Realm }

*[ AVP ]
 [ Failed-AVP ]
*[ Proxy-Info ]

*[ Route-Record ]

Message Format when used over the S7a /S7d application:
< Reset-Answer> ::=

< Diameter Header: 322, PXY, 16777308 >

< Session-Id >
[ DRMP ]
[ Vendor-Specific-Application-Id ]
*[ Supported-Features ]

[ Result-Code ]

[ Experimental-Result ]

{ Auth-Session-State }
{ Origin-Host }

{ Origin-Realm }

*[ AVP ]
 [ Failed-AVP ]
*[ Proxy-Info ]

*[ Route-Record ]

* * * Next Change * * * *

7.2.18
Notify-Answer (NOA) Command

The Notify-Answer (NOA) command, indicated by the Command-Code field set to 323 and the 'R' bit cleared in the Command Flags field, is sent from HSS to MME or SGSN. 

Message Format

< Notify-Answer> ::=
< Diameter Header: 323, PXY, 16777251 >

< Session-Id >
[ DRMP ]
[ Vendor-Specific-Application-Id ]
[ Result-Code ]

[ Experimental-Result ] 
{ Auth-Session-State }
{ Origin-Host }

{ Origin-Realm }
[ OC-Supported-Features ]
[ OC-OLR ]
*[ Load ]
*[ Supported-Features ]
*[ AVP ]
 [ Failed-AVP ]
*[ Proxy-Info ]

*[ Route-Record ]
* * * Next Change * * * *

7.2.20
ME-Identity-Check-Answer (ECA) Command

The ME-Identity-Check-Answer (ECA) command, indicated by the Command-Code field set to 324 and the 'R' bit cleared in the Command Flags field, is sent from EIR to MME or SGSN.

Message Format

< ME-Identity-Check-Answer> ::=

< Diameter Header: 324, PXY, 16777252 >

< Session-Id >
[ DRMP ]
[ Vendor-Specific-Application-Id ]

[ Result-Code ]

[ Experimental-Result ]

{ Auth-Session-State }
{ Origin-Host }

{ Origin-Realm }
[ Equipment-Status ]
*[ AVP ]
 [ Failed-AVP ]
*[ Proxy-Info ]

*[ Route-Record ]

* * * Next Change * * * *

7.2.22
Update-VCSG-Location-Answer (UVA) Command

The Update-VCSG-Location-Answer (UVA) command, indicated by the Command-Code field set to 8388638 and the 'R' bit cleared in the Command Flags field, is sent from CSS to MME or SGSN.

Message Format

< Update-VCSG-Location-Answer> ::=
< Diameter Header: 8388638, PXY,  >

< Session-Id >
[ DRMP ]
[ Vendor-Specific-Application-Id ]
[ Result-Code ]

[ Experimental-Result ]
[ Error-Diagnostic ]
{ Auth-Session-State }
{ Origin-Host }

{ Origin-Realm }
*[ Supported-Features ]
*[ VPLMN-CSG-Subscription-Data ]
[ UVA-Flags ]

*[ AVP ]

 [ Failed-AVP ]


*[ Proxy-Info ]

*[ Route-Record ]

* * * Next Change * * * *

7.2.24
Cancel-VCSG-Location-Answer (CVA) Command

The Cancel-VCSG-Location-Answer (CVA) command, indicated by the Command-Code field set to 8388642 and the 'R' bit cleared in the Command Flags field, is sent from MME or SGSN to CSS.

Message Format

< Cancel-VCSG-Location-Answer> ::=
< Diameter Header: 8388642, PXY,  >

< Session-Id >
[ DRMP ]
[ Vendor-Specific-Application-Id ]
*[ Supported-Features ]

[ Result-Code ]

[ Experimental-Result ]

{ Auth-Session-State }
{ Origin-Host }

{ Origin-Realm }

*[ AVP ]
 [ Failed-AVP ]
*[ Proxy-Info ]

*[ Route-Record ]
* * * End of Changes * * * *

