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* * * Next Change * * * *

5.7
Routing considerations

This clause specifies the use of the Diameter routing AVPs Destination-Realm and Destination-Host.

Destination-Realm AVP shall always be included in all diameter requests, and therefore is declared as mandatory in the ABNF for all commands.
When a request is initiated by the GMLC, the name of the MME or SGSN shall be determined by querying the HSS over the SLh interface, and retrieve the specific MME or SGSN that is currently serving the UE. Therefore, Destination-Host AVP shall always be included in the commands originated at the GMLC, and is declared as mandatory in the ABNF.

When a request is initiated by the MME or SGSN, the name of the GMLC may be either locally configured in the MME/SGSN (e.g., in the intra-domain scenario, when the GMLC belongs to the same PLMN as the MME/SGSN), or it is known from a previously received location procedure initiated at the GMLC. Therefore, the Destination-Host AVP is declared as mandatory in the ABNF of the commands originated at the MME or SGSN. 
If the Vendor-Specific-Application-ID AVP is received in any of the commands defined in this specification, it shall be ignored by the receiving node, and it shall not be used for routing purposes.
* * * Next Change * * * *

7.2


Message Formats
This section defines Command-Code values for the SLg interface application. These Command-Code values are applicable for the SLg and Lgd interfaces.
Every command is defined by means of the ABNF syntax IETF RFC 2234 [5], according to the rules in IETF RFC 3588 [4]. If the definition and use of an AVP is not specified in this document, the guidelines in IETF RFC 3588 [4] shall apply.

For these commands, the Application-ID field shall be set to16777255 (application identifier of the SLg interface application). 
The Vendor-Specific-Application-Id AVP shall not be included in any command sent by Diameter nodes supporting applications defined in this specification. If the Vendor-Specific-Application-Id AVP is received in any of the commands defined in this specification, it shall be ignored by the receiving node.
NOTE:
The Vendor-Specific-Application-Id is included as an optional AVP in all Command Code Format specifications defined in this specification in order to overcome potential interoperability issues with intermediate Diameter agents non-compliant with IETF RFC 6733 [x].
The following Command Codes are defined in this specification:

Table 7.2-1: Command-Code values

	Command-Name
	Abbreviation
	Code
	Section

	Provide-Location-Request
	PLR
	8388620
	7.3.1

	Provide-Location -Answer
	PLA
	8388620
	7.3.2

	Location-Report-Request
	LRR
	8388621
	7.3.3

	Location-Report-Answer
	LRA
	8388621
	7.3.4


* * * End of Changes * * * *

