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*** 1st Change ***

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 23.203: "Policy Control and Charging architecture".

[3]
Void.

[4]
IETF RFC 4005: "Diameter Network Access Server Application"

[5]
IETF RFC 4006: "Diameter Credit Control Application".
[6]
IETF RFC 5719: "Updated IANA Considerations for Diameter Command Code Allocations”

[7]
IETF RFC 2234: "Augmented BNF for syntax specifications".

[8]
3GPP TS 29.213:"Policy and charging control signalling flows and Quality of Service (QoS) parameter mapping".
[9]
Void.

[10]
Void.
[11]
Void.
[12]
Void.
[13]
IETF RFC 791:"Transmission Control Protocol".

[14]
IETF RFC 4960:"Stream Control Transmission Protocol".

[15]
3GPP TS 29.229:"Cx and Dx interfaces based on the Diameter protocol".
[16]
3GPP TS 32.296:"Telecommunication management; charging management; Online Charging System (OCS) applications and interfaces".

[17]
ETSI TS 283 034 v2.2.0:"Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); Network Attachment Sub-System (NASS); e4 interface based on the DIAMETER protocol".
[18]
IETF RFC 3046:"DHCP Relay Agent Information Option".
[19]
3GPP TS 29.212:"Policy and Charging Control (PCC); Reference points".
[20]
IETF RFC 7683:"Diameter Overload Indication Conveyance".

[21]
IETF draft-ietf-dime-drmp-02: "Diameter Routing Message Priority".

Editor's note:
The above document cannot be formally referenced until it is published as an RFC.

[xx]
IETF RFC 6733: "Diameter Base Protocol".

*** 2nd Change ***

4.5.3.1
General

This procedure shall be used by the PCRF to unsubscribe to any future updates of policy counters for a given subscriber by the OCS.

This procedure is mapped to the Session-Termination-Request/Answer commands specified in IETF RFC 6733 [xx].

Table 4.5.3.1/1: Final Spending Limit Report Request

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	Termination Cause
	Termination-Cause
	M
	This IE shall contain the reason why the session was terminated. It shall be set to "DIAMETER_LOGOUT".


Table 4.5.3.1/2: Final Spending Limit Report Response

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	Result
	Result-Code
	M
	This IE shall contain the result of the operation.


*** 3rd Change ***

5.1.1
Use of Diameter base protocol

The Diameter Base Protocol as specified in IETF RFC 6733 [xx] shall apply except as modified by the defined support of the methods and the defined support of the commands and AVPs, result and error codes as specified in this specification. Unless otherwise specified, the procedures (including error handling and unrecognised information handling) shall be used unmodified.

With regard to the Diameter protocol defined over the Sy interface, the OCS acts as a Diameter server, in the sense that it is the network element that handles policy counter status requests for a particular realm. The PCRF acts as the Diameter client, in the sense that is the network element requesting policy counter status to the OCS.

A Diameter routing table entry can have a different destination based on the application identifier of the command. The application identifier stored in the command header must match the value of any application identifier AVPs in the command body. Diameter agents (relay, proxy, redirection, translation agents) should use the application identifier in the command header to route to a suitable destination.

*** 4th Change ***

5.1.5
Advertising Application Support

The Diameter application identifier assigned to the Sy interface application is 16777302.

The PCRF and OCS shall advertise support of the Diameter Sy Application by including the value of the Sy application identifier in the Auth-Application-Id AVP within the Vendor-Specific-Application-Id grouped AVP of the Capabilities-Exchange-Request and Capabilities-Exchange-Answer commands.

The vendor identifier value of 3GPP (10415) shall be included in the Supported-Vendor-Id AVP of the Capabilities-Exchange-Request and Capabilities-Exchange-Answer commands, and in the Vendor-Id AVP within the Vendor-Specific-Application-Id grouped AVP of the Capabilities-Exchange-Request and Capabilities-Exchange-Answer commands.

The Vendor-Id AVP included in Capabilities-Exchange-Request and Capabilities-Exchange-Answer commands that is not included in the Vendor-Specific-Application-Id AVPs as described above shall indicate the manufacturer of the Diameter node as per IETF RFC 6733 [xx].
*** 5th Change ***

5.2
Initialization and maintenance of connection and session
The Diameter protocol between the PCRF and the OCS, shall always keep the session state, and use the same Session-Id parameter for the lifetime of each Diameter session.

Each Diameter session shall identify a Sy session for a given user. In order to indicate that the session state is to be maintained, the Diameter client and server shall not include the Auth-Session-State AVP, either in the request or in the response messages (see IETF RFC 6733 [xx]).
The PCRF shall link the Gx session(s) or S9 session with the Sy session at Sy session initialization and maintain that until the IP-CAN session(s) for that subscriber are terminated or no IP-CAN session for the same user depends on the spending status information provided over Sy reference point.
*** 6th Change ***

5.3.0
General

Table 5.3.0.1 describes the Diameter AVPs defined for the Sy reference point, their AVP Code values, types and possible flag values. The Vendor-Id header of all AVPs defined in the present document shall be set to 3GPP (10415).

Table 5.3.0.1: Sy specific Diameter AVPs

	
	
	
	
	AVP Flag rules (note 1)

	Attribute Name
	AVP Code
	Clause defined
	Value Type 
	Must
	May
	Should not
	Must not

	Policy-Counter-Identifier
	2901
	5.3.1
	UTF8String
	M,V
	P
	
	

	Policy-Counter-Status
	2902
	5.3.2
	UTF8String
	M,V
	P
	
	

	Policy-Counter-Status-Report
	2903
	5.3.3
	Grouped
	M,V
	P
	
	

	SL-Request-Type
	2904
	5.3.4
	Enumerated
	M,V
	P
	
	

	Pending-Policy-Counter-Information
	2905
	5.3.5
	Grouped
	M,V
	P
	
	

	Pending-Policy-Counter-Change-Time
	2906
	5.3.6
	Time
	M,V
	P
	
	

	NOTE 1:
The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see IETF RFC 6733 [xx].


*** 7th Change ***

5.5
Sy specific Experimental-Result-Code AVP values
5.5.1
General
IETF RFC 6733 [xx] specifies the Experimental-Result AVP containing Vendor-ID AVP and Experimental-Result-Code AVP. The Experimental-Result-Code AVP (AVP Code 298) is of type Unsigned32 and contains a vendor-assigned value representing the result of processing a request. The Vendor-ID AVP shall be set to 3GPP (10415).

5.5.2
Permanent Failures

Errors that fall within the Permanent Failures category shall be used to inform the peer that the request failed, and the request should not be attempted again.

The Result-Code AVP values defined in Diameter base protocol IETF RFC 6733 [xx] are applicable. Also, the following Result-Code AVP value defined in IETF RFC 4006 [5] is applicable:
DIAMETER_USER_UNKNOWN (5030)


This error shall be used by the OCS to indicate to the PCRF that the end user specified in the request is unknown to the OCS and that the Sy session cannot be created.
The following specific Sy Experimental-Result-Code value is defined for permanent failures:

DIAMETER_ERROR_UNKNOWN_POLICY_COUNTERS (5570)

This error shall be used by the OCS to indicate to the PCRF that the OCS does not recognize one or more Policy Counters specified in the request, when the OCS is configured to reject the request provided with unknown policy counter identifier(s).
5.5.3
Transient Failures

Errors that fall within the transient failures category are used to inform a peer that the request could not be satisfied at the time it was received, but may be able to satisfy the request in the future.

The Result-Code AVP values defined in Diameter base protocol IETF RFC 6733 [xx] are applicable. Also the following specific Sy Experimental-Result-Code value is defined for transient failures:

DIAMETER_ERROR_NO_AVAILABLE_POLICY_COUNTERS (4241)

This error shall be used by the OCS to indicate to the PCRF that the OCS has no available policy counters for the subscriber.

The PCRF may retry the request based on local configuration or operator policy on receipt of a transient failure.
*** 8th Change ***
5.6.1
Command-Code Values
This section defines the Command-Code values for the Sy interface application as allocated by IANA from the vendor-specific namespace defined in IETF RFC 5719 [6]. Every command is defined by means of the ABNF syntax IETF RFC 2234 [7], according to the rules in IETF RFC 6733 [xx].

The following Command Codes are defined in this specification:

Table 5.6.1: Command-Code values for Sy
	Command-Name
	Abbreviation
	Code
	Section

	Spending-Limit-Request
	SLR
	8388635 
	5.6.2

	Spending-Limit-Answer
	SLA
	8388635 
	5.6.3

	Spending-Status-Notification-Request
	SNR
	8388636 
	5.6.4

	Spending-Status-Notification-Answer
	SNA
	8388636 
	5.6.5


In addition, the Session-Termination-Request and Session-Termination-Answer commands are reused from IETF RFC 6733 [xx].

For the commands defined in this specification and reused commands, the Application-ID field shall be set to 16777302.

*** End of Changes ***

