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2nd Change

3.3
Abbreviations

For the purposes of the present document, the abbreviations defined in 3GPP TR 21.905 [1] apply, with the following additions. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

ABNF
Augmented Backus-Naur Form 
ATCF
Access Transfer Control Function

ATGW
Access Transfer Gateway 
B-ALG
Bearer Level Application-Level Gateway
BFCP
Binary Floor Control Protocol
CVO
Coordination of Video Orientation
DSCP
Differentiated Service Code Point

e2ae
End-to-Access-Edge (security model)
ECN
Explicit Congestion Notification

eIMS-AGW
IMS Access Gateway enhanced for WebRTC
eP-CSCF
P-CSCF enhanced for WebRTC
FECC
Far End Camera Control

GTT
Global Text Telephony
ICE
Interactive Connectivity Establishment
IMS-AGW
IMS Access Gateway

IMS-ALG
IMS Application Level Gateway
IP
Internet Protocol

LD
Local Descriptor (H.248 protocol element)

MG
Media Gateway

MGC
Media Gateway Controller

MPS
Multimedia Priority Service

MSRP
Message Session Relay Protocol
NA
Not Applicable

NAPT
Network Address and Port Translation

NAPT-PT
NAPT and Protocol Translation

NAT
Network Address Translation

RD
Remote Descriptor (H.248 protocol element)

ROI
Region of Interest

RTCP
RTP Control Protocol

SCTP
Stream Control Transport Protocol 

SDP
Session Description Protocol

SDPCapNeg
SDP Capability Negotiation

SRVCC
Single Radio Voice Call Continuity

STUN
Session Traversal Utilities for NAT
TCP
Transmission Control Protocol
TLS
Transport Layer Security (protocol)
ToS
Type-of-Service

TISPAN
Telecommunications and Internet converged Services and Protocols for Advanced Networking

WebRTC
Web Real Time Communication
WIC
WebRTC IMS Client
WWSF
WebRTC Web Server Function
3rd Change

5.15
Mandatory support of SDP and Annex C information elements

Table 5.15.1: Mandatory Annex C and SDP information elements
	Information Element
	Annex C Support
	SDP Support

	v-line
	"SDP_V "
	The value must always be equal to zero: v=0

	c-line
	"SDP_C "
	<nettype> <addrtype> and <connection address> are required. 

The network type shall be set to "IN".

The address type may be IPv4 or IPv6.  

The MGC may apply parameter underspecification to the <connection address> subfield. 

	m-line
	"SDP_M "
	There are four fields (or SDP values) <media>, <port>, <proto> and <fmt> in the "m=" line (see IETF RFC 4566 [17];NOTE 1).

The "m=" line may be omitted from SDP. 

<media>, <port>, <proto >  and <fmt-list> are required if the "m=" line is included.

Media type <media> :

The <media> field shall be set to "audio", "video", "message", "application", "text" or  "-". When "-" is used for the media value then no media resources are required to be reserved at this stage (NOTE 1). If the MG does not support the requested media value it shall reject the command with error code 515.

Transport port <port>

The port value may be underspecified with CHOOSE wildcard.

Transport protocol <proto>

As in table 5.15.2.

Media format <fmt>

Various values may be used for media-format, dependent on the related <media> (NOTE 3).
"-" may be used for the format list value if no media reservation is required at this stage.

If the  MG does not support the requested media format value the MG shall reject the command with error code 449.

	b-line
	"SDP_B "
	Shall not be used without a "m=" line.

The modifier values shall be "AS", "RS" and "RR".

The AS modifier implies that the bandwidth-value represents the ""maximum bandwidth" (see clause 5.8/ IETF RFC 4566 [17]). The bandwidth-value relates therefore to the peak bitrate (NOTE 2).

The bandwidth-value value defines the IP layer bandwidth for the specific H.248 Stream.

For RTP flows, where RTCP resources are reserved together with the RTP resources using the "RTP Specific Behaviour" property of the Gate Management package (gm) property, the IMS-ALG may also supply additional RTCP bandwidth modifiers (i.e. RR and RS, see IETF RFC 3556 [28]). The AS bandwidth value will include the bandwidth used by RTP. In the absence of the RTCP bandwidth modifiers the IMS-AGW shall allow an additional 5% of the AS bandwidth value for the bandwidth for RTCP, in accordance with IETF RFC 3556 [28].

	o-line
	"SDP_O"
	The origin line consists of six fields:

(<username>, <sess-id>, <sess-version>, <nettype>, <addrtype> and <unicast-address>).

The MGC is not required to supply this line but shall accept it (see clause 7.1.8/ITU-T Recommendation H.248.1 [10]).

The MG shall return the value received from the MGC or if there is no o-line sent by the MGC, the MG shall populate this line as follows:

- <user name> should contain an hyphen

- <session ID> and <version> should contain one or mode digits as described in IETF RFC 4566 [17]

- <network type> shall be set to IN

- <address type> shall be set to IP4 or IP6 The Address Type shall be set to "IP4" or "IP6” depending on the addressing scheme used by the network to which the MG is connected. 

- <address> should contain the fully qualified domain name or IP address of the gateway.

	s-line
	"SDP_S"
	The session name "s=" line contains a single field 

s= <session name>.

The MGC is not required to supply this line but shall accept it (see clause 7.1.8/ITU-T Recommendation H.248.1 [10]).

The MG  shall return the value received from the MGC or if there is no s-line sent by the MGC, the MG shall populate this line as follows:

- "s=-"

	t-line
	"SDP_T"
	The time "t=" line consists of two fields 

t= <start time> and <stop time>.

The MGC is not required to supply this line but shall accept it (see clause 7.1.8/ITU-T Recommendation H.248.1 [10]).

The MG  shall return the value received from the MGC or if there is no t-line sent by the MGC, the MG shall populate this line as follows:

"t=0 0"

	NOTE 1:    IETF RFC 4566 [17] enables "-" as a valid character. 

NOTE 2:
The unit for the bandwidth-value (peak bitrate) is "kbit/s". The "b=" line is not providing any information about the traffic characteristic, i.e. whether the traffic flow has a Constant BitRate (CBR) or Variable BitRate (VBR). The bandwidth-value is thus independent of the traffic characteristic and relates to the peak bitrate for CBR and VBR traffic. 

NOTE 3:
In particular, WebRTC uses value "webrtc-datachannel" in case of WebRTC data applications.


Table 5.15.2: Transport Protocol 
	Transport Protocol <proto> in m-line:
	If the MG does not support the requested transport protocol, it shall reject the command with error code 449. 

	RTP/AVP
	RTP profile according IETF RFC 3551 [19]. Allow only L4 protocol = UDP (see NOTE 1).

	RTP/AVPF
	Extended RTP profile for RTCP-based Feedback (RTP/AVPF) according IETF RFC 4585 [25]. See 3GPP TS 26.114 [26]. Allow only L4 protocol = UDP (see NOTE 1).

	RTP/SAVP
	SRTP profile according IETF RFC 3711 [30] (NOTE 3). Allow only L4 protocol = UDP (see NOTE 1).

	RTP/SAVPF
	Extended SRTP profile for RTCP-based Feedback (RTP/SAVPF) according IETF RFC 5124 [31] (NOTE 3). Allow only L4 protocol = UDP (see NOTE 1).

	TCP
	Allow only L4 protocol = TCP (NOTE 2)

	TCP/MSRP
	Message service using IETF RFC 4975 [18] (NOTE 6).

	TCP/TLS
	Application agnostic indication with L4 protocol = TCP (NOTE 4).

	TCP/TLS/MSRP
	Application-specific indication with L4 protocol = TCP and TLS-based transport security (SDP codepoint see IETF RFC 4975 [18]) (NOTE 6).

	udptl
	Allow only L4 protocol = UDP

	udp
	Allow only L4 protocol = UDP (NOTE 1, NOTE 7).

	UDP/DTLS
	Application agnostic indication with L4 protocol = UDP and DTLS-based transport security (NOTE 5).

	UDP/TLS/RTP/SAVP
	Indication for WebRTC end-to-access edge transport security using DTLS-SRTP, where DTLS is used to establish keys for SRTP according to IETF RFC 5763 [60] and IETF RFC 5764 [61].

	UDP/TLS/RTP/SAVPF
	Indication for WebRTC end-to-access edge transport security using DTLS-SRTP, where DTLS is used to establish keys for extended SRTP according to IETF RFC 5763 [60] and IETF RFC 5764 [61].

	UDP/DTLS/SCTP
	See IETF draft-ietf-mmusic-sctp-sdp [68]. For WebRTC data channel support (for the indication of the protocol stack segment "SCTP-over-DTLS").

	NOTE 1:
Parameter "udp" is introduced by IETF RFC 4566 [17].

NOTE 2:
Upper case TCP is defined by IETF RFC 4145 [20] and registered by IANA. 

NOTE 3:
The IMS AGW does not need to reserve resources for end-to-access edge media (e2ae) security en-/decryption at this stage if RTP profile identifiers "RTP/SAVP" or "RTP/SAVPF" are signalled without the “a=crypto” property  for that stream. For e2e media security either "RTP/SAVP" is signalled at all terminations in a context, or "RTP/SAVPF" is signalled at all terminations in a context and no media attribute will be signalled; the IMS AGW shall then not terminate the SRTP / SRTCP protocol, but shall pass the encrypted media and control flows (as indicated with the rtcph/rsb property) transparently.
NOTE 4:
Parameter "TCP/TLS" is defined by IETF RFC 4572 [55] for the TLS protocol according to IETF RFC 5246 [53].

NOTE 5:
Parameter "UDP/DTLS" is introduced by IETF draft-schwarz-mmusic-sdp-for-gw [54] (based on ITU-T Recommendation H.248.93 [50]).
NOTE 6:
Conditional support, dependent on application-aware interworking.
NOTE 7:
Codepoint used for e.g. "UDP payload transparent forwarding" (such as DTLS-encrypted end-to-end WebRTC bearer traffic).


4th Change

5.16
Optional support of SDP and Annex C information elements

Specifies what SDP attributes and Annex C information elements may be supported.

Table 5.16.1: Optional Annex C and SDP information elements
	Information Element
	Annex C Support
	SDP Support

	a-line
	"SDP_A "
	1) Application "RTCP transport address control": 

a) Default mode "without RTP/RTCP transport multiplexing":
The attribute "a=rtcp" line may either contain (a=rtcp: <port>) or (a=rtcp: <port> <network type> <address type> <connection address>) when the "a=" line is used for RTCP transport port and optionally network address transmission (see IETF RFC 3605 [21]). .

The MGC shall supply the "a=rtcp" line in the RD when non-default RTCP network address or transport port values are used by the peer media entity.

"RTCP transport address control" should be supported by MG (NOTE 2).
b) Optional extension mode "with RTP/RTCP  transport multiplexing":

The attribute "a=rtcp-mux" (see IETF RFC 5761 [59]) is used for indicating RTP/RTCP transport multiplexing. Tables 4/1 to 4/5 in ITU-T Recommendation H.248.57 [5] define the appropriate RTCP port allocation rules. 
2) Media related parameters in general:

The "a=" line provides the complementary information for the "m=" line with regards to a specified media type/format (e.g. an optional SDP „a=ptime" line for a particular media format).

For a dynamic RTP payload type, for each media information on the codec type shall be provided in a separate SDP "a=rtpmap"line and possibly additional SDP "a=fmtp"-line(s).

3) Application " Media interworking (transcoding)":

See "a=" line specification in (2). Media interworking is limited to audio transcoding only (NOTE 1).

4) IMS media plane security related parameters:
4.1) SRTP-specific security parameters:
The attribute "a=crypto" (see IETF RFC 4568 [29]) shall be provided for an m-line in the local and remote descriptor of an access network termination if the IMS-ALG wants that the corresponding media is encrypted, decrypted and/or integrity protected by the IMS-AGW (IMS end-to-access-edge media plane security). For each m-line, only a single "a=crypto" attribute shall be provisioned (i.e. only information related to a single crypto suite is provisioned to the IMS-AGW). The "a=crypto" attribute may contain several master keys. An IMS-AGW supporting end-to-access-edge media plane security shall support parameters within the "a=crypto" attribute in accordance with the profile in Annex of 3GPP TS 33.328 [34].
4.2) (D)TLS-specific security parameters:
The attribute "a=fingerprint" (see IETF RFC 4572 [55]) shall be provided in accordance with ITU-T Recommendation H.248.90 [48] for an "m="-line in the local and remote descriptor of an access network termination if the IMS-ALG wants that the corresponding media is encrypted, decrypted and/or integrity protected by the IMS-AGW (IMS end-to-access-edge media plane security).

5) Coordination of Video Orientation

The attribute "a=extmap" (see IETF RFC 5285 [41]) may be provided for an m-line in the local and remote descriptor if the IMS-AGW supports the extended RTP header with Coordination of Video Orientation information, see also 3GPP TS 26.114 [26]. 

6) Generic Image Attribute

The attribute "a=imageattr" (see IETF RFC 6236 [42]) may be provided for an m-line in the local and remote descriptor if the IMS-AGW supports the generic image attributes, see also 3GPP TS 26.114 [26]. The local descriptor indicates the image sizes which the IMS-AGW supports in the receiving direction for the selected payload type and corresponds to the "recv" keyword (see IETF RFC 6236 [42]) in the "a=imageattr" that the IMS-ALG will send within the SDP body on the Mw/Mx interface. The remote descriptor indicates the image sizes which the IMS-AGW supports in the sending direction for the selected payload type and corresponds to the "send" keyword (see IETF RFC 6236 [42]) in the "a=imageattr" that the IMS-ALG will send within the SDP body on the Mw/Mx interface.

7) ICE support

The attributes "a=candidate", "a=ice-pwd", and "a=ice-ufrag" (see IETF RFC 5245 [44]) may be provided for an SDP m-line in the local and remote descriptor if the IMS-AGW supports ICE, see also 3GPP TS 24.229 [45]. In the local descriptor, the IMS-ALG shall provide "a=ice-pwd", and "a=ice-ufrag" with wildcard sign "$" to request the allocation of a password and user name fragment, and the "a=candidate" of type "host" with the transport, port and priority parameters with wildcard sign "$" to request the allocation of a host candidate. The IMS-AGW shall then reply with completed "a=ice-pwd", and "a=ice-ufrag" and "a=candidate" attributes in the local descriptor, and shall include "a=ice-lite" if it only supports ICE lite. In the remote descriptor, the IMS-ALG may provide the "a=candidate", "a=ice-pwd", and "a=ice-ufrag".
8) state-agnostic and state-aware TCP handling:

The attribute "a=setup" (see IETF RFC 4145 [20]) shall be provided for TCP-based media, in accordance with ITU-T Recommendation H.248.84 [46], when triggering an end-to-end TCP simultaneous open (leading to a TCP merge mode in the IMS-AGW) or other TCP modes of operation. 

9) Application-aware interworking for MSRP traffic:

The attribute "a=path" (see IETF RFC 4975 [11]) shall be provided, when enabling a bearer level application gateway (B-ALG) function for MSRP traffic, according to ITU-T Recommendation H.248.78 [56].

10) Handling of RTCP APP messages when transcoding between EVS and non EVS codecs:

The attribute "a=3gpp_mtsi_app_adapt" (see 3GPP TS 26.114 [26]) containing the allowed RTCP APP message types shall be provided when the IMS-AGW is allowed to send RTCP APP messages. 

11) Pre-defined Video Region-of-Interest (ROI):

The attribute "a=rtcp-fb" with the "Predefined ROI" type expressed by the parameter "3gpp-roi-predefined" may be provided for an m-line in the local and remote descriptor if the IMS-AGW supports the Predefined ROI mode, see also 3GPP TS 26.114 [26]. In addition, the attribute "a=extmap" (see IETF RFC 5285 [41]) may be provided for an m-line in the local and remote descriptor if the IMS-AGW supports the extended RTP header for carriage of pre-defined video Region of Interest (ROI) information in the sent video, see also 3GPP TS 26.114 [26].
12) Arbitrary Video Region of Interest (ROI):

The attribute a=rtcp-fb" with the "Arbitrary ROI" type expressed by the parameter "3gpp-roi-arbitrary" may be provided for an m-line in the local and remote descriptor if the IMS-AGW supports the Arbitrary ROI mode, see also 3GPP TS 26.114 [26]. In addition, the attribute "a=extmap" (see IETF RFC 5285 [41]) may be provided for an m-line in the local and remote descriptor if the IMS-AGW supports the extended RTP header for carriage of arbitrary video Region of Interest (ROI) information in the sent video, see also 3GPP TS 26.114 [26]. .
13) WebRTC data channel:
The attributes "a=sctp-port" and "a=max-message-size" shall be provided in the remote descriptor (see IETF draft-ietf-mmusic-sctp-sdp [68]). In the local descriptor, the IMS-ALG shall provide "a=sctp-port" with omission sign "-" to indicate that the IMS-ALG shall use the same port as for UDP, and "a=max-message-size" with wildcard sign "$". The IMS-AGW shall then reply with completed "a=sctp-port" and "a=max-message-size" attributes in the local descriptor, The attribute "a=dcmap" shall be provided in the local and remote descriptor, with the parameter "subprotocol" either set to "-" (Application-agnostic data channel configuration) or with real value (Application-aware data channel configuration).
14) Application aware interworking of traffic within a WebRTC data channel:
The attribute "a=dcsa" may be provided in the local descriptor and/or remote descriptor (see IETF draft-ietf-mmusic-data-channel-sdpneg [69], NOTE 3).
T.140 (see ITU‑T Recommendation T.140 [aa]) is used for Global Text Telephony (GTT). Application aware interworking between the transport according to IETF draft-schwarz-mmusic-t140-usage-data-channel [xx] within WebRTC data channels and the transport according to IETF RFC 4103 [bb] in the IMS core network should be applied for T.140 according to ITU-T Recommendation H.248.94 [67] Appendix 2. For application aware T.140 interworking, the "a= rtpmap" attribute shall be provided with "t140" payload type for the termination towards the IMS core network and "t140" value of the "subprotocol" parameter of the SDP "a=dcmap" attribute shall be provided for the termination towards the served WIC.
15) SDP Capability Negotiation:
The attributes of "a=acap", "a=tcap", "a=pcfg" and "a=acfg"  (see IETF RFC 5939 [72]) may be provided in the local descriptor and/or remote descriptor.
16) Rate adaptation for media endpoints:

If the IMS-AGW performs media transcoding and if the rate adaptation for media endpoints using the enhanced bandwidth negotiation is supported by the IMS-AGW, attribute(s) "a=bw-info" with direction "send" or "sendrecv" may be provided for an m-line and the selected IP payload type and applicable IP version in the remote descriptor.

The following bandwidth properties, as defined in 3GPP TS 26.114 [26], clause 19, may be included in "a=bw-info" line: <payload type> <dir> <MaxSupBw>, <MaxDesBw>, <MinDesBw>, <MinSupBw> and <IpVer>.

	NOTE 1: 
Media Interworking is optional.
NOTE 2: 
Table 1 in ITU-T Recommendation H.248.57 [5] provides the correspondent RTCP port allocation rules. 

NOTE 3:
See IETF draft-ietf-mmusic-msrp-usage-data-channel [70] for WebRTC data application 'MSRP'.


Editor's Note:
The support for video transcoding is required for vSRVCC but should be changed from Rel-11, separate CRs would be required for this change.

End of Changes
