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3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

ARP
Allocation and Retention Priority

AVP
Attribute-Value Pair

BM-SC
Broadcast-Multicast Service Centre

DRMP
Diameter Routing Message Priority

DTLS
Datagram Transport Layer Security

ESP
Encapsulating Security Payload
GAA
GCS-Action-Answer

GAR
GCS-Action-Request

GCS
Group Communication Service
GCSE
Group Communication System Enablers
GCS AS
Group Communication Service Application Server

GNA
GCS-Notification-Answer

GNR
GCS-Notification-Request

MBMS-GW
MBMS Gateway

PCRF
Policy and Charging Rules Function

P-GW
PDN Gateway
TMGI
Temporary Mobile Group Identity

UDP
User Datagram Protocol
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6.5.1
General

Table 6.5.1‑1 lists the Diameter AVPs re-used by the MB2‑C reference point from existing Diameter Applications, reference to their respective specifications and a short description of their usage within the MB2‑C reference point. Other AVPs from existing Diameter Applications, except for the AVPs from Diameter base protocol, do not need to be supported. The AVPs from Diameter base protocol are not included in table 6.5.1‑1, but they are re-used for the MB2‑C reference point. Unless otherwise stated, re-used AVPs shall maintain their 'M', 'P' and 'V' flag settings.

Table 6.5.1‑1: MB2‑C re-used Diameter AVPs

	Attribute Name
	Reference
	Description
	Applicability (Note 2)

	DRMP
	IETF draft-ietf-dime-drmp [xx]
	Allows the BM-SC and GCS AS to indicate the relative priority of Diameter messages.
	

	MBMS‑Flow‑Identifier
	TS 29.061 [6]
	Represents a location dependent subflow of an MBMS bearer service.
	

	MBMS-Session-Duration
	TS 29.061 [6]
	Indicates the duration of the TMGI expiration time. (NOTE 1)
	

	TMGI
	TS 29.061 [6]
	Contains the Temporary Mobile Group Identity allocated to a particular MBMS bearer service
	

	MBMS‑Service‑Area
	TS 29.061 [6]
	Indicates the area over which the MBMS bearer service has to be distributed.
	

	MBMS‑StartStop‑Indication
	TS 29.061 [6]
	Indicates it the allocation, deallocation or modification of an MBMS bearer is requested.
	

	QoS‑Information
	TS 29.212 [7]
	Contains the QoS that is required for the MBMS bearer. 

Only the QoS-Class-Identifier AVP, Max-Requested-Bandwidth-DL, Guaranteed-Bitrate-DL AVP and Allocation-Retention-Priority AVP within the QoS-Information AVP are applicable.
	

	Supported‑Features
	TS 29.229 [23]
	If present, this AVP informs the destination host about the features that the origin host requires to successfully complete this command exchange.
	

	Restart-Counter
	TS 29.061 [6]
	This AVP contains a monotonically increasing value that is advanced whenever the sending entity restarts with loss of previous state, for example upon restart. The Restart-Counter AVP may be included in any Diameter message over the MB2‑C reference point, including CER/CEA defined in IETF RFC 3588 [14].
	Heartbeat

	MBMS-Cell-List
	TS 29.061 [6]
	This AVP contains the list of cells used by E-UTRAN to determine the set of radio resources to be used for the broadcast.
	MBMS Cell List

	NOTE 1:
This re-used AVP has a different meaning as compared to the meaning in SGmb interface.
NOTE 2:
AVPs marked with a supported feature are applicable as described in clause 6.5.2.
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6.6.2
GCS-Action-Request (GAR) command

The GAR command, indicated by the Command-Code field set to 8388662 and the 'R' bit set in the Command Flags field, is sent by the GCS AS to the BM‑SC as part of the MBMS bearer activation, modification, or deactivation procedure, or as part of the TMGI allocation or deallocation procedure.
Message Format:

<GA-Request> ::= <Diameter Header: 8388662, REQ, PXY >

                 < Session-Id >

                 [ DRMP ]

                 { Auth-Application-Id }

                 { Auth-Session-State }
                 { Origin-Host }

                 { Origin-Realm }

                 { Destination-Realm }

                 [ Destination-Host ]

                 [ Origin-State-Id ]

                *[ Proxy-Info ]

                *[ Route-Record ]

                *{ Supported-Features }
                 [ TMGI-Allocation-Request ]

                 [ TMGI-Deallocation-Request ]

                *[ MBMS-Bearer-Request ]
                 [ Restart-Counter ]
                *[ AVP ]
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6.6.3
GCS-Action-Answer (GAA) command

The GAA command, indicated by the Command-Code field set to 8388662 and the 'R' bit cleared in the Command Flags field, is sent by the BM‑SC to the GCS AS as part of the MBMS bearer activation, modification, or deactivation procedure, or as part of the TMGI allocation or deallocation procedure.

Message Format:

<GA-Answer> ::=  < Diameter Header: 8388662, PXY >

                 < Session-Id >

                 [ DRMP ]

                 { Auth-Application-Id }

                 { Auth-Session-State }

                 { Origin-Host }

                 { Origin-Realm }

                 [ Result-Code ]

                 [ Experimental-Result ]

                 [ Error-Message ]

                 [ Error-Reporting-Host ]

                *[ Failed-AVP ]

                 [ Origin-State-Id ]

                *[ Redirect-Host ]

                 [ Redirect-Host-Usage ]

                 [ Redirect-Max-Cache-Time ]

                *[ Proxy-Info ]

                *{ Supported-Features }
                 [ TMGI-Allocation-Response ]

                *[ TMGI-Deallocation-Response ]

                *[ MBMS-Bearer-Response ]
                 [ Restart-Counter ]
                *[ AVP ]
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6.6.4
GCS-Notification-Request (GNR) command

The GNR command, indicated by the Command-Code field set to 8388663 and the 'R' bit set in the Command Flags field, is sent by the BM‑SC to the GCS AS as part of the MBMS Bearer Status Indication procedure.

Message Format:

<GN-Request> ::= < Diameter Header: 8388663, REQ, PXY >

                 < Session-Id >

                 [ DRMP ]

                 { Auth-Application-Id }

                 { Auth-Session-State }

                 { Origin-Host }

                 { Origin-Realm }

                 { Destination-Realm }

                 { Destination-Host }

                 [ Origin-State-Id ]

                *[ Proxy-Info ]

                *[ Route-Record ]

                 [ TMGI-Expiry ]

                *[ MBMS-Bearer-Event-Notification ]
                 [ Restart-Counter ]
                *[ AVP ]
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6.6.5
GCS-Notification-Answer (GNA) command

The GNA command, indicated by the Command-Code field set to 8388663 and the 'R' bit cleared in the Command Flags field, is sent by the GCS AS to the BM‑SC as part of the MBMS Bearer Status Indication procedure.

Message Format:

<GN-Answer> ::=  < Diameter Header: 8388663, PXY >

                 < Session-Id >

                 [ DRMP ]

                 { Auth-Application-Id }

                 { Auth-Session-State }
                 { Origin-Host }

                 { Origin-Realm }

                 [ Result-Code ]

                 [ Experimental-Result ]
                 [ Origin-State-Id ]
                 [ Error-Message ]

                 [ Error-Reporting-Host ] 

                *[ Redirect-Host ]

                 [ Redirect-Host-Usage ]

                 [ Redirect-Max-Cache-Time ]

                *[ Failed-AVP ]

                *[ Proxy-Info ]

                 [ Restart-Counter ]
                *[ AVP ]
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Annex X (normative):
Diameter message priority mechanism

X.1
General

IETF draft-ietf-dime-drmp [xx] specifies the Diameter message priority mechanism that allows Diameter nodes to indicate the relative priority of Diameter messages. With this information, other Diameter nodes can leverage the relative priority of Diameter messages into routing, resource allocation, and also abatement decisions when overload control is applied. 
X.2
MB2-C interface
X.2.1
General

The Diameter message priority mechanism is an optional feature which may apply on the MB2-C interface. It is recommended to make use of IETF draft-ietf-dime-drmp [xx] over the MB2-C interface of an operator network.
X.2.2
GCS AS behaviour

When the GCS AS supports the Diameter message priority mechanism, the GCS AS shall comply with IETF draft-ietf-dime-drmp [xx].  In particular, when priority is required, the GCS AS shall include the DRMP AVP indicating a priority level in the requests it sends and prioritise received requests according to priority level received within the DRMP AVP. It shall prioritise received answers according to the priority level received within the DRMP AVP if present, otherwise according to the priority level of the corresponding request. It shall include the DRMP AVP in the answer to a received request if the priority of the answer is different from the one of the request.
Diameter requests related to priority traffic shall contain a DRMP AVP with a high priority of which the level value is operator dependent.
When not required according to the procedures above, the decisions of the 3GPP functional entity to include the DRMP AVP and a particular priority level value are implementation specific.

X.2.3
BM-SC behaviour

When the BM-SC supports the Diameter message priority mechanism, the BM-SC shall comply with IETF draft-ietf-dime-drmp [xx]. In particular, when priority is required, the BM-SC shall include the DRMP AVP indicating a priority level in the requests it sends and prioritise received requests according to priority level received within the DRMP AVP. It shall prioritise received answers according to the priority level received within the DRMP AVP if present, otherwise according to the priority level of the corresponding request. It shall include the DRMP AVP in the answer to a received request if the required priority of the answer is different from the one of the request. 
Diameter requests related to priority traffic shall contain a DRMP AVP with a high priority of which the level value is operator dependent.

When not required according to the procedures above, the decisions of the 3GPP functional entity to include the DRMP AVP and a particular priority level value are implementation specific.
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