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* * * 1st  Change * * * *

5.1
Protocol support

The Np application is defined as a vendor specific Diameter application, where the vendor is 3GPP and the Application-ID for the Np Application in the present release is 16777342. The vendor identifier assigned by IANA to 3GPP (http://www.iana.org/assignments/enterprise-numbers) is 10415.

NOTE:
A route entry can have a different destination based on the application identification AVP of the message. Therefore, Diameter agents (relay, proxy, redirection, translation agents) must be configured appropriately to identify the 3GPP Np application within the Auth-Application-Id AVP in order to create suitable routeing tables.
With regard to the Diameter protocol defined over the Np interface, the PCRF acts as a Diameter server, in the sense that it is the network element that handles the RUCI reporting for a particular realm. The RCAF acts as the Diameter client, in the sense that it is the network element reporting the RUCI.
* * * 2nd  Change * * * *

5.3
Np specific AVPs

5.3.1
General
Table 5.3.1.1 describes the Diameter AVPs defined for the Np reference point, their AVP Code values, types, possible flag values, whether or not the AVP may be encrypted and which supported features the AVP is applicable to. The Vendor-Id header of all AVPs defined in the present document shall be set to 3GPP (10415).

Table 5.3.1.1: Np specific Diameter AVPs 

	
	
	
	
	AVP Flag rules (NOTE 1)
	
	

	Attribute Name
	AVP Code
	Clause defined
	Value Type (NOTE 2)
	Must
	May
	Should not
	Must not
	May Encr.
	Applicability
(NOTE 3)

	Aggregated-Congestion-Info
	
4000
	5.3.2
	Grouped
	V, M
	P
	
	
	Y
	

	Aggregated-RUCI-Report
	
4001
	5.3.3
	Grouped
	V, M
	P
	
	
	Y
	

	Congestion-Level-Definition
	4002
	5.3.4
	Grouped
	V
	P
	
	M
	Y
	ReportRestriction

	Congestion-Level-Range
	
4003
	5.3.5
	Unsigned32
	V
	P
	
	M
	Y
	ReportRestriction

	Congestion-Level-Set-Id
	
4004
	5.3.6
	Unsigned32
	V
	P
	
	M
	Y
	ReportRestriction

	Congestion-Level-Value
	
4005
	5.3.7
	Unsigned32
	V, M
	P
	
	
	Y
	

	Congestion-Location-Id
	
4006
	5.3.8
	Grouped
	V
	P
	
	M
	Y
	ReportRestriction

	Conditional-Restriction
	
4007
	5.3.9
	Unsigned32
	V
	P
	
	M
	Y
	ReportRestriction

	eNodeB-Id
	
4008
	5.3.10
	OctecString
	V, M
	P
	
	
	Y
	

	IMSI-List
	
4009
	5.3.11
	OctetString
	V, M
	P
	
	
	Y
	

	RCAF-Id
	
4010
	5.3.12
	DiameterIdentity
	V, M
	P
	
	
	Y
	

	Reporting-Restriction
	
4011
	5.3.13
	Unsigned32
	V
	P
	
	M
	Y
	ReportRestriction

	RUCI-Action
	
4012
	5.3.14
	Unsigned32
	V
	P
	
	M
	Y
	ReportRestriction

	NOTE 1:
The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see IETF RFC 3588 [7].

NOTE 2:
The value types are defined in IETF RFC 3588 [7].
NOTE 3:
AVPs marked with a supported feature (e.g. "ReportRestriction") are applicable as described in clause 5.4.2. 


5.3.2
Aggregated-Congestion-Info AVP
The Aggregated-Congestion-Info AVP (AVP code 4000) is of type Grouped. It contains a list of user ids identified by IMSI and optionally the congestion location id in which the list of user ids are located.
Aggregated-Congestion-Info ::= < AVP Header: 4000 >
                             [ Congestion-Location-Id ]
                             [ IMSI-List ]

                            *[ AVP ]
5.3.3
Aggregated-RUCI-Report AVP

The Aggregated-RUCI-Report AVP (AVP code 4001) is of type Grouped, and it is used to contain the congestion level value or congestion level set id for a set of users which have same PCRF for the same PDN ID.
The congestion-Level-Value AVP contains the congestion level value if the PCRF did not provide the reporting restriction earlier for the user id and PDN ID.
The Congestion-Level-Set-Id AVP contains the congestion level set identifier between the PCRF and the RCAF if the PCRF provided the reporting restriction earlier for the user id and PDN ID.
The Called-Station-Id AVP contains the PDN ID.
The Aggregated-Congestion-Info AVP shall indicate the list of users included in the IMSI-List AVP and the congested location included in the Congestion-Location-Id AVP (if applicable), where a congestion level included in the Congestion-Level-Value AVP or congestion level set included in the Congestion-Level-Set-Id AVP shall apply.
Aggregated-RUCI-Report ::= < AVP Header: 4001 >
                       1*{ Aggregated-Congestion-Info }

                         [ Called-Station-Id ]
                         [ Congestion-Level-Value ]
                         [ Congestion-Level-Set-Id ]
                        *[ AVP ]
5.3.4
Congestion-Level-Definition AVP

The Congestion-Level-Definition AVP (AVP code 4002) is of type Grouped, and it is used to define a congestion level set and corresponding congestion level(s) to be used by the RCAF for a specific UE and PDN ID at congestion reporting. When this AVP is present in the MUR command reporting restrictions apply, when this AVP is absent there are no reporting restriction for the specific UE and PDN ID.

Congestion-Level-Definition ::= < AVP Header: 4002 >

                             { Congestion-Level-Set-Id }
                             { Congestion-Level-Range }
                            *[ AVP ]
5.3.5
Congestion-Level-Range AVP

The Congestion-Level-Range AVP (AVP code 4003) is of type Unsigned32, and it is used to indicate the list of congestion level(s) bound to a certain congestion level set, between the PCRF and the RCAF. The Congestion-Level-Range AVP shall contain a bit mask. The bit 0 shall be the least significant bit. For example, to get the value of bit 0, a bit mask of 0x0001 should be used. The meaning of the bits shall be as defined below:

Table 5.3.5.1: Congestion Level Range

	Bit
	Name
	Description

	0
	No congestion
	This bit, when set, indicates that the RCAF shall report the corresponding congestion level set id to the PCRF when there is no congestion for a certain UE and PDN ID.


	1
	Congestion level 1
	This bit, when set, indicates that the RCAF shall report the corresponding congestion level set id to the PCRF when congestion level 1 is reached for a certain UE and PDN ID.

	1+n
	Congestion level 1+n
	This bit, when set, indicates that the RCAF shall report the corresponding congestion level set id to the PCRF when congestion level 1+n is reached for a certain UE and PDN ID.


5.3.6
Congestion-Level-Set-Id AVP
The Congestion-Level-Set-Id AVP (AVP code 4004) is of type Unsigned32, and it is used to indicate the congestion level set identifier between the PCRF and the RCAF.
5.3.7
Congestion-Level-Value AVP
The Congestion-Level-Value AVP (AVP code 4005) is of type Unsigned32, and it is used to indicate the congestion level associated with the user id and PDN ID.
The following values are defined:

0 (No congestion):


This value indicates that there is no congestion.

N (Congestion level n):


These values indicate that there is congestion. The value n is an integer between 1 and 31 and indicates a congestion level. The value 1 is the lowest congestion level and value 31 is the highest congestion level.

5.3.8
Congestion-Location-Id AVP

The Congestion-Location -Id AVP (AVP code 4006) is of type Grouped, and it indicates the identifier of a congested location in which the UE is currently located. The congested location is one of the following: the eNodeB, E-UTRAN cell or Service Area serving the UE. If ECGI is included in the 3GPP-User-Location-Info AVP within Congestion-Location-Id AVP, then the eNodeB ID within eNodeB-ID AVP shall not be included in this AVP. This AVP is provided in the RUCI per UE and APN.

AVP Format:

Congestion-Location-ID ::=     < AVP Header: 4006 >

                         [ 3GPP-User-Location-Info ]

                         [ eNodeB-ID ]
                        *[ AVP ]
5.3.9
Conditional-Restriction AVP

The Conditional-Restriction AVP (AVP code 4007) is of type Unsigned32 and it shall contain a bit mask, and indicates what conditional reporting restrictions apply. Conditional reporting restrictions shall apply when this AVP is provided. The bit 0 shall be the least significant bit. For example, to get the value of bit 0, a bit mask of 0x0001 should be used. The meaning of the bits shall be as defined below:

Table 5.3.9.1: Conditional-Restriction over Np
	Bit
	Name
	Description

	0
	UE location info not included in RUCI
	This bit, when set, indicates that the location information of the UE shall not be included in RUCI for reporting.


5.3.10
eNodeB-ID AVP

The eNodeB-ID AVP (AVP code 4008) is of type OctetString, and indicates the eNodeB in which the UE is currently located. The AVP shall be coded as in clause 8.51 of 3GPP TS 29.274 [12].
5.3.11
IMSI-List AVP
The IMSI-List AVP (AVP code 4009) is of type OctetString, and it contains a list of user ids identified by IMSI. Each IMSI shall be encoded as TBCD digits as defined in ITU-T Recommendation E.212 [13], i.e. digits from 0 through 9 are encoded "0000" to "1001". Each IMSI shall be encoded as 8 octets. If the length of the IMSI is 14, then the last octet shall be encoded as "1111 1111". If the length of the IMSI is 15, bits 5 to 8 of the last octet shall be encoded with the filler "1111". The maximum number of digits is 15. An example of the encoding of the IMSI List as the data part of the OctetString AVP is given below in Figure 5.3.11-1. Octet 1 given below is the first octet of the data part of the IMSI-List AVP.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Number digit 2 of IMSI-1
	Number digit 1 of IMSI-1
	

	
	2
	Number digit 4 of IMSI-1
	Number digit 3 of IMSI1
	

	
	…
	…
	…
	

	
	8
	1111
	Number digit 15 of IMSI-1
	

	
	9
	Number digit 2 of IMSI-2
	Number digit 1 of IMSI-2
	

	
	10
	Number digit 4 of IMSI-2
	Number digit 3 of IMSI-2
	

	
	…
	…
	…
	

	
	15
	Number digit 14 of IMSI-2
	Number digit 13 of IMSI-2
	

	
	16
	1111
	1111
	

	
	17
	Number digit 2 of IMSI-3
	Number digit 1 of IMSI-3
	

	
	18
	Number digit 4 of IMSI-3
	Number digit 3 of IMSI-3
	

	
	…
	…
	…
	

	
	23
	Number digit 14 of IMSI-3
	Number digit 13 of IMSI-3
	

	
	24
	1111
	1111
	

	
	…
	…
	…
	

	
	(n-1)*8+1
	Number digit 2 of IMSI-n
	Number digit 1 of IMSI-n
	

	
	(n-1)*8+2
	Number digit 4 of IMSI-n
	Number digit 3 of IMSI-n
	

	
	…
	…
	…
	

	
	(n-1)*8+8
	1111
	Number digit 15 of IMSI-n
	


NOTE:
In the above figure showing an example of encoding, it is assumed that n IMSIs are included in the IMSI-List AVP. The digit length of IMSI-1, IMSI-2, IMSI-3 and IMSI-n are 15, 14, 14, 15 respectively. 
Figure 5.3.11-1: Encoding of IMSI-List AVP
5.3.12
RCAF-Id AVP
The RCAF-Id AVP (AVP code 4010) is of type DiameterIdentity, and it is used to contain the RCAF identity.
5.3.13
Reporting-Restriction AVP
The Reporting-Restriction AVP (AVP code 4011) is of type Unsigned32, and it is used to indicate the applicable reporting restrictions between the PCRF and RCAF. If this AVP is not provided during the initial reporting restriction provisioning, it shall be understood as unconditional reporting restrictions apply.
The following values are defined:

0 (No reporting restriction):

This value shall be used by the PCRF to indicate to the RCAF that there are no restrictions on congestion reporting for a specific user id and PDN ID. This value shall not be used if congestion level definitions are included in the same command.
1 (Conditional reporting restriction):

This value shall be used by the PCRF to indicate to the RCAF that there are conditional restrictions on congestion reporting for a specific user id and PDN ID.
2 (Unconditional reporting restriction):

This value shall be used by the PCRF to indicate to the RCAF that there are unconditional restrictions on congestion reporting for a specific user id and PDN ID.
5.3.14
RUCI-Action AVP
The RUCI-Action AVP (AVP code 4012) is of type Unsigned32, and it is used to disable or enable RUCI reporting between the PCRF and RCAF or to release the context for a specific user id and PDN ID.

The following values are defined:

0 (Disable RUCI reporting):

This value shall be used by the PCRF to indicate to the RCAF that RUCI reporting shall not be performed for a specific UE and PDN ID.

1 (Enable RUCI reporting):

This value shall be used by the PCRF to indicate to the RCAF that RUCI reporting shall be performed for a specific UE and PDN ID.
2 (Release Context):

This value shall be used by the PCRF to indicate to the RCAF that the context shall be released for a specific user id and PDN ID.
* * * 3rd Change * * * *

5.6
Np messages

5.6.1
Non-Aggregated-RUCI-Report-Request (NRR) command

The NRR command, indicated by the Command-Code field set to 8388720 and the 'R' bit set in the Command Flags field, is sent by the RCAF to the PCRF as part of the Non-aggregated RUCI report procedure.
Message Format:

<NR-Request> ::= <Diameter Header: 8388720, REQ, PXY >

                 < Session-Id >
                 [ DRMP ]
                 { Vendor-Specific-Application-Id }
                 { Auth-Session-State }
                 { Origin-Host }
                 { Origin-Realm }
                 { Destination-Realm }
                 [ Destination-Host ]
                 [ Origin-State-Id ]
                 [ Subscription-Id ]

                 [ Called-Station-Id ]
                 [ Congestion-Level-Value ]
                 [ Congestion-Level-Set-Id ]

                 [ Congestion-Location-Id ]
                 [ OC-Supported-Features ]
                 [ RCAF-Id ]
                *[ Proxy-Info ]

                *[ Route-Record ]
                *[ Supported-Features ]
                *[ AVP ]
5.6.2
Non-Aggregated-RUCI-Report-Answer (NRA) command

The NRA command, indicated by the Command-Code field set to 8388720 and the 'R' bit cleared in the Command Flags field, is sent by the PCRF to the RCAF as part of the Non-aggregated RUCI report procedure.

Message Format:

<NR-Answer> ::=  < Diameter Header: 8388720, PXY >

                 < Session-Id >

                 [ DRMP ]
                 { Vendor-Specific-Application-Id }
                 { Auth-Session-State }

                 { Origin-Host }

                 { Origin-Realm }

                 [ Result-Code ]

                 [ Experimental-Result ]

                 [ Error-Message ]

                 [ Error-Reporting-Host ]

                *[ Failed-AVP ]
                 [ OC-Supported-Features ]

                 [ OC-OLR ]
                 [ Reporting-Restriction ]
                 [ Conditional-Restriction ]
                 [ RUCI-Action ]
                *[ Congestion-Level-Definition ]
                 [ PCRF-Address ]
                 [ Origin-State-Id ]

                *[ Redirect-Host ]

                 [ Redirect-Host-Usage ]

                 [ Redirect-Max-Cache-Time ]

                *[ Proxy-Info ]
                *[ Supported-Features ]
                *[ AVP ]
5.6.3
Aggregated-RUCI-Report-Request (ARR) command

The ARR command, indicated by the Command-Code field set to 8388721 and the 'R' bit set in the Command Flags field, is sent by the RCAF to the PCRF as part of the Aggregated RUCI report procedure.
Message Format:

<AR-Request> ::= <Diameter Header: 8388721, REQ, PXY >

                 < Session-Id >

                 [ DRMP ]
                 { Vendor-Specific-Application-Id }
                 { Auth-Session-State }

                 { Origin-Host }

                 { Origin-Realm }

                 { Destination-Realm }

                 [ Destination-Host ]

                 [ Origin-State-Id ]

                *[ Aggregated-RUCI-Report ]
                 [ OC-Supported-Features ]
                *[ Proxy-Info ]

                *[ Route-Record ]

                *[ Supported-Features ]

                *[ AVP ]
5.6.4
Aggregated-RUCI-Report-Answer (ARA) command

The ARA command, indicated by the Command-Code field set to 8388721 and the 'R' bit cleared in the Command Flags field, is sent by the PCRF to the RCAF as part of the Aggregated RUCI report procedure.

Message Format:

<AR-Answer> ::=  < Diameter Header: 8388721, PXY >

                 < Session-Id >

                 [ DRMP ]
                 { Vendor-Specific-Application-Id }
                 { Auth-Session-State }

                 { Origin-Host }

                 { Origin-Realm }

                 [ Result-Code ]

                 [ Experimental-Result ]

                 [ Error-Message ]

                 [ Error-Reporting-Host ]

                *[ Failed-AVP ]

                 [ Origin-State-Id ]
                 [ OC-Supported-Features ]

                 [ OC-OLR ]
                *[ Redirect-Host ]

                 [ Redirect-Host-Usage ]

                 [ Redirect-Max-Cache-Time ]

                *[ Proxy-Info ]
                *[ Supported-Features ]
                *[ AVP ]
5.6.5
Modify-Uecontext-Request (MUR) command
The MUR command, indicated by the Command-Code field set to 8388722x and the 'R' bit set in the Command Flags field, is sent by the PCRF to the RCAF in order to request congestion reporting restrictions or remove the context for a specific user id and PDN ID.
Message Format:

< Modify-Uecontext‑Request > ::= < Diameter Header: 8388722, REQ, PXY >

                 < Session-Id >

                 [ DRMP ]
                 { Vendor-Specific-Application-Id }
                 { Auth-Session-State }
                 { Origin-Host }

                 { Origin-Realm }

                 { Destination-Realm }

                 { Destination-Host }
                 [ Origin-State-Id ]
                 [ Subscription-Id ]
                 [ Called-Station-Id ]
                 [ OC-Supported-Features ]
                 [ Reporting-Restriction ]
                 [ Conditional-Restriction ]
                 [ RUCI-Action ]
                *[ Congestion-Level-Definition ]
                *[ Proxy-Info ]

                *[ Route-Record ]

                *[ AVP ]
5.6.6
Modify-Uecontext-Answer (MUA) command
The MUA command, indicated by the Command-Code field set to 8388722 and the 'R' bit set in the Command Flags field, is sent by the RCAF to the PCRF as a response to the request for congestion reporting restrictions to or remove the context a specific user id and PDN ID.
Message Format:

< Modify-Uecontext‑Answer > ::= < Diameter Header: 8388722, REQ, PXY >

                 < Session-Id >

                 [ DRMP ]
                 { Vendor-Specific-Application-Id }
                 { Auth-Session-State }
                 { Origin-Host }

                 { Origin-Realm }
                 [ Result-Code ]

                 [ Experimental-Result ]

                *[ Failed-AVP ]
                 [ Origin-State-Id ]
                 [ OC-Supported-Features ]

                 [ OC-OLR ]
                *[ Redirect-Host ]

                 [ Redirect-Host-Usage ]

                 [ Redirect-Max-Cache-Time ]
                *[ Proxy-Info ]

                *[ AVP ]
* * * End of Changes * * * *

