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* * * 1st Change * * * *
3.1
Definitions
For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply:
Application detection filter: A logic used to detect packets generated by an application based on extended inspection of these packets, e.g., header and/or payload information, as well as dynamics of packet flows. The logic is entirely internal to a TDF or a PCEF enhanced with ADC, and is out of scope of this specification.
Application identifier: An identifier, referring to a specific application detection filter.
ADC decision: A decision consists of references to ADC rules, associated enforcement actions (for dynamic ADC rules) and TDF session attributes and is provided by the PCRF to the TDF for application detection and control.

ADC rule: A set of information enabling the detection of application traffic and associated enforcement actions. ADC rules are directly provisioned into the TDF and referenced by the PCRF.
Detected application traffic: An aggregate set of packet flows that are generated by a given application and detected by an application detection filter.
IP-CAN bearer: IP transmission path of defined capacity, delay and bit error rate, etc.
See 3GPP TR 21.905 [1] for the definition of bearer.

IP-CAN session: association between a UE and an IP network.
The association is identified by one or more UE Ipv4 addresses/ and/or Ipv6 prefix together with a UE identity information, if available, and a PDN represented by a PDN ID (e.g. an APN). An IP-CAN session incorporates one or more IP-CAN bearers. Support for multiple IP-CAN bearers per IP-CAN session is IP-CAN specific. An IP-CAN session exists as long as the related UE Ipv4 address and/or Ipv6 prefix are assigned and announced to the IP network.
IP flow: unidirectional flow of IP packets with the same source IP address and port number and the same destination IP address and port number and the same transport protocol.
Port numbers are only applicable if used by the transport protocol.
IP Flow mapping: IP flow mapping is used in Network-initiated NBIFOM mode when the UE wants to request the network to apply specific mapping of IP flows to 3GPP access or WLAN access. It applies to the same parameters as the NBIFOM routing rule.
Gateway Control Session: An association between a BBERF and a PCRF (when GTP is not used in the EPC), used for transferring access specific parameters, BBERF events and QoS rules between the PCRF and BBERF. In the context of this specification this is implemented by use of the Gxx procedures.

GC1 signalling: Signalling between the GCS AS and the application client on the UE over the GC1 reference point as defined in 3GPP TS 23.468 [50].

Monitoring key: Identifies a usage monitoring control instance. 
Multi-access IP-CAN session: An IP-CAN session whose traffic can be routed over either a 3GPP access or a WLAN access or both. Each IP flow is routed at any single time only over one access.
TDF session: An association between an IP-CAN session and the assigned TDF for the purpose of application detection and control by the PCRF. The association is identified by one UE Ipv4 address and/or Ipv6 prefix together with optionally a PDN represented by a PDN ID and a set of ADC rules to be applied by the TDF.
Usage monitoring control instance: the monitoring and reporting of the usage threshold for input, output or total data volume or time of usage for the IP-CAN session/TDF session or the service data flows/application's traffic associated with the same monitoring key.
Presence Reporting Area: An area defined within 3GPP Packet Domain for the purposes of reporting of UE presence within that area due to policy control and/or charging reasons. There are two types of Presence Reporting Area: "UE-dedicated Presence Reporting Area", and "Core Network pre-configured Presence Reporting Area". 
RAN user plane congestion: RAN user plane congestion occurs when the demand for RAN resources exceeds the available RAN capacity to deliver the user data for a prolonged period of time.
Service data flow: An aggregate set of packet flows carried through the PCEF that matches a service data flow template (from 3GPP TS 23.203 [7]).

Service data flow filter: a set of packet flow header parameter values/ranges used to identify one or more of the packet flows (from 3GPP TS 23.203 [7]).
Service data flow template: The set of service data flow filters in a PCC rule or an application identifier in a PCC rule referring to an application detection filter, required for defining a service data flow (from 3GPP TS 23.203 [7]).
(S)Gi-LAN: The network infrastructure connected to the 3GPP network over the SGi or Gi reference point that provides various IP-based services.

(S)Gi-LAN service function: A function located in the (S)Gi-LAN that provides value-added IP-based services e.g. NAT, anti-malware, parental control, DDoS protection.

* * * 2nd Change * * * *
4.3c.2
NBIFOM routing rule definition

The NBIFOM routing rule is used by the PCRF to identify the applicable access type for a service data flow as provided by the UE and in turn provide PCC Rules related to the service data flow indicating the applicable access. 
NOTE x:
The PCEF derives the NBIFOM routing rules based on the NBIFOM routing rules created/replaced/deleted by the UE in the UE-initiated NBIFOM mode or when the UE requests the IP flow mapping in the Network-initiated NBIFOM mode as defined in 3GPP TS 29.274 [22].

An NBIFOM routing rule consists of:

-
a rule identifier;

-
routing filter;

-
precedence;

-
routing access information;

The rule identifier is assigned by the PCEF and shall be unique within an IP-CAN session. It is used to reference an NBIFOM routing rule in the communication between the PCEF and the PCRF. The PCEF shall keep the mapping between rule identifer assigned by the PCEF and the rule identifier of NBIFOM routing rule carried in the GTP signalling as defined in 3GPP TS 29.274 [22].
NOTE y:
In the UE-initiated IP flow mobility procedure, for creating a new NBIFOM routing rule, the rule identifier used in communication with UE is assigned and provided by the UE. In the UE requested IP Flow Mapping procedure, for creating a new NBIFOM routing rule, no rule identifier is assigned and provided by the UE, in this case the rule identifier to be used in communication with the UE is assigned by the  PCEF. 

NOTE z:
For Network-initiated NBIFOM mode when the network initiates a new NBIFOM routing rule the PCRF  assigns and includes the NBIFOM routing rule identifier to be used in Gx to every packet filter, in the Routing-Rule-Identifier AVP within the Flow-Information AVP of the PCC rule.

The NBIFOM routing rule shall comprise of one routing filter, containing information for matching a service data flow. The routing filter of the NBIFOM routing rule is derived from the routing filter included in the routing rule carried in the GTP signalling as defined in 3GPP TS 29.274 [22].
NOTE a:
There is a one to one mapping between NBIFOM routing rules in GTP and NBIFOM routing rules in Gx.
The precedence defines in what order the NBIFOM routing rules are used by the PCRF to determine where the PCEF routes a service data flow. The precedence of the NBIFOM routing rule is derived from the priority assigned to the routing rule included in the GTP signalling defined in 3GPP TS 29.274 [22].

The routing access information identifies the access type that is to be used for the transfer of traffic determined by the UE. The routing access information shall be equal to 3GPP-EPS or Non-3GPP-EPS in this release.
* * * 3rd Change * * * *
4.5.25.1.1
PCRF procedures

The PCRF takes the following decisions:

-
The PCRF shall decide whether NBIFOM applies to the IP-CAN session.

-
The PCRF shall decide which NBIFOM mode applies to the IP-CAN session.

-
The PCRF shall decide the default NBIFOM access that applies to the IP-CAN session.

-
In UE-initiated mode or in network-initiated mode when UE requested IP flow mapping, the PCRF shall authorize the NBIFOM routing rules received from the PCEF based on user subscription and operator's policy and determine the allowed access type for the corresponding PCC rule(s) when the PCC rule(s) is installed.

-
The PCRF shall determine the allowed access type for the PCC rule when the PCC rule is installed in the Network-initiated mode.
-
In the network-initiated IP flow mobility procedure, the PCRF shall provide a NBIFOM routing rule identifier to every packet filter included in a PCC rule.
-
In the UE-initiated IP flow mobility within a PDN connection procedure and UE Requested IP Flow Mapping procedure, the PCRF shall map PCC rules one to one with corresponding NBIFOM routing rules received from the PCEF.
* * * 4th Change * * * *
4.5.25.1.2
PCEF procedures

The PCEF takes the following actions:

-
PCEF shall negotiate the support of NBIFOM and of the NBIFOM mode with the PCRF when the UE requests PDN connectivity over the first access. 

-
PCEF shall negotiate the support of NBIFOM and of the default access for NBIFOM with the PCRF when the UE requests PDN connectivity over an additional access. 
-
PCEF shall derive the NBIFOM routing rules transfered via the Gx interface based on the NBIFOM routing rules or IP flow mapping carried via the GTP signalling.
-
For Network-initiated mode when a new NBIFOM routing rule carried in GTP needs to be created by the PCEF due to a Network-initiated IP flow mobility within a PDN connection request, the PCEF shall keep the mapping between the NBIFOM routing rule identifier received in the PCC rule and the NBIFOM routing rule identifier used in GTP signalling. 

-
When a new NBIFOM routing rule over Gx interface is created by a UE Requested IP Flow Mapping request in Network-initiated mode or UE-requested IP flow mobility in UE-initiated mode, the PCEF shall assign and include the NBIFOM rule identifier to every NBIFOM routing rule transferred via the Gx interface and keep the mapping with the routing rule identifier used in GTP signalling.
- 
When a new NBIFOM routing rule over Gx interface is created by a UE Requested IP Flow Mapping request to modify the NBIFOM routing rule initiated by the PCRF in Network-initiated mode, the PCEF shall include the NBIFOM routing rule identifier assigned by the PCRF corresponding to the routing rule identifier received in GTP signalling to the new NBIFOM routing rule the PCEF provision over the Gx interface.
-
In a multi access IP-CAN session, PCEF shall associate the PCC rules to the allowed access within the IP-CAN session. The allowed access may be either explicitly included in the PCC Rule or the default NBIFOM access for the traffic on the IP-CAN session.

-
PCEF shall associate the PCC rules to an IP-CAN bearer within the allowed access by performing the bearer binding.

-
PCEF shall derive the NBFOM routing rules transfered via the GTP signalling based on the received PCC rules from the PCRF.

-
The PCEF may provide the user location information and RAT type for each allowed access type:

-
Route the IP flow(s) by using the routing access information which is part of the NBIFOM routing rules.
* * * 5th Change * * * *
4.5.25.2.4
Network-initiated IP flow mobility within a PDN connection (Network-initiated NBIFOM mode)

When a multi access IP-CAN session has been set-up in Network-initiated mode, the PCRF may at any time determine that flows should be moved from a source access to a target access. In that case, the PCRF shall send a RAR or respond with a CCA to the PCEF including Charging-Rule-Install AVP which includes the updated PCC Rules within the Charging-Rule-Definition AVP(s) with the new allowed access type within the IP-CAN-Type AVP and the PCRF shall also assign and include the NBIFOM routing rule identifier in the Routing-Rule-Identifier AVP(s)  within the Flow-Information AVP(s). The PCEF shall derive the NBIFOM routing rules from the PCC rules and send them to the UE as defined 3GPP TS 29.274 [22].
The PCRF may also at any time determine that flows need to be created/modified/deleted. In that case, the PCRF shall send a RAR or respond with a CCA.
For creation/modification the PCRF shall include within the Charging-Rule-Install AVP the allowed access type within the IP-CAN-Type AVP (if new or changed), the new/modified PCC Rules within the Charging-Rule-Definition AVP(s) and the NBIFOM routing rule identifier in the Routing-Rule-Identifier AVP within the Flow-Information AVP(s). 
For deletion the PCRF shall include the Charging-Rule-Remove AVP with the Charging-Rule-Name AVP(s) containing the identity of the PCC rule(s) to be removed.
The PCEF shall derive the NBIFOM routing rules from the PCC rules and send them to the UE as defined 3GPP TS 29.274 [22] and keep the mapping between the NBIFOM routing rule identifier provided by the PCRF and the routing filer identifier of the corresponding NBIFOM routing rule in GTP.
The UE may reject the NBIFOM routing rule provided by the PCRF due to local radio conditions. In that case, the PCEF shall report the rejection to the PCRF by including the Charging-Rule-Report AVP with the Charging-Rule-Identifier AVP and the Rule-Failure-Code set to the value according to the cause received from the GTP as specified in 3GPP TS 29.274 [22]. 

NOTE:
The UE is not allowed to request modification or deletion of  NBIFOM routing filters initiated by the network. The UE can request to modify the access type of NBIFOM routing rules initiated by the network.
* * * 6th Change * * * *
4.5.25.2.5
UE-initiated IP flow mobility within a PDN connection (UE-initiated NBIFOM mode)

When the PCEF receives a decision from the UE to create/replace/delete NBIFOM routing rules as defined in 3GPP TS 29.274 [22], the PCEF shall send a CCR command to the PCRF including the Event-Trigger AVP set to ROUTING_RULE_CHANGE. Additionally,
-
if the UE requested to create new NBIFOM routing rules, the PCEF shall include the Routing-Rule-Install AVP with one or more Routing-Rule-Definition AVPs containing the new NBIFOM routing rule(s) in the CCR command. The PCEF shall assign NBIFOM routing rule identifier value(s) for each received NBIFOM routing rule identifier in GTP and include that in the Routing-Rule-Identifier AVP(s) within the Routing-Rule-Definition AVP(s).
- 
if the UE requested to modify existing NBIFOM routing rules, the PCEF shall include the Routing-Rule-Install AVP with one or more Routing-Rule-Definition AVPs containing updated NBIFOM routing rule(s). The PCEF shall include the NBIFOM routing rule identifier(s) corresponding to each received  NBIFOM routing rule identifier in GTP in the Routing-Rule-IdentifierAVP(s) within the Routing-Rule-Definition AVP(s)

-
if the UE requested to delete existing NBIFOM routing rules, the PCEF shall include the Routing-Rule-Remove AVP(s) with the Routing-Rule-Identifier AVP(s) corresponding to each received  NBIFOM routing rule identifier in GTP.
The PCRF may reject NBIFOM routing rules received from the UE by including the Routing-Rule-Report AVP with the rejected NBIFOM routing rule identifier within the Routing-Rule-Identifier AVP and the Routing-Rule-Failure-Code AVP set to the corresponding value in the CCA command. Otherwise the PCRF shall determine the impacted PCC rules and include in the CCA command;

-
for creation and modification, the Charging-Rule-Intall AVP containing the new allowed access type within the IP-CAN-Type AVP, with one or more Charging-Rule-Definition AVP(s), and/or
-
for deletion, the Charging-Rule-Remove AVP with one or more Charging-Rule-Name AVP(s) containing the identity of the PCC rules to be removed.
* * * 7th Change * * * *
4.5.25.2.6
UE Requested IP Flow Mapping (Network-initiated NBIFOM mode)

This procedure is only used in Network-initiated NBIFOM mode when the UE wants to request the network to apply specific mappings of IP flows to an access as defined 3GPP TS 23.161 [51].

When the PCEF receives a decision from the UE to create/modify/delete UE Requested IP Flow Mapping as defined in 3GPP TS 29.274 [22], the PCEF shall send a CCR command to the PCRF including the Event-Trigger AVP set to ROUTING_RULE_CHANGE. Additionally,
-
if the UE requested to create a new UE Requested IP Flow Mapping, the PCEF shall include the Routing-Rule-Install AVP with one or more Routing-Rule-Definition AVPs containing the new NBIFOM routing rule(s) in the CCR command. The PCEF shall include a new assigned NBIFOM routing rule identifier in the Routing-Rule-Identifier AVP(s) within the Routing-Rule-Definition AVP(s).
-
if the UE requested to modify a UE Requested IP Flow Mapping and there is corresponding NBIFOM routing rule(s) over Gx interface, the PCEF shall include the Routing-Rule-Install AVP with one or more Routing-Rule-Definition AVP(s) containing the NBIFOM routing rule(s).The PCEF shall include NBIFOM routing rule identifier(s) corresponding to the received NBIFOM routing rule identifier(s) in GTP in the Routing-Rule-Identifier AVP(s) within the Routing-Rule-Definition AVP(s).
-
if the UE requested to modify a UE Requested IP Flow Mapping(s) for changing the allowed access type and there is no corresponding NBIFOM routing rule(s) over Gx interface, the PCEF shall include the Routing-Rule-Install AVP with one or more Routing-Rule-Definition AVP(s) containing the NBIFOM routing rule(s) with the IP-CAN-Type AVP containing the requested access type in the IP Flow Mapping.The PCEF shall include NBIFOM routing rule identifier(s) corresponding to the received NBIFOM routing rule identifier(s) in GTP in the Routing-Rule-Identifier AVP(s) within the Routing-Rule-Definition AVP(s). 
-
if the UE requested to remove a UE Requested IP Flow Mapping the PCEF shall include NBIFOM routing rule identifier(s) corresponding  to the received NBIFOM routing rule identifier(s) in GTP in the Routing-Rule-Identifier AVP(s) within the Routing-Rule-Remove AVP.
NOTE x:
For the case when the PCEF receives a decision from the UE to create UE Requested IP Flow Mapping no rule identifier(s) is provided by the UE. In this case the rule identifier to be used in communication with the UE is assigned by the  PCEF.  
The PCRF may reject NBIFOM routing rules received from the PCEF by including the NBIFOM-Routing-Rule-Report AVP with the rejected NBIFOM routing rule identifier within the Routing-Rule-Identifier AVP and the Routing-Rule-Failure-Code AVP set to the corresponding value in the CCA command.
Otherwise the PCRF shall behave as follows:

-
If creation of new NBIFOM routing rule with NBIFOM routing rule identifier provided by the PCEF is received, the PCRF shall include the Charging-Rule-Install AVP containing the new allowed access type within the IP-CAN-Type AVP and new PCC rule within the Charging-Rule-Definition AVP in the CCA command.
-
If creation of a new NBIFOM routing rule or modification of an existing NBIFOM routing rule with NBIFOM routing rule identifier provided by the PCRF is received, the PCRF shall check whether only one packet filter exists in the correponding PCC rule, If so, the PCRF shall include the Charging-Rule-Install AVP containing the new allowed access type within the IP-CAN-Type AVP and updated PCC rule within the Charging-Rule-Definition AVP; 
otherwise, the PCRF shall include one Charging-Rule-Install AVP containing the existing allowed access type within the IP-CAN-Type AVP and updated PCC rule which removes the packet filter identified by the NBIFOM routing rule identifier within the Charging-Rule-Definition AVP and one Charging-Rule-Install AVP containing the new allowed access type within the IP-CAN-Type AVP and the PCC rule which includes the packet filter identified by the NBIFOM routing rule identifier.
-
If modification of a existing NBIFOM routing rule with NBIFOM routing rule identifier provided by the PCEF is received, the PCRF shall include the Charging-Rule-Install AVP containing the new allowed access type within the IP-CAN-Type AVP and updated PCC rule within the Charging-Rule-Definition AVP.
-
if removal of NBIFOM routing rule is received for an NBIFOM routing rule with the NBIFOM routing rule identifier provided by the PCEF,  the PCRF shall include the Charging-Rule-Remove AVP with one or more Charging-Rule-Name AVP(s) containing the identity of the PCC rule(s) to be removed.

NOTE y:
In Network-initiated NBIFOM mode the PCRF can also initiate a creation, modification and/or deletion of additional PCC rules in the same response. If the PCRF does that, the PCEF initiates additional IP-CAN specific procedures to provide the NBIFOM routing rules derived from the additional PCC rules.


* * * 8th Change * * * *
5.3.53
Flow-Information AVP (All access types)

The Flow-Information AVP (AVP code 1058) is of type Grouped, and it is sent from the PCRF to the PCEF and contains the information from a single IP flow packet filter.
The Flow-Description, ToS-Traffic-Class, Security-Parameter-Index and Flow-Label AVPs specify the parameters to be used for matching payload packets. If any of these AVPs is present, then the Flow-Direction AVP shall also be included. If the Flow-Information AVP includes any of the Flow-Description, ToS-Traffic-Class, Security-Parameter-Index or Flow-Label AVPs, these values replace any previous value for all the Flow-Description, ToS-Traffic-Class, Security-Parameter-Index and Flow-Label AVPs.
The Flow-Information AVP shall include the Flow-Direction AVP, declaring in what direction(s) the filter applies.

The PCRF shall only assign the packet filter identifier in the Packet-Filter-Identifier AVP for PCC rules created as a result of UE-initiated resource allocation
NOTE 1:
The UE can only modify packet filters that the UE has introduced and associated resources. The packet filter identifiers are only needed for packet filters created by the UE.
For PCC rules modified as a result of UE-initiated resource modification that include the modified Flow-Information AVP the PCRF shall include the packet filter identifier in the Packet-Filter-Identifier AVP.

The Flow-Direction AVP shall be included unless no other AVPs other than Packet-Filter-Identifier AVP are included within the Flow-Information AVP.
The Routing-Rule-Identifier AVP shall be included in the case of NBIFOM and when the PCRF initiates/has initiated the NBIFOM routing rule(s). It is used by the PCEF as routing rule identifier for the corresponding NBIFOM routing rule sent over Gx interface when the PCEF receives an UE-requested IP flow mapping modification request for therouting rule. See subclause 4.5.25.2 for further details. 
NOTE 2:
For 3GPP accesses, the possible combinations of Flow-Description, Type-of-Service/Traffic Class, the IPSec SPI, and the Flow Label in the TFT filter are defined in 3GPP TS 23.060 [17].
AVP Format:

Flow-Information ::= < AVP Header: 1058 >








 [ Flow-Description ]







 [ Packet-Filter-Identifier ]








 [ Packet-Filter-Usage ]







 [ ToS-Traffic-Class ]








 [ Security-Parameter-Index ]








 [ Flow-Label ]








 [ Flow-Direction ]







 [ Routing-Rule-Identifier ]







*[ AVP ]
* * * 9th Change * * * *
5.3.71
Routing-Rule-Identifier AVP

The Routing-Rule-Identifier AVP (AVP code 1077) is of type OctetString, and it defines a unique identifier for IP flow mobility routing rule or NBIFOM routing rule. It uniquely identifies a IP flow mobility routing rule or NBIFOM routing rule within one IP CAN session. The identifier value is assigned by the PCEF when instructing the PCRF to install the IP flow mobility routing rule or NBIFOM routing rule.
The Routing-Rule-Identifier AVP content shall be encoded as a UTF8String and begin with the type of node that assigned the NBIFOM routing rule indentifier, i.e. “PCEF” or “PCRF”, the remainder of the Routing-Rule-Identifier AVP is delimited by a ";" character and may be any sequence.
* * * End of Change * * * *
