Page 1



 3GPP TSG CT4 Meeting #72
C4-151400
Jeju, The republic of Korea; 15th – 19th February 2016                   (Revised C4-151179)
	CR-Form-v11.1

	CHANGE REQUEST

	

	
	23.380
	CR
	0083
	rev
	1
	Current version:
	13.1.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:

	P-CSCF restoration not prioritized for WLAN

	
	

	Source to WG:
	Nokia Networks, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

	Source to TSG:
	CT4

	
	

	Work item code:
	PCSCF_RES_WLAN
	
	Date:
	2016-02-017

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-13

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)

	
	

	Reason for change:
	The ambigous text that P-CSCF restoration over WLAN might not be performed if the UE has IMS PDN connection over 3GPP access should be deleted because there is a specific requirement on this issue in the next signalling step.
The specification seems to describe that P-CSCF restoration over WLAN has higher priority or should be performed before P-CSCF restoration over 3GPP access. Such prioritization contradicts general requirements regarding P-CSCF restoration so the text should clarified.

	
	

	Summary of change:
	It is clarified that the "same principles" for basic P-CSCF restoration over WLAN means that the UE is disconnected and then the UE re-establishes the IMS PDN connection via an available P-CSCF.

The ambigous text that P-CSCF restoration over WLAN might not be performed if the UE has IMS PDN connection over 3GPP access is deleted.

The HSS should initiate P-CSCF restoration over 3GPP access and/or WLAN depending on which access the HSS and the network supports. If the HSS and the network supports P-CSCF restoration over both 3GPP access and WLAN the HSS should initiate P-CSCF restoration over both accesses.

	
	

	Consequences if not approved:
	Ambigous text remains that P-CSCF restoration over WLAN migth not be performed if the UE has an IMS connection over 3GPP access.
It seems specified that the HSS should first initiate P-CSCF restoration over WLAN before P-CSCF restoration over 3GPP access.

	
	

	Clauses affected:
	5.6.2.1, 5.6.2.2, 5.6.6.2

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


* * * First Change * * * *
5.6.2
Basic mechanism for the HSS-based solution 

5.6.2.1
Overview and principles
The HSS-based P-CSCF restoration mechanism for WLAN extends the HSS-based P-CSCF restoration mechanism (specified for 3GPP accesses in subclause 5.4) to trusted and untrusted WLAN accesses and is based on the same principles to disconnect the UE, which then re-establishes the connection via an available P-CSCF.

If  the UE is registered to the EPC via a WLAN access and has an IMS APN subscription permitting non-3GPP accesses, the HSS forwards a P-CSCF restoration indication to the 3GPP AAA Server which transfers it to the PGW. Then the PGW initiates the release of the IMS PDN connection towards the UE via the WLAN access. 

Following the release of the IMS PDN connection, the UE re-establishes a new IMS PDN connection and performs a new P-CSCF discovery (according to the existing procedures), and then registers again to IMS.
* * *  Next Change * * * *
5.6.2.2
Description

The call flow for the HSS-based P-CSCF restoration mechanism for WLAN is described in figure 5.6.2.2-1. The functional entities involved by this call flow shall execute the following procedure if they all support the HSS-based P-CSCF restoration for WLAN.
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Figure 5.6.2.2-1: HSS-based P-CSCF restoration for WLAN

For a WLAN access, the basic mechanism to request the UE to do a new IMS registration is to release the IMS PDN connection over the interface (S2a or S2b) through which the UE is connected. The solution avoids disconnecting other PDN connections than the IMS PDN one.
NOTE 1:
the UE may establish multiple PDN connections via untrusted WLAN and trusted WLAN in multi-connection mode; while there is a single SWm Diameter session per PDN connection, there is a unique STa Diameter session per UE.
Steps 1 to 4 are common with the steps 1 to 4 of subclause 5.4.2.1.

5.
After having checked that the 3GPP AAA Server supports the HSS-based P-CSCF restoration for WLAN, the HSS, if the user has a non-3GPP access subscription with an IMS APN configuration and if the user has a non-3GPP access registration in the HSS for the WLAN access, shall forward a P-CSCF restoration indication to the 3GPP AAA Server over SWx by using a PPR command, perform either the IMS unregistration or deregistration requested by the S-CSCF and send a successful response to the S-CSCF via a Cx SAA command. The S-CSCF shall set respectively this Public User Identity as unregistered or this UE as not registered.

If the user has also an IMS APN configuration subscription for a 3GPP access and is registered to a 3GPP access, the procedure described in subclause 5.4.2.1 from step 5 onwards shall apply in addition.
6.
Step 6 is common with step 6 described in subclause 5.4.2.1 for 3GPP accesses.

NOTE 2: 
Steps 4 and 6 above are not required to be in this order, reverse order is also possible.

7.
If the 3GPP AAA Server has the information that an IMS PDN connection is established via a WLAN access for the user, the 3GPP AAA Server, after having checked that the PGW supports the HSS-based P-CSCF restoration for WLAN, shall send a P-CSCF restoration indication to the PGW over S6b in a Re-authorization Request (RAR) command, via a 3GPP AAA Proxy over SWd if a VPLMN is involved.

NOTE 3:
The PGW does not send any AA-Request (AAR) command to the 3GPP AAA server after having received the Re-authorization Request (RAR) command in step7, given that it will send a Session Termination Request (STR) in step 9.

NOTE 4:
GSMA PRD IR.65 [21] clause 2.3 recommends one single IMS APN in case of simultaneous usage of VoLTE and RCS. If there were two PDN connections with the IMS APN, the reception of the P-CSCF restoration indication would result in the release of the two IMS PDN connections although only the PDN connection related to the failed P-CSCF should be released.

8.
The PGW shall proceed with the release of the IMS PDN connection as follows:

-
For a TWAN access, the PGW shall initiate over the S2a interface a Delete Bearer Request procedure (GTP) or a Proxy Mobile IPv6 LMA Initiated PDN Connection Deletion procedure (PMIP) to the TWAN which then shall initiate:

-

a WLCP PDN Disconnection procedure towards the UE  for a UE in multi connection mode as described in 3GPP TS 24.244 [22];

-
a TWAN specific resource release procedure, in single connection mode or transparent single connection mode;

-
For an untrusted WLAN access, the PGW shall initiate over the S2b interface a Delete Bearer Request procedure (GTP) or a Proxy Mobile IPv6 LMA Initiated PDN Connection Deletion procedure (PMIP) to the ePDG which then initiates the release of the associated IKEv2 tunnel.
A cause "reactivation requested" (as supported over 3GPP accesses) is added by the PGW over GTP-C based S2a and WLCP for TWAN and over GTP-C based S2b and IKEv2 for untrusted WLAN.
9.
The PGW shall indicate the termination of the associated session to the 3GPP AAA Server by sending a Session Termination Request (STR).
10.
As a result of the release of the IMS PDN connection, the UE shall re-establish the IMS PDN connection, and also perform a new P-CSCF discovery (as the IMS PDN connection was lost). After discovering a new P-CSCF, the UE shall perform a new initial IMS registration towards IMS.
 * * * * Next Change * * * *
5.6.6.2
Feature support in the HSS and S-CSCF

The S-CSCF behaviour when triggering the HSS with a P-CSCF restoration indication is independent of the 3GPP access or of the WLAN access that the UE is using. The signalling regarding P-CSCF restoration over the Cx interface and the S-CSCF behaviour are common for the P-CSCF restoration over a 3GPP or a WLAN access.

If the HSS does not support P-CSCF restoration for WLAN, but supports P-CSCF restoration over a 3GPP access and if the UE is registered in a 3GPP access, the HSS shall behave as described in subclause 5.4.

If the HSS does not support P-CSCF restoration for 3GPP access, but supports P-CSCF restoration for WLAN, 
if the user is registered in the non 3GPP access with an IMS APN configuration for non 3GPP access in its subscription and if the 3GPP AAA Server previously indicated the support of P-CSCF restoration for WLAN to the HSS, then the HSS shall behave as described in subclause 5.6.2.

If the HSS supports P-CSCF restoration both for 3GPP access and WLAN and if the UE is registered both with 3GPP access and WLAN, the HSS shall initiate P-CSCF restoration for 3GPP access and WLAN as described in subclause 5.4 for 3GPP access and in subclause 5.6.2 for WLAN.
 -
otherwise the HSS shall provide an error response back in Cx SAA to the S-CSCF as described in figure 5.6.2.2-1 step5a.
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