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5.6.4.2
Description
The call flow for the P-CSCF restoration extension for the TWAN access is described in figure 5.6.4.2-1. The functional entities involved by this call flow shall execute the following procedure if they all support the P-CSCF restoration extension for the TWAN access. 
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Figure 5.6.4.2-1: P-CSCF restoration extension for the TWAN access – GTP-based S2a

For the HSS-based solution, steps from 1 to 7 are the same as those explained in subclause 5.6.2.2 for the P-CSCF restoration basic mechanism for WLAN. In step 7, the 3GPP AAA Server, when receiving a P-CSCF restoration indication from the HSS, transfers this indication to the PGW in a Re-authorization Request (RAR) command, This generates an authorisation procedure (step 7a) as according to 3GPP TS 29.273 [xx].

For the PCRF-based solution, steps from 1 to 7 are the same as those explained in subclause 5.3.2 for the P-CSCF restoration basic mechanism. In step 7, the PCRF transfers the P-CSCF restoration indication to the PGW.
Hereafter steps 8 to 11 are common to the HSS-based solution and to the PCRF-based solutions:

8.
If the PGW has previously received the indication that the UE supports the P-CSCF restoration extension for the TWAN access and that the TWAN supports the WLCP PDN connection modification procedure, and if the UE is accessing the TWAN in multi-connection mode, the PGW shall send an Update Bearer Request to the TWAN including the PCO information element set with a list of available P-CSCF addresses. 
NOTE:
the TWAN reports to the PGW whether the UE is accessing the TWAN in multi-connection mode, single-connection mode or transparent single-connection mode, during the PDN connection establishment procedure. 

9.
The TWAN shall initiate a WLCP PDN connection modification request procedure towards the UE as described in 3GPP TS 24.244 [22] to transparently forward the PCO information element received from the PGW.

10.
The UE shall send a response to the TWAN which then shall send an Update Bearer Response to the PGW.

11.
As per the P-CSCF restoration procedures described in 3GPP TS 24.229 [19], the UE shall select one P-CSCF from the received list and proceed with an IMS registration.

The same call flow applies to PMIP-based S2a, whereby, in step 8, the PGW shall initiate an LMA Initiated Update Notification procedure to provide the TWAN with the available P-CSCF addresses. 

* * * Next Change * * * *

5.6.5.2
Description

The call flow for the P-CSCF restoration extension for the untrusted WLAN access is described in figure 5.6.5.2-1. The functional entities involved by this call flow shall execute the following procedure if they all support the P-CSCF restoration extension for the untrusted WLAN access. 
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Figure 5.6.5.2-1: P-CSCF restoration extension for the untrusted WLAN access – GTP-based S2b

For the HSS-based solution, steps from 1 to 7 are the same as those explained in subclause 5.6.2.2 for the P-CSCF restoration basic mechanism for WLAN. In step 7, the 3GPP AAA Server, when receiving a P-CSCF restoration indication from the HSS, transfers this indication to the PGW in a Re-authorization Request (RAR) command. This generates an authorisation procedure (step 7a) as according to 3GPP TS 29.273 [xx].

For the PCRF-based solution, steps from 1 to 7 are the same as those explained in subclause 5.3.2 for the P-CSCF restoration basic mechanism. In step 7, the PCRF transfers the P-CSCF restoration indication to the PGW.
Hereafter steps 8 to 11 are common to the HSS-based solution and to the PCRF-based solution:

8
If the PGW has previously received the indication that the UE and the ePDG support the P-CSCF restoration extension for the untrusted WLAN access, the PGW shall send an Update Bearer Request (as described in 3GPP TS 29.275 [15]) to the ePDG including the APCO information element  set with a list of available P-CSCF addresses.

9
The ePDG shall initiate an IKEv2 informational exchange procedure, as described in IETF RFC 7296 [23], towards the UE to forward the list of available P-CSCF addresses received from the PGW.

10
The UE shall send a response to the ePDG which then shall send an Update Bearer Response to the PGW.

11
As per the P-CSCF restoration procedures described in 3GPP TS 24.229 [19], the UE shall select one P-CSCF from the received list and proceed with an IMS registration.

The same call flow applies to PMIP-based S2b, whereby, in step 8, the PGW shall initiate an LMA Initiated Update Notification procedure, as described in 3GPP TS 29.275 [15], to provide the ePDG with the available P-CSCF addresses.
* * * End of Changes * * * *
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