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	Reason for change:
	In the SA2 reply LS (S2-153705), SA2 confirms that for the untrusted WLAN scenario (the trusted WLAN case is restricted according to SA2’s Answer1) with selection of a WLAN that interworks with a service provider in EVSP, roaming agreements are required between HPLMN and VPLMN B. Roaming agreements are not required between HPLMN and VPLMN A. PLMN B ID shall be sent to HPLMN. 
According to TS 29.273, the AAA proxy in VPLMN A shall insert its own PLMN ID before forwarding the request to the 3GPP AAA Server, quote:

“The 3GPP AAA Proxy shall insert Visited-Network-Identifier AVP before forwarding the request to the 3GPP AAA Server.”
Therefore, the AAA proxy in PLMN B may receive the Visited-Network-Identifier AVP from PLMN A’s AAA proxy in the Authentication and Authorization Request message. 
Based on SA2’s reply, in this case, the PLMN B’s AAA proxy shall overwirte Visited-Network-Identifier AVP, otherwise, the Visited-Network-Identifier AVP indicating VPLMN A will be sent to the HSS. The UE’s authentication may fail as no roaming agreements between HPLMN and PLMN A.

	
	

	Summary of change:
	1) Define that the 3GPP AAA Proxy shall insert or overwrite Visited-Network-Identifier AVP before forwarding the request to the 3GPP AAA Server.
2) A NOTE is added to clarify scenario in which the AAA proxy may receive the Visited-Network-Identifier AVP. 

	
	

	Consequences if not approved:
	The VPLMN A ID may be sent to the HSS. The UE’s authentication is rejected if no roaming agreements between HPLMN and PLMN A.
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	Other comments:
	Another solution maybe to define that the AAA proxy (i.e. AAA proxy in PLMN A) shall not insert its own PLMN ID before forwarding the request to another 3GPP AAA proxy (AAA proxy in PLMN B), then the AAA proxy in PLMN B can always insert PLMN B ID to the Visited-Network-Identifier AVP, keeping alignment with the current TS 29273 definition.  
However, there are the following two issues about this solution:

1)    As the AAA proxy B cannot receive Visited-Network-Identifier AVP from VPLMN A, not sure if the PLMN B can decide which PLMN this request is coming from.  If not, the following SA2’s requirement cannot be satisfied.   
Reply LS from SA2: “Precondition: VPLMN A is an equivalent service provider of VPLMN B and the two operators have roaming agreement.”

2)  Before sending the request to the next hop, the AAA proxy shall decide if the next node is another AAA proxy or the AAA Server, because there is different operation about the Visited-Network-Identifier AVP.  Seems a little complicated operation for the AAA proxy. 


* * * First Change * * * *

4.1.2.1.3
3GPP AAA Proxy Detailed Behaviour

The detailed behaviour of the 3GPP AAA Proxy follows the behaviour defined for the STa Authentication and Authorization procedure (refer to clause 5.1.2.1.3), with the following exception:

-
The 3GPP AAA Proxy shall insert or overwrite Visited-Network-Identifier AVP before forwarding the request to the 3GPP AAA Server.
NOTE:
If the untrusted WLAN is operated by the VPLMN’s equivalent PLMN, the 3GPP AAA proxy can receive the Visited-Network-Identifier AVP from the Authentication and Authorization Request message.
-
The 3GPP AAA Proxy shall handle the non-3GPP access network as untrusted and marks the trust relationship as "untrusted".

On receipt of the authentication and authorization answer that completes a successful authentication, the 3GPP AAA Proxy shall record the authentication state of the user.
* * * End of Changes * * * *
