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***** Start of change *****
4.3.1.2
OIR Provision/withdrawal

The OIR service, temporary mode, may be provided on a subscription basis or may be generally available.

The OIR service, permanent mode, shall be provided on a subscription basis.

As a network option, the OIR service can be offered with several subscription options. A network providing the OIR service shall support temporary mode at a minimum. Subscription options are summarized in table 1.

Table 1: OIR Subscription options

	Subscription option values
	Values

	Mode 
	‑ permanent mode (active for all requests)

‑ temporary mode (allows the UE to override the default behaviour on per call basis)

	Temporary mode default
	‑ presentation restricted

‑ presentation not restricted

	Restriction
	‑ restrict the asserted identity

‑ restrict all private information appearing in headers


***** Next change *****
4.5.2.4
Actions at the AS serving the originating UE
For an originating user that subscribes to the OIR service in "permanent mode", the AS shall:

1)
insert a Privacy header field set to:

a)
"id" if only the P-Asserted-Identity header field needs to be restricted as described in RFC 3325 [7]; or
b)
"header" if all the header fields, containing private information that the UE cannot anonymize need to be restricted as described in RFC 3323 [6]. This choice is based on the subscription option.
NOTE 1:
The Privacy header field value "header" does not apply to the identity in the From header field.

2)
If the request includes a Privacy header field that is set to "none", remove the "none" value from the Privacy header field; and

3)
based on operator policy, either modify the From header field to remove the identification information, or add a Privacy header field set to "user".

For an originating user that subscribes to the OIR service in "temporary mode" with default "presentation-restricted", if the request does not include a Privacy header field, or the request includes a Privacy header field that is not set to "none", the AS shall:

1)
insert a Privacy header field set to:

a)
"id" if only the P-Asserted-Identity header field needs to be restricted as described in RFC 3325 [7]; or
b)
"header" if all the header fields, containing private information that the UE cannot anonymize need to be restricted as described in RFC 3323 [6]. This choice is based on the subscription option.
NOTE 2:
The Privacy header field value "header" does not apply to the identity in the From header field.

2)
based on operator policy, either modify the From header field to remove the identification information, or add a Privacy header field set to "user".

NOTE 3:
When the OIR service is used, the originating UE is supposed to already have removed identity information from the From header field. However because this UE is not trusted, this is also done by the AS to ensure that this information is removed.

For an originating user that subscribes to the OIR service in "temporary mode" with default "presentation-not-restricted", if the request includes a Privacy header field is set to "id" or "header", based on operator policy, the AS shall either modify the From header field to remove the identification information or add a Privacy header field set to "user". As an originating network option, if the "no screening" special arrangement does not exist with the originating user, the AS may attempt to match the information in the From header with the set of registered public identities of the originating user. If a match is not found, the AS may set the From header to the SIP URI that includes the default public user identity.
For an originating user who has not subscribed to the OIR service but requests the restriction of its identity information by sending Privacy header fields requesting privacy as defined in subclause 4.5.2.1, then the SIP request for initiating a dialog or standalone transaction may be rejected by operator policy with a 403(Forbidden) response including a warning header field 399 "OIR not subscribed".
NOTE 4:
Only when supporting the MMTEL for the OIP/OIR Service such a procedure is possible. This requires an initial filter criterion to be setup for the user who is not subscribed to the OIR service.

***** Next change *****
4.10.1
Data semantics

The OIP service can be activated/deactivated using the active attribute of the <originating‑identity‑presentation> service element.

The OIR service can be activated/deactivated using the active attribute of the <originating‑identity‑presentation‑restriction> service element. Activating the OIR service this way activates the temporary mode OIR service. When deactivated and not overruled by operator settings, basic communication procedures apply.
The behaviour of the temporary mode OIR is configured with the optional <default‑behaviour> element. There are two values that this element can take:

-
Presentation‑restricted: This configures the service to behave as specified in subclause 4.5.2.4 for the case OIR service in "temporary mode" with default "presentation-restricted".

-
Presentation‑not‑restricted: This configures the service to behave as specified in subclause 4.5.2.4 for the case OIR service in "temporary mode" with default "presentation-not-restricted".
Manipulation of the active attribute of the <originating‑identity‑presentation> service element and of the <originating‑identity‑presentation‑restriction> service element is subject to authorization via local policy. Unauthorized manipulation attempts are rejected with an HTTP 409 (Conflict) response as defined in IETF RFC 4825 [16].
***** End of changes *****
