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	Reason for change:
	The following text was added in the TS 24.302 during CT1#93 regarding ePDG role in EAP-AKA procedure:
" At the reception of the first message of the IKE_AUTH phase from the UE, indicating to the ePDG that the UE wants to use EAP over IKEv2 (i.e. AUTH parameter absent), the ePDG sends the Authentication and Authorization request to the3GPP AAA server including the EAP_resp/Identity in the EAP payload, with the user ID retrieved from the IDi payload and the APN information retrieved from the IDr payload of the incoming message from the UE."

The current description of ePDG role in EAP-AKA procedure contains requirement mapping information from IKE request to Authorization and Authentication Request. The AAR information element name is misleading therefor it has to be corrected.

The highlighted detail above gives the hint that it valid only for the tunnel full authentication and authorization case. When the tunnel fast re-authentication happens the IDi payload shall contain the fast re-authentication identity.



	
	

	Summary of change:
	Add the correct information element name to ensure correct mapping of user identity information.

	
	

	Consequences if not approved:
	Incorrect mapping of user identity information can happen. Incorrect specification.
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***** Next change *****
6.5.2.4
ePDG procedures

During the authentication of the UE for accessing the EPC via the ePDG, the ePDG shall initiate EAP-AKA based authentication between the UE and the 3GPP AAA server as specified in 3GPP TS 33.402 [15]. The ePDG shall extract the EAP messages received from the UE over IKEv2, and send them to the 3GPP AAA Server and shall send the EAP message received from the 3GPP AAA Server to the UE over IKEv2 messages as defined in 3GPP TS 33.402 [15].

At the reception of the first message of the IKE_AUTH phase from the UE, indicating to the ePDG that the UE wants to use EAP over IKEv2 (i.e. AUTH parameter absent), the ePDG sends the Authentication and Authorization request to the3GPP AAA server including the EAP_resp/Identity in the EAP payload, with the User Identity retrieved from the IDi payload and the APN information retrieved from the IDr payload of the incoming message from the UE.
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