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	Reason for change:
	To support specific scenarios involving emergency requests orginated from non-initialized mobile devices, the LRF must have access to the non-dialable callback number populated by the E-CSCF in the associated SIP INVITE message so that it can retrieve UE location and deliver location and callback information to Public Safety Answering Points (PSAPs). 

Step 11 of clause 5.11.2 of TS 24.229 defines a mechanism by which an E-CSCF will construct a non-dialable callback number (following the procedures specified in Annex C of J-STD-036-C) and populate it in the PAI of an associated SIP INVITE message for emergency requests that originate from UEs that do not have sufficient credentials. However, the relative positioning of step 11 implies that the E-CSCF will insert the non-dialable number after it receives the 300 Multiple Choices message from an LRF.

By having the E-CSCF populate the non-dialable callback number in the PAI of the INVITE message before it sends it to the LRF instead of doing so after receiving the 300 Multiple Choices message from the LRF, the LRF will be able to support the necessary location acquisition and location/callback delivery procedures.

	
	

	Summary of change:
	A clarification is provided in clause 5.11.3 (use of LRF) to indicate that the E-CSCF shall insert the PAI containing a non-dialable callback number (when applicable) in the SIP INVITE message before it sends it to the LRF.    
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*** FIRST CHANGE ***

5.11.3
Use of an LRF

Where the network operator determines that an LRF is to be used, the E-CSCF shall route initial requests for a dialog and standalone requests that contain a an emergency service URN, i.e. a service URN with a top-level service type of "sos" as specified in RFC 5031 [69], or an emergency number, to the LRF in accordance with the procedures of RFC 3261 [26].

NOTE 1:
The E-CSCF is by definition responsible for emergency service URNs and is therefore allowed to change the Request-URI of requests containing emergency service URNs when a 3xx or 416 response is received.
For the outgoing request, the E-CSCF shall:

1) 
insert a type 3 "orig-ioi" header field parameter in the P-Charging-Vector header field. The E-CSCF shall set the type 3 "orig-ioi" header field parameter to a value that identifies the sending network of the request. The E-CSCF shall not include the type 3 "term-ioi" header field parameter; and
2)
perform step 11 of subclause 5.11.2 before sending the INVITE request to the LRF.
When the E-CSCF receives any 3xx response to such a request, the E-CSCF shall select a Contact header field URI from the 3xx response according to RFC 3261 [26] and continue processing the steps given in subclause 5.11.2 with the following additions:

a)
at step 6), if item a) applies, place the URI received in the selected Contact header field URI in the 3xx response in the topmost entry in the Route header field;

b)
at step 6), if item b) applies, replace the original Request-URI with the URI received in the selected Contact header field URI in the 3xx response;

c)
if the user did not request privacy or if national regulator policy applicable to emergency services does not require the user be allowed to request privacy, then if the selected Contact header field URI contains a P-Asserted-Identity header field encoded as a header field of the URI, replace all P-Asserted-Identity header fields in the original request with this value;
NOTE 2:
Such a P-Asserted-Identity header field contains a reference number which is used in the communication between the PSAP and LRF.

d)
if operator local policies allow insertion of UE location information and if the received 3xx response contains a message/external-body MIME type as specified in RFC 4483 [186] with "access-type" MIME type parameter containing "URL" and "URL" MIME type parameter containing an HTTP or HTTPS URI identifying a PIDF location object as defined in RFC 4119 [90], then the E-CSCF shall insert a Geolocation header field containing this PIDF location object by reference (see RFC 6442 [89]); and
e)
if operator policies allows forming requests from a URI and if 3xx response is received, then follow the procedures of RFC 3261 [26] subclause 19.1.5 with the following additions and clarifications:

-
replacement or inclusion of any header field from the URI in the selected Contact header field is subject to operator policy; and

-
if operator policy allows any LRF to provide a location by value, and the URI in the selected Contact header field contains the "Geolocation" header field, a "Geolocation-Routing" header field and a header field with hname "body" with a value, replace the entire message body with value of the header field with hname "body" in the URI in the selected Contact header field, otherwise do not perform this replacement.

If no 1xx or 2xx response to the request is received from the addressed PSAP within an operator settable timeout, or a 4xx – 5xx response is received, and additional URI values were included in the Contact header field of the response, the E-CSCF shall use these values according to RFC 3261 [26] in new requests that are otherwise generated according to the rules specified above.

If no 1xx or 2xx response to the request is received from the addressed PSAP within an operator settable timeout, or a 4xx – 5xx response is received, and all URI values included in the Contact header field of the 3xx response have been attempted, the E-CSCF shall use a default URI value configured in the E-CSCF in a new request that is otherwise generated according to the rules specified above.

If a 6xx response to the request is received, the E-CSCF acts in accordance with RFC 3261 [26].

When the E-CSCF receives any response related to the above request containing a "term-ioi" header field parameter, the E-CSCF shall store the value of the received "term-ioi" header field parameter received in the P-Charging-Vector header field, if present, and remove all received "orig-ioi" and "term-ioi" header field parameters from the forwarded response.

NOTE 3:
Any received "term-ioi" header field parameter will be a type 3 IOI. The IOI identifies the sending network of the response message.

If no 3xx response to the request is received from the LRF within an operator settable timeout, the E-CSCF shall use a default URI value configured in the E-CSCF in a request that is otherwise generated according to the rules specified above.

