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* * * First Change * * * *

6.3.9
SIP-Authentication-Scheme AVP

The Authentication-Scheme AVP is of type UTF8String and indicates the authentication scheme used in the authentication of SIP messages. The following values are defined:
- "Digest-AKAv1-MD5": it indicates IMS-AKA authentication scheme.
NOTE 1:  
The S-CSCF uses the "Digest-AKAv1-MD5" authentication scheme towards the HSS for Digest-AKAv1 and Digest-AKAv2 versions, since they require from the HSS the same procedures that are already supported.
- "SIP Digest":  it indicates SIP Digest authentication scheme.

- "NASS-Bundled": it indicates NASS Bundled authentication scheme.

- "Early‑IMS‑Security": it indicates GPRS-IMS-Bundled authentication scheme.
- "Unknown": it indicates that the authentication scheme to be used is unknown at this point.
6.3.10
SIP-Authenticate AVP

The SIP-Authenticate AVP is of type OctetString and contains specific parts of the data portion of the WWW-Authenticate or Proxy-Authenticate SIP headers that are to be present in a SIP response. 
It shall contain, binary encoded, the concatenation of the authentication challenge RAND and the token AUTN. See 3GPP TS 33.203 [3] for further details about RAND and AUTN. The Authentication Information has a fixed length of 32 octets; the 16 most significant octets shall contain the RAND, the 16 least significant octets shall contain the AUTN.
6.3.11
SIP-Authorization AVP

The SIP-Authorization AVP is of type OctetString and contains specific parts of the data portion of the Authorization or Proxy-Authorization SIP headers suitable for inclusion in a SIP request. 
When included in an Authentication Request, it shall contain the concatenation of RAND, as sent to the terminal, and AUTS, as received from the terminal. RAND and AUTS shall both be binary encoded. See 3GPP TS 33.203 [3] for further details about RAND and AUTS. The Authorization Information has a fixed length of 30 octets; the 16 most significant octets shall contain the RAND, the 14 least significant octets shall contain the AUTS.
When included in an Authentication Request Response, it shall contain, binary encoded, the expected response XRES. See 3GPP TS 33.203 [3] for further details about XRES. 
6.3.12
SIP-Authentication-Context AVP

The SIP-Authentication-Context AVP is of type OctectString.

* * * Next Change * * * *

6.3.14
SIP-Item-Number AVP

The SIP-Item-Number AVP is of type Unsigned32. 

* * * End of Changes * * * *

