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***** Next change *****
5.2.2.2
UE requested FTT-IMS establishment procedure initiation via restrictive non-3GPP access network type I

In order to establish an FTT-IMS, the UE shall establish a TCP connection to the EFTF address and destination port 443.

If the TCP connection establishment is successful, the UE shall establish a TLS connection over the TCP connection according to the TLS profile specified in 3GPP TS 33.310 [r33310] annex E. If the EFTF address is a FQDN, the UE shall include a TLS extension of type "server_name" in the TLS client hello message according to the TLS profile specified in 3GPP TS 33.310 [r33310] annex E.
***** Next change *****
5.2.2.3
UE requested FTT-IMS establishment procedure initiation via restrictive non-3GPP access network type II

If the UE is configured with HTTP proxy address, in order to establish an FTT-IMS, the UE shall send HTTP CONNECT request to the HTTP proxy address according to IETF RFC 2817 [8]. The UE shall populate Request-URI of the HTTP CONNECT request with the EFTF address and port 443.

Upon receiving HTTP 2xx response to HTTP CONNECT request, the UE shall establish TLS connection according to the TLS profile specified in 3GPP TS 33.310 [r33310] annex E over the TCP connection used for the HTTP CONNECT request transport. If the EFTF address is a FQDN, the UE shall include a TLS extension of type "server_name" in the TLS client hello message according to the TLS profile specified in 3GPP TS 33.310 [r33310] annex E.

***** Next change *****
5.2.3
EFTF procedures

The EFTF shall handle the TCP connection setup and the TLS connection establishment according to the TLS profile specified in 3GPP TS 33.310 [r33310] annex E.
When TLS Finished message is sent over the TCP connection according to the TLS profile specified in 3GPP TS 33.310 [r33310] annex E, the EFTF shall use the connection as the FTT-IMS.
***** Next change *****
5.4.2
UE procedures

In order to release the FTT-IMS, the UE shall send TLS close_notify alert according to the TLS profile specified in 3GPP TS 33.310 [r33310] annex E
***** Next change *****
5.4.3
EFTF procedures

The EFTF shall handle the TLS close_notify alert according to the TLS profile specified in 3GPP TS 33.310 [r33310] annex E.

***** Next change *****
5.5.2
EFTF procedures

In order to release the FTT-IMS, the EFTF shall send TLS close_notify alert according to the TLS profile specified in 3GPP TS 33.310 [r33310] annex E.

***** Next change *****
5.5.3
UE procedures

The UE shall handle the TLS close_notify alert according to the TLS profile specified in 3GPP TS 33.310 [r33310] annex E.

