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* * * First Change * * * 

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

Application Function (AF): element offering application(s) that use IP bearer resources

Protocol Converter (PC): element that converts the RESTful/XML based Rx reference point to the Diameter based Rx reference point 
Representation: is a view of a resource state, it is encoded in one or more transferable formats, such as XML, JSON, plain text or other formats 
RESTful HTTP: is an architectural style consisting of a coordinated set of architectural constraints applied to components, connectors, and data elements, within a distributed hypermedia system applied to the development of web services
REST-Rx: term that is used to indicate the Rx interface based on RESTful HTTP between the AF and the PC

* * * Second Change * * * 

4.5.1
General
Editor's note 1: It’s a CT3 working assumption that the procedures in this sub-clause are all for non-IMS scenarios

Editor's note 3: Handling of result codes on the interface is FFS
PCC procedures which can be operated at the REST-Rx interface are described in the following subclauses.
* * * Second Change * * * 

4.5.2
Initial Provisioning of Session Information
When a new AF session is being established and media information for this AF session is available at the AF and the related media require PCC supervision, the AF shall open an RESTful Rx session with the PC for the AF session using an HTTP POST message that addresses the resource responsible for resource creation, unless an Rx session has already been established for the AF session. If the  RESTful Rx session already exists for the AF session, the AF uses the existing RESTful Rx session and shall use the HTTP PUT message including the AF Session ID in the path element to address the existing resource. The AF shall provide the full IP address of the UE using either UEIP element or UEIPv6 element, and the corresponding Service Information within MCD group(s). The AF shall not include circuit-switched bearer related media in the service information sent to the PC. The AF shall indicate to the PC as part of the MCD element whether the media IP flow(s) should be enabled or disabled with the FlowStatus element.
The AF may include the AFAppId element into the AF session establishment representation in order to indicate the particular service that the AF session belongs to. This element can be provided at both AF session level, and media component description level. When provided at both levels, the AFAppId element provided within the MCD group will have precedence.
The AF may include the AFChargingId element into the AF session establishment representation for charging correlation purposes. The AF may also include the SpecificAction element to request notification for certain user plane events, e.g. bearer termination.
The AF may include the SvcURN element in order to indicate that the new AF session relates to emergency traffic. 
The AF may include the MPSId element in order to indicate that the new AF session relates to an MPS session.
If the AF provides service information that has been fully negotiated, the AF may include the SvcInfoStatus element set to FINAL_SERVICE_INFORMATION as specified in 3GPP TS 29.214 [4].

The AF may additionally provide preliminary service information not fully negotiated yet at an earlier stage. To do so, the AF shall include the SvcInfoStatus element with the value set to PRELIMINARY SERVICE INFORMATION as specified in 3GPP TS 29.214 [4].
For sponsored data connectivity, the AF shall provide the application service provider identity and the sponsor identity to the PCRF via the PC by including the ASPId element and the SponsId element in the SpConnData group in the AF session establishment representation.
NOTE 1:
The relationship between AF and sponsor is out of scope of this specification. A single AF can serve multiple sponsors. 
To support the usage monitoring of sponsored data connectivity, the AF may also include the GSU groupt in the SpConnData group and the SpecificAction element set to the value USAGE_REPORT as specified in 3GPP TS 29.214 [4] to request notification when the usage threshold has been reached.
NOTE 2:
If the AF is in the user plane, the AF can handle the usage monitoring and therefore it is not required to provide a usage threshold to the PCRF as part of the sponsored data connectivity information.
To allow the PCRF and PCEF to perform PCC rule authorization and bearer binding for the described service IP flows, the AF may supply both source and destination IP addresses and port numbers within the FlowDesc element, if such information is available.
The AF may specify the ResPrio element at request level in the AF session establishment representation in order to assign a priority to the AF session as well as specify the ResPrio element at the media component description level to assign a priority to the IP flow. The presence of the ResPrio in both levels does not constitute a conflict as they each represent different types of priority. Specifically the ResPrio at the AF session establishment representation  level provides the relative priority for a session while the ResPrio at the media component description level provides the relative priority for an IP flow within a session. If the ResPrio element is not specified the requested priority is DEFAULT (0) as specified in 3GPP TS 29.214 [4].

The AF may request notifications of specific IP-CAN session events through the usage of the SpecificAction element in the AF session establishment representation. The HTTP POST message, which is used to establishment of a new session, shall include the notification URL in the representation.
The AF may include the ReqType element set to INITIAL_REQUEST as specified in 3GPP TS 29.214 [4].
The behaviour when the AF does not receive the HTTP 201 CREATED response, or when it arrives after the internal timer waiting for it has expired, is out of scope of this specification and based on operator policy.
* * * Third Change * * * 

4.5.3
Modification of Session Information

The AF may modify the session information at any time (e.g. due to an AF session modification or internal AF trigger) by sending an HTTP PUT message to the PC including the AF session ID as an URL address and the MCD group(s) with the updated Service Information in the HTTP body. The AF shall send an AF session modification request representation to the PCRF via the PC, only after the previous AF session modification request has been acknowledged.

If the AF provides service information that has been fully negotiated, the AF may include the SvcInfoStatus element set to FINAL_SERVICE_INFORMATION as specified in 3GPP TS 29.214 [4].
The AF may additionally provide preliminary service information not fully negotiated yet at an earlier stage. To do so, the AF shall include the SvcInfoStatus element with the value set to PRELIMINARY SERVICE INFORMATION as specified in 3GPP TS 29.214 [4]. 
The AF may include the ReqType element set to UPDATE_REQUEST as specified in 3GPP TS 29.214 [4] in the AF SESSION MODIFICATION REQUEST.
The AF may include the MPSId element in order to indicate that the modified AF session relates to an MPS session. 
For sponsored data connectivity, the AF shall provide the application service provider identity and the sponsor identity to the PCRF via the PC by including the ASPId element and the SponsId element in the SpConnData group in the AF session modification representation. 
To support the usage monitoring of sponsored data connectivity, the AF may also include the GSU group in the SpConnData group in the AF session modification representation.
NOTE:
If the AF is in the user plane, the AF can handle the usage monitoring and therefore it is not required to provide a usage threshold to the PCRF via the PC as part of the sponsored data connectivity information.
* * * Fourth Change * * * 

4.5.4
AF Session Termination
When an AF session is terminated, the AF shall send an HTTP DELETE message including the AF Session ID as an URL address to the PC. 
If the AF requires access network information at this step, the AF shall include the ReqAccInfo element within the AF session termination representation, indicating the required information.

* * * Fifth Change * * * 

4.5.5
Gate Related Procedures

Depending on the application, in the Service Information provision, the AF may instruct the PCRF via the PC by sending an HTTP PUT message when the IP flow(s) are to be enabled or disabled to pass through the IP-CAN. The AF does this by sending the gate status request message representation containing the MCD group(s) that contains the flow status information (in the FlowStatus element) for the flows to be enabled or disabled.
The behaviour when the AF does not receive the gate status response from the PC, or when it arrives after the internal timer waiting for it has expired, or when it arrives with an indication different than SUCCESS, are outside the scope of this specification and based on operator policy.
* * * Sixth Change * * * 

4.5.6
Subscription to Notification of Signalling Path Status 

An AF may subscribe to notifications of the status of the AF signalling transmission path. To do so, the AF shall send an HTTP POST message to establish an AF session with the PC (as per sub-clause 5.3.4). The HTTP POST message shall provide a URL which shall be used as a notification URL by the PC. The AF shall provide the UE's IP address (using either the UEIP element or the UEIPv6 element) and the SpecificAction element requesting the subscription to "INDICATION_OF_LOSS_OF BEARER" and/or "INDICATION_OF_RELEASE_OF_BEARER" in the representation. The AF shall additionally provide an MCD group including a single MSC group with the FlowUsage element set to the value "AF_SIGNALLING" within the representation. The MCD group shall contain the MCN element set to “0”.
If the AF Session is only used for subscription to Notification of Signalling Path Status, the AF may cancel the subscription to notifications of the status of the AF Signalling transmission path. In that case, the AF shall send an HTTP DELETE message to the PC, which shall be acknowledged with an HTTP 200 OK response.
NOTE: 
The Rx session created for the AF signalling can also be used when the AF requests notifications of IP-CAN type change and/or when the AF provisions AF Signalling Flow Information.
* * * End of Changes * * * 

