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1st Change

5.3
Application delivery layer

Editor's note: The text, which does not have the normative style, has to be transferred to a normative style.

The application delivery layer uses RESTful HTTP.

The application delivery layer provides the following services:

-
session establishment including creation of resources, which are addressable in the path element of an URL, and setup of notification URLs 

-
session modification, termination and gate related procedures by HTTP request/response dialogs

-
subscription to notifications

-
notification dialog by HTTP request/response messages

-
transport of the specific application communication included in the HTTP message body

The  creation of resources is a part of the AF session establishment. The AF session ID is assigned by the PC and is used to identify the session resource at the PC. This also sets-up the notification URL, which is used to address the resource for notifications from the PC to the AF.

NOTE:
The AF session ID is allocated by the PC (in the session dialogue the AF session ID will be used as a resource later on) as a resource. If it is allocated by the PC, the client will be informed about the AF session ID within the HTTP response 201 Created. This means that the session related URI (see sub-clause 5.3.4 ...sessions/afsessionid) is dynamically discovered and not defined by the client.
Editor's note: The format of the AF session Id needs to be defined. It is used within the URI design, in order to access the resources (see e.g. the clause session dialogues). Therefore, the AF session ID should be key, which is constant over the complete lifetime of the AF session.

The Rx application requires that the PC can notify the AF about traffic plane events. The AF normally acts as the HTTP client, but the requirement for notifications result in a reversal role of the client and server. Therefore, PC and AF act as HTTP client and HTTP server both. 
If the AF establishes an AF session (i.e. initiates the initial provisioning of session information), the AF will send an HTTP POST to the PC including all session information required. The AF includes its own URL so that the PC can find the AF when the PC reports traffic plane events corresponding to the AF session. The PC allocates a new AF session ID for the AF session and initiates an Rx Diameter session with a new Rx Diameter session ID. The PC shall keep the mapping between the AF session ID and the URL and the mapping between the AF session ID and the Rx Diameter session ID. The PC sends an HTTP response to the AF including the allocated AF session ID once it receives a response from the PCRF.
If the AF modifies an AF session (i.e. initiates modification of session information), the AF will send an HTTP PUT, which includes the AF session ID as a path element of the URI. The PC sends an HTTP response to the AF and after update of the corresponding Rx Diameter session.
If the AF terminates an AF session, the AF will send an HTTP DELETE including the AF session ID as a path element of the URI. The PC sends a HTTP response to the AF after termination of the corresponding Rx Diameter session.

If the AF initializes a gate related procedure, the AF will send an HTTP PUT to the PC including all information required. The PC sends a HTTP response to the AF after update of the corresponding Rx Diameter session.
If the AF subscribes to notifications of the status of the signalling transmission path, the AF will send an HTTP POST to the PC including event information for the subscription. The subscription to notifications is performed as a separate session. The PC sends a HTTP response to the AF after update of the corresponding Rx Diameter session.
When the PC reports traffic plane events corresponding to the AF session, the PC sends an HTTP POST to the AF using the notification URL. The request includes the AF session ID as a path element of the notification URL. The AF uses the information for appropriate actions and sends an HTTP 200 OK to the PC.
Every HTTP message contains the specific communication information required for this case in its body.

Annex A provides call flows for all procedures.
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