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***** Next change *****
6.8.2.2.4.1
General
ANDSF may provide various types of information to the UE, including access network discovery information, WLAN selection information, inter-system mobility policy, the inter-system routing policies and the inter-APN routing policies. The UE may retain and use these information until new or updated information is received.

Network detection and selection shall take into account the access network specific requirements and the UE's local policy, e.g. user preference settings, access history, etc, along with the information provided by the ANDSF when discovering and selecting an access network. The local policy and the information provided by the ANDSF shall be used by the UE in an implementation dependent way to limit the undesired alternating between access systems, e.g. ping-pong type of inter-system changes. However, the use of such information from the ANDSF shall not be in contradiction to functions specified in 3GPP TS 23.122 [4], 3GPP TS 25.304 [14] and 3GPP TS 36.304 [16].

If the UE is roaming in a VPLMN, the UE may receive Inter-system mobility policies or Access network discovery information or ISRP or combinations of these from H-ANDSF or V-ANDSF or both. The UE may also receive the IARP from H-ANDSF. If IARP is received from V-ANDSF, the UE shall ignore it. The UE may also receive WLAN selection information including WLAN Selection Policy (WLANSP) from H-ANDSF or V-ANDSF or both, VPLMNs with preferred WLAN Selection Rules, Preferred Service Provider List (PSPL) and the S2a connectivity preference from H-ANDSF. The formats of these WLAN selection information, the Inter-system mobility policies, Access network discovery information, IARP and ISRP are defined in 3GPP TS 24.312 [13].

The maximum number of sets of Inter-system mobility polices or Access network discovery information or ISRP or IARP or combinations of these that the UE may keep is implementation dependent. However, the UE shall retain at least one set of Inter-system mobility policies and one set of Access network discovery information from the same ANDSF. In addition, a UE supporting IFOM, MAPCON, or non-seamless WLAN offload shall retain at least one ISRP rule from the same ANDSF. Additionally, a UE shall retain at least one set of IARP from the same ANDSF.

If a UE supporting IFOM, MAPCON, or non-seamless WLAN offload (or any combination of these featureshas ISMP and ISRP available, and if the ANDSF rules control the WLAN access selection and traffic routing as described in subclause 6.10.2, then ISRP shall be used for the routing of IP traffic. The relation between ISRP and user preferences is described in subclause 5.4.2.

For a UE with IFOM, MAPCON or non-seamless WLAN offload (or any combination of these capabilities) enabled, if ISMP, ISRP and IARP are available, and if the ANDSF rules control the WLAN access selection and traffic routing as described in subclause 6.10.2, then IARP and ISRP shall be used. In this case, the UE shall first apply IARP followed by ISRP as follows:

-
If non-seamless WLAN offload is selected by IARP then the IP flow is routed to the non-seamless WLAN offload and ISRP shall not be used for the routing of IP traffic.

-
If a certain APN is selected by IARP then the IP flow is routed to the PDN connections corresponding to this APN. If there is a ForFlowBased ISRP rule matching the IP flow after the APN is selected, then the UE shall use the ForFlowBased ISRP rule matching the IP flow to select the access for this IP flow.

-
If neither certain APN nor non-seamless WLAN offload is selected by IARP, then ISRP shall be used for the routing of IP traffic.
The relation between IARP and user preferences is described in subclause 5.4.2.

For a UE not supporting any of IFOM, MAPCON or non-seamless offload capabilities or with all those capabilities disabled, if ISMP and ISRP are available, and if the ANDSF rules control the WLAN access selection and traffic routing as described in subclause 6.10.2, the ISMP shall be used.
For a UE not supporting any of IFOM, MAPCON capabilities or with all those capabilities disabled, if ISMP, ISRP and IARP are available, and if the ANDSF rules control the WLAN access selection and traffic routing as described in subclause 6.10.2, the IARP and ISMP shall be used. In this case, the UE shall firstly apply ISMP followed by IARP as follows:

-
If the 3GPP access is selected by ISMP policy, then the UE shall use the active IARP rule to determine if the IP flow is routed to the PDN connection corresponding to a certain APN. The non-seamless WLAN offload policy, defined in the IARP, shall not be used for routing of IP traffic; and
-
If the WLAN access is selected by ISMP policy, then the UE shall use the active IARP rule to determine if the IP flow is routed to the PDN connection corresponding to a certain APN or using the non-seamless WLAN offload.
This information shall be deleted if there is a change of USIM. This information may be deleted when UE is switched off.

If the ANDSF rules control the WLAN access selection and traffic routing as described in subclause 6.10.2, irrespective of whether any rule in ANDSF policies is 'active' or not, the UE shall periodically re-evaluate ANDSF policies. The value of the periodic re-evaluation timer is implementation dependant. The additional trigger for (re‑)evaluating rules is that the 'active' rule becomes invalid (conditions no longer fulfilled), or other manufacturer specific trigger. When the UE receives ANDSF information it shall re-evaluate the available rules along with the new information.

***** Next change *****
6.8.2.2.4.2
Use of Inter-system Mobility Policy
This subclause applies if the ANDSF rules control the WLAN access selection and traffic routing as described in subclause 6.10.2.

If more than one set of Inter-system mobility policies is available in the UE, the UE shall only use one set of Inter-system mobility policies at any one time.

When the UE is roaming and receives Inter-system Mobility Policies from both H-ANDSF and V-ANDSF, the set of Inter-system Mobility Policies used by the UE is selected as follows:

-
If there is rule selection information provisioned in the UE by the H-ANDSF, and if the the RPLMN identity is equal to one of the VPLMNs included in VPLMNswithPreferredRules node of the rule selection information, the set of Inter-system Mobility Policies from V-ANDSF is selected by the UE.


If the preferred access technology according to the Inter-system Mobility Policy is WLAN access technology, and if there is no WLANs matching the WLANSP rule(s) from the V-ANDSF, the set of of Inter-system Mobility Policies from H-ANDSF is selected by the UE.

-
If there is rule selection information provisioned in the UE by the H-ANDSF, and if the the RPLMN identity is not equal to any of the VPLMNs included in VPLMNswithPreferredRules node of the rule selection information, the set of Inter-system Policies from H-ANDSF is selected by the UE.


If the preferred access technology according to the Inter-system Mobility Policy is WLAN access technology, and if there is no WLANs matching the WLANSP rule(s) from the H-ANDSF, the set of of Inter-system Mobility Policies from V-ANDSF is selected by the UE.

The Inter-system Mobility Policy with the highest priority among the set of Inter-system Mobility Policies selected above is selected as the active Inter-system Mobility Policy. A UE uses the ISMP to decide if the most preferred available WLAN based on the WLANSP rule has higher priority than the 3GPP RAT. If so, the UE shall connect to EPC via WLAN access. Otherwise, the UE shall connect to EPC via 3GPP access. The prioritized list of WLAN in the active ISMP rule shall not be used for WLAN selection.
When applying the Inter-system mobility policy the following requirements apply:-

-
the requirements on periodic network reselection as described in subclause 5.3.4 of the present specification; 

-
the PLMN selection rules specified in 3GPP TS 23.122 [4] and in subclause 5.2.3.2;

-
the selection rules specified in 3GPP2 C.P0016-D [23a]; and

-
the 3GPP RAT selection, cell selection and reselection rules specified in 3GPP TS 25.304 [14], 3GPP TS 36.304 [16] and 3GPP TS 45.008 [16a].
***** Next change *****
6.10.2
Selection of control of WLAN access selection and traffic routing

The WLAN access selection and traffic routing can be controlled either by ANDSF rules or by RAN rules.

The ANDSF rules control the WLAN access selection and traffic routing if:

a)
the UE has ANDSF rules but no RAN rules; or

b)
the UE has both ANDSF rules and RAN rules; and:

1)
the UE is not capable to simultaneously route IP traffic to both 3GPP access and WLAN; and:

A)
the UE is not roaming and the UE has at least one ISMP rule from HPLMN;

B)
the UE is roaming in a VPLMN contained in the visited PLMNs with preferred rules and the UE has at least one ISMP rule from VPLMN; or 

C)
the UE is roaming in a VPLMN not contained in the visited PLMNs with preferred rules and the UE has at least one ISMP rule from HPLMN; or

2)
the UE is capable to simultaneously route IP traffic to both 3GPP access and WLAN; and:

A)
the UE is not roaming and the UE has an valid ISRP rule from HPLMN;

B)
the UE is roaming in a VPLMN contained in the list of "VPLMNs with preferred WLAN Selection Rules" (see subclause 4.8.2.1.7) and the UE has a valid ISRP rule from VPLMN; or 

C)
the UE is roaming in a VPLMN not contained in the list of "VPLMNs with preferred WLAN Selection Rules" and the UE has a valid ISRP rule from HPLMN.
The RAN rules control the WLAN access selection and traffic routing if:

a)
the UE has RAN rules but no ANDSF rules; or

b)
the UE has both ANDSF rules and RAN rules; and:

1)
the UE is not capable to simultaneously route IP traffic to both 3GPP access and WLAN; and:

A)
the UE is not roaming and the UE has no ISMP rules from HPLMN;

B)
the UE is roaming in a VPLMN contained in the visited PLMNs with preferred rules and the UE has no ISMP rules from VPLMN; or 

C)
the UE is roaming in a VPLMN not contained in the visited PLMNs with preferred rules and the UE has no ISMP rules from HPLMN; or

2)
the UE is capable to simultaneously route IP traffic to both 3GPP access and WLAN, and:

A)
the UE is not roaming and the UE has no valid ISRP rule from HPLMN;

B)
the UE is roaming in a VPLMN contained in the list of "VPLMNs with preferred WLAN Selection Rules" and the UE has no valid ISRP rule from VPLMN; or 

C)
the UE is roaming in a VPLMN not contained in the list of "VPLMNs with preferred WLAN Selection Rules" and the UE has no valid ISRP rule from HPLMN.
***** Next change *****
6.10.4
Additional procedures when WLAN access selection and traffic routing is controlled by RAN rules

This subclause applies if the RAN rules control the WLAN access selection and traffic routing as described in subclause 6.10.2.

The access stratum layer of the 3GPP access can provide:

1)
move-traffic-to-WLAN indication, along with list of WLAN identifiers. An entry in the list of the WLAN identifiers consists of SSID, BSSID, HESSID, or any combination of them. An entry in the list of the WLAN identifiers can have associated priority; and

2)
move-traffic-from-WLAN indication.

The user preferences take precedence over the indications provided by the access stratum layer of the 3GPP access.
Upon receiving move-traffic-to-WLAN indication, along with the list of the WLAN identifiers, if the user preferences are not present, and:

-
the UE is capable to simultaneously route IP traffic to both 3GPP access and WLAN; or

-
the UE is not capable to simultaneously route IP traffic to both 3GPP access and WLAN, and all the PDN connections of the UE in 3GPP access are offloadable PDN connections;

the UE:

a)
shall perform the procedure in subclause 5.1.3.2.3 and in subclause 5.2.3.2 to select the selected WLAN and the NAI for authentication;

b)
if not authenticated yet with the selected WLAN using the NAI for authentication in subclause 6.4, shall authenticate with the selected WLAN using the NAI for authentication in subclause 6.4. During authentication, if the selected WLAN is a trusted WLAN, SCM is supported by both UE and network, MCM is not supported by UE, network or both, and if:

-
the UE is capable to simultaneously route IP traffic to both 3GPP access and WLAN; or

-
the UE is not capable to simultaneously route IP traffic to both 3GPP access and WLAN, and the UE has only one PDN connection;


shall handover one PDN connection established in 3GPP access with "can be offloaded to WLAN" indication to the WLAN access using procedures in subclause 6.4.2.6.2;

c)
if the selected WLAN is a trusted WLAN, and MCM is supported by both UE and network, shall handover all the PDN connections established in 3GPP access with "can be offloaded to WLAN" indication to the WLAN access using procedures of 3GPP TS 24.244 [56];

d)
if the selected WLAN is an untrusted WLAN, and if the UE supports access to EPC via untrusted WLAN, shall handover all the PDN connections established in 3GPP access with "can be offloaded to WLAN" indication to the WLAN access using procedures in subclause 7.2.2; and

e)
if the UE has a valid IARP rule for APN, shall use the IARP for APN using the procedures in subclause 6.8.2.2.4.5.

Upon receiving move-traffic-from-WLAN indication, and if the user preferences are not present, the UE shall handover all the PDN connections established in (or previously handed over to) WLAN access to the 3GPP access using procedures in 3GPP TS 24.301 [10].
