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	Reason for change:
	According to TS 24.237 and TS 24.292, after the transfer of the session is completed successfully, the MSC Server enhanced for ICS will performs IMS registration and the P-Access-Network-Info header field shall contain a "cgi-3gpp" or "utran-sai-3gpp" parameter. But actually either in practice or according to the specification TS29.280, the MSC Server enhanced for ICS cannot get the Target SAI information in the Sv interface.
In TS 29.280, the RNC ID IE in the PS to CS handover request message is defined as:
6.8
Target RNC ID
This IE shall contain the identity of the target RNC. The encoding of this IE is defined in 3GPP TS 29.002 [11].
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Figure 6.8-1: Target RNC ID
The RNC id definition in TS29.002

RNCId ::= OCTET STRING (SIZE (7))


-- The internal structure is defined as follows:


-- octet 1 bits 4321
Mobile Country Code 1st digit


--         bits 8765
Mobile Country Code 2nd digit


-- octet 2 bits 4321
Mobile Country Code 3rd digit


--         bits 8765
Mobile Network Code 3rd digit


--


or filler (1111) for 2 digit MNCs


-- octet 3 bits 4321
Mobile Network Code 1st digit


--         bits 8765
Mobile Network Code 2nd digit


-- octets 4 and 5
Location Area Code according to 3GPP TS 24.008


-- octets 6 and 7
RNC Id or Extended RNC Id value according to


--


3GPP TS 25.413

So from the PS to CS handover request message sent from MME to MSC, the MSC server can only obtain the MCC+MNC+LAC (which equals to LAI) and RNC id information.
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***** First change *****
6.3.2
Initial registration

On sending a REGISTER request, the MSC Server enhanced for ICS shall:

1) 
set the Request-URI to the SIP URI of the domain name of the home network used to address the REGISTER request;
2)
set the From header field to the SIP URI that contains the temporary public user identity to be registered;
3)
set the To header field to the SIP URI that contains the temporary public user identity to be registered;

4)
populate an Authorization header field, with:

-
the username directive, set to the value of the private user identity;

-
the realm directive, set to the domain name of the home network; 
-
the integrity-protected directive, set to "auth-done";
-
the uri directive, set to the SIP URI of the domain name of the home network;

-
the nonce directive, set to an empty value; and

-
the response directive, set to an empty value;
5)
set the Contact header field to include the SIP URI containing the IP address or FQDN of the MSC Server enhanced for ICS in the hostport parameter. The MSC Server enhanced for ICS shall include a "+sip.instance" header field parameter containing the instance ID. The MSC Server enhanced for ICS shall include a 

a)
g.3gpp.icsi-ref media feature tag as specified in 3GPP TS 24.229 [11] the value for the IMS Multimedia Telephony Communication Service as specified in 3GPP TS 24.173 [9]; and

b)
g.3gpp.ics media feature tag set to server as specified in subclause annex B.

6)
set the Via header field to include the IP address or FQDN of the MSC Server enhanced for ICS in the sent-by field;
7)
a registration expiration interval value of 600 000 seconds as the value desired for the duration of the registration;

NOTE 1:
The registrar (S-CSCF) might decrease the duration of the registration in accordance with network policy. Registration attempts with a registration period of less than a predefined minimum value defined in the registrar will be rejected with a 423 (Interval Too Brief) response.
8)
populate the Supported header field with the option tag "gruu";

9)
populate the Require header field with the option tag "path";
10)
populate the Path header field with:

-
a SIP URI identifying the MSC Server enhanced for ICS;

-
an indication that requests routed in this direction of the path (i.e. from the S-CSCF towards the MSC Server enhanced for ICS) are expected to be treated as for the terminating case;

-
if the MSC server supports indicating the traffic leg associated with a URI as specified in draft-holmberg-dispatch-iotl [50], the user is roaming and if required by local policy, append an "iotl" SIP URI parameter with a value set to "homeB-visitedB" to the SIP URI in the Path header field;
11)
populate the P-Charging-Vector header field with the "icid-value" header field parameter populated as specified in 3GPP TS 32.260 [18] and a type 1 "orig-ioi" header field parameter. The MSC Server enhanced for ICS shall set the type 1 "orig-ioi" header field parameter to a value that identifies the sending network of the request. The MSC Server enhanced for ICS shall not include the type 1 "term-ioi" header field parameter;

12)
populate the P-Visited-Network-ID header field with the value of a pre-provisioned string that identifies the network of the MSC server at the home network as specified in subclause 4.3;

13)
include a P-Access-Network-Info header field as specified in 3GPP TS 24.229 [11]. The P-Access-Network-Info header field shall contain:

a)
an access-type field set to "3GPP-GERAN", "3GPP-UTRAN-FDD", "3GPP-UTRAN-TDD", or an access-class field set to"3GPP-GERAN", "3GPP-UTRAN;

b)
if available, a "cgi-3gpp" or "utran-sai-3gpp" parameter;
c)
if available a "local-time-zone" parameter; 

d)
if supported, a "daylight-saving-time" parameter; and

e)
a "network-provided" parameter; and

14)
forward the request as specified in subclause 6.3.3. If the MSC Server enhanced for ICS fails to forward the REGISTER request, the MSC Server enhanced for ICS shall abort the initial IMS registration attempt.

The MSC server enhanced for ICS shall not include the "reg-id" header field parameter in the Contact header field and the "outbound" option-tag in a Supported header field the in REGISTER request.

On receiving a 200 (OK) response to the REGISTER request, the MSC Server enhanced for ICS shall:

1)
store the expiration time of the registration for the public user identities found in the To header field value;
2)
store the list of service route values contained in the Service-Route header fields preserving the order and bind the list to the contact address, in order to build a proper preloaded Route header field value for new dialogs and standalone transactions when using this contact address. The MSC Server enhanced for ICS shall store this list during the entire registration period of the respective public user identity;

3)
void;

4)
store as the default public user identity the first URI in the list of URIs present in the P-Associated-URI header field;

5)
treat the identity under registration as a barred public user identity, if it is not included in the P-Associated-URI header field;

6)
find the Contact header field within the response that matches the one included in the REGISTER request. If this contains a "pub-gruu" parameter or a "temp-gruu" parameter or both, then store the value of those parameters as the GRUUs for the UE in association with the public user identity that was registered;

7)
store the values received in the P-Charging-Function-Addresses header field;

8)
if a "term-ioi" header field parameter is received in the P-Charging-Vector header field, store the value of the received "term- ioi" header field parameter; and
NOTE 2:
Any received "term-ioi" header field parameter will contain a type 1 IOI. The type 1 IOI identifies the home network of the registered user.
9) 
if a "transit-ioi" header field parameter is received in the P-Charging-Vector header field, store the value of the received "transit-ioi" header field parameter.
On receiving a 423 (Interval Too Brief) response to the REGISTER request, the MSC Server enhanced for ICS shall:

-
send another REGISTER request populating the registration expiration interval value with an expiration timer of at least the value received in the Min-Expires header field of the 423 (Interval Too Brief) response.

On receiving a 408 (Request Timeout) response or 500 (Server Internal Error) response or 504 (Server Time-Out) response to a REGISTER request, the MSC server enhanced for ICS shall perform the procedures for initial registration as described in this subclause.

On receiving a 3xx response or a 480 (Temporarily Unavailable) response or a 503 (Service Unavailable) response response to a REGISTER request, the MSC server enhanced for ICS shall:
1)
select a different exit or entry point as described in subclause 6.3.3; and

2)
perform the procedures for initial registration as described in this subclause.
When the timer F expires at the MSC Server enhanced for ICS, the MSC Server enhanced for ICS shall:

1)
select a different exit or entry point as described in subclause 6.3.3; and

2)
perform the procedures for initial registration as described in this subclause. 
After an unsuccessful initial registration attempt, if the Retry-After header field was present in the received 4xx, 5xx or 6xx response to the REGISTER request, the MSC server enhanced for ICS shall not automatically attempt any further initial registration for an implementation dependant time of at least the amount of time indicated in the received Retry-After header field.
NOTE 3:
In all signalling procedures, the MSC server is assuming trusted node authentication (see 3GPP TS 24.229 [11], subclause 4.2B.1.

After a first unsuccessful initial registration attempt, if the Retry-After header field was not present and the initial registration was not performed as a consequence of a failed reregistration, the MSC server shall not wait more than 5 minutes before attempting a new registration.

After a maximum of 2 consecutive unsuccessful initial registration attempts, the MSC server enhanced for ICS shall implement the mechanism defined in subclause 4.5 of IETF RFC 5626 [49] for new registration attempts. The MSC server enhanced for ICS shall use the values of the parameters "max-time" and "base-time (if all failed)", of the algorithm defined in subclause 4.5 of IETF RFC 5626 [49]. If no values of the parameters "max-time" and "base-time (if all failed)" have been configured by operator policy, the default values defined in in subclause 4.5 of IETF RFC 5626 [49] shall be used.

After an unsuccessful initial registration attempt, the MSC server can fall back to the procedures for non ICS UE attached to a legacy MSC for call establishment as described in 3GPP TS 23.292 [6], until a successful initial registration attempt is completed.

***** End of change *****
