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* * * Next Change * * * *
6.1.1
General

The SWd reference point connects the 3GPP AAA Proxy and the 3GPP AAA Server. 
The functionality of the SWd reference point is to transport authentication, authorization and related information in AAA messages including:

-
Carrying data for authentication signalling between 3GPP AAA Proxy and 3GPP AAA Server;

-
Carrying data for authorization signalling between 3GPP AAA Proxy and 3GPP AAA Server 
-
Carrying charging signalling per user;

-
Carrying keying data for the purpose of radio interface integrity protection and encryption;

-
Carrying authentication data for the purpose of tunnel establishment, tunnel data authentication and encryption, for the case in which the ePDG is in the VPLMN;

-
Carrying mapping of a user identifier and a tunnel identifier sent from the ePDG to the 3GPP AAA Proxy through the 3GPP AAA Server;
-
Used for purging a user from the access network for immediate service termination;

-
Enabling the identification of the operator networks amongst which the roaming occurs;

-
If QoS mechanisms are applied: carrying data for AN QoS capabilities/policies (e.g. the supported 3GPP QoS profiles) within authentication request from 3GPP AAA Proxy to 3GPP AAA Server. 
-
Carrying the IP Mobility Capabilities between 3GPP AAA Proxy and 3GPP AAA Server.
* * * End of Changes * * * *
