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* * * First Change * * * *

7.5.4
SGSN Context Response

The old SGSN shall send an SGSN Context Response to the new SGSN as a response to a previous SGSN Context Request.

Possible Cause values are:

-
"Request Accepted".

-
"IMSI not known".

-
"System failure".

-
"Mandatory IE incorrect".

-
"Mandatory IE missing".

-
"Optional IE incorrect".

-
"Invalid message format".

-
"P-TMSI Signature mismatch".
-
"Target access restricted for the subscriber".
Based on the subscription profile, when the access to the target RAT is prohibited for the subscriber, the old SGSN may reject the SGSN Context Request message with the cause "Target access restricted for the subscriber".
If the Cause contains the value "P-TMSI Signature mismatch" the IMSI information element and, for Intra Domain Connection of RAN Nodes to Multiple CN Nodes, a SGSN Address for control plane shall be included in the response, otherwise only the Cause information element shall be included in the response. The IMSI shall not be included in the message if the MS is emergency attached and the MS is UICCless.
NOTE 1:
The rule to include the IMSI when the Cause contains the value "P-TMSI Signature mismatch" also applies to an old MME interoperating with a Gn/Gp SGSN.
The old SGSN shall include a SGSN Address for control plane. If the SGSN Context Request received from the new SGSN includes an IPv6 SGSN address, an IPv4/IPv6 capable old SGSN shall include IPv6 address in the field of SGSN address for control plane. Otherwise it shall include IPv4 address in this field. The new SGSN shall store this SGSN Address and use it when sending control plane messages for the MS to the old SGSN in the SGSN context transfer procedure.

The Tunnel Endpoint Identifier Control Plane field specifies a Tunnel Endpoint Identifier, which is chosen by the old SGSN. The new SGSN shall include this Tunnel Endpoint Identifier in the GTP header of all subsequent control plane messages, which are sent from the new SGSN to the old SGSN and related to the PDP context(s) requested.

The IMSI information element contains the IMSI matching the TLLI or P-TMSI (for GSM or UMTS respectively) and RAI in the SGSN Context Request.

The MM Context contains necessary mobility management and security parameters. The IMEISV shall, if available, be included in the MM Context from the old SGSN to the new SGSN. If the MS is emergency attached and the MS is UICCless or the IMSI is unauthenticated, the International Mobile Equipment Identity (IMEI) shall be included and used as the MS identity.
All active PDP contexts in the old SGSN shall be included as PDP Context information elements. The PDP contexts are included in an implementation dependant prioritized order, and the most important PDP context is placed first. When the PDP Context Prioritization IE is included, it informs the new SGSN that the PDP contexts are sent prioritized. If the new SGSN is not able to maintain active all the PDP contexts received from the old SGSN when it is indicated that prioritization of the PDP contexts is applied, the new SGSN should use the prioritisation sent by old SGSN as input when deciding which PDP contexts to maintain active and which ones to delete.
The old SGSN shall include the current Evolved Allocation/Retention Priority for each active PDP Context in the Evolved Allocation/Retention Priority II information elements if the information is available.

If available, the old SGSN shall include:

-
Subscribed and Authorized UE-AMBRs for Uplink and Downlink into the UE-AMBR IE for all non-GBR PDP Contexts according to the subscription of the user. If Authorized UE-AMBRs are available but no Subscribed UE-AMBR is received from the HLR, the value of the Subscribed UE-AMBR shall be set to "0" by the old SGSN and the new SGSN shall consider that there is no Subscribed UE-AMBR received from the old SGSN.
-
Authorized APN-AMBRs for Uplink and Downlink into the APN-AMBR with NSAPI IE(s) for all non-GBR PDP Contexts of the APN. One occurrence of this IE shall be included per PDN connection. The NSAPI shall be the value assigned to any PDP Context that is associated with the PDN connection.
NOTE 2:
The old SGSN can receive the authorized APN-AMBRs from GGSN at PDP context activation or PDP context update.
If there is at least one active PDP context, the old SGSN shall start the T3-TUNNEL timer and store the address of the new SGSN in the "New SGSN Address" field of the MM context. The old SGSN shall wait for SGSN Context Acknowledge before sending T-PDUs to the new SGSN. If an SGSN Context Acknowledge message is not received within a time defined by T3-RESPONSE, the old SGSN shall retransmit the SGSN Context Response to the new SGSN as long as the total number of attempts is less than N3-REQUESTS. After N3-REQUESTS unsuccessfully attempts, the old SGSN shall proceed as described in section "Reliable delivery of signalling messages" in case the transmission of a control plane message fails N3‑REQUESTS times.

For each RAB using lossless PDCP context, the old SGSN shall include a RAB Context. If a RAB Context is included in the SGSN Context Response, the new SGSN shall ignore the N-PDU number fields and sequence number fields received in the PDP Context IE.

Radio Priority SMS contains the radio priority level for MO SMS transmission, and shall be included if a valid Radio Priority SMS value exists for the MS in the old SGSN.

Radio Priority LCS contains the radio priority level for MO LCS transmission, and shall be included if a valid Radio Priority LCS value exists for the MS in the old SGSN.

Radio Priority is the radio priority level that the MS uses when accessing the network for the transmission of uplink user data for a particular PDP context. One Radio Priority IE shall be included per PDP context that has a valid radio priority value assigned to it in the old SGSN.

Packet Flow Id is the packet flow identifier assigned to the PDP context. One Packet Flow Id IE shall be included per PDP context that has a valid packet flow identifier value assigned to it in the old SGSN.

Charging Characteristics IE contains the charging characteristics which apply for a PDP context; see 3GPP TS 32.251 [18] and 3GPP TS 32.298 [34]. If the charging characteristics are available for all the active PDP contexts, one Charging Characteristics IE shall be included per PDP context IE; otherwise no Charging Characteristics IE shall be included. If no PDP context is active, this IE shall not be included. The mapping of a Charging Characteristics IE to a PDP Context IE is done according to the sequence of their appearance, e.g. the first Charging Characteristics IE is mapped to the first PDP Context IE. 
NOTE 3:
The Charging Characteristics applicable for a PDP context may not be available in the source node, e.g. during mobility from E-UTRAN to GERAN/UTRAN if they are not received from the HSS.
All MBMS UE Contexts in the old SGSN shall be included as MBMS UE Context information elements if the new SGSN supports MBMS (i.e. MBMS support indication has been sent from the new SGSN).

Both RFSP Index values shall be forwarded to the new SGSN during inter-SGSN mobility procedures.
The Co-located GGSN-PGW FQDN may be included which applies for a PDP context. One Co-located GGSN-PGW FQDN shall be included per PDP context IE. The mapping of a Co-located GGSN-PGW FQDN IE to a PDP Context IE is done according to the sequence of their appearance, e.g. the first Co-located GGSN-PGW FQDN IE is mapped to the first PDP Context IE. If the activated PDP Contexts of the PDP address and APN do not have the Co-located GGSN-PGW FQDN Information, the length field of the Co-located GGSN-PGW FQDN IE shall be set to 0. If all the activated PDP Contexts of the UE do not have the Co-located GGSN-PGW FQDN Information, the FQDN IE shall not be present in this message. 
The presence of the Extended Common Flags IE is optional. The Unauthenticated IMSI bit field shall be set to 1 if the IMSI present in the message is not authenticated and is for an emergency attached MS.

UE network capability provides the network with information concerning aspects of the UE related to EPS or interworking with GPRS. 
The old SGSN shall include the Signalling Priority Indication with NSAPI IE if the UE indicated low access priority when establishing the PDP Context. Only one occurrence of this IE may be included per PDN connection. Any of the NSAPI values may be used that are associated with the given PDN connection.
The SGSN shall include the Higher bitrates than 16 Mbps flag if it is received from the RNC or stored (received from an SGSN via the SGSN Context Response or Forward Relocation Request during earlier procedures) and if the SGSN support it.

The old SGSN shall include the Selection Mode with NSAPI IE. The Selection Mode indicates the origin of the APN used while activating the PDN connection, which is identified by the NSAPI. Only one occurrence of this IE may be included per PDN connection. Any of the NSAPI values may be used that are associated with the given PDN connection. 
The old SGSN shall include the Local Home Network ID with NSAPI IE per PDN connection if SIPTO at the Local Network is supported and is active for the PDN connection in the SIPTO at Local Network architecture with stand-alone GW. Only one occurrence of this IE may be included per PDN connection. Any of the NSAPI values may be used that are associated with the given PDN connection.
The optional Private Extension contains vendor or operator specific information.

Table 27: Information Elements in a SGSN Context Response

	Information element
	Presence requirement
	Reference

	Cause
	Mandatory
	7.7.1

	IMSI
	Conditional
	7.7.2

	Tunnel Endpoint Identifier Control Plane
	Conditional
	7.7.14

	RAB Context
	Conditional
	7.7.19

	Radio Priority SMS
	Optional
	7.7.20

	Radio Priority
	Optional
	7.7.21

	Packet Flow Id
	Optional
	7.7.22

	Charging Characteristics
	Optional
	7.7.23

	Radio Priority LCS
	Optional
	7.7.25B

	MM Context
	Conditional
	7.7.28

	PDP Context
	Conditional
	7.7.29

	SGSN Address for Control Plane
	Conditional
	7.7.32

	PDP Context Prioritization 
	Optional
	7.7.45

	MBMS UE Context
	Optional
	7.7.55

	Subscribed RFSP Index
	Optional
	7.7.88

	RFSP Index in use
	Optional
	7.7.88

	Co-located GGSN-PGW FQDN
	Optional
	7.7.90

	Evolved Allocation/Retention Priority II
	Optional
	7.7.92

	Extended Common Flags
	Optional
	7.7.93

	UE Network Capability
	Optional
	7.7.99

	UE-AMBR
	Optional
	7.7.100

	APN-AMBR with NSAPI
	Optional
	7.7.101

	Signalling Priority Indication with NSAPI
	Optional
	7.7.104

	Higher bitrates than 16 Mbps flag
	Optional
	7.7.105

	Selection Mode with NSAPI
	Optional
	7.7.113

	Local Home Network ID with NSAPI
	Optional
	7.7.115

	Private Extension
	Optional
	7.7.46


* * * End of Changes * * * *

