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Foreword

The coloured highlight of the Unique IDentifier (UID) reflects the status of the work items e.g. ongoing, completed, etc.
Stopped Features and Studies are listed at the end of the present document.

Legend:

Completed WI
Ongoing WI
Moved WI to/from another Release
Stopped WI
The present document has been produced by the ETSI MCC department. 
The overall document was coordinated by Adrian Zoicas (MCC Work Plan Coordinator), who wishes to thank all the contributors for their dedication and quality of inputs.
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1
Scope

The present document contains a high-level description of the 3GPP Release 13 Features. 
Its latest version is available at: http://www.3gpp.org/ftp/Information/WORK_PLAN/Description_Releases/
3G Release 13 - See version 13 of TR 21.101
GSM/EDGE, Phase 2+ Release 13 - See Version 13 of TR 41.101
Freeze Dates
	Release
	TS/TR version)
	Functional freeze date, indicative only (see note)

	Rel-13
	13.x.y
	Stage 1 freeze Sep 2014

	
	
	Stage 2 freeze Jun 2015

	
	
	Stage 3 freeze Dec 2015

	Note:
After "freezing", a Release can have no further additional functions added. However, detailed protocol specifications (stage 3) may not yet be complete. In addition, test specs may lag by some considerable time. 
A "frozen" Technical Specification is one which can have no further category B or C (new or modified functionality) Change Requests, other than to align earlier stages with later stages; thus all TSs pertaining to a Release may not necessarily be frozen at the time the Release itself is functionally frozen. Indeed since Release 7, the trend has been to freeze each of the three stages independently.


2
References

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 21.101: "Technical Specifications and Technical Reports for a UTRAN-based 3GPP system". Version 13.x.y

[3]
3GPP TS 41.101: "Technical Specifications and Technical Reports for a GERAN-based 3GPP system". Version 13.x.y

2.1
Specifications

Global information on the Specifications (also called “specs”) can be found at:

http://www.3gpp.org/specs/specs.htm
The latest versions of all 3GPP specifications, containing the most recent corrections and additions, are available at:

http://www.3gpp.org/ftp/Specs/latest/
For specific purposes, older versions might be needed. These versions are available at:

http://www.3gpp.org/ftp/Specs/Archive/
where the specifications are sorted by series and then by folders containing all the available versions of a given spec (one folder per spec), for all Releases.

2.2
Tdocs

The Temporary Documents (tdocs) are mainly the original papers written by the 3GPP Members, and are the inputs for elaborating the specs. They are available (sorted by 3GPP technical groups (Technical Specification Groups (TSGs) and Working Groups (WGs)) at:

http://www.3gpp.org/ftp/
starting with 'tsg....'.

2.3
Work Plan, Work Items and Study Items

Work Item Description (WID) / Study Item Description (SID) is a form which initial version provides the target to be reached before starting the work. Potential subsequent versions precise the target and foreseen completion dates according the actual work progress. WIDs / SIDs are stored in:

http://www.3gpp.org/ftp/Information/WI_Sheet/
The 3GPP Work Plan is a living document, periodically updated, containing the full list of Work Items and Study Items, as well as summary information for each WI, as: the WG in charge of it, its starting date and (foreseen or actual) completion date, the actual progress, etc. The 3GPP Work Plan is available at:

http://www.3gpp.org/ftp/Information/WORK_PLAN/
2.4
Change Request database

A specification is originally drafted and maintained by a rapporteur, who compiles the contents from discussions in the WGs and TSGs. When it is considered to be 80% complete, it is brought under a so-called "change control" process. After this, changes to the specification can only be made using Change Requests (CRs) that are usually agreed by consensus in the WG responsible for the specification, and then formally approved by the relevant TSG.

The CR database contains information on CRs including a Work Item code, a CR number that is unique for a certain specification (different CR versions are possible, but only one can ever be approved), the status of each CR, references to the source Individual 3GPP Member(s) and relevant WG/TSG temporary documents numbers and meetings.

This database is available in:

http://www.3gpp.org/ftp/Information/Databases/Change_Request/
Further information on CR is available at:

http://www.3gpp.org/specifications/change-requests
3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply.
4
SA1 Stage 1 - ONLY Features
	UID
	Name
	Acronym
	Resource
	WI_rapporteur

	600045
	RAN Sharing Enhancements
	RSE
	S1
	NEC

	610030
	Service Exposure and Enablement Support
	SEES
	S1
	KPN

	620063
	Service Requirements Maintenance for Machine-Type Communications
	SRMMTC
	S1
	KPN

	620064
	Mission Critical Push To Talk over LTE
	MCPTT
	S1
	NIST


4.1
RAN Sharing Enhancements (RSE) UID_600045
Resources:
S1
	UID
	Name
	Hyperlink
	WI_rapporteur
	Notes
	TS_TR

	600045
	RAN Sharing Enhancements
	SP-130330
	NEC
	SP#62 Stage 1 completed
	-

	600145
	Stage 1
	SP-130330
	NEC
	SP#62 completed
	22.101


Supporting Companies:
NEC, Sprint, Qualcomm, Telefonica, Huawei, Intel, SoftBank Mobile, InterDigital Communications, TeliaSonera

Triggered by TR 22.852 Rel-13 Study on RAN Sharing Enhancements (FS_RSE)

	Related Study Item or Feature (if any)

	UID
	Title
	Nature of relationship

	540028
	Study on RAN Sharing Enhancements (TR 22.852)
	In TR 22.852 "Study on RAN Sharing Enhancements" (FS_RSE) use cases and potential requirements for a more dynamic co-operation among operators on RAN sharing have been analyzed. 

TR 22.852 builds upon and extends the Rel-6 work item on Network Sharing (UID_31018)

TR 22.852 is the basis for normative work on RSE


Justification
RAN Sharing is not simply be a method of reducing costs – it ushers in a new paradigm in network roll-out strategy. Basically three situations can be envisaged in which enhanced RAN sharing are highly beneficial:

1. A Greenfield deployment – two operators jointly agree to build out a new technology (typically 4G). At the outset, the new shared network infrastructure and operations can be based on capacity and coverage requirements of both operators. The operator can fund built-on 50:50 or according to their expected needs.

2. Buy-in – when one of the sharing operators has already built (4G for example) and looking for another operator to share this network. In this case, the second operator would either pay a capacity usage fee or up-front fee to acquire in the network.

3. Consolidation Situation:  when either 2G, 3G or 4G networks, which have already built out by each of the sharing operators, needs to be consolidated into one joint network. This type of network sharing usually holds significant cost advantages, but it also presents substantial design challenges.
In a preceding study on RAN Sharing Enhancements (TR 22.852) use cases have been collected and the effects of enhanced RAN Sharing scenarios have been studied. 
Objective:
to standardize means that complement existing system capabilities for sharing common RAN resources. The work will take into account the following topics

· Allocation of Shared RAN resources based on the proportion of assigned RAN usage for each Participating Operator

· On-demand capacity negotiation
· Selective OAM access to Participating Operators

· Load balancing while respecting the agreed shares of RAN resources
· Generation and retrieval of usage and accounting information on a per Participating Operator basis.

· Handover functionality due to RAN Sharing Agreements
· Public Warning System (PWS) in shared RAN

Coordination with SA5 is envisaged, in particular on SA5’s Study on OAM aspects of Network Sharing, FS_OAM_SHARE (UID 540032) in TR 32.851.
Service Aspects:

Impact on service experience of individual subscribers should be kept at a minimum..
Charging Aspects:
These will include generation and retrieval of usage and accounting information
Security Aspects:
RAN Sharing Enhancements shall not negatively affect security or privacy of sharing networks or subscribers.

For the case of multiple operators sharing radio network resources the work item needs take care of requirements and scenarios for:

· maintaining end-to-end security for each operator

· providing and allowing appropriate levels of visibility of the shared radio network resources to the sharing network operators according to each operator’s role in the sharing arrangement.

Involvement of SA3 for evaluation of potential scenarios is envisaged.
4.2
Service Exposure and Enablement Support (SEES) UID_610030
Resources:
S1

	UID
	Name
	Finish
	Comp
	Hyperlink
	WI_rapporteur
	Notes
	TS_TR

	610030
	Service Exposure and Enablement Support
	17/09/2014
	15%
	SP-130505
	KPN
	-
	Stage 1

	610130
	TR on Stage 1
	17/09/2014
	15%
	SP-130505
	KPN
	SP#62 completion 06/14=>09/14.
	New TR 22.853

	610230
	Stage 1
	17/09/2014
	15%
	SP-130505
	KPN
	SP#62 completion 06/14=>09/14
	22.368, TBD


Supporting Companies:
KPN, AT&T, CATT, China Mobile, Chunghwa Telecom Laboratories (CHTTL), Deutsche Telekom, Huawei, Institute for Information Industry (III), Intel, InterDigital, ITRI, KDDI, KPN, LG Electronics, NTC, NEC, NTT DOCOMO, Orange, Sierra Wireless, Sprint, SoftBank Mobile, Telecom Italia, ZTE, Silver Spring Networks
Linked to Rel-12 Study TR 22.888 (FS_MTCe) and to Features Rel-11 SIMTC & Rel-12 MTCe and MOSAP

External requirements from oneM2M TR0001(oneM2M Use Case collection), TS0002 (M2M Requirements)

	Related Study Item or Feature 

	UID
	Title
	Nature of relationship

	480130
	System Improvements for Machine Type Communications (SIMTC)
	Rel-11 WI on MTC

	560022
	Machine-Type and other mobile data applications Communications enhancements (MTCe)
	Rel-12 WI on MTC

	480032
	Study on enhancements for Machine-Type Communications (FS_MTCe)
	TR 22.888, 

Rel-12 SI on MTC

	500031
	Interworking between Mobile Operators using the Evolved Packet System and Data Application Providers (MOSAP)
	Rel-12 WI, possible overlapping aspects


	Source of external requirements

	Organization
	Document
	Remarks

	oneM2M
	Technical Report TR 0001- oneM2M Use Case collection
	

	oneM2M
	Technical Specification TS 0002 - M2M Requirements
	


Justification
This work item allows 3rd parties to interact with the 3GPP System to use 3GPP functions to provide 3rd party services to their customers. Since M2M services and other Application services often have the same or similar requirements on the 3GPP System these are addressed jointly in this work item.

The following service scenarios are considered in this work item:

M2M services:

Standardization work related to M2M service enablement is on-going in standardization organisations outside 3GPP (e.g. ETSI TC M2M and the oneM2M Global Initiative). These SDOs work under the assumption that M2M service enablement can be offered by a network operator but can also be provided by third parties that have business agreements with operators. In addition, these SDOs want to use 3GPP capabilities beyond pure IP based data transmission that can be offered by 3GPP networks.

On the other hand, 3GPP architecture work on MTC has started in Rel-10 and in Rel-12 SA2 is working on Small Data Transmissions and Low Power Consumption UEs. Some information (e.g. on transmission scheduling or indications for small data, device triggering...) may need to be provided by M2M service enablement.

In Rel-11, 3GPP defined an interface (Tsp) between the 3GPP Core Network and M2M service enablement platforms. .  Additionally, 3GPP has defined other interfaces (Le, Rx, Mo, Mf, and Mh) between the 3GPP Core Network and application platforms; these interfaces may also be used by M2M service enablement platforms.
This work item extends the scope for this interworking.
Application services:

With the high penetration of smart phones with a variety of applications, it is a challenge for operators to develop a new business model to increase the Quality of Experience for diversity of service type and potentially monetize the network asset. Interworking with the service providers and exposing network services can help the operators to take on the challenge. 
Some private deployments have allowed operators to provide to application providers some services (e.g. statistics, location). However in multi-vendor environments, this requires time consuming and costly adaptations, therefore standardized exposure of selected 3GPP functions to application providers is needed.
Objectives

Stage 1 objectives:

Study and specify service requirements for the support of exposing selected 3GPP functions to 
· M2M service enablement layers (e.g. ETSI TC M2M and oneM2M). 
Use cases of oneM2M are contained in oneM2M TR 0001- oneM2M Use Case collection. 
Functions that may require such interworking have been identified by oneM2M should e.g. allow for:

· An M2M Service provider may request QoS and Prioritization for M2M communications to/from individual devices or groups of devices. A device may request QoS and Prioritization for M2M communications to/from the M2M Service Provider.

NOTE:
For M2M communications initiated by the device QoS may be covered by existing call setup procedures.

· An M2M Service provider and a Network Operator may exchange information related to individual M2M Devices or Gateways, such as transmission scheduling or indications for small data, device triggering, etc.

· A Network Operator may request the M2M Service Provider to schedule traffic via the Operator Network (e.g. to delay specific M2M traffic when the 3GPP Network experiences high traffic load). 

· Provide mechanisms to correlate the oneM2M Service Enablement Framework identifier of M2M Devices with the External Identifier used by the 3GPP network for the same MTC client.  

· Upon request by the one M2M Service enablement Framework provide the oneM2M Service Enablement Framework with information regarding whether a M2M Device is authorized to access the 3GPP Operator Network. 

· An M2M Service provider and a Network Operator may need to exchange information on charging and subscriptions to support interworking with M2M Service providers.

· Provide 3GPP security capabilities such as GBA for the benefit of oneM2M Services and Applications. Conversely provide mechanisms to leverage oneM2M security capabilities for the benefit of the 3GPP Operator Network security.

· An M2M Service provider and a Network Operator may exchange information related to location information of M2M Devices or M2M Gateways.
In order to avoid overlapping specifications, close cooperation with ETSI TC M2M and oneM2M is envisaged.
· Application services:

Study use cases and identify requirements to support exposure of 3GPP network’s information and capabilities which include the following aspects:

· to allow MNO provide network policy information to the application (e.g. for video service or non-time critical service) thus the application could adapt the service accordingly

· allow network consider the QoS/charging model expectation from application

· users movement information

The exposed network information should not compromise private user information, i.e. no link with UE identity.

For both M2M service enablement layer support and application services aspects, to perform a gap analysis with existing related features e.g. MOSAP.

When the study is completed, an assessment to progress to normative work in 3GPP will be determined based on planned normative work in the external SDOs (e.g. ETSI TC M2M and oneM2M).

The work shall ensure no overlap of specification with OMA.
Service Aspects:

Specification of M2M service enablement or M2M applications are outside the scope of this WID. 

Charging Aspects:
While 3GPP charging mechanisms may not be affected it is expected that correlation of charging on M2M service enablement level with 3GPP charging is needed.

Security Aspects:
Any necessary security analysis will be undertaken by SA3.
4.3
Service Requirements Maintenance for MTC (SRMMTC) UID_620063
Resources:
S1

	UID
	Name
	Finish
	Comp
	Hyperlink
	WI_rapporteur
	Notes
	TS

	620063
	Service Requirements Maintenance for Machine-Type Communications (MTC)
	10/12/2014
	0%
	SP-130600
	KPN
	-
	22.368


Supporting Companies:
KPN, Intel, China Mobile, LG Electronics, NEC
Linked to Rel-13 SEES, Rel-12 Support for Interworking with M2M Service Enablement (MTCe-SIMSE), Service Requirement Maintenance (MTCe-SRM). 
Decide which MTC reqs with no Stage 2 should be removed/maintained in Rel-13.
	Related Study Item or Feature (if any)

	Unique ID
	Title
	Nature of relationship

	610030
	Service Exposure and Enablement Support
	May impact MTC requirements 


	Source of external requirements (if any)

	UID
	Document
	Remarks

	560021
	Stage 1 for Support for Interworking with M2M Service Enablement (MTCe-SIMSE)

Rel-12 Completed March 2013
	22.368

	570030
	Stage 1 for Machine-Type and other mobile data applications Communications – Service Requirement Maintenance (MTCe-SRM)

Rel-12 Completed March 2013
	22.101, 22.368


Justification

A number of the MTC related service requirements in 3GPP TS 22.368 have not been implemented yet in Rel-12.

Some of these service requirements will be taken up in stage 2 activities within Rel-13. For these activities, Stage 1 need to support the Stage 2 work, e.g. with clarifications of the existing service requirements. 

For the service requirements for which there will be no Stage 2 activities in Rel-13, Stage 1 needs to revisit whether these service requirements are still valid or whether they should be removed. 

Furthermore, this work item will provide end-of-release alignment at the end of Rel-13, to ensure that the Stage 1 service specifications reflect what has been implemented in Stage 2. 

This work item is not intended to introduce new MTC related service requirements.
Objective

1)
to provide upon request clarifications for the service requirements that 3GPP Stage 2 Working Groups are working on in Rel-13.
2)
to reconsider existing service requirements in 3GPP TS 22.368 that will not be listed in future Rel-13 Stage 2 WIDs. It will be decided which of these service requirements will be retained, restructured, or removed permanently from Rel-13 and future releases. Some of the requirements may be partially already implemented, or may be partially worked upon. This will have to be taken into account in a restructuring of the relevant requirements.

3)
to provide the usual end-of-release maintenance to ensure that the frozen Rel-13 version of the service requirement specifications (Stage 1) reflect what has actually been implemented in Stage 2.

4)
No new service requirements will be added under this WID.

The items listed below are existing requirements that are not yet implemented in Stage 2. These items are for consideration related under objectives 1 and 2 and hence may be clarified if worked on by 3GPP Stage 2 Working Groups or may be retained, restructured, or removed. Further updates e.g. as to which items in the list will be worked on (or not) by the 3GPP Stage 2 Working Groups will provided as Rel-13 Stage 2 work progresses.

· Activation of MTC features: requirements in 22.368 clause 7.1.1.

· Handle registration and interaction of UEs and applications on UEs with IMS efficiently: requirement in 22.368 clause 7.1.1

· MTC Device triggering when not attached: Remaining requirement in 22.368 clause 7.1.2.

· Charging related to (the use of) particular MTC Features: requirements in 22.368 clause 7.1.5.

· Create bulk CDRs to count chargeable events per group of MTC Devices: requirements in 22.368 clause 7.1.5
· Low mobility – optimize mobility management procedures per UE by e.g. changing frequency: requirements in 22.368 clause 7.2.1. 

· Time controlled – allow/reject access requests based on a pre-defined time interval: requirements in 22.368 clause 7.2.2

· Infrequent mobile terminated – optimize mobility management procedures per UE by e.g. reducing frequency: requirements in 22.368 clause 7.2.7
· MTC Monitoring: requirements in 22.368 clause 7.2.8 Enforce a maximum bit rate for a group of MTC Devices: requirements in 22.368 clause 7.2.14.2

· Send a broadcast message within a particular geographic area, e.g. to wake up the MTC Devices that are members of a group: requirements in 22.368 clause 7.2.14.3
4.4
Mission Critical Push To Talk over LTE (MCPTT) UID_620064
Resources:
S1

	UID
	Name
	Finish
	Comp
	Hyperlink
	WI_rapporteur
	Notes
	TS

	620064
	Mission Critical Push To Talk over LTE
	17/09/2014
	0%
	SP-130728
	NIST
	-
	Stage 1

	620164
	Stage 1
	17/09/2014
	0%
	SP-130728
	NIST
	-
	new TS 22.179


Supporting Companies:
US Department of Commerce, Home Office, AT&T, T-Mobile USA, Telefónica, Vodafone, Alcatel Lucent, NSN, Ericsson, KPN, BMWi, Blackberry, General Dynamics Broadband, Deutsche Telekom, Cisco, Fujitsu, Qualcomm, Motorola Solutions, Harris Corp., Intel
Complements Rel-12 FS_ProSe/ProSe and GCSE_LTE. External requirements: FIRSTNET (US), UK Home Office, OMA, TCCA (TETRA and Critical Communications Association)
	Related Study Item or Feature (if any)

	Unique ID
	Title
	Nature of relationship

	530044
	Study on Proximity-based Services (FS_ProSe)
	TR 22.803 Complementing Study

	580059
	Proximity-based Services (ProSe)
	Complementing Feature

Stage 1 in TS 22.115, TS 22.278; 

	560020
	Group Communication System Enablers for LTE (GCSE_LTE)
	Complimentary Feature

Stage 1 in TS 22.468; 


	Source of external requirements (if any)

	Organization
	Document

	FIRSTNET
	Push to Talk over LTE requirements for United States public safety

	UK Home Office
	Push to Talk over LTE requirements for United Kingdom public safety

	TCCA
	Information about the system improvements requirements for the adoption of LTE for mission/business critical communications

	OMA
	Push to talk over Cellular Requirements, Version 1.0 (09 Jun 2006)  OMA-RD-PoC-V1_0-20060609-A;

Push to talk over Cellular Requirements, Version 2.0 (02 Aug 2011)  OMA-RD-PoC-V2_0-20110802-A; and

Push to talk over Cellular 2.1 Requirements (02 Aug 2011)  OMA-RD-PoC-V2_1-20110802-A


Justification

Mission Critical Push To Talk is an essential functionality of public safety communication systems; for example, those systems widely deployed using Land Mobile Radio (LMR) technology such as TETRA, Project 25 (P25), TETRAPOL and GSM-R.

Agreement has been reached by 3GPP that LTE should support effective means for group communication services and proximity services, which are essential to position LTE as the future technology for critical communications users including public safety first responders as well as other users such as utility companies and railways.  
Service requirements for Group Communication System Enablers for LTE (GCSE_LTE, TS 22.468) and Proximity Services (ProSe, TS22.278, TS22.115) were approved in June 2013.  While these service requirements provide essential LTE enablers for communications independent of any particular type of media, specific service/system/EPS/application requirements are needed for development of network and application architectures, security, RAN aspects, and network and application protocols to support Mission Critical Push To Talk over LTE (MCPTT).

Sources of input requirements for MCPTT include:

· The First Responder Network Authority (Firstnet) – the government network operator for the public safety community in the United States.

· The United Kingdom Home Office – the office responsible for the development of the next generation public safety communications system in the UK.

· The work of the National Public Safety Telecommunications Council (NPSTC) – an organization made up of all the major public safety organizations in the United States). 

· The TETRA and Critical Communications Association (TCCA), which is considering LTE for Mission Critical Push to Talk.
· The Association of Public safety Communications Officials (APCO) Global Alliance, which has also endorsed LTE as the technology of choice for public safety communications worldwide. 

· Telecommunications Industry Association (TIA) is considering LTE for critical communications involving LTE mission-critical voice service and interworking with P25 and is creating related requirements for PTT (TIA-4973.201, “Requirements for Mission Critical PTT and Related Supplementary Services”).
· Open Mobile Alliance (OMA) has defined Push to talk over Cellular (PoC) specifications with several components that could provide partial support for Mission Critical Push to Talk.
· European Telecommunications Standards Institute (ETSI) TC TETRA and Critical Communications Evolution (TCCE) has opened a work item: DTR/TETRA-01203, User Requirements Specification Mission Critical Broadband Communications Part 2 Critical Communications Application.
Other regional requirements not listed may also be reflected in the work. 

While previous such standards have often been regional, there is a strong desire for the next generation of Mission Critical Push To Talk to be based on a single, widely adopted global standard.
There is no overlap foreseen with OMA work on PoC for Stage 1 requirements.
Objective

The SA1 objective is to specify the Stage 1 requirements for a Push To Talk functionality to support Mission Critical voice communication over LTE that can be used by public safety and commercial uses (e.g., utility companies and railways).

To accomplish this objective SA1 needs to specify the requirements that are relevant to improve the E-UTRAN, EPC and application-layer functionality, including applications supported by UEs and external network elements (e.g. Application Servers) supporting Mission Critical voice for LTE.

Requirements for MCPTT will include the following areas: 

· Push To Talk (PTT) group and PTT individual communications involving the EPS and external networking and application interaction;

· Services, including talker identification, location, and emergency alerting for mission critical voice communication;

· Voice/audio quality;

· Special privilege handling (For console interaction - e.g, override, monitor, exception handling, etc);

· Service availability;

· Floor control, priority and pre-emption;

· Performance, including call establishment times and permission to talk request to permission granted times;

· Use of GCSE_LTE;

· Use of Proximity Services (ProSe);

· Interconnection with voice systems, including cellular and the PSTN, as well as private/land mobile radio;

· Security, including confidentiality of mission-critical voice communications;

· Charging/billing and system management considerations;
· Management of Mission Critical PTT communications;
· Presence service, including interaction with other communication services.
MCPTT should aim at re-using existing, standardized functionality when possible and justified.  
Service Aspects:
Service aspects will be identified

MMI-Aspects:

Not applicable

Charging Aspects:
Will be identified in this work item

Security Aspects:
Security aspects will be identified
5
SA1/SA2 Features
6
SA3 Features
	UID
	Name
	Acronym
	Resource
	WI_rapporteur

	620062
	Security Assurance Specification for 3GPP network products
	SCAS
	S3
	NTT DOCOMO, China Mobile


6.1
Security Assurance Specification for 3GPP network products (SCAS) UID_620062
Resources:
S3
	UID
	Name
	Finish
	Comp
	Hyperlink
	WI_rapporteur
	Notes
	TS_TR

	620062
	Security Assurance Specification for 3GPP network products
	18/03/2015
	0%
	SP-130718
	NTT DOCOMO, China Mobile
	-
	-

	620162
	TR on Pilot development of Security Assurance Specification for MME network product class
	10/12/2014
	0%
	SP-130718
	NTT DOCOMO
	This TR collects input for the new TS 33.116
	New TR 33.806

	620262
	Security Assurance Specification for 3GPP network product classes
	18/03/2015
	0%
	SP-130718
	China Mobile
	This TS contains results of the first WID objective. May consist of several documents
	New TS 33.116

	620362
	TR on Security Assurance scheme for 3GPP network products
	10/12/2014
	0%
	SP-130718
	NTT DOCOMO
	This TR contains results of the second WID objective
	New TR 33.916


Supporting Companies:
Alcatel-Lucent, BT, China Mobile, China Unicom, Deutsche Telekom, Ericsson, Huawei, Juniper Networks, NEC, NSN, NTT DOCOMO, Orange, Telecom Italia, TeliaSonera, Vodafone
Triggered by Rel-12 TR 33.805 Study on Security Assurance Methodology for 3GPP Network Elements (FS_SECAM).

Justification

While an operator’s core network can be assumed to be physically inaccessible, it may not be as secure as one would like it to be. Such core network may be vulnerable due to its proximity to the Internet, due to the vulnerabilities of all-IP networking, due to its utilization of common-type operating systems (Unix/Linux etc.), due to human errors in network and firewall operations, due to inter-operators trust model, due to an inadequate operator (and vendor) commitment to NDS/IP protection, etc. Mobile networks have become part of society’s critical infrastructure, and that reason alone calls for strong security assurance for mobile network products. 
The present mode of Request for Information/Proposal fulfilment may be inefficient for the following reasons:

Operator’s requirements are usually not identical. As a result, vendors may face difficulties to satisfy all the operators’ different security requirements, in spite of the best of their efforts, while perhaps operators may be dissatisfied with fulfilment level of their requirements. Therefore, in addition to the needs due to being critical society infrastructure, there is a need of determining the most suitable asset-protection security level in a cooperative effort among vendors and operators. 

The work area of 3GPP network security assurance is large and entirely new. It is currently understood that the following possible work tasks are to be included: security assurance specifications including threat and risk assessments and derived relevant test cases (for compliance and basic vulnerability testing), network product development and life cycle management requirements, and accreditation rules for all testers as well as for vendors regarding lifecycle management and organization setups. This appears to be a formidable task, bearing in mind the complexity of the whole 3GPP product portfolio and also when comparing with simpler, more isolated functions that have been subject to security assurance in the past, such as the UICCs. We recognize that there is a risk of challenge-drowning. 

For this reason, we narrow the focus of this particular WID to the development of a Security Assurance Specification (SCAS) for one pilot network product class. This SCAS shall be written essentially as prescribed by the conclusions of the preceded SECAM study, as contained in TR 33.805. The first network product classe(s) to be considered by SA3 shall be the MME network product class.

The GSMA Security Group is a natural partner for this work and would be able to mobilize a new subgroup named Network Equipment Security Assurance Group (NESAG) if necessary. This group would be well suited to study the Vendor network product development and network product lifecycle management process aspects of the TR 33.805 study and to further specify related requirements on SECAM –accreditation for vendors. We propose to leave this task to GSMA SG as this task is complementary to the SCASs development. Moreover GSMA already holds expertise in the matter with the UICC supplier Security Accreditation Scheme.
The accreditation aspects of compliance and vulnerability testers as well as the conflict resolution process would also be dealt with by the GSMA NESAG. As the way to accredit testers is likely to be dependant of the kind of tests proposed by SA3, there will be high dependencies between the progress of SA3 and this aspect.

An exchange of liaison statement between GSMA SG and 3GPP SA3 is under way, which is to establish the cooperation between these two groups regarding SECAM. It should be noted, however, that the two objectives described in section 4 of the WID undisputedly fall within the remit of 3GPP so that the work described by this WID can be performed independently of the exchange with GSMA
Since any security assurance presents a potentially large investment for equipment vendors, SCAS complexity and length of the security evaluation time will be taken into consideration.

Objective:

There are two separate objectives of this WID.

The primary objective is to develop a Security Assurance Specification(s) (SCAS) for the MME network product class, starting from the development of a pilot SCAS in a dry-run. The content and the development of the SCAS shall follow the description of the SECAM scheme from the second objective, based on the prescription concluded in TR 33.805, and Methodology 2. Potential regulatory requirements can be considered. This means that the MME SCAS shall describe:

-
the threats and risks related to the network product

-
high-level requirements needed to cover these threats and risks, 

-
detailed security requirements (including hardening requirements) and the associated test cases

-
Basic Vulnerability Testing activities 

This WID and the corresponding output documents (TS, TR) might be updated to add other network product classes once the SCAS for the MME product class has been finalized.

Details on the procedure to develop SCAS content may be found in the description of the SECAM scheme from the second objective below, based on TR 33.805. The resulting SCAS may consist of one or several documents to allow for a modular approach that would be beneficial for writing the SCASs for other network product classes. Following conclusions from TR 33.805, regarding testing and vulnerability analysis, only security compliance testing and basic vulnerability testing will be considered first.

The second objective of the WID is to describe in a 900 series TR the general SECAM scheme (constituted by amongst others actors, types of tests, type and content of documentation, accreditation …) to provide an overview of the entire scheme and how to use the SCASs. For this, there is no need to go (much) beyond the level of detail of the current TR 33.805. Further details on the SECAM scheme, for example related for example to duration of the accreditation process in days or to the contractual aspect would have to be defined by the chosen accreditation body (e.g. GSMA NESAG group) in a separate document that will complement the 900 series TR.
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LTE Features
11.1
LTE Advanced intra-band contiguous Carrier Aggregation in Band 42 (LTE_CA_C_B42) UID_620037
Resources:
R4

	UID
	Name
	Finish
	Comp
	Hyperlink
	WI_rapporteur
	TSs_and_TRs

	620137
	Core part
	05/12/2014
	0%
	RP-132029
	CATT
	36.101, 36.104, 36.133, new TR 36.833-1-42

	620237
	Perf. part
	05/12/2014
	0%
	RP-132029
	CATT
	36.141, 36.307


Supporting Companies:
CATT, Bollore Telecom, China Mobile, CATR, Huawei, Hisilicon, NII holdings

Justification

Band 42 is a very attractive band for future LTE-advanced deployment. There are many legacy spectrum blocks owned by the operators in many regions. Further new band plan has also made signification progress and becomes clear in many areas. Plenty of spectrum in this band makes it very suitable to use carrier aggregation to improve system throughput. A new work item on intra-band contiguous carrier aggregation of band 42 is then proposed for better utilization of this band.

Objective Core:

· Specify the RF requirements for intra-band contiguous CA scenario in band 42 with the focus on 2 CCs in uplink/downlink.
· Define the supported bandwidth combinations and relevant requirements for CA_42C in this band.
	CA Configuration / NRB_agg

	CAConfiguration
	E-UTRA Band
	5MHz + 20MHz
	10MHz + 15MHz
	10MHz + 20MHz
	15MHz + 15MHz
	15MHz + 20MHz
	20MHz + 20MHz
	Maximum aggregated bandwidth

[MHz]
	Bandwidth Combination Set

	CA_42C
	42
	Yes
	Yes
	Yes
	Yes
	Yes
	Yes
	40
	0


NOTE 1:
Other potential bandwidth combinations are not precluded during the work phase of this WI.

NOTE 2:
The BW combinations in the table will be formatted to conform to the tables in the standards during completion of the WI;
This WI is seen as complementary to the generic one (Carrier Aggregation for LTE) where band combination specific tasks are treated.

Objective Perf:
Add the performance requirements for this band combination in the relevant specifications.
12
UTRA Features
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GERAN Features
14
SA1 Studies
	UID
	Name
	Acronym
	WI_rapporteur
	TR

	570034
	Study on Application specific Congestion control for Data Communication
	FS_ACDC
	NTT DOCOMO
	22.806

	600046
	Study on Isolated E-UTRAN Operation for Public Safety
	FS_IOPS
	General Dynamics Broadband
	22.897

	610031
	Study on enhancements for Infrastructure based data Communication Between Devices
	FS_eICBD
	KPN
	22.807

	610032
	Study on need for Multiple Access Point Names
	FS_MAPN
	Giesecke & Devrient
	22.802

	610033
	Study on Co-ordinated packet data network gateway (P-GW) change for SIPTO
	FS_CSIPTO
	Intel
	22.828

	620069
	Study on Flexible Mobile Service Steering
	FS_FMSS
	China Mobile
	22.8xy

	620070
	Study on Enhanced Calling Information Presentation
	FS_ECIP
	China Mobile
	22.8xy

	620071
	Study on Multimedia Broadcast Supplement for Public Warning System (PWS)
	FS_MBSP
	Qualcomm
	22.8xy


14.1
Study on Application specific Congestion control for Data Communication (FS_ACDC) UID_570034
Resources:
S1
	UID
	Name
	Finish
	Comp
	Hyperlink
	Notes
	TR

	570034
	Study on Application specific Congestion control for Data Communication
	18/06/2014
	50%
	SP-130415
	SP#62 completion 03/14=>06/14. ACDC is applicable to UTRAN and E-UTRAN. Possible overlap with RAN2 TR 36.848 Study on smart congestion mitigation in E-UTRAN (prioritising MMTEL voice over other traffic during congestion)
	22.806


Supporting Companies:
NTT DOCOMO, NTC, NTT, Panasonic, NSN, KDDI, NEC, Qualcomm, Movik Networks, BlackBerry, Alcatel Lucent

Justification

In the recent UE trendes, UEs which user can easily download applications from web site are rapidly increasing in the world and a wide variety of applications are constantly created and installed on the UEs. Specific applicationscan (intentionally or unintentionally) cause congestion over RAN/CN while network is congested. While network is congested, it is not preferred to allow these applications to access to network in order to protect the network resources. Several SDOs such as GSMA, 3GPP and OMA identified key issues related to network inefficiencies (e.g. ) caused by such UEs and by the variety of applications. Also there are application that can cause problem, e.g. the ones that disclose privacy information without user consent, and apps that encourage illegal activities that are not allowed by the local regulations. It is preferred to provide a mechanism such that the network can disallow those problematic applications accessing the network.

On the other hand, for example in Japan, after the severe earthquake on March 11th, 2011, the packet based communication applications to confirm the safety of their relatives are recognized as the important applications (ex. Disaster message board service, Disaster voice messaging service) when disaster occurs. Therefore, Japanese government strongly expects Japanese operators to provide the connectivity at least for such services even when the network is congested, while other services are barred to free up the resources for important services.

In the past, 3GPP studied a variety of access control mechanisms (ACB/SSAC/ACB for CSFB/EAB) to avoid RAN/CN congestion due to massive mobile origination requests from UEs. While RAN is congested, ACB and EAB restrict mobile origination requests for all services, SSAC restricts for MMTEL voice/video and ACB for CSFB restricts MO for CSFB. SSAC and ACB for CSFB can separately restricts mobile origination requests for voice services from other packet services. In UPCON, network provides U-plane congestion control mechanism while radio access network is congested.
But there is no mechanism on UE  to allow/restrict particular applications defined by operator. 

[Reference]:

Disaster message board: People, who are in disaster area, can store messages on the Web server. The relatives and friends can confirm their safety to check the messages. Japanese operators provide the Web server for Disaster message board when disasters occur.

Disaster Voice message service: People, who are in disaster area, can record voice message on the UE and the UE sends the messages to the server when it can get access to the network, then the message is delivered to the relatives and friends. Japanese operators will provide Disaster voice message service when disasters occur.

Objective:
· Identify the use cases and potential requirements to allow/restrict the communication initiation of particular applications defined by operator;

· Gap analysis with existing access control mechanisms to enable network to instruct the UE to allow/restrict paticular applications defined by operator
· Consider backwards compatibility with existing access control mechanisms
Service Aspects:

ACDC is applied for UTRAN and E-UTRAN.
14.2
Study on Isolated E-UTRAN Operation for Public Safety (FS_IOPS) UID_600046
Resources:
S1
	UID
	Name
	Finish
	Comp
	Hyperlink
	Notes
	TR

	600046
	Study on Isolated E-UTRAN Operation for Public Safety
	18/06/2014
	50%
	SP-130596
	SP#62 updated WID SP-130240=>SP-130596. (changed: Resilient=>Isolated, FS_REOP=>FS_IOPS)
	22.897


Supporting Companies:
General Dynamics Broadband, Harris Corporation, Institute for Information Industry (III), ITRI, Telecom Italia, Thales

Linked to Rel-12 TR 22.803 Study on Proximity-based Services (FS_ProSe) and Features: Proximity-based Services (ProSe) & Group Communication System Enablers for LTE (GCSE_LTE).

	Related Work Item(s) (if any]

	UID
	Title
	Nature of relationship

	530044
	Study on Proximity-based Services (FS_ProSe) TR 22.803
	Specifies system enablers for the 3GPP system to support proximity discovery and communication for Public Safety

	560020
	Group Communication System Enablers for LTE (GCSE_LTE)
	Specifies system enablers for the 3GPP system to support group communication for Public Safety

	580059
	Proximity-based Services (ProSe)
	Specifies system enablers for the 3GPP system to support proximity discovery and communication for Public Safety


Justification

Many national and international Public Safety organisations have endorsed or are considering LTE as the next generation technology either to augment their existing systems, or to provide a future migration path.

In many critical incident related scenarios, the benefit of ensuring the ability to communicate between Public Safety officers on the ground will be of the utmost importance, even though they may be moving in and out of LTE network coverage or following the loss of backhaul communications.

To provide voice, video, and data communication service for Public Safety officers who are out of LTE network coverage, the Public Safety authorities may deploy a mobile command post equipped with an eNB or set of eNBs to facilitate communications for nearby Public Safety UEs beyond what is provided by Proximity Services in UE-to-UE direct communication mode. The eNB within a mobile command post could be either a single autonomous eNB without a backhaul link to the core network or a set of eNBs without backhaul links but linked to each other.

Alternatively, where an unexpected incident interrupts the backhaul and/or the link(s) between the eNBs it is also important to ensure the ability of Public Safety officers to communicate. If such a situation arises the eNBs are expected to provide isolated operation with rapid dynamic reconfiguration of the system in support of mission critical operations.

In both of the above scenarios it is vital to support recoverable mission critical network operations regardless of the existence of the backhaul link. When the backhaul link to the core network is unavailable, Public Safety eNB(s) could either operate autonomously or coordinate with other nearby eNB(s) to provide locally routed communications for nearby Public Safety UEs within a region. For example, it is undesirable for a UE in a mission critical situation to have to re-establish communications following the loss/recovery of backhaul link(s) especially when the backhaul link(s) are intermittently available; handling the dynamics of this loss and resumption is important. Furthermore, ProSe and GCSE_LTE have defined requirements for public safety discovery and communications (including group communications) in the cases of no network coverage and of full (E-UTRAN and EPC) network coverage. The need for discovery and group communications have to be considered in the case that eNB(s) with no EPC connectivity is(are) supporting LTE network coverage for a collection of UEs deployed to a public safety incident.

The benefits of exploiting locally routed communications for Public Safety UEs include:

1. The communications range achievable between Public Safety UEs may be enhanced compared with direct communications using Proximity Services.

2. Public Safety eNB(s) permanently or temporarily without backhaul can act as a radio resource manager for ProSe communications between Public Safety UEs to reduce interference and increase system capacity.

3. E-UTRAN could offer additional benefits by extending the network architecture, e.g.:

i. With LIPA like features

ii. For an eNB that has temporarily lost its backhaul, re-routing of the backhaul traffic to an eNB that still has a backhaul.

Objective:
to study use cases and identify potential requirements for isolated E-UTRAN operation in support of mission critical network operations. Initial scenarios (but not excluding scenarios arrived at during the study) would include:

1. an eNB either permanently or temporarily without connection to the backhaul;

2. a set of eNBs either permanently or temporarily without connection to the backhaul but with connection(s) to each other;

3. a set of eNBs temporarily without connection to the backhaul and without connection to each other.

This study shall aim at avoiding UE impact by reusing existing UE requirements whenever possible. Should existing UE requirements not be sufficient or applicable, new UE requirements may be considered.

The security of the network shall not be compromised by the introduction of the functionality described above.

This study should aim at minimising impact on requirements for ProSe and GCSE_LTE.

This study should aim at re-using existing standardised functionality as much as possible.

MMI-Aspects:
The study will identify whether there is any information that needs to be provided to the user.
Charging Aspects:
Study of mechanisms for the provision of accounting/usage information will be included.
Security Aspects:
To be addressed with SA3.
14.3
Study on enhancements for Infrastructure based data Communication Between Devices (FS_eICBD) UID_610031
Resources:
S1
	UID
	Name
	Finish
	Comp
	Hyperlink
	WI_rapporteur
	Notes
	TR

	610031
	Study on enhancements for Infrastructure based data Communication Between Devices
	17/09/2014
	10%
	SP-130418
	KPN
	-
	22.807


Supporting Companies:
KPN, LG Electronics, Interdigital, Intel, III
Justification
More and more devices are becoming connected. Market research suggests that in 2020 the total number of connected devices will grow from 9 Billion today to 24 Billion, with half of these incorporating mobile technology [www.gsma.com/connectedliving/]. These connected devices can be M2M devices such as smart meters, but increasingly all kinds of consumer electronic devices (e.g. photo cameras, navigation devices, e-books, hifi equipment, TVs) are connected. It is of interest to the cellular industry to increase the portion of consumer electronic devices that are connected via mobile networks.

Where Machine-to-Machine (M2M) communication is generally client server based, many consumer electronic devices also communicate with other consumer electronic devices. For example a photo camera can communicate with a printer, or a media server can communicate with hi-fi equipment. There is clearly the need to support communications between connected devices, i.e. without the need for intermediate network servers.

Examples of a non-3GPP technology that support communication between consumer electronic devices are Digital Living Network Alliance (DLNA) http://www.dlna.org/ and Universal Plug and Play (UPnP) www.upnp.org. DLNA and UPnP enable the discovery of other devices of interest, after which IP level data communication is made possible between the devices. DLNA and UPnP however only work within the confines of a single WLAN/LAN. How DLNA and UPnP could be supported over a cellular network infrastructure is not clear.

Within 3GPP, Proximity-based Services (ProSe) provide discovery of devices and communication between devices in proximity. For certain use cases, discovery and communication should work the same, irrespective of where the two devices are located. It should be possible to support communication between devices, e.g. two game consoles, even when they are in different countries. In that case, the communication is handled via the 3GPP infrastructure.

Many of the use cases of direct communication via the 3GPP infrastructure would likely involve small cell deployments (e.g. Local IP Access (LIPA)) or would benefit from data offloading (e.g. Selected IP Traffic Offload (SIPTO)). The interaction of infrastructure based communication between devices with local IP access and offloading should be investigated.

Exchange of data between consumer devices can also be supported with cloud based Over-the-Top (OTT) applications. But these OTT applications are generally not interoperable. The idea of this study item is to investigate the possibility of a generic communication capability that can generate a new revenue source for mobile network operators.
Objective:
to study potential:
· enhancements to support secure discovery of UEs of interest 

· enhancements to support secure optimized end-to-end data communication between UEs via the 3GPP infrastructure

· enhancements derived from user requirements for identification in communication between UEs

· interactions of data communication between devices with LIPA and SIPTO

UEs may represent functions/capabilities provided by non-3GPP devices in order to support interworking. However, discovery of, or end-to-end data communication with, non-3GPP devices themselves is out of scope.

Potential enhancements will be studied through the definition of use cases. From these use cases, potential requirements are identified. For potential requirements identified, if any, it will be determined what is the best way to approach normative specification.

Service Aspects: 
From a service point of view, the ultimate goal is that discovery and communication should be supported irrespective of proximity or location.
MMI-Aspects:

The study may identify requirements on how devices that are discovered are presented to the user.
Charging Aspects:
Charging may need to be provided for the discovery functionality. Charging requirements for the communication between devices will be investigated.
Security Aspects:
Privacy and security implications of the discovery functionality will be investigated. Security implications of setting up data communications from one device to another device will be investigated.
14.4
Study on need for Multiple Access Point Names (FS_MAPN) UID_610032
Resources:
S1
	UID
	Name
	Finish
	Comp
	Hyperlink
	Notes
	TR

	610032
	Study on need for Multiple Access Point Names
	07/03/2014
	20%
	SP-130416
	-
	22.802


Supporting Companies:
Giesecke & Devrient, Gemalto, Morpho, Orange, KPN, Deutsche Telekom, Telefonica, AT&T, Telecom Italia, Ericsson
Triggered by S1-133134 LS on GSMA Connected Living Programme Request for APN Storage in the SIM
Justification
The GSMA Connected Living Programme sent an LS to 3GPP SA1 (S1-133134) about a potential issue during the delivery chain of UEs for Machine-To-Machine applications. The mobile equipment is often a very generic module whereas the Machine-To-Machine application(s) is usually very specific and can require the use of a specific APN to have data connectivity. The correct APN to be used depends on the specific USIM within the UE that identifies the MNO. The correct APN also depends on the particular application because different applications may require different APNs and also may require an appropriate mechanism to identify which APN for which application. The correct APN may also depend on other factors (such as roaming).

The study will identify what connectivity use-cases that are needed to be fulfilled and study if APN or other means are required. GSMA Connected Living Programme assumed the connectivity use-cases are solved by use and management of multiple APNs. The study will also analyse the impacts in scenarios where the service provider decides to change the MNO.

Objective:
· to provide details about the use cases where there is a need of control of APNs;

· to identify potential new requirements to fulfil the use cases;

· to identify potential solutions to fulfil the use cases.

The study is focussed on Machine-To-Machine UEs but can take into account a more generic set of UEs.

MMI-Aspects:
Some requirements could include the need to display and/or edit the parameters (and potential new additional information) of  multiple APNs stored in the UE.
14.5
Study on Co-ordinated packet data network gateway change for SIPTO (FS_CSIPTO) UID_610033
Resources:
S1
	UID
	Name
	Finish
	Comp
	Hyperlink
	WI_rapporteur
	Notes
	TR

	610033
	Study on Co-ordinated packet data network gateway (P-GW) change for SIPTO
	10/12/2014
	15%
	SP-130417
	Intel
	SP#62 completion 06/14=>12/14
	22.828


Supporting Companies:
Intel, SONY Mobile, InterDigital, KPN, NEC, Broadcom, ITRI, Nokia, Mediatek, China Telecom, Acer, Samsung, China Mobile
Linked to Features: Rel-10 Local IP Access and Selected IP Traffic Offload (LIPA_SIPTO) UID_450035 & Rel-12 LIPA Mobility and SIPTO at the Local Network (LIMONET) UID_500028
	Related Work Item(s) (if any]

	UID
	Title
	Nature of relationship

	450035
	Rel-10 Feature:

Local IP Access and Selected IP Traffic Offload (LIPA_SIPTO)
	Defines the basic Selective IP Traffic Offload (SIPTO) feature a.k.a. “SIPTO above RAN”.

	500028
	Rel-12 Feature:

LIPA Mobility and SIPTO at the Local Network
	Extends the basic SIPTO feature to address traffic offload when using Home (e)NodeBs and small cells.


Justification
Small cells (such as Home eNB) are gaining momentum in the marketplace. SIPTO is a key feature to enable local breakout of traffic from a small cell.

The Selective IP Traffic Offload (SIPTO) feature defined in 3GPP Rel-10 specifications allows the operator to streamline an established PDN connection by re-assigning a new P-GW that is geographically closer to the current UE location. P-GW relocation implies a change in IP address, which means that performing SIPTO may disrupt any ongoing services. This is acknowledged in a NOTE in TS 23.401 (“If either of the above procedures for GW relocation are initiated while the UE has active applications, it may cause disruption of services that are affected if the IP address changes.”).

A recently agreed CR (23.401 CR2584 in S2-132879) attempted to correct this issue by basically recommending that the SIPTO operation should not be performed for UEs in Connected mode (“It shall be possible to configure the MME to deactivate a PDN connection, for P-GW relocation due to SIPTO above RAN, only when UE is in ECM-IDLE mode or during a Tracking Area Update procedure without established RAB(s).”). While this CR is certainly an improvement compared to the previous situation of blindly performed SIPTO, it still does not address the real issue – namely – smooth P-GW relocation for UEs with long-lived and real-time IP flows (e.g. long conference call, large file transfers, etc.).

With the introduction of SIPTO at the Local Network (SIPTO@LN) feature, the P-GW (alias Local Gateway) is moved even further towards the network edge and in the extreme case can even be collocated with the eNodeB. While this leads to an extremely “flat” architecture, in the sense that IP traffic can be broken out as close to the network edge as possible, the frequency of service disruptions due to SIPTO is likely to increase because of the much smaller “coverage” of the Local Gateway.

Service disruption due to IP address change does not have the same effect on short-lived and long-lived/real-time flows:

· for short-lived flows (e.g. web browsing) the user may not notice anything, or in the worst-case may have to briefly interact with the user interface (e.g. by clicking again on the web page link following a “network connection lost” error);

· it is for long-lived and real time flows that the effect can be detrimental (e.g. the user, ejected from the conference, has to re-dial the bridge number, enter password, etc.; similar applies to VPN traffic).

The UE is in the best position to identify the presence of any long-lived and real-time flows and is therefore in the best position to advise the network whether SIPTO can be performed without much disruption or any disruption at all. Moreover, for supporting applications the UE may also be able to pro-actively move the long-lived and real-time flows on a new IP address (i.e. on a new PDN connection) before the previous IP address (i.e. old PDN connection) is removed. The MMTel set of applications shall be studied in this regard as well as the possibilities for other types of applications. An example of such application is the IMS that allows the change of media transport addresses for an ongoing session using the IMS Service Continuity mechanisms defined in TS 23.237.

Based on end-user preferences and to benefit from the UE knowledge of established IP flow type, the network could consider the end-user expectation regarding local P-GW change in case of SIPTO use. 

Objective:
to study use cases and identify potential requirements for network consideration of 
a) end-user experience and preferences and 

b) UE’s knowledge of ongoing IP flow types 

regarding the change of the local P-GW in use for SIPTO. 
The security of the network shall not be compromized by the introduction of such feature.

This feature should aim at minimizing impact on existing system entities.

This feature should aim at re-using existing standardized functionality as much as possible.

Service Aspects:
. will be studied.
MMI-Aspects:
will be studied
Charging Aspects:
Study of mechanisms for the provision of accounting/usage information will be included.
Security Aspects:
To be addressed with SA3.
14.6
Study on Flexible Mobile Service Steering (FS_FMSS) UID_620069
Resources:
S1
	UID
	Name
	Finish
	Comp
	Hyperlink
	Notes
	TR

	620069
	Study on Flexible Mobile Service Steering
	17/09/2014
	0%
	SP-130597
	-
	22.8xy


Supporting Companies:
China Mobile, Huawei, China Unicom, ZTE, CATT, NSN, Chunghwa Telecom Laboratories (CHTTL)
Study supporting traffic classification and service chain selection capabilities per operator’s policy in order to realize efficient and flexible mobile service steering in the Gi-LAN network.
Justification
The operator deployed mobile service valued added network (e.g., Gi LAN network) to improve the user’s QoE, reduce the bandwidth pressure and provide valued added service. Two kinds of  service chain model are deployed in Gi LAN network: 

· Static serial model: The service enablers are statically connected with each other, and traffic goes through all the enablers deployed on the chain. The APN is usually used to differentiate each service chain.

· Hairpin model: All service enablers connect with a centralized traffic routing controller, and the traffic goes back to the centralized controller to decide the next hop after the previous enabler processing. 

However, both service chain models have some drawbacks, such as rigidity and complexity, for example:

For the static serial model:

· Not all service enablers are needed in all cases, and transfer delay is added;

· All the enablers on the chain have to be planned to the maximum traffic processing capability, even though the enabler may only be needed for part of the traffic;

· High OPEX, it is difficult to adjust the service chain if the service enabler is reused in multiple service chains, e.g. a large number of configuration jobs would be involved when the sharing enabler is changed.

For the hairpin model:

· High CAPX, all traffic always goes through the centralized controller to determine the next hop, which would consume mass of the complexity functionalities, e.g. DPI capability.

In order to overcome the drawbacks listed above, some new mechanisms are proposed. The “Service Function Chain (SFC)” BOF has been developed in IETF. In contrast to the traditional IP routing mechanism, the service function chain defined in the IETF brings a new “On demand” routing mechanism, which could be used for realizing the efficient and flexible routing mechanism. Additionally, the Open Network Foundation (ONF) provides a programmable service routing mechanism using the OpenFlow protocol. 

The IETF and ONF defined routing mechanisms could be used by mobile operators as the service routing mechanism in the Gi-LAN network. However it is not clear how the mobile network can leverage either of these newly defined service routing mechanisms for Gi LAN traffic steering. 
3GPP therefore needs to investigate 3GPP specific scenarios, requirements and network function enhancements of the relevant entities defined in 3GPP in order to guide some of the IETF and ONF work and interwork with the related service routing mechanisms that are discussed in IETF or ONF.
It is proposed that 3GPP focuses on the traffic classification and service chain selection mechanism, while the exactly service routing mechanism could be done in IETF/ONF. 
Objective:
to study use cases and propose potential requirements for supporting traffic classification and service chain selection capabilities per operator’s policy (e.g., based on user’s profile, application type, RAN type, RAN status and flow direction) in order to realize efficient and flexible mobile service steering in the Gi-LAN network. 
MMI-Aspects:

CN MMI-aspects will be covered. ME MMI-aspects are out of scope.
Charging Aspects:
impacts on the charging/accounting mechanism brought by service chaining will be included.
Security Aspects:
Security aspects will be covered by SA3.
14.7
Study on Enhanced Calling Information Presentation (FS_ECIP) UID_620070
Resources:
S1
	UID
	Name
	Finish
	Comp
	Hyperlink
	Notes
	TR

	620070
	Study on Enhanced Calling Information Presentation
	18/06/2014
	0%
	SP-130598
	-
	22.8xy


Supporting Companies:
China Mobile, Huawei, Orange, Ericsson, CHTTL, ZTE
Study enhancements to calling information presentation. Linked to Multimedia Telephony Service for IMS (UID_7038), Customized Alerting Tone (CAT) UID_370028, Customized Ringing Signal (CRS) UID_380067
	Related Work Item(s) (if any]

	UID
	Title
	Nature of relationship

	7038
	Multimedia Telephony Service for IMS
	TS 22.173, Stage 1
Supplementary services are defined, including OIP(Originating Identification Presentation) / TIP (Terminating Identification Presentation)/ etc.

	370028
	Stage 1 for Customized Alerting Tone (CAT)
	TS 22.182, Stage 1
Customized Alerting Tones is played to the calling party.

	380067
	Customized Ringing Signal (CRS)
	TS 22.183, Stage 1

Customized Ringing Signal is played to the called party.


Justification
Supplementary services (supplementing telecommunication services) have been available for a long time. Services such as CLIP (Calling Line Identification Presentation), CNAP (Calling Name Presentation) and OIP (Originating Identification Presentation) are simple calling information presentation services for CS and IMS network, as they provide the calling party’s number/name to the called party, which is useful especially when subscribers are receiving calls from strangers.

However, with the take off of smart phones, a number of "calling information presentation" OTTs have been introduced. They can realize the exchange of personal information (including name/portrait/signature/etc.) between the calling party and the called party when a call happens, these kind of OTTs are more and more popular now, which demonstrate that there are more/additional requirements from users on supplementary services: first they want more information to be shared in a call, second they want the calling information presentation to be supported in both directions.

CAT (Customized Alerting Tone) and CRS (Customized Ringing Signal) are introduced to provide multimedia experience during the establishment of a call for the calling party and the called party. But there are still limitations: as for CAT, picture is not included in content type; as for both services, since the media can be customized by the subscriber, users should be notified whether the usage of official name/number/logo is authentic, especially regarding to enterprise customers. 
There is a need to improve and enhance the calling information presentation, so that the value of network can be maximized.

Objective:
to study use cases and propose potential requirements for enhancing the calling information presentation. This will include:

· Type of contents shared in calling information presentation, e.g. number/ name/ portrait/ signature/ etc;

· Use cases for both calling party and called party;
· Interaction with MMTel services/ CAT service/ CRS service;
· Interoperability with other network.
Charging Aspects:
Charging aspects will need to be identified..
Security Aspects:
related to authenticity of personal information and its impact on the service provider to be considered.
14.8
Study on Multimedia Broadcast Supplement for PWS (FS_MBSP) UID_620071
Resources:
S1
	UID
	Name
	Finish
	Comp
	Hyperlink
	Notes
	TR

	620071
	Study on Multimedia Broadcast Supplement for Public Warning System (PWS)
	17/09/2014
	0%
	SP-130599
	-
	22.8xy


Supporting Companies:
Qualcomm, one2many, KPN, T-Mobile USA, SPRINT, AT&T, LG Electronics
Study the case where a public safety agency needs to distribute on a large scale timely multimedia public safety information to the public. Linked to Rel-9 Feature PWS.
	Unique ID
	Title
	Nature of relationship

	380057
	Rel-9 Feature

Public Warning System (PWS)
	PWS covers existing textual warning systems


Justification
The work on Public Warning Systems (PWS) within the 3GPP has focused on delivering text-based warnings of limited content to the public at a large scale. This functionality is essential in providing a basic warning system with the elements as set out in clause 4.3 of TS 22.268 on PWS.

It is noted in PWS that content which might trigger an increase in network load should be avoided as the network likely to be under stress, and capacity diminished depending upon the nature of the emergency.

Experience with the current PWS has led some public safety alerting agencies to have difficulties of trying to include all the essential public safety information needed to inform the public into the current PWS limited text message size. Some of this essential public safety information includes maps with public safety mark-up, images of missing persons, live news video broadcasts, public safety information video broadcasts, evacuation information, latest safety briefings, weather warnings, emergency shelter locations and assembly points etc.

The purpose of this study is to evaluate delivering more extensive multimedia public warning content than is currently supported in PWS and investigating both the broadcasting of more extensive multimedia public warning content for a PWS and the mechanisms by which users would be able to receive and view this multimedia content.

Objective:
to study scenarios and use cases where a public safety agency in executing its mission, needs to distribute on a large scale timely public safety information to the public where this public safety information significantly exceeds the current PWS basic message capacity. Also to propose potential requirements for handling this dissemination via broadcast including the management of the public safety multimedia broadcast and the access to this broadcast public safety information by the users. This study will consider this public safety multimedia broadcast capability as an enhancement or extension to the current PWS, and not consider it as a replacement of the current PWS.
· scenarios and use cases to provide public safety multi-media information in PWS which exceeds current PWS message capacity

· UE awareness of, and ability to receive, this multi-media public safety information via PWS

· handling of UEs in limited service mode;

· considering priority of public safety multimedia information
NOTE 1:
the use of the term ‘broadcast’ is an application terminology referring to the delivery of content to many users. 
It does not signify the use of any specific transmission mechanism.

NOTE 2:
this study shall not define potential requirements for specific PWS based systems (i.e. ETWS, CMAS, EU-ALERT, and Korean Public Alert System).

MMI-Aspects:
The study will identify whether there is any information that needs to be provided to the user.
Charging Aspects:
Study of mechanisms for the provision of accounting/usage information will be included.
Security Aspects:
To be addressed with SA3.

15
SA2 Studies
16
SA3 Studies
17
SA4 Studies
18
SA5 Studies
	UID
	Name
	Acronym
	Resource
	WI_rapporteur
	TR

	620059
	Study on Application and Partitioning of Itf-N
	FS_OAM_AP_Itf-N
	S5
	China Mobile
	32.8xy


18.1
Study on Application and Partitioning of Itf-N (FS_OAM_AP_Itf-N) UID_620059
Resources:
S5

	UID
	Name
	Finish
	Comp
	Hyperlink
	Notes
	TR

	620059
	Study on Application and Partitioning of Itf-N
	10/12/2014
	0%
	SP-130681
	-
	32.8xy


Supporting Companies:
China Mobile, Alcatel-Lucent, Ericsson, Huawei, Intel, NSN, Orange, Telecom Italia, TeliaSonera, ZTE

Justification
3GPP has defined a set of specifications (TS 32-series) of Interface N (Itf-N). These specifications describe the requirements and solutions for various network management domains or services (e.g. Alarm IRP, PM IRP, BasicCM IRP, KernelCM IRP, BulkCM IRP, Notification IRP, CS IRP, FileTransfer IRP and EP IRP).

The large number of IRPs reflects the large number of diverse network management domains, services and solutions which are required to satisfy all operators’ needs taken as a whole. However, not all operators require all network management domains services and solutions defined by the IRPs. In a given context one operator may require a subset of these IRPs for its Itf-N interface (for management of its network), while another operator may require a full set.
Objective:

1. Examine IRP requirements in current specifications and identify one or more subsets of these requirements, based on inputs from operators. The necessary requirements should be selected from existing IRPs’ Requirements.

2. Study grouping of IRP functionality to recommend which functionality is needed in a network management context to satisfy every given subset of requirements. For every such group (e.g. “Ensemble” as defined in NGMN "Recommendation for IRP Ensembles") provide justification why it is important for MNOs, Telecom Equipment Manufacturers and 3rd-party tool vendors.
3. Examine the business consequences of proposals arising from the study.
NRM IRPs are out of scope of this study item.

19
CT Studies
20
GERAN Studies
21
LTE Studies
22
UTRA, LTE Studies
	UID
	Name
	Acronym
	Resource
	WI_rapporteur
	TR

	620045
	Study on Multi-RAT joint coordination
	FS_MultiRAT_JC
	R3
	China Mobile
	UTRA, LTE 37.8xy


22.1
Study on Multi-RAT joint coordination (FS_MultiRAT_JC) UID_620045
Resources:
R3

	UID
	Name
	Finish
	Comp
	Hyperlink
	WI_rapporteur
	Notes
	TR

	620045
	Study on Multi-RAT joint coordination
	05/12/2014
	0%
	RP-132086
	China Mobile
	Identify general scenarios and requirements for Multi-RAT (LTE/UMTS/GSM/CDMA/WLAN) coordination and study candidate solutions. Motivation doc RP-131168
	37.8xy


Supporting Companies:
China Mobile, Huawei, HiSilicon, ITRI, ZTE, NEC, TELUS, HTC, Acer, CHTTL, CATT, Coolpad, LightSquared, Ericsson, Potevio, China Unicom, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Telefonica, China Telecom, USCC, NSN, Qualcomm, Intel.
Identify general scenarios and requirements for Multi-RAT (LTE/UMTS/GSM/CDMA/WLAN) coordination and study candidate solutions. Motivation doc RP-131168
Justification
The coexistence of Multiple RATs introduces many operational coordination problems for network operators. The co-existence of various RATs (i.e. LTE/UMTS/GSM/CDMA/WLAN) is an obvious reality and it will remain relevant in the future. This raises important issues for operators in terms of coordination across the RATs to achieve better user experience (QoE), efficient resource usage, higher network capacity and easier maintenance, especially in a multi-vendor environment. 
For an operator with multi-RAT networks, frequent updated information from all RATs (radio resource management, mobility and traffic load) is required in order to enable efficient coordination by the network. It will be beneficial to consider a general Multi-RATs coordination from RAN perspective to meet the following requirements:

· Service aware UE steering between different RATs to provide consistent user experience and user satisfaction, e.g. by connecting to Multi-RATs (e.g. WiFi and LTE).

· Traffic steering between WAN and WLAN (e.g. LTE and WiFi)
· Multi RAT joint radio resource coordination for an operator, especially between LTE and GSM, to provide an operator a smooth transition from GSM to LTE, while still keeping basic GSM coverage for e.g. voice or GSM M2M services. Similar migration and spectrum sharing scenarios may also exist for UMTS/CDMA and LTE

· Reducing core network impact caused by addition of a new RAT due to inter-RAT communication
The aim of this study is to explore means for enhancing multi-RAT operations in a holistic framework to improve inter-RAT coordination, in order to: 

· Improve the radio resource usage efficiency and the spectral efficiency by joint radio resource coordination;
· Guarantee the QoE across RATs; 
· Improve the network capacity by steering traffic/UEs to the appropriate RAT.

Objective:
to identify the general scenarios and requirements for Multi-RAT coordination; and based on the output, candidate solutions could be studied. Thus, the following objectives should be part of this study item:
· Identify the potential scenarios and use cases where Multi-RAT coordination would be useful; including LTE, UMTS, GSM, CDMA and WLAN.
· Identify and evaluate potential benefits and functionalities for joint operation among different RATs, including:

· Steering of UEs among different RATs, taking into account service type, user experience, processing capacity, backhaul constraints and/or traffic load, and consequent mobility enhancement;

· Efficient multi RAT joint radio resource coordination to improve load balancing and for an operator to enable, e.g. spectrum re-farming.

· Investigate the potential enhancements of RAN interfaces and procedures to support the joint operation among different RATs as described above, taking into account the following:

· Reuse existing RAN interfaces and procedures as much as possible;

· No impact on UE operation and air interfaces.

· Possibility to support different architectures/implementations. 

The output of this SI should be aligned with the existing specifications of other SI/WIs.

23
UTRA Studies
24
Rel-13 Features and Studies
	UID
	Name
	Acronym
	Resource
	WI_rapporteur

	0
	Release 13 Features
	-
	SP
	-

	600045
	RAN Sharing Enhancements
	RSE
	S1
	NEC

	610030
	Service Exposure and Enablement Support
	SEES
	S1
	KPN

	620063
	Service Requirements Maintenance for Machine-Type Communications (MTC)
	SRMMTC
	S1
	KPN

	620064
	Mission Critical Push To Talk over LTE
	MCPTT
	S1
	NIST

	620062
	Security Assurance Specification for 3GPP network products
	SCAS
	S3
	NTT DOCOMO, China Mobile

	620037
	LTE Advanced intra-band contiguous Carrier Aggregation in Band 42
	LTE_CA_C_B42
	R4
	CATT


	UID
	Name
	Acronym
	Resource
	WI_rapporteur
	TR

	0
	Release 13 Studies
	-
	SP,RP
	-
	-

	570034
	Study on Application specific Congestion control for Data Communication
	FS_ACDC
	S1
	NTT DOCOMO
	22.806

	600046
	Study on Isolated E-UTRAN Operation for Public Safety
	FS_IOPS
	S1
	General Dynamics Broadband
	22.897

	610031
	Study on enhancements for Infrastructure based data Communication Between Devices
	FS_eICBD
	S1
	KPN
	22.807

	610032
	Study on need for Multiple Access Point Names
	FS_MAPN
	S1
	Giesecke & Devrient
	22.802

	610033
	Study on Co-ordinated packet data network gateway (P-GW) change for SIPTO
	FS_CSIPTO
	S1
	Intel
	22.828

	620069
	Study on Flexible Mobile Service Steering
	FS_FMSS
	S1
	China Mobile
	22.8xy

	620070
	Study on Enhanced Calling Information Presentation
	FS_ECIP
	S1
	China Mobile
	22.8xy

	620071
	Study on Multimedia Broadcast Supplement for Public Warning System (PWS)
	FS_MBSP
	S1
	Qualcomm
	22.8xy

	620059
	Study on Application and Partitioning of Itf-N
	FS_OAM_AP_Itf-N
	S5
	China Mobile
	32.8xy

	620045
	Study on Multi-RAT joint coordination
	FS_MultiRAT_JC
	R3
	China Mobile
	37.8xy


Annex A:
Change history

	Change history

	Date
	Subject/Comment
	Ver.

	2013-03
	Post-TSG#59 updates 

Rel-12 Stage 1 frozen
Rel-13 started
1st draft despatched to TSGs/MCC for input / comment
	0.0.1

	2013-06
	Post-TSG#60 updates
	0.0.2

	2013-09
	Post-TSG#61 updates
	0.0.3

	2013-12
	Post-TSG#62 updates
Rel-12 Stage 2 frozen
Rel-13 tentative milestones set (Stage 1 freezing Sep 2014)
	0.0.4
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