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**** next change ****
4.7.2.9.7
Starting special REFER handling procedures at the AS of the initiator of the REFER request
4.7.2.9.7.1
REFER is sent inside a dialog

4.7.2.9.7.1.1
Normal procedures

If the AS receives a 403 Forbidden or a 501 Not implemented in response to a REFER request forwarded by the AS, it shall send a 202 Accepted response followed by a NOTIFY request with a 100 (Trying) status line to the originator of the REFER request, according to the procedures of IETF RFC 3515 [13] as updated by IETF RFC 6665 [21].
The AS then shall perform third party call control procedures according to Flow III or Flow IV of IETF RFC 3725 [14], with the following additions and clarifications.
The AS should verify if it is involved in the dialogs between the originator of the REFER request on one side and the REFER target and the Refer-to target on the other side.
Then the AS shall send an INVITE request to the Refer-to target if it is not involved in a dialog with the Refer-to target (e.g. Blind ECT), or the AS shall send a re-INVITE request to the Refer-to target if it is involved in a dialog with the Refer-to target (e.g. Consultative ECT). The INVITE request shall contain if available a P-Asserted-ID header field with a valid identity of the REFER target and a Referred-by header field matching the P-Asserted-Identity of the REFER request. When including the P-Asserted-Identity the AS shall also include the Privacy header fields obtained from the request or response in which this P-Asserted-Identity was obtained. In addition the AS shall include a P-Served-User header field including a valid identity of the referor.
When the partial dialog with the Refer-to target is acknowledged following a 200 (OK), the AS shall send in the original partial dialog a NOTIFY request with a 100 Trying status line to the originator of the REFER request, according to the procedures of IETF RFC 3515 [13] as updated by IETF RFC 6665 [21]. After that the AS shall send a re-INVITE request to the REFER target. The re-INVITE request shall contain if available a P-Asserted-ID header field with a valid identity of the Refer-to target and a Referred-by header field matching the P-Asserted-Identity of the REFER request.

When the partial dialog with the REFER target is acknowledged following a 200 OK, the AS shall send in the original partial dialog a NOTIFY request with a 200 OK status line to the originator of the REFER request, according to the procedures of IETF RFC 3515 [13] as updated by IETF RFC 6665 [21]. If a Replaces parameter is included in the Refer-To header field of the original REFER request and it refers to the original partial dialog between the referrer and the refer-to target, the AS shall send a BYE request in the original partial dialog to the referrer.
When the 3rd party call control procedures were successful, continued processing procedures according to clause 7 of IETF RFC 3725 [14] shall be applied.

As a network option, the AS could send a 202 (Accepted) response directly and initiate 3rd party call control procedures without trying to forward the REFER request to the REFER target.
NOTE 1:
For example, when UE-A and UE-B establish a session, they will exchange their own capabilities for SIP methods by using "Allow" header. If the AS lies in the signalling path between UE-A and UE-B, it knows whether the two UEs support REFER or not, and can initiate 3rd party call control procedures. Another example is that a network operator does not want to send REFERs to a user because of security reasons.

NOTE 2:
The AS can enforce OIR privacy settings on OIR relevant headers carried in the generated INVITE request and/or reINVITE request, as specified 3GPP TS 24.607 [15] for regular INVITE requests originated by the served user.

NOTE 3:
The AS can generate charging events for the generated INVITE requests, correlated to the initiator of the REFER request.

**** next change ****
4.7.2.9.7.2
REFER is sent outside a dialog

4.7.2.9.7.2.1
Normal procedures

If the AS receives a 403 (Forbidden) response or a 501 (Not Implemented) response in response to a REFER request forwarded by the AS, it shall send a 202 (Accepted) response followed by a NOTIFY request with a 100 (Trying) status line to the originator of the REFER request, according to the procedures of IETF RFC 3515 [13] as updated by IETF RFC 6665 [21].
The AS then shall perform third party call control procedures according to Flow III or Flow IV of IETF RFC 3725 [14], with the following additions and clarifications:

The AS shall send an INVITE request to the Refer-to target. The INVITE request shall contain if available a P‑Asserted-ID header field with a valid identity of the REFER target and a Referred-by header field matching the P‑Asserted-Identity of the REFER request. In addition the AS shall include a P-Served-User header field including a valid identity of the referor.
When the dialog with the Refer-to target is acknowledged following a 200 (OK), the AS shall send in the REFER dialog a NOTIFY request with a 100 (Trying) status line to the originator of the REFER request, according to the procedures of IETF RFC 3515 [13] as updated by IETF RFC 6665 [21]. After that the AS shall send an INVITE request to the REFER target. The INVITE request shall contain if available a P-Asserted-ID header field with a valid identity of the Refer-to target and a Referred-by header field matching the P-Asserted-Identity of the REFER request. When including the P-Asserted-Identity the AS shall also include the Privacy header fields obtained from the request or response in which this P-Asserted-Identity was obtained.

When the dialog with the REFER target is acknowledged following a 200 OK, the AS shall send in the REFER dialog a NOTIFY request with a 200 OK status line to the originator of the REFER request, according to the procedures of IETF RFC 3515 [13] as updated by IETF RFC 6665 [21].
When the 3rd party call control procedures were successful, continued processing procedures according to clause 7 of IETF RFC 3725 [14] shall be applied.

As a network option, the AS could send a 202 (Accepted) response directly and initiate 3rd party call control procedures without trying to forward the REFER request to the REFER target.
NOTE 1:
For example, when UE-A and UE-B establish a session, they will exchange their own capabilities for SIP methods by using "Allow" header. If the AS lies in the signalling path between UE-A and UE-B, it knows whether the two UEs support REFER or not, and can initiate 3rd party call control procedures. Another example is that a network operator does not want to send REFERs to a user because of security reasons.

NOTE 2:
The AS can enforce OIR privacy settings on OIR relevant headers carried in the generated INVITE request and/or reINVITE request, as specified 3GPP TS 24.607 [15] for regular INVITE requests originated by the served user.

NOTE 3:
The AS can generate charging events for the generated INVITE requests, correlated to the initiator of the REFER request.
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