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Abstract of document:

The technical specification 29.139 specifies the H(e)NB – SeGW interface. The interface is used for the interworking between a 3GPP system and a Fixed Broadband Access network defined by Broadband Forum. The interworking procedure provides the IP connectivity to a 3GPP UE using a H(e)NB connected to a Fixed Broadband Access network as specified in 3GPP TS 23.139. The specification covers the QoS aspects and Tunnel management procedures. 

Changes since last presentation:

None (This is the first time to present this document to TSG).
Changes Outstanding Issues:

None
Contentious Issues:

- 
It is FFS if procedures for static IP address allocation in the H(e)NB needs to be specified. 
- 
Procedures for H(e)NB NATed Tunnel-IP address discovery are FFS. If SA2 indicates that network based approach for NAT public address discovery is needed, tunnel management procedures need to be updated accordingly. 
· Network procedures upon NAT remapping is FFS (LS sent to SA2): 

- It is FFS how the H(e)NB and SeGW shall handle NAT remapping (e.g. H(e)NB tears down the IKEv2 SA and re-establishes the IPsec tunnel, Dynamic address update as specified in IETF RFC 5996, or using MOBIKE to update the IKEv2 SA as specified in IETF RFC 4555); 

- It is FFS how the H(e)NB gets the modified NATed IP address information and inform the changes to the MME/SGSN after NAT remapping.
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