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4.1.1
General

The ANDSF MO is used to manage Inter-System Mobility Policy (ISMP) and Inter-System Routing Policy (ISRP) as well as access network discovery information stored in a UE supporting provisioning of such information from an ANDSF.

The ANDSF may initiate the provision of information from the ANDSF to the UE as specified in 3GPP TS 24.302 [3AA].

The UE may initiate the provision of information from the ANDSF, using a client initiated session alert message of code "Generic Alert". The "Type" element of the OMA DM generic alert message shall be set to "urn:oma:at:ext-3gpp-andsf:1.0:provision".

The UE configured for IFOM or MAPCON or non-seamless WLAN offload or any combination of these capabilities, may initiate the provision of information from the ANDSF, using a client initiated session containing a generic alert. The "Type" element of the OMA DM generic alert message shall be set to "urn:oma:at:ext-3gpp-andsf:1.0:provision-multiple-if".

The UE capable of any combinations of IFOM or MAPCON or non-seamless WLAN offload with all those combination of capabilities disabled, or a UE which is not IFOM capable and is not MAPCON capable and is not non‑seamless WLAN offload capable, may initiate the provision of information from the ANDSF, using a client initiated session containing a generic alert. The "Type" element of the OMA DM generic alert message shall be set to "urn:oma:at:ext-3gpp-andsf:1.0:provision-single-if".

The relation between ISMP, ISRP and DiscoveryInformation is that ISMP prioritize the access network when the UE is not capable to connect to the EPC through multiple accesses, ISRP indicate how to distribute traffic among available accesses when the UE is capable to connect to the EPC through multiple accesses (i.e. the UE is configured for IFOM, MAPCON, non-seamless WLAN offload or any combination of these capabilities), while DiscoveryInformation provide further information for the UE to access the access network defined in the ISMP or in the ISRP.

The MO defines validity areas, position of the UE and availability of access networks in terms of geographical coordinates. The way such coordinates are retrieved is implementation dependant (e.g. GPS receiver).

The UE is not required to switch on all UE's supported radios for deducing its location for ANDSF purposes or for evaluating the validity area condition of a policy or discovery information.

The Management Object Identifier is: urn:oma:mo:ext-3gpp-andsf:1.0.

The OMA DM Access Control List (ACL) property mechanism as standardized (see Enabler Release Definition OMA-ERELD-DM-V1_2 [5]) may be used to grant or deny access rights to OMA DM servers in order to modify nodes and leaf objects of the ANDSF MO.

